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1.0
INTRODUCTION TO CCQAS

The Centralized Credentials Quality Assurance System (CCQAS) v2.6.7 is a standard DoD migration system jointly undertaken, operated, and controlled by the Army, Navy, and Air Force medical departments within the overall corporate sponsorship and policies of the Office of the Assistant Secretary of Defense for Health Affairs (OASD (HA)).  CCQAS is operated as a Tri-Service consensus-based system for documenting active duty, reserve, guard, and civilian privileged and non-privileged providers at 540 sites, supporting 1,600 users, and containing 60,000 current and historical records.  The Resources Information Technology Program Office (RITPO) is responsible for the development and deployment of CCQASv2.6.7 and any subsequent versions.

CCQASv2.6.7 combines the functionality of previous versions of CCQAS into a single, web-based, Tri-Service repository containing Military Health System (MHS) direct-care system healthcare provider demographic information, education, and other credentials.  CCQASv2.6.7 is available on-line from any location, at any time, to approved users.  The system is critical for tracking and storing information about providers’ demographics, education, licenses, certifications, affiliations, and insurance data.  This version also supports maintenance of continuing education and training and medical readiness requirements.  Additional modules in the CCQASv2.6.7application provide risk management capabilities to document and track incidents and claims at all levels of the organization.  Detailed training materials for risk management is provided in a separate document.

2.0
OBJECTIVE

The objective of the CCQASv2.6.7 Training Guide is to orient users with the capabilities provided by the application and how it may be used to support providers credentialing activities at the facility and Service level.  By executing each of the lessons in this guide, a user will acquire sufficient working knowledge to use CCQASv2.6.7 in their workplace for entering, maintaining, and reporting provider credentials information.  This guide may also be used as a reference document to support on-the-job training, in addition to or in lieu of a formal training activity.  There are no formal examinations or final grades required in the CCQASv2.6.7 training program; successful use of the system is evidence of successful completion of training.
3.0
USING THIS GUIDE

The CCQASv2.6 Training Guide is designed to step the user through processes required to enter, maintain, and report credentials data.   In order to gain the most benefit and experience from the lessons provided in this guide, the user should perform each step as directed while logged in to an on-line version of the CCQAS that is specifically designed to support training activities.  The training version of CCQAS is maintained on a demonstration server by the CCQAS development contractor and is available online at the following URL:

http://demo.asmr.com

The data maintained on the CCQAS demonstration server are simulated data, created and entered into the application for testing and training purposes.  This server is accessible by the general public and the data contained therein may be exposed to scrutiny by individuals outside your facility or by the credentials community.  Therefore, real provider data should never be entered into the training application.  Any similarities between the real provider data and data contained within the training application are purely coincidental.

When the user is fully trained and ready to begin using CCQASv2.6.7 in the workplace, they should contact their facility or Service credentials manager to obtain the URL for the production server, which contains the live version of the application.  The production server is located at the Defense Information Services Agency (DISA) in Montgomery, Alabama.  This server is maintained in a secure environment that protects the confidentiality of the credentials data and limits access to approved users only.  In order to protect the integrity of data, only real MHS provider data should be entered and tracked in the CCQAS application on the production server.  While the CCQASv2.6.7 Training Guide may be used as a reference document for the CCQAS application residing on the production server, the production version of the application should never be used for testing or training purposes.

In order for any version CCQASv2.6.7 to function properly, the user’s workstation must be loaded with Internet Explorer 5.5, Service Pack 2 or higher.  The user should coordinate with their local network administrator to confirm that the correct version of Internet Explorer is loaded and available for use.

4.0
Lessons:  Getting Started

This section contains the following lessons:

4.1
Registering as a User

4.2
Loading Security Certificates

4.3
Logging Into CCQAS

4.1 Registering as a User

Objective:  This exercise will allow the user to register to receive a CCQAS User ID and Password.  

NOTE: This step only needs to be performed if you do not already have your CCQAS User ID and Password.

In order to use the application, you must be a recognized user and have a user ID and password.  The following are the key steps performed in registering in CCQAS.  

	Step
	Action
	Comments/Notes

	1.
	Access the website http://demo.asmr.com/CCQAS.  The Guidelines and Certificates screen (see Exhibit 4.1-1) appears.  
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Exhibit 4.1-1: http://demo.asmr.com/CCQAS Website Guidelines and Certificates Screen

	Step
	Action
	Comments/Notes

	2.
	Click on the Logon button.  An Unclassified, Sensitive Privacy Act Use Only Statement appears.  Click on the OK button after reading the statement.  The Warnings and Usage screen 
(see Exhibit 4.1-2) appears.
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Exhibit 4.1-2:  Warning and Usage Statement Screen

	Step
	Action
	Comments/Notes

	3.
	Click on the Registration button.  The CCQAS - User Registration screen (see Exhibit 4.1-3) appears.
	You may use the Tab button to move from one field to the next.  

You may use the Reset button to clear the textbox fields.
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Exhibit 4.1-3:  CCQAS – User Registration Screen

	Step
	Action
	Comments/Notes

	4.
	Within the User Profile, select the appropriate radio button from the following:

· Air Force

· Army

· Navy

· DoD
	NOTE: Army and Air Force employees must also complete the Registration Validation section.

	5.
	Within the User Profile section, enter information as requested.
	All are required fields.

	6.
	Within the User Profile section, enter the UIC in the UIC text box (this is a required field).  If you need help identifying your UIC, click on the 
[image: image5.png]


 browse icon.  The UIC Search screen (see Exhibit 4.1-4) appears.  Enter the information and click on the Search button to search for the UIC.
	Your account will only permit you to view providers assigned to this UIC.
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Exhibit 4.1-4:  UIC Search Screen

	Step
	Action
	Comments/Notes

	7.
	Within the CCQAS Security Manager section, select the appropriate radio button to indicate whether or not you will be acting as CCQAS Security Manager at your facility.
	For basic users, select the NO radio button.

	8.
	For Army and Air Force Employees Only, complete the Registration Validation Section with the requested information concerning the individual within your activity who will validate the requirement for the person listed in the User Profile section to have access to CCQAS.
	Step 8, is performed by Army and Air Force employees.  This is a DBA requirement for verification of access need.

	9.
	Click on the Save button to transmit your request.  You will be notified via email, once a user ID and password have been assigned.  After logging on the first time, you will be issued a new password.  This password is for your eyes only and should not be shared with your co-workers.  It is imperative that you remember the new password in order to gain entry to the CCQAS application.
	The CCQAS Security Manager at your facility or Service Headquarters will grant permissions to access functionality and data that are appropriate for your job.


Once you have your User ID and password, proceed to the next lesson.

4.2 Loading Security Certificates

Objective:  This exercise will enable the user to download the requisite security Certificates.

The CCQAS System employs a security certificate to protect data that is sent across the Internet.  The following steps are required to download this security certificate.  You must add and retain this certificate on your hard drive in order to use CCQAS v2.6.  

	Step
	Action
	Comments/Notes

	1.
	From the website http://demo.asmr.com/CCQAS.  The Guidelines and Certificates screen (see Exhibit 
4.2-1) appears.
	The website provides instructions for downloading the Security Certificates.
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Exhibit 4.2-1: http://demo.asmr.com/CCQAS Website Guidelines and Certificates Screen

	Step
	Action
	Comments/Notes

	2.
	From the Required Security Certificate Add-on section, click on the First Root Authority Certificate (dodroot.cer) link to download the First Root Authority Certificate to your computer.  The File Download dialog box (see Exhibit 4.2-2) appears.
	NOTE: Do not open the file.
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Exhibit 4.2-2:  File Download Dialog Box

	Step
	Action
	Comments/Notes

	3.
	Ensure the “Save this file to disk” radio button is selected and click on the OK button.  The Save As dialog box (see Exhibit 4.2-3) appears.
	


[image: image9.png]save as

Savein: [ 3 CCOAS -] ¢ ®ckE-
3]

History

dodract

dodractmed

File pame:

Save as pe:

Secuity Certicate -

Save

Cancel

lad





Exhibit 4.2-3:  Save As Dialog Box

	Step
	Action
	Comments/Notes

	4.
	In the Save in pull-down list box, navigate through the directories and subdirectories to locate the directory on your hard drive where you want to save the file.  Once you have determined where to save the file, click on the Save button.  The file will be downloaded.
	Ask your network administrator if you do not know the location on your hard drive for downloading the certificate.

	5.
	Once download is complete, from the Internet Explorer menu bar, click on Tools, then Internet Options.  The Internet Options dialog box (see Exhibit 4.2-4) appears.
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Exhibit 4.2-4:  Internet Options Dialog Box, Content Tab

	Step
	Action
	Comments/Notes

	6.
	Select the Content Tab and click on the Certificates button.  The Certificates dialog box (see Exhibit 4.2-5) appears.
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Exhibit 4.2-5:  Certificates Dialog Box

	Step
	Action
	Comments/Notes

	7.
	Click on the Import button.  The Certificate Import Wizard dialog box (see Exhibit 4.2-6) appears.
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Exhibit 4.2-6:  Certificate Import Wizard Dialog Box

	Step
	Action
	Comments/Notes

	8.
	Click on the Next button.  The view of the dialog box will change (see Exhibit 4.2-7).  Select the Browse button.  The Open dialog box (see Exhibit 4.2-8) appears.  
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Exhibit 4.2-7:  Certificate Import Wizard Dialog Box
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Exhibit 4.2-8:  Open Dialog Box

	Step
	Action
	Comments/Notes

	9.
	Navigate through the directories and subdirectories to select the location where you downloaded the dodroot.cer file and double-click on the file.  The Certificate Import Wizard dialog box (see Exhibit 4.2-9) appears and the File name text box will be populated with the location of the file.  Click on the Next button.
	NOTE: Within the Files of type pull-down list box, specify the X509 Certificate (*.cer, *.crt) file type.  
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Exhibit 4.2-9:  Certificate Import Wizard with File Name

	Step
	Action
	Comments/Notes

	10.
	Within the Certificate Import Wizard dialog box, leave the default radio button settings (“Automatically select the certificate store based on the type of certificate”).  Click on the Next button (see Exhibit 4.2.10).
	This is the default radio button.
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Exhibit 4.2-10:  Certificate Import Wizard

	Step
	Action
	Comments/Notes

	11.
	Click on the Finish button.  The dialog box will inform you that you have successfully completed the Certificate Import wizard (see Exhibit 4.2-11). Click on the Finish button.
	Repeat steps 2-11 for the second certificate.
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Exhibit 4.2-11: Certificate Import Wizard

4.3 Logging onto CCQAS

Objective:  This lesson will allow the user to log on to CCQAS.

Prior Condition: The user must be issued a valid User ID and Password.

	Step
	Action
	Comments/Notes

	1.
	Access the website http://demo.asmr.com/CCQAS.  The Guidelines and Certification screen (see Exhibit 4.3-1) appears.
	



[image: image18.png]7 CCQAS R,

Guidelines and Certificates

Browser Guidelines

is required for ths applicaton to functon properly. This
procuct s free o dowrload and use.
Note: To determine your browser version, goto the very top of your browser and cick

onthe Menu Bar. From the crap down
menu, Clck "ahout nternet Explorer”.

Required Security Certificate Add-on

The CCQAS System empioys a Securty Certfcate o protect data that i sert across the nternet. You MUST Add a Secuy
2901] Cerlficat to your brovser. Perform the folwing procedure to nstal the certficate:

1. Downloadithe. to your computer.
2. When prompted by your browser, chaose "Save this file to disk”. Da nat open the f.
5. Make a note of where the cerlficete fie s stored.
4. Once the download is complete, select Tols from the Internat Explrer menubar then select Internet Optians.
5. Selectthe Contenttab and click the Certificates buiton. The Cerlifcate Manager windaw will ow appear.
6. Cick onthe Import hion andthen Hext to proceert
7. Select the location where you downioaded the first (dodoot cer) oot authorty certficate and cick Hext.
8. Leave the defaut seftings on the next page and click Hext.
4. Clck Finish.
10, Dawnioad the to your computer.
11

Repeat steps 28 for the Second Ract Authorty Cerlficae.

For Additional Assistance

Please address all auestions regerding COGAS to nclude System Securty, System Operation, Training, Functiansl and Technical fssues,
System Errars, Userid and Passwords, Access lssues and Recommendtins tothe. , phane: 1-800-500-8332 (CONLS) . In
the event of an unvespansive Help Desk, please contact the . at (703) 75.6781





Exhibit 4.3-1: http://demo.asmr.com/CCQAS Website Guidelines and Certificates Screen

	Step
	Action
	Comments/Notes

	2.
	Click on the Logon button.  An UNCLASSIFIED, SENSITIVE PRIVACY ACT USE ONLY statement (see Exhibit 4.3-2) appears.
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Exhibit 4.3-2:  Unclassified Sensitive Privacy Act Use Only Statement

	Step
	Action
	Comments/Notes

	3.
	Click on the OK button after reading the statement.  The Warnings and Usage screen (see Exhibit 4.3-3) appears.
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Exhibit 4.3-3:  Warning and Usage Statement Screen

	Step
	Action
	Comments/Notes

	4.
	In the User ID text box, enter your user identification.  Tab to the Password text box and enter your password.  Click on the Logon button.

Note:  if you unsuccessfully attempt to log in more than 3 times, the system will automatically lock you out.  If this happens, contact your CCQAS Administrator to have your account unlocked.
	The password must be entered using all upper case text.  Use the [Shift] key, rather than the [Caps Lock] key to type in upper cases text.

	5.
	A pop-up window may appear indicating that a new incoming credentialing transaction(s) exist for this UIC.  If so, click on the OK button.

The CCQAS Start Page screen/Credentials Provider Search screen (see Exhibit 4.3-4) opens.
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Exhibit 4.3-4:  CCQAS Start Page Screen

5.0
Lessons:  Helpful Hints

This section includes the following lessons:

5.1
Changing Your Password

5.2
Changing Your Start Page

5.3
Creating an Icon for CCQAS 

5.4
Getting Help

5.1
Changing Your Password

Objective:  This lesson will allow the user to change his/her CCQAS password.

Prior Conditions:  The user must be logged on to CCQAS as a facility- or Service-level user.

Note:  During the classroom training activity, users should not change their assigned password.  This lesson is intended to demonstrate how the password may be changed at a later date.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on System and select Change Password.  A Password Expiration Warning will open giving you the option to change your password now or wait until later  (see Exhibit 5.1-1).  Select I’ll Update My Password Later to return to the Provider Search screen.
	CCQAS will require you to change your password on a regular basis. 
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Exhibit 5.1-1:  Password Expiration Warning Screen

	Step
	Action
	Comments/Notes

	2
	Caution! Do not complete this step during your training process.  This if for future reference.  When you select I’ll Update My Password Now, a new screen will open giving you a new password.  Click Done to return to the Credentials Provider Search screen.
	Upon changing your password, you and only you will know the new password.  Be sure to record the new password correctly and commit it to memory to ensure password integrity.


5.2
Changing Your Start Page

Objective:  This lesson will allow the user to change the CCQAS Start Page.

Prior Conditions:  The user must be logged on to CCQAS as a facility- or Service-level user.

	Step
	Actions
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on the Systems tab and select Change Start Page to open up the Change Start Page screen (see Exhibit 5.2-1).
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Exhibit 5.2-1:  Change Start Page Screen

	Step
	Actions
	Comments/Notes

	2
	Select from one of the options in the Start Page dropdown list.  Click Change Start Page.  
	Some users may have only one start page to choose from.

	3
	A window will open indicating that the change will take effect the next time you log on to CCQAS.  Click OK to return to the Credentials Provider Search screen.
	The new start page will appear the next time you log on to CCQAS.


5.3
Creating An Icon for CCQAS

Objective:  This lesson will allow the user to create a CCQAS icon on the desktop.

Prior Conditions:  The user should be logged out of CCQAS to perform this exercise.

	Step
	Actions
	Comments/Notes

	1
	From your desktop, click on the Microsoft Internet Explorer icon.
	

	2
	Type in the CCQAS URL or select it from the dropdown list of frequently visited sites.
	You will want to create an icon for the live CCQAS application hosted by DISA in Montgomery, Alabama.  Do not create an icon for the CCQAS training application.

	3
	Right click on the application to create the icon on your desktop.
	

	4
	Double click on the new icon created and to open up the CCQAS.
	The application is now available for use.


5.4
Getting Help 

Objective:  This lesson will enable the user to access references, guidance, and other resources that are available to assist the CCQAS user community.

Prior Conditions:  The user should be logged on to CCQAS as a facility- or Service-level user.

	Step
	Actions
	Comments/Notes

	1
	From any screen inside the CCQAS application, you may click on the Help header on the right side of the main menu bar. This will produce a dropdown menu of reference material and points of contact to assist you when you have questions (see Exhibit 5.4-1).
	If you are performing a training activity on the demonstration server, these resources may not be available to you through the training application. These resources are intended to assist users of the production version of the CCQAS application.
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Exhibit 5.4-1:  CCQAS Help Menu

	Step
	Actions
	Comments/Notes

	2
	To request support from the CCQAS Helpdesk, select Submit Trouble Ticket from the Help menu (See Exhibit 5.4-2).  A blank e-mail message window opens. 
	Note that the receiver of this email is prepopulated with the email addresses of the CCQAS Helpdesk staff.

	3
	Type in a title and a detailed description of your problem. When you are finished, click Send.
	


6.0
Lesson:  Processing a New Provider

This section provides information about documenting the following:

· Provider Demographics

· Provider Specialties

· Professional Training

· Additional Training

· Licensure

· Affiliations

· Medical Readiness

· NPDB/HIPDB/FSMB

· MTF Assignments

· Provider Photograph

6.1
Processing a New Provider

Objective: This lesson will allow the user to add a new provider to the CCQAS database.

Prior Conditions:  The student must be logged on to CCQAS as a facility-level user. 

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, Click Add Provider at the bottom of the screen to open the Add Provider screen.  (See Exhibit 6.1-1)
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Exhibit 6.1-1:  Add Provider Screen

	Step
	Action
	Comments/Notes

	2
	The Add Provider screen has eight required Red fields that must be populated in order to create a new provider record. Enter the required data for your new provider.  Click Add after completing the input.  The Provider screen appears.

Rule: The Date of Birth must be at least 17 years in the past.

Rule:  The SSN must equal Verify SSN for US Citizens.

Note: If the SSN entered on the new provider matches that of a provider that already exists in the database, the Matching SSN window opens and displays the existing provider’s demographic data.  

If you discover that two providers have the same SSN or that an SSN already entered into CCQAS is incorrect, contact your CCQAS administrator for resolution.  Records with duplicate SSNs or duplicate records for the same provider should not be created in CCQAS.
	All required fields are in red text. 

A SSN is automatically generated for non-US citizens.


	Step
	Action
	Comments/Notes

	3
	The Demographics screen appears.  Enter the demographic information on your provider and click Save.  (See Exhibit 6.1-2)


	Note that the list of values for Rank, Corps, and AOC are dependent on the value selected for Branch.
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Exhibit 6.1-2:  Provider Demographics Screen

	Step
	Action
	Comments/Notes

	5
	Click on the Specialties tab.  The Update Specialty screen appears.  (See Exhibit 6.1-3) Enter your provider’s specialty information.  Dropdown lists and date selection tools are provided to assist you in populating required fields.  

Rule:  Verified Date and Certified Date cannot be greater than today’s date.

Click Save, then Close Specialty.
	Note that the list of values for AQD depend on the value selected for Specialty.
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Exhibit 6.1-3:  Update Specialty Screen

	Step
	Action
	Comments/Notes

	6
	Click on the Prof. Education (Professional Education) tab. The Add Primary Education screen opens.  (See Exhibit 6.1-4).  Enter your provider’s education information.  

Rule:  The Start Date and Completion Date cannot be greater than today’s date.

Rule:  Start Date must be less than the Completion Date.

Click Save, then the Close Primary Education.
	Enter the education information for your provider that is appropriate for his/her specialty.


[image: image28.png]2 CCOAS Version 2.6.7 - Centralized Credentials Quality Assurance System - Microsoft Interet Explorer BEE

Subit

“A Worldwide Credentialing, Risk Management, and
‘Aduerse Actions System Supporting Medical Personnel Readiness' BP2ZFBLS

[Provider

Nam
EE

AVE P THOMAS RankiLCOR
5-00-0002 Branchii1 AOC/Desig/AFSC:2300

Input Clerk:AFALLL
Record Status/ Type:Current/CRED

[Add Primary Education

Type [Guaitg begree 5 Sttvate [
O [55 Brererorsomnes =] Conpieton Oete: [oEnass |
Instttor: 4] | USURS | universty of Meryland Batimore:

Remarks: B

Verified Date:

Cose Prary s





Exhibit 6.1-4:  Add Primary Education Screen

	Step
	Action
	Comments/Notes

	7
	Click on the Add. Trng (Additional Training) tab.  (See Exhibit 6.1-5).  Enter Training Expiration dates and designate one of your new providers as an instructor.  Click Add Additional Training.  
	 You will be asked to generate ad hoc reports on these training dates later during this training activity.
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Exhibit 6.1-5:  Additional Training Screen

	Step
	Action
	Comments/Notes

	8
	On the Additional Training screen (see Exhibit 6-1.6), enter formal training that has credits/credit categories start and end dates with speaker information.

Rule:  Training Dates cannot be greater than today’s date.

Rule:  All expiration dates show a warning (red exclamation point) if the date is in the past.

Click Save.
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Exhibit 6.1-6:  Add Additional Training Screen

	Step
	Action
	Comments/Notes

	9
	Click on the Licensure/Certification tab.  The Add State License screen opens (see Exhibit 6.1-7).  Enter your provider’s licensure information.  

Rule:  Initial Issue and Verified Date cannot be greater than today’s date.

Rule: If In Good Standing is not checked or Status is set to Restricted, then Remarks are required.

Click Save, then the Close State License button.
	Note that if the Status is Foreign, the State is NA.

Note that the list of values for Field of License depend on the value selected for State.
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Exhibit 6.1-7:  Add State License Screen

	Step
	Action
	Comments/Notes

	10
	Click on the Affiliations tab.  Radio buttons are provided to document your provider’s DEA/CDS Number or Affiliation/Off-Duty Employment/Civilian Position. (See Exhibit 6-1.8) 

Select the DEA/CDS radio button and click on Add DEA/CDS to open the Add DEA/CDS screen (see Exhibit 6.1-9).  Enter appropriate DEA/CDS information for your provider.  

Rule:  All expiration dates will show a warning (red exclamation point) if the date is in the past.

Rule:  Verified Date cannot be greater than today’s date.

Click Save, then the Close DEA/CDS button.
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Exhibit 6.1-8:  Affiliations Tab
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Exhibit 6.1-9:  Add DEA/CDS Number Screen

	Step
	Action
	Comments/Notes

	11
	Select the Affiliations/Off duty/Employment/Civilian position radio button and click on Add Affiliation to open the Add screen (see Exhibit 6.1-10).  Enter appropriate facility/off-duty employment/civilian position information for your provider.  

Click Save, then Close Affiliation.
	Note that the list of values for AQD depend on the value selected for Specialty.
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Exhibit 6.1-10:  Add Affiliation Screen

	Step
	Action
	Comments/Notes

	12
	Click on the Readiness tab (see Exhibit 6.1-11).  Enter your provider’s mobilization information. 

Rule:  The Verified, MRT Completed, and Annual SMRT Verification Date cannot be greater than today’s date.

Rule:  Commander’s Annual SMRT Verification Date cannot be more than 13 months in the past.  A warning is displayed if it is more than 1 year in the past.

Rule:  If peacetime and mobilization AOC/Design/AFSC values do not match, then Remarks are required.

Click Save.
	The provider’s mobilization information should be consistent with their training and licensure/ certification.

Note that the list of values for AQD depend on the Specialty.
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Exhibit 6.1-11:  Readiness Screen

	Step
	Action
	Comments/Notes

	13
	Click on the NPDB/HIPDB/FSMB tab (see Exhibit 6.1-12). Update the information.  

Rule: NPDB, HIPDB and FSMB last query dates cannot be greater than today’s date. 

Rule: If the NPDB, HIPDB, or FSMB last query dates are more than 2 years in the past, a warning will be displayed.

Click Save.
	 Note: CCQAS allows documentation of the fact that a query was performed. Contact your Service Credentials Authority if you have questions regarding this process.
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Exhibit 6.1-12:  Add NPDB/HIPDB/FSMB Screen

	Step
	Action
	Comments/Notes

	14
	Click on the MTF Assignments tab (see Exhibit 6.1-13).  

Click on the arrow on the far left side of the MFT record to open up the MTF Assignment screen.  (See Exhibit 6.1-14)  Enter assignment information for your provider. 

Rule:  If either the Staff Appointment Expiration Date or the Privileges Expiration Date is in the past, a warning will be displayed.

Click Save.
	Note that you may click on any one of the column headers to sort your records.
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Exhibit 6.1-13:  MTF Assignments Tab
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Exhibit 6.1-14:  MTF Assignments Screen

	Step
	Action
	Comments/Notes

	15
	Click Save, then Close Provider Record.
	

	16
	Click on the Photo tab (see Exhibit 6.1-15).  This will allow the user to load a current photo of the provider from a stored media source. Click Save, then Close Provider Record to return to the Credentials Provider Search screen.
	You have just completed record entry for one provider.
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Exhibit 6.1-15:  Provider Photo Screen

You have now completed the addition of a new provider into CCQAS.  Please repeat this process for the other providers that have been assigned to you.  
7.0
Lessons:  Updating Provider Records

This section includes the following lessons:

7.1
Provider Search (Basic)

7.2
Provider Search (Advanced)

7.1
Provider Search (Basic)

Objective:  This lesson will allow the user to search the CCQAS database for an existing provider’s record, so that the record may be updated.

Prior conditions:  User must be logged in to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search Screen, click Search in the lower left of the screen (see Exhibit 7.1-1).

Note:  Provider searches performed in this manner will return all providers assigned to your facility in alphabetical order.  You may narrow the search by specifying the first letter of the provider’s name, the whole name, the SSN, the Corps, the Work Center, etc.  This approach is best if you are looking for a single provider, as opposed to a list of providers.  After entering search criteria, Search to generate the query.
	Note:  The record count in the lower right hand corner of the screen sets the upper limit on the number of records that will be retrieved during the search.  The search takes longer, if a large number of records need to be retrieved.  It is recommended that you use the search criteria to keep your searches as specific as possible.
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Exhibit 7.1-1:  Provider Search Screen (Basic)

	Step
	Action
	Comments/Notes

	2
	Identify the individual provider record you wish to update and click on the arrow on the far left side of the record.  A dropdown list of actions is returned.  Select Open  (see Exhibit 7.1-2).
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Exhibit 7.1-2:  Provider Listing Screen

	Step
	Action
	Comments/Notes

	3
	Make the appropriate edits to the record and click Save to ensure the changes are made.  Click the Credentials Provider Search tab to return to the Credentials Provider Search screen.
	


7.2
Provider Search (Advanced)

Objective:  This lesson will allow the user to perform an advanced search using filters on specific data fields to query the CCQAS database.

Prior conditions:  User must be logged on to CCQAS as a facility-level or Service-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search Screen, click on the Advanced Search tab (see Exhibit 7.2-1).  The Advanced Search will enable you to query on records using a specific data field in the CCQAS database.  

For example, you could search for all providers with a particular specialty or whose BLS is current.
	The Advanced Search is a very powerful query tool, but good data quality is essential to optimizing the effective use of this tool.  Consistent and correct population of required and non-required fields is important.
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Exhibit 7.2-1:  Provider Search (Advanced) with Search Criteria

	Step
	Action
	Comments/Notes

	2
	Click on one of the items under Select Criteria on the left of the screen.  For each item selected, a Select Criteria screen will open, which allows you to apply filters to specific data fields in order to perform a targeted search.  When finished, select Search to return the list of all providers that meet your criteria.
	The Advanced Search and the Ad Hoc Reports functions are very similar.  Please refer to Section 10.0 of this guide to learn more about how to apply search criteria.

	3
	Identify the individual provider record you wish to update and click on the arrow on the far left side of the record.  A dropdown list of actions is returned.  Select Open.
	You have now opened the provider’s credentials record.

	4
	Make the appropriate edits to the record and click Save to ensure the changes are made. Click the Credentials Provider Search tab to return to the Credentials Provider Search screen.
	


8.0
Lessons:  Provider Processing

The lessons included in this section are:

8.1
Performing a PCS (Permanent Change of Station)

8.2
Performing an ICTB (Interfacility Credentials Transfer Brief)

8.3
Viewing MTF Contacts

8.4
Viewing the Transaction Table

8.5
Batch Processing Providers

8.1
Performing a PCS (Permanent Change of Station)

Objective:  This lesson will allow the user to perform a PCS transaction on a provider record.

Prior Conditions:  The user must be logged on to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search Screen, perform a search to find the provider for whom you wish to perform a PCS transaction.  Do not open the provider’s record.
	You may perform a search by entering the provider’s name, SSN, or other piece of demographic information. 

	2
	Click on the arrow on the far left side of the provider’s record (see Exhibit 8.1-1) Select Initiate PCS to open up the PCS Screen.
	This is the process for performing a PSC transaction on a single provider.  Batch processing of providers will be discussed in Lesson 8.5.
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Exhibit 8.1-1:  Initiating a PCS

	Step
	Action
	Comments/Notes

	3
	Use the UIC search function to enter the Gaining UIC and enter the effective date of the PCS (see Exhibit 8.1-2).  Click Submit.

When the PCS action becomes effective, the record status of the provider changes from ‘current’ to ‘inactive’ at the losing facility.  A new ‘current’ record will be created for the provider at the gaining facility.
	PSC transactions should only be conducted between privileging facilities. 

A record of this transaction will be posted to the Transaction Table at both the sending and the gaining facilities.  The Transaction Table will be discussed in Lesson 8.4.
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Exhibit 8.1-2:  The PCS Screen

	Step
	Action
	Comments/Notes

	4
	Select the Credentials Provider Search tab to return to the Credentials Provider Search screen.
	


8.2
Performing an ICTB (Interfacility Credentials Transfer Brief)

Objective:  This lesson will allow the user to perform an ICTB transaction on a provider record. The user can process an ICTB in the same manner as a PCS (Permanent Change of Station). The basic difference between the two is that, in the case of a PCS, responsibility is being permanently transferred; however, in the case of an ICTB, the responsibility overall is retained by the issuing UIC, and the provider’s information is being provided to another UIC. 

Prior Conditions:  The user must be logged on to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search Screen, perform a search to find the provider for whom you wish to perform an ICTB transaction.  Do not open the provider’s record.
	You may perform a search by entering the provider’s name, SSN, or other piece of demographic information. 

	2
	Click on the arrow on the far left side of the provider’s record (see Exhibit 
8.2-1).  Select Initiate ICTB to open up the ICTB screen.
	This is the process for performing an ICTB transaction on a single provider.  Batch processing of providers will be discussed in Lesson 8.5.
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Exhibit 8.2-1:  Initiating an ICTB

	Step
	Action
	Comments/Notes

	3
	Use the UIC search function to enter the Gaining UIC and enter the start and end dates of the ICTB (see Exhibit 8.2-2).  Click Submit.

When the ICTB action becomes effective, the record status of the provider changes from ‘current’ to ‘inactive’ at the issuing facility.  A new ‘current’ record will be created for the provider at the gaining facility.
	PSC transactions should only be conducted between privileging facilities. 

A record of this transaction will be posted to the Transaction Table at both the issuing and the gaining facilities.  The Transaction Table will be discussed in Lesson 8.4.
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Exhibit 8.2-2:  The ICTB Screen

	Step
	Action
	Comments/Notes

	4
	Select the Credentials Provider Search tab to return to the Credentials Provider Search screen.
	


8.3
Viewing MTF Contacts

Objective:  This lesson will enable the user to view CCQAS POCs at other facilities with which they may coordinate PSC and ICTB transactions.

Prior Conditions:  The user must be logged on to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, select on the System tab.  Select MTF Contacts.
	

	2
	Click the radio button to specify which Service facilities you want to review (see Exhibit 8.3-1).  
	If All is selected, it may take some time to load the facility list, which total approximately 500.
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Exhibit 8.3-1:  MTF Contacts Screen

	Step
	Action
	Comments/Notes

	3
	Click on the arrow on the far left side of the MTF record to open the MTF screen showing location and POC information for the facility.  When finished, select Cancel to return to the MTF Contacts screen.

Click Close to return to the Credentials Provider Search Screen.
	Note the Privileging column; PSC and ICTB transactions should only occur between privileging facilities.


8.4
Viewing The Transaction Table

Objective:  This lesson will allow the user to view all records that are currently under PSC or ICTB transaction.

Prior Conditions:  The user must be logged on to CCQAS as a facility-level user.
	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search Screen, click on the Credentialing tab (see Exhibit 8.4-1).  Select Transaction Table to open the Provider Transactions screen.
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Exhibit 8.4-1:  The Provider Transaction Screen

	Step
	Action
	Comments/Notes

	2
	To select specific record types, select the Direction, Status, and Action type.  Select Search to view the results of your query.
	You should conduct searches to confirm the states of the providers for whom you performed PCS and ICTB transactions.

	3
	Select Close to return to the Credentials Provider Search Screen.
	


8.5 Batch Processing Providers

Objective:  This lesson will allow the user to batch process providers to perform PSC and ICTB transactions, batch update provider records following training events, and batch generate letters.

Prior Conditions:  The user must be logged on to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	In the lower right corner of the Provider Search Screen, a series of radio buttons is available for batch processing of providers.  Select the appropriate radio button to batch initiate PCS or ICTB providers, document a training event for multiple providers, or batch generate letters.  Select Batch Training and click Search.  A new tab for Batch Training will be created (see Exhibit 8.5-1).
	You can specify a set of providers by populating one or more of the demographic data fields in the upper half of the Provider Search screen.  If no demographic fields are populated for the search, a complete list of all providers will be returned.
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Exhibit 8.5-1:  The Credentials Provider Search Screen

	Step
	Action
	Comments/Notes

	2
	Click on the Batch Training tab to view all providers returned from the query (see Exhibit 8.5-2).  Select the providers who will be batch-processed by clicking in the box at the far left of each provider’s record.   
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Exhibit 8.5-2:  The Batch Training Screen

	Step
	Action
	Comments/Notes

	3
	Enter the type of training using the dropdown list and then populate the remaining fields with the appropriate training information.  Click Submit Batch.

A secondary window should open informing you that the batch action has been completed.  Select the OK and then select Close to return to the Credentials Provider Search Screen.
	If you pull up the record of a provider who was batch-processed, you should find the training event fully documented under the Additional Training tab in their record.




Note:  Batch PSC and ICTB transactions are performed in a similar manner.  Refer to your Service policy for guidance regarding the batch activation and deactivation of providers by facility-level personnel.

9.0
Lessons:  Letters

The lessons included in this section are:

9.1
Entering Command Parameters

9.2
Generating Letters

9.3
Editing Letters

9.1
Entering Command Parameters

Objective:  This lesson will enable the user to set up or modify the command parameters required to automatically generate letters commonly used for provider credentialing.

Prior Conditions:  The user must be logged on to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on the Systems tab and select Command Parameters (see Exhibit 9.1-1)
	

	2
	Populate all data fields with information that is appropriate for your command.  It is important to enter the information as completely as possible to ensure that letters are generated properly.  When finished, select Save to return to the Credentials Provider Search screen.
	Consult your Service representatives for specific guidance on establishing Signature and Certification Authority.
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Exhibit 9.1-1:  Command Parameters

9.2
Generating Letters

Objective:  This exercise will enable the user to generate letters for individual providers.

Prior Conditions:  The user must be logged on to CCQAS as a facility level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, conduct a search for one of your providers.  Do not open the provider record.
	If you need help remembering how to do a search for a specific provider, review the lessons in Section 7.0

	2
	On the individual provider record, click on the arrow on the far left side of the record (see Exhibit 9.2-1).  Select Letters.  A screen should open with a list of letters (see Exhibit 9.2.2).
	


[image: image52.png]2 CCOAS Version 2.6.7 - Centralized Credentials Quality Assurance System - Microsoft Interet Explorer BEE

- e e wavvan

et rover Sewen | Aavarea e | Semoh resuts | A Gl oy
B e T T o | Wj
008091 WNYAR | CRED ATT DG Crrot 03042001 WA WA At
oot WYAR |CRED FIT M Crrot 0201202 orias W
15577075 WYSDAA | CRED AT1 AN Crrot 02081002 WYSoAA | il Ry Feserve
Ts57.7075 o0 CRED aT1 5G| currot 05102002 s s
BI0AAOND WA | CRED A12 00 crrot 05202002 Wvvan s
403437 WA |CRED ATt AN Crrot D300 WA WA Aeimsiae
SRS PR 555115592 WIDAA. | CRED AT1 MG | Crrort 03151002 WA WEDNAR  Actve Oty Stff (1o Traiing) PRIARY CARE EWERGE!
ADAMS, RICHARD 555-00-9889 W2DNAA | CRED A11 MC  Current 06/8/2002 W2DNAA | Active Duty Staff (non Training)
ADAMS, RAUL 555.00-9123 W2DNAA | CRED A11 MC  Current D6/8/2002 W2DNAA | Active Duty Staff (non Training)
Soans. FauL 555105925 WIDNAA | CRED AT1 WG | Crrot 03151002 WaDHaA actve uty St (o Taing) B
ADAMS.FCHARD  55-00.6555 WAAUAA | CRED AT1 MG | Carent 0819202 s wanes
soans. RaL 55505125 WOEERA | CRED AT1 M Crrot 091002 onas wiees
ADAMS.ROVGE 59500520 WATGAA | CRED AT1 MG Curent 089202 onas Wi
soans.Fov o995 WHTCAR | CRED AT1 MG | Crrot 09151002 WonAs WiTGa
AOAMG.FOBERT  55-00.5557 WaZRaD | CRED AT1 MG | Carent 0815202 oonas wazeas
Soans. FaL 5510392 WHTCAR | CRED AT1 MG | Crrot 05202002 Wones WG -
Record Gount 268 e e | Recordtimie] 200





Exhibit 9.2-1:  Generating Letters for Individual Providers
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Exhibit 9.2-2:  List of Letters

	Step
	Action
	Comments/Notes

	3
	Select the letter that you wish to generate.  A window will open informing you that you are being sent to a new browser window.  Click OK.
	It is important to note that all letters may not apply to all providers.  

	4
	Review the letter to confirm that it contains the correct information (see Exhibit 9.2-3).  It may be appropriate to review the information under Command Parameters if the letter is to be correctly populated with command information.  After reviewing letter, select Close.
	The example below is the Consent and Release statement.  
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Exhibit 9.2-3:  Sample Letter

	Step
	Action
	Comments/Notes

	5
	Repeat Step 1 - 4 above to generate each letter type.  When generating the ICTB Letters, CCQAS will ask you to enter the gaining UIC, the starting and ending ICTB dates, type of training (for Guard/Reserve), and additional text that needs to be included in the letter (see Exhibit 9.2-4).
	Other letters are automatically generated using data already resident in the CCQAS database.
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Exhibit 9.2-4:  ICTB Letter Criteria

You have now completed the lesson for generating letters.  A few notes:

· Some letters for individual providers may also be generated from inside the provider’s record within the appropriate tab.  For example, the Specialty Recertification Letter may be generated when you are on the Specialties tab of the provider’s record.  

· Batch letter-generation may be performed may be performed for a group of providers as well.  Refer to Section 8.5 for a discussion on batch processing of providers.

9.3
Editing Letters

Objective:  This lesson will enable the user to export and modify letters generated by CCQAS.

Prior Conditions:  The user must be logged on to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, conduct a search for one of your providers. On the individual provider record, click on the arrow on the far left side of the record.  Select Letters.  A screen should open with a list letters.
	

	2
	Select Status Sheet.  A window will open informing you that you are being sent to a new browser window.  Click OK to generate the Status Sheet (see Exhibit 9.3-1).


	The Status Sheet highlights the completeness of the data in the provider’s record.  You should review this letter and add or correct missing or errant information in the CCQAS database.
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Exhibit 9.3-1:  Status sheet

	Step
	Action
	Comments/Notes

	3
	From the buttons along the upper edge of the screen, select Save As.  Select the location on your hard drive for saving this letter and select Save (see Exhibit 9.3-2).  A message will open telling you the file has been saved in a Word compatible format.  Select OK.


	CCQAS will not save historical copies of letters.  If a letter must be saved, you must export the letter to your hard drive and/or print a copy of the letter for the provider file.  
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Exhibit 9.3-2:  Saving a Letter to Word 

	Step
	Action
	Comments/Notes

	4
	Open and edit the Letter in MS Word and save the changes as appropriate.  Close the Word document and return to the Credentials Provider Search screen.


	If you are unclear about the need to retain historical letters, consult your Service policy for guidance regarding the maintenance of credentials documentation. 


10.0
Lesson:  Standard Reporting

This section provides contains lessons for generating the following standard reports:

· Training Expiration

· National Certification/Registration Expiration

· State License Certification/Registration Expiration

· Privilege Expiration

· Additional Training

· MRT (Medical Readiness Training)

· Provider Listing

· Unlicensed Provider

· Duplicate Current Credentials Record

· Provider Count

10.1
Processing a New Provider

Objective:  This lesson will enable the user to generate standard reports in CCQAS.

Prior Condition:  The user must be logged on to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on Reports; select Standard, and then Credentialing.  View the list of standard reports (see Exhibit 10.1-1).
	If you only have permission to access Credentials data, this will be the only option available to you.
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Exhibit 10.1-1:  Standard Report Generator Screen

	Step
	Action
	Comments/Notes

	2
	From the list of standard reports, select Training Expiration.  The Select Criteria screen opens (see Exhibit 10.1-2).
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Exhibit 10.1-2:  Training Expiration

	Step
	Action
	Comments/Notes

	3
	In the Select Columns section, click on the data fields that you want to include in your standard report.  A checkmark will appear in the box next to each data element selected.
	The data fields that you select will appear as the column headers in the standard report.  

	4
	In the Parameters section, enter in the Report Header, the Sort Order (the column that the records should be sorted on), the expiration date range, and the record status.  
	The Training Expiration Report may be limited to certain groups of providers by specifying a Department Code or Corps.

	5
	In the UIC Criteria section, select the UIC for this report.  Select Run Report to generate the report (see Exhibit 
10.1-3).
	Note the information listed at the top of the Report.  It should match the header, date, and UIC information that you entered in the previous screen.
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Exhibit 10.1-3: Report Results

	Step
	Action
	Comments/Notes

	6
	You may print or export this report for editing and saving.  After you have finished with this report, select Cancel to return to the Credentials Provider Search screen.
	CCQAS will not save historical reports.  If a report must be saved, you must copy the report to your hard drive and/or print a copy of the letter for the provider file.

	7
	Repeat steps 1 - 6 above to run the following reports:

· National Certification/Registration Expiration

· State License/Certification/Registration Expiration

· Privileged Expiration

· Provider Listing

· Unlicensed Provider
	The steps for generating these reports are the same.  

Note:  These reports will only capture those providers whose records contain accurate date information.  Good data quality is very important for generating accurate reports.

	8
	From the Credentials Provider Search screen, run the standard credentials report for Additional Training.  The screen to select reporting criteria opens (see Exhibit 10.1-4).
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Exhibit 10.1-4:  Additional Training Selection

	Step
	Action
	Comments/Notes

	9
	Select the type of training, parameters, and UIC for this report.  Select Run Report.
	Note:  Only one type of training may be selected for this standard report.

	10
	Select Close to return to the Credentials Provider Search screen.
	

	11
	From the Credentials Provider Search screen, run the standard credentials report for MRT (Medical Readiness Training).  The screen for selecting report criteria opens (see Exhibit 
10.1-5).
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Exhibit 10.1-5:  Medical Readiness Training

	Step
	Action
	Comments/Notes

	12
	Select the data elements that will be included in the report, and the parameters and UIC for this report.  Select Run Report.  
	If you select the radio button for Specific Mobilization UIC’s/UTC’s, you need to enter the UIC/UTC code.

	13
	Select Close to return to the Credentials Provider Search screen.
	

	14
	From the Credentials Provider Search screen, run the standard credentials report for Duplicate Current Credentials Records.  This report contains the Name, SSN, Branch, UIC, and Service for each record that appears in the CCQAS for the same provider (see Exhibit 10.1-6).
	This report will generate automatically from the data residing in the CCQAS database.  CCQAS uses the SSN as the unique identifier for each provider.  Note: This is at the Service Level 
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Exhibit 10.1-6:  Duplicate Credentials Screen Results (Service Level)
	Step
	Action
	Comments/Notes

	15
	Select Close to return to the Credentials Provider Search screen.
	

	16
	From the Credentials Provider Search screen, run the standard credentials report for Provider Count.  A screen for selecting report criteria opens (see Exhibit 10.1-7)
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Exhibit 10.1-7:  Facility Provider Count

	Step
	Action
	Comments/Notes

	17
	Select the Record Status and the Record Type for running the Provider Count report.  Select Run Report to generate the report (see Exhibit 10.1-8)
	The report will provide total number of providers by UIC with the associated command name and location information.
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Exhibit 10.1-8:  Provider Count Report Results

	Step
	Action
	Comments/Notes

	18
	Select Close to return to the Credentials Provider Search screen.
	


11.0   Lessons:  Ad Hoc Reporting

The training scenarios included in this section are:

11.1
Simple Provider Listing

11.2
Providers Licensed in California

11.3
Physicians Over the Age of 55

11.4
BLS and ACLS Certification Expiration

11.5
ECFMG Status

11.6
Neurology Mobilization Assets

11.7
Consistency Check of Specialty Qualifications and Assignments

The post-data conversion data quality scenarios included in this section are:

11.8
Post Conversion Data Cleanup – Privileging Status

11.9  
Post Conversion Data Cleanup - Board Certification

11.10  
Post Conversion Data Cleanup – Verification of Education

11.11  
Post Conversion Data Cleanup – Initial MRT Completion

Ad Hoc Training Scenario #11.1:  Provider Listing

Purpose:  This exercise will demonstrate the generation of a simple ad hoc query with the use of a single filter.

	Scenario

	You have been asked to provide a listing of all the providers assigned to mobilization UIC W00T07 with their associated Department and assigned UIC. 


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Note the default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen comes up.
	You do not need to select anything under the Select Detail section for this report.

	3.  
	In the Provider section, select:

· Record ID
· Name

· SSN

In the Assignment section, select:

· Assigned UIC

· Department

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4. 
	On the Criteria screen, select 

· Readiness 
	The Readiness Criteria window opens.
	This window will allow you to enter criteria for searching on a UIC. 

	5.
	Select

· Column = Mobilization UIC 

· Operator  = Equal to 

· Value = W00T07

Click on Finish.
	The values selected are returned in the criteria fields.
	By specifying W00T07, only those providers assigned to that UIC would be included in your report.

	6. 
	Review your report.  
	The report lists all providers assigned to UIC W00T07.
	Note:  the mobilization UIC is not listed since you did not mark is as a column.

	7.
	Select Copy Data to Memory for Import into Word or Excel.  A message box indicates that the report was copied to your clipboard.  Click OK.
	The CCQAS report is displayed on screen.
	If you want to rerun your report using different data fields, select Edit Columns.  If you want to save the query, select Save or Delete Query.

	8.  
	Open up MS Word or MS Excel and select Paste from the Edit Menu.   
	The report will be pasted into your Word or Excel document.
	You may now edit the document to create the desired format.


Notes:  

The data is generally easier to manipulate if you paste the report information into Excel.  Every column on your CCQAS report will be formatted into a unique column in Excel, and every record will become a unique row.  This will allow you to apply the full capabilities of Excel to create the report that you need.

Ad Hoc Training Scenario #11.2:  Providers Licensed in California

Purpose:  This exercise will demonstrate the generation of an ad hoc query with one filter.

	Scenario

	You receive notification from the State of California that their procedures for license renewal are changing.  You need to identify all providers that will be affected by this change, so you want to run a report to identify all providers who are licensed in California.  


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· State Licensure

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	By checking State Licensure, you will be able to include licensure-related columns on your report.

	3.
	Under the Provider section, select:

· Record ID
· Name


Click on Next
	The Provider tab is displayed. 
	These columns will be included in your report.  

	4.
	Click on the State Licensure tab and select: 

· License Number

· State Code

Click on Next.
	The State Licensure tab is displayed.
	These are the columns that will be included in your report.

	5. 
	On the Criteria screen, select 

· State Licensure.
	The State Licensure Criteria window opens.
	This window will allow you to enter criteria for searching on licensure. 

	6.
	Select

· Column = State 

· Operator  = Equal to 

· Value = CA

Click on Finish.
	The report lists all providers who hold a license with the state of California.
	Note:  Multiple records for providers are returned if they are licensed in more than one state.


Ad Hoc Training Scenario #11.3:  Physicians Over the Age of 55

Purpose:  This exercise will demonstrate the generation of an ad hoc query with filters on multiple data elements.

	Scenario

	You are asked to list all physicians in your facility that is over the age of 55 years old.  For the purposes of illustration, assume this request was made on 31 January 2003.  Therefore, all providers born on or before 31 January 1948 will be 55 years old.  


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Note the default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen comes up.
	You do not need to select anything under Select Detail for this report.

	3.  
	On the Provider section, select:

· Record ID
· Name

· Birth Date

Under Demographics section w/ Military subheading, select:

· Corps

Under Demographics section w/ Civilian subheading, select:

· Role

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

Note:  you need to use different data fields to identify military and civilian physicians.

	4.
	Click on Demographics.
	The Demographics Criteria window opens.
	

	5. 
	Select

· Column = Corps

· Operator  = Equal to 

· Value = Medical Corps
	The values selected are returned in the criteria fields.
	This filter will select those providers in the Medical Corps (military physicians)

	6.
	Click on Add Criteria and select

· And
	A second Demographics Criteria window opens.
	You want providers who are physicians AND age 55 or older.  

	7. 
	 Select

· Column = Birth Date

· Operator  = Less than or equal to 

· Value = 01-31-1948
	The values selected are returned in the criteria fields.
	This filter will select those providers with a date of birth earlier than 01-31-48.

	8.
	Click on Add Criteria and select

· Or
	A third Demographics Criteria window opens.
	The OR operator is used to separate the military physician query from the civilian physician query.

	9.  
	Select

· Column = Role

· Operator  = Equal to 

· Value = PHY (Physician)
	The values selected are returned in the criteria fields.
	This filter will select civilian physicians.

	10.
	Click on Add Criteria and select

· And
	A fourth Demographics Criteria window opens.
	You want to select providers who are civilian physicians AND who are age 55 or older.  

	11. 
	 Select

· Column = Birth Date

· Operator  = Less than or equal to 

· Value = 01-31-1948

Click on Finish.
	The report is generated which includes both military and civilian physicians who are 55 years or older.
	


Notes:  

This example illustrates the difference between the use of the operators “AND” and “OR”.  The operator AND is applied when you are looking for a provider that meets multiple criteria. 

Example:  Dr. Jones is a military physician AND over the age of 55 years.

The OR operator is applied when you are looking for a provider that meets one of two established set of criteria.

Example:  Dr. Jones is either a military physician OR a civilian physician, but not both.

In this query, you need to ask CCQAS to list providers who are military physicians AND over the age of 55 years OR who are civilian providers AND over the age of 55 years.  You can check your results by running two separate reports (1) one report for military physicians over 55 and (2) one report for civilian physicians over 55.  These two reports together should give you the same result provided in the report described above.

Ad Hoc Training Scenario #11.4:  BLS and ACLS Certification Expiration

Purpose:  This exercise will demonstrate the generation of an ad hoc query with filters on multiple data elements.

	Scenario

	You have been asked to identify those providers assigned to a mobilization UIC who’s BLS, or ACLS expire within the next 60 days.  For purposes of illustration, this request was made on 1/31/2003.


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· Readiness

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen comes up.
	Note:  the BLS and ACLS details and dates are found on the Provider tab, rather than the training tab in the Ad Hoc Wizard.

	3.  
	On the Provider section, select:

· Record ID
· Name

· SSN

Under Provider section w/ Training subheading, select:

· BLS Training Expiration

· ACLS Training Expiration

Click on the Readiness Tab and select:

· Mobilization UIC

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.  
	Select Demographics.
	The Demographics Criteria window opens.
	

	5. 
	Select

· Column = BLS Expiration

· Operator  = Between 

· Value = 01-31-2003 and 03-31-2003
	The values selected are returned in the criteria fields.
	This filter will select those providers whose BLS is due to expire.

	6.
	Click on Add Criteria and select

· Or
	A second Demographics Criteria window opens.
	You want providers who’s BLS OR ACLS are due to expire. 

	7. 
	Select

· Column = ACLS Expiration

· Operator  = Between 

· Value = Value = 01-31-2003 and 03-31-2003
	The values selected are returned in the criteria fields.
	This filter will select those providers whose BLS is due to expire.

	8.
	Select Readiness.
	The Readiness Criteria window opens.
	The operator AND is inferred when combining filter criteria across tabs.

	9.  
	Select

· Column = Mobilization UIC

· Operator  = Is not Null 
	The report will be generated.
	This filter all providers assigned to a mobilization UIC.

	10.
	Click on Finish.
	The report is generated listing all providers assigned to a mobilization UIC whose BLS or ACLS will expire within 60 days.
	This report may be exported to Word or Excel for editing and formatting.


Note:

The operator AND was automatically applied when filters from Demographics and Readiness were used.  

Example:  All providers whose BLS or ACLS expired within 30 days AND were assigned to a mobilization UIC.  

By using the operator IS NOT NULL, you are able to capture all records for which a mobilization UIC has been assigned.  Any records that do not have a value in that data field will not be included on the report.

Ad Hoc Training Scenario #11.5:  ECFMG Status

Purpose:  This exercise will demonstrate the generation of an ad hoc query with filters on multiple data elements.

	Scenario

	You have been directed to screen all unlicensed, foreign trained physicians to ensure their ECFMG is currently valid. 


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· State Licensure

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	Note:  the ECFMG details and dates are found on the Provider tab, rather than the education or training tabs in the Ad Hoc Wizard.

	3.  
	On the Provider section, select:

· Record ID
· Name

Under Provider section w/ Training subheading, select:

· ECFMG Expiration Date

· Foreign trained (Y/N)

Click on State License tab and select:

· Status

· Expiration Date

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.
	Select Demographics 
	The Demographics Criteria window opens.
	

	5.
	Select

· Column = Foreign Trained Y/N

· Operator  = Equal to

· Value = Yes

Click on Finish.
	The report will list ECFMG data for all providers who are foreign trained and the status of any state licenses they hold.
	


Note:  An ad hoc report cannot be used to identify a provider who has never held a state license, since a license record was ever created for that provider.  A licensing record is required for CCQAS to query against it.  

Ad Hoc Training Scenario #11.6:  Neurology Mobilization Assets

Purpose:  This exercise will demonstrate the generation of an ad hoc query with filters on multiple data elements.

	Scenario

	You have been requested to support a readiness review to assess the number of neurologists that are certified to mobilize.  Specifically, you need to identify licensed neurologists whose license will expire in the next six months.  Also, you need to identify how many of the licensed neurologists have been assigned to a mobilization UIC and are BLS trained.  Assume this request was made on 31 Jan 2003.


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· Specialties

· State Licensure

· Readiness

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen comes up.
	

	3.  
	On the Provider section, select:

· Record ID
· Name

· BLS Training Expiration 

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.
	On Specialty tab, select:

· Specialty Code

· Specialty Description


Click on Next.
	The Specialty tab is displayed.
	These columns will be included in your report.

	5.
	On State Licensure tab, select:

· State Code

· Expiration Date

· Status

Click on Next.
	The State Licensure tab is displayed.
	This column will be included in your report

	6.
	On Readiness tab, select:

· Mobilization UIC

Click on Next.
	The Readiness tab is displayed.
	This column will be included in your report.

	7.
	Select Demographics
	The Demographics Criteria window opens up.
	

	8.
	Select

· Column = BLS Expiration

· Operator  = Greater Than or Equal to

· Value = 01-31-2003
	The values selected are returned in the criteria fields.
	This filter will select those providers who’s BLS training is current.

	9.
	Select Specialties
	The Specialty Criteria window opens up.
	

	10.
	Select

· Column = Specialty Code

· Operator  = Like

· Value = 16T%
	The values selected are returned in the criteria fields.
	This filter will select general neurologists or neurology sub-specialists.

	11. 
	Select State Licensure.
	The State Licensure Criteria window opens.
	

	12.
	Select

· Column = Expiration Date

· Operator  = Between
· Value = 01-31-2003 and 07-01-2003
	The values selected are returned in the criteria fields.
	This filter will select those providers whose license status has not expired.

	13.
	Select Readiness.
	The Readiness Criteria window opens.
	

	14.
	Select

· Column = Mobilization UIC

· Operator  = In Not Null
	The values selected are returned in the criteria fields.
	This filter will select providers with an assigned mobilization UIC.

	15.
	Click on Finish.
	The report lists neurologists who are BLS trained, hold active licenses, and are assigned to a mobilization UIC.
	This report may be exported to Word or Excel for editing and formatting.


Note:  

The ‘%’ is used as a wild card to enable you to search for both general neurologists and neurology sub-specialists using a single filter.  

Ad Hoc Training Scenario #11.7:  Consistency Check of Specialty Qualifications and Assignments

Purpose:  This exercise will demonstrate the generation of an ad hoc query with filters on multiple data elements.

	Scenario

	You have been directed to conduct a data quality review of your military provider’s credentials records to ensure that each physician’s clinical and mobilization specialties are supported by their educational qualifications.  You can use an ad hoc report to make this job easier.


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· Specialties

· Primary Education

· Other Education

· Readiness

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	

	3.  
	On the Provider section, select:

· Record ID
· Name

On the Assignment section, select:

· Primary Specialty

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.
	On Specialty tab, select:

· Specialty Code

· Specialty Description

Click on Next.
	The Specialty tab is displayed.
	These columns will be included in your report.

	5.
	On Primary Education, select:

· Degree Description

Click on Next.
	The Primary Education tab is displayed.
	This column will be included in your report.

	6.
	On Other Education tab, select:

· Type

Click on Next.
	The State Licensure tab is displayed.
	This column will be included in your report.

	7.  
	On Readiness tab under the Specialty subheading, select:

· Primary Specialty

Click on Next.
	The Readiness tab is displayed.
	This column will be included in your report.

	8. 
	Select Demographics
	The Demographics Criteria window opens.
	You need to apply filter criteria to select military physicians only.

	9.
	Select

· Column = Corps

· Operator  = Equal to

· Value = Medical Corps
	The values selected are returned in the criteria fields.
	This filter will select only medical corps providers.

	10.
	Click on Finish.
	The report lists military physicians along with their primary specialty, primary education, license descriptions, and readiness specialty.
	This report may be exported to Word or Excel for editing and formatting.


Note:  

There are a number of ways to use the ad hoc report generator to assist with reviewing the quality of your credentials data.  In this example, you selected specific fields to include on your report and used only one filter to create a report containing records for all military physicians in your facility.  If you were interested primarily in physicians in a particular department, or physicians with a selected specialty, you could use additional filters to focus your review.

Ad-Hoc Training Scenario #11.8: Post Conversion Data Cleanup – Privileging Status

Purpose:  This lesson will enable the user to apply the ad hoc reporting tool for data quality review and improvement.

	Scenario

	When CCQAS 1.5 data was converted to CCQAS 2.6.7, the privileging status of all providers should have been specified as either privileged or unprivileged under the Specialties tab in the CCQAS 2.6.7 application.  You need to generate an ad hoc report to verify that:

1.  All providers are assigned the appropriate privileging status

2.  Privileged and unprivileged are the only two values used to describe the provider’s privileging status.


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select

· Specialties

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	

	3.  
	On the Provider section, select:

· Record ID
· Name



Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.
	On Specialty tab, select:

· Privilege Type

Click on Next.
	The Specialty tab is displayed.
	This column will be included in your report.

	5.
	Click on Finish.
	This report should list all providers at your faculty with their privileging type.  
	You should consult the Provider Credential File to confirm/correct the privilege type in CCQAS.


Note:  No filter criteria were applied in this example, since you wanted to review all provider’s records.
Ad Hoc Practical Scenario #11.9: Post Conversion Data Cleanup - Board Certification

Purpose:  This lesson will enable the user to apply the ad hoc reporting tool for data quality review and improvement.

	Scenario

	It has been noted that the name of the certifying board for providers who hold a board certification did not convert properly when CCQAS 1.5 data was converted over to CCQS 2.6.7.  Additionally, the verification of board certification, which was a Yes/No response in CCQAS 1.5, may have been converted to an erroneous default date of 01/01/1900 in CCQAS 1.6.7.  You need to review your provider data to confirm if corrections need to be made.  Specifically, you need to identify:

1. Providers with Board Certification Certified date but no Board Certification Name

2. Providers with Board Certification Verified date = 1 Jan 1900


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· Specialties

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	Recall that the Board Certification information resides on the Specialties tab.

	3.  
	On the Provider section, select:

· Record ID
· Name

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.  
	On the Specialty tab, select:

· Board Name

· Verified Date

· Certified Date

Click on Next.
	The Specialty tab is displayed.
	These columns will be included in your report.

	5. 
	Select Specialties.
	The Specialties Criteria window opens.
	

	6. 
	Select

· Column = Certified Date

· Operator  = Is not Null
	The values selected are returned in the criteria fields.
	This filter will select those providers who have a date associated with board certification.

	7.
	Click on Add Criteria and select

· And
	A second Demographics Criteria window opens
	You want to select providers who are board certified, AND have no board name in their record. 

	
	
	
	

	8. 
	Select

· Column = Board Name

· Operator  = Is Null
	The values selected are returned in the criteria fields.
	This filter will select providers who have no board name documented in their record.

	9.
	Click on Add Criteria and select

· Or
	A third Demographics Criteria window opens
	You want to introduce a new filter for the query. 

	
	
	
	

	10. 
	Select

· Column = Verified Date

· Operator  = Equal to 

· Value = 01-01-1900
	This report should list all providers that meet one of the two conditions specified above.  
	This filter will select providers who have 1/1/1900 as the verified date in their record.

	11.
	Click on Finish.
	This report lists all providers that meet one of the two conditions specified above.  
	You should consult the Provider Credential File to confirm/correct the board name and dates.


Notes:  

In this example, a single ad hoc report may be used to address both the data quality issues because all data elements belonged to the same specialties record for the providers.  In the next example, a scenario is presented that will require the generation of two separate reports to address two similar data quality issues.

Ad Hoc Practical Scenario #11.10: Post Conversion Data Cleanup – Verification of Education

Purpose:  This lesson will enable the user to apply the ad hoc reporting tool for data quality review and improvement.

	Scenario

	It has been noted that verification of the provider’s qualifying degree and other education (internship, residency, etc.), which was a Yes/No response in CCQAS 1.5, may have been converted to an erroneous default date of 01/01/1900 in CCQAS 1.6.7.  You need to review your provider data to confirm if corrections need to be made.  Specifically, you need to identify:

1.  Qualifying degree verified date = 1 Jan 1900

2. Other education verified date = 1 Jan 1900

Note:  This scenario requires that two reports be generated, one to examine the verification date for the qualifying degree, and a second report to examine the verification date for other education.


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· Primary Education

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	Qualifying degree information is available from the Primary Education section.

	3.  
	On the Provider section, select:

· Record ID
· Name

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.
	On the Primary Education tab, select:

· Completion Date

· Verified Date

· Primary Education Type

Click on Next.
	The Primary Education tab is displayed.
	These columns will be included in your report.

	5. 
	Select Professional Education
	The Professional Education Criteria window opens.
	

	6.
	Select

· Column = Primary Education Type

· Operator  = Equal to 

· Value = Qualifying Degree
	The values selected are returned in the criteria fields.
	This filter will select providers who have a qualifying degree.

	7.
	Click on Add Criteria and select

· And
	
	You want to select providers who have completed their degree AND have a verified date of 1 Jan 1900.   

	8. 
	Select

· Column = Verified Date

· Operator = Equal to 

· Value = 01-01-1900
	The values selected are returned in the criteria fields.
	This filter will select providers with verified date of 1 Jan 1900.

	9.
	Click on Finish.
	This report should list all providers who have a qualifying degree verification date of  

01-01-1900  
	You should consult the Provider Credential File to confirm the correct date for primary source verification.

	10.
	Click on New Query.
	
	

	11.
	Under Select Detail, select:

· Other Education

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	Information about internships, residencies, and fellowships are documented under Other Education.

	12.  
	On the Provider section, select:

· Record ID
· Name

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	13.  
	On the Other Education tab, select:

· Completion Date

· Verified Date

· Other Education Type

Click on Next.
	The Other Education tab is displayed.
	These columns will be included in your report.

	14. 
	Select Other Education.
	The Other Education Criteria window opens.
	

	15. 
	Select

· Column = Verified Date

· Operator = Equal to 

· Value = 01-01-1900
	The values selected are returned in the criteria fields.
	This filter will select providers with verified date of 1 Jan 1900.

	16.
	Click on Finish.
	This report should list all providers that meet one of the two conditions specified above.  
	You should consult the Provider Credential File to confirm the correct date for primary source verification.


Notes:  

In this example, two separate reports are required to address two similar data quality issues because the data elements belong to different education records for each provider, the Primary Education record and the Other Education record.   Since the operator AND is automatically applied between filters from different records, two independent reports must be run.

Ad Hoc Practical Scenario#11.11: Post Conversion Data Cleanup – Initial MRT Completion 

Purpose:  This lesson will enable the user to apply the ad hoc reporting tool for data quality review and improvement.

	Scenario

	All active duty providers must have a date specified for their initial MRT.  Create an ad hoc report that will assist you in verification of the initial MRT date.


	Step
	Action
	Expected Result
	Comments/Notes

	1.  
	From the Credentials Provider Screen, click on the Reports Tab.  Select Ad-Hoc and Credentialing.
	The Ad Hoc Report Wizard comes up.
	

	2.
	Under Select Detail, select:

· Readiness

Retain the other default settings on the screen:

· Record Status = Current

· Record Type = All

Click on Next.
	The Provider Screen opens.
	

	3.  
	On the Provider section, select:

· Record ID
· Name

Click on Next.
	The Provider tab is displayed.
	These columns will be included in your report.

	4.  
	On Readiness tab, select:

· Completed Date

Click on Next.
	The Readiness tab is displayed.
	This column will be included in your report.

	5. 
	Select Demographics
	The Demographics Criteria window opens.
	

	6. 
	Select

· Column = Corps

· Operator  = Is Not Null
	The values selected are returned in the criteria fields.
	This filter will select providers who are active duty.

	7.
	Select Readiness
	The Readiness Criteria window opens.
	The AND operator is automatically applied.

	8. 
	Select

· Column = Completed Date
· Operator  = Is Null
	The values selected are returned in the criteria fields.
	This filter will select those providers who have no MRT date.

	9.
	Click on Finish.
	This report lists all active duty providers and the Initial MRT Completed Date.  
	Consult the Provider Credential File to primary source verify the date.


12.0
Lessons:  ADVERSE ACTIONS - ArmY

This section includes the following lessons:

12.1
Processing a New Adverse Action at the Facility-Level

12.2     Searching, Updating, and Closing an Adverse Action at the Facility-Level

12.3
Processing an Adverse Action at the Service-Level

124
Standard Reports

12.1
Processing A New Adverse Action at the Facility-Level

Objective:  This lesson will allow the user to enter a new Adverse Action into the CCQAS database.

Prior conditions:  User must be logged in to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Opening screen of CCQAS, click on Adverse Actions at the top of the screen to display the menu for Adverse Actions.(see Exhibit 12.1-1).  
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Exhibit 12.1-1:  Adverse Actions Menu

	Step
	Action
	Comments/Notes

	2
	Select Case Search from the menu.  A blank Claim Search screen opens. Two tabs are displayed at the top:  Search for Providers with Adverse Actions tab, and the Add AA Case tab.  Select the Add AA Case tab to open the Search for a Providers screen. (see Exhibit 12.1-2).  Enter the last name and SSN of the provider against whom the adverse action is being processed.  

Click Add to return the list of providers that meet your search criteria (see Exhibit 12.1-3).
	In order to process an adverse action, the provider’s credentials must already be entered into CCQAS.  If you cannot locate the correct provider record, contact the Credentials Coordinator at your facility.
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Exhibit 12.1-2:  Search for a Provider Screen
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Exhibit 12.1-3:  Select Provider Screen

	Step
	Action
	Comments/Notes

	3
	From the list of provider records that are returned, identify the appropriate provider record.  Click on the arrow on the far left side of the record.  A window opens confirming that you are about to add a new Adverse Action (see Exhibit 12.1-4).

Click OK.
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Exhibit 12.1-4:  New Adverse Action Window

	Step
	Action
	Comments/Notes

	4
	The record of the selected provider is opened displaying a series of tabs (see Exhibit 12.1.5) The Demographics tab is the opening tab. 
	Note:  the provider credentials information is view only.
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Exhibit 12.1-5:  Provider Demographics Tab

	Step
	Action
	Comments/Notes

	5
	Click on the Initial Action tab.  Click on the Add Initial Decision to open the Add Decision screen (See Exhibit 12.1.6).  Enter initial decision information and click Add, then click Save.
	Note:  If the Length of Action is temporary, you are required to specify the precise length of time.
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  Exhibit 12.1-6:  Add (Initial) Decision Screen

	Step
	Action
	Comments/Notes

	6
	Click on the Investigation Tab to enter appropriate investigation information (see Exhibit 12.1.7).  
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  Exhibit 12.1-7:  Investigation Tab
	Step
	Action
	Comments/Notes

	8
	Click on Add Investigation Recommendation to open the Add Recommendation screen.  Enter the appropriate information (see Exhibit 12.1.8).  

Click Add to return to the Investigation Tab.
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Exhibit 12.1.8:  Add (Investigation) Recommendation Screen

	Step
	Action
	Comments/Notes

	8
	Click the Add Investigative Decision to open the Add Decision screen (see Exhibit 12.1.9).  Enter the decision information and click Add to return to the Investigation Tab, then click Save.
	


[image: image74.png]icrosoft Internet Explorer

ing, Risk Management, and

MEIE

g Adverse Actions System Supporting Medical Personnel Readiness™ worcan
Provider
Name: CLANCY, ToM Branch: Army (USA) Active Duty Rank: LTC
Primary Specialty: MTE/DTF(PA): TRIPLER ARMY MED CTR. Corps: C
[Add Decision
Date of Action &
Type of Acton
FEACNS | Smmary Suspension
1610 - Revocation of ClricalPrvieges
DateNelfec 1530 _suspension o Cinical Prvieges
gt of Actor; _|1632 - Summary or Emergency Suspension of Cirial Privieges
Lendth ef ACO 1655 Valuntary Surrender of Crical Piviege’s
Specity Lents 1640 - Reducton of Ciricl Privieges
1645 - Gher RestrctoniLimaton of Ciricl Privieges
1600 - licalPrvieges Restored o Reintated, Complete
1661 - Cliical Prvieges Restored o Reintated, Condtonl
1690 - Reduction of Previous Action
Add Close Detal
Microsoft |

Hstart || [ @ & || ‘SurticonTRACTINd... | &]cC0AS version 26....|[E]ccqas version 2... | BI]CCOAS Adverse Ac,

RONSE5 221




Exhibit 12.1.9:  Add (Investigation) Decision Screen

	Step
	Action
	Comments/Notes

	9
	Click the UCMJ Tab (see Exhibit 12.1.10).  Enter the appropriate UCMJ information.  Click on Add UCMJ to open the Add UCMJ screen (see Exhibit 12.1.11).  Enter the UCMJ violations and outcome.

Click Add to return to the UCMJ Tab, then click Save.
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Exhibit 12.1.10:  UCMJ Tab
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Exhibit 12.1.11:  Add UCMJ Screen

	Step
	Action
	Comments/Notes

	10
	Click the Prof Review Tab to enter review recom-mendations and decisions(see Exhibit 12.1.12).  
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                                     Exhibit 12.1.12 Prof Review Tab

	Step
	Action
	Comments/Notes

	11
	Click on Add Review Recommendation to open the Add Recommendation screen.  Enter the appropriate information.

Click Add to return to the Prof Review Tab.
	Note:  the Review Recommendation screen is identical to the Investigation Recommendation screen.

	12
	Click the Add Review Decision to open the Add Decision screen.  Enter the pertinent information. 

Click Add to return to the Prof Review Tab.  If the provider has requested a hearing, document the request at the bottom of the Prof Review Screen.  

Click Save.
	Note:  the Review Decision screen is identical to the Investigation Decision screen.



	13
	Click the PA Decision Tab (see Exhibit 12.1.13).  Click on Add Privileging Authority Final Decision to open the Add Decision Screen (see Exhibit 12.1.14).  Enter PA decision information.

Click Add, to return to the PA Decision tab, then click Save.
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Exhibit 12.1.13 PA Decision Tab
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Exhibit 12.1.14 Add (PA) Decision Screen

	Step
	Action
	Comments/Notes

	14
	Click the Appeal Tab (see Exhibit 13.1.15) to document any appeals that took place. Click Save and then Close Case.
	Do not check the Release MTF Process to RMC field yet.
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Exhibit 12.1.15:  Appeal Tab

12.2   Searching, Updating, and Closing and Adverse Action at the Facility-Level

Objective:  This lesson will allow the user to search the CCQAS database for an existing provider’s record, so that the record may be updated and released to higher authority.

Prior conditions:  User must be logged in to CCQAS as a facility-level user.

	Step
	Action
	Comments/Notes

	1
	From the Opening screen of CCQAS, click on 
Adverse Actions.  Select Case Search from the menu.  Click Search to return the list of providers in your facility who have documented adverse actions (see Exhibit 12.2.1).

Note:  Provider searches performed in this manner will return all providers with adverse actions assigned to your facility in alphabetical order.  You may narrow the search by specifying the first letter of the provider’s name, the whole name, the SSN, This approach is best if you are looking for a specific provider.  After entering search criteria, click Search to generate the query.
	Note:  The record count in the lower right hand corner of the screen sets the upper limit on the number of records that will be retrieved during the search.  The search takes longer, if a large number of records need to be retrieved.  It is recommended that you use the search criteria to keep your searches as specific as possible.
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Exhibit 12.2.1:  Search Results Tab

	Step
	Action
	Comments/Notes

	2
	Identify the individual provider record you wish to review and click on the arrow on the far left side of the record.  A dropdown list of actions is returned (see Exhibit 12.2-2).  Select Action Report from the menu of options.  A window opens informing you that you will be sent to a new browser window (See Exhibit 12.2.3) in order to generate the Health Care Practitioner Action Report .

After printing or saving it as a Word document, close the report to return to the Search Results tab.
	If you wish to save an electronic copy of the report, select Save As to save the report on your hardrive in a Word compatible format.  You may use with the *.html or the *.txt format.
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Exhibit 12.2.2:  Provider Listing Screen
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Exhibit 12.2.3:  Health Care Practitioner Action Report

	Step
	Action
	Comments/Notes

	3
	 Once again, click on the arrow on the far left side of the provider record.  Select Open to review the adverse actions record that you entered in Lesson 12.1.  Click on the Appeals Tab of the provider record.
	

	4
	On the Appeal tab, click on the box next to Release MTF process to RMC.  A window should open indicating that the case will be released to the Regional Command (see Exhibit 12.2.4).

Click OK and then Save.  

Click Close Case to return to the Adverse Action Search Screen.
	Once a file has been released to the Regional Command, facility personnel will no longer be able to edit the record.
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Exhibit 12.2.4:  Release MTF Process to RMC Window

Repeat steps 1 - 4 to review and close the cases that have been assigned to you.  When you have finished entering all your cases, continue working through the lessons in this book.  You will need to log off CCQAS and log on again as a Service-level user before you proceed to the next lesson.

12.3  Processing an Adverse Action at the Service-Level

Objective:  This lesson will allow the user to perform Service-level processing on a claim in the CCQAS database.

Prior Conditions:  The user must be logged on to CCQAS as a Service-level user.

	Step
	Action
	Comments/Notes

	1
	From the Opening screen of CCQAS, click on Adverse Actions at the top of the screen and then select Transaction Table to open the Adverse Actions Transaction screen (see Exhibit 12.3-1).
	This screen should display a summary record for each case that you processed and released at the facility level.
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Exhibit 12.3.1:  Adverse Actions Transactions Screen

	Step
	Action
	Comments/Notes

	2
	Under the Acknowledged column, click on the box next to one of the cases that you processed and released in Lessons 12.1 and 12.2.

Click Save, then Close to return to the opening screen of CCQAS.
	Once a transaction has been acknowledged, it will no longer appear in the transaction table.

	3
	From the Opening screen of CCQAS, click on Adverse Actions at the top of the screen and then select Case Search.  Perform a search for the case that acknowledged receipt of in the previous step.  Once located, open the provider’s case record.
	Refer to Lesson 6.2 if you need help searching and opening an existing case.

	4
	Once you have opened the case record, select the Regional Review tab (see Exhibit 12.3-2).  Enter the appropriate information for cases.

Click Save.
	Note:  the information that was entered by the facility is view-only at the Service-level.
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Exhibit 12.3.2:  Regional Review Tab

	Step
	Action
	Comments/Notes

	5
	Select the OTSG Review tab (see Exhibit 12.3-3) and enter all available information.

Click Save.
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Exhibit 12.3.3:  OTSG Review Tab

	Step
	Action
	Comments/Notes

	6
	Select Add SG Decision (see Exhibit 12.3-4) to open SG Decision screen.  Enter decision information and select Add and then Save.
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Exhibit 12.3.4:  Add SG Decision Screen

	Step
	Action
	Comments/Notes

	7
	Select the OTSG Reporting tab (see Exhibit 12.3-5) and enter all available information.

Click Save.
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Exhibit 12.3.5:  OTSG Reporting Tab

	Step
	Action
	Comments/Notes

	8
	Click on Add Agency Report (see Exhibit 12.3-6) to open Add Agency Report screen.   Enter all decision information.

Click Add to return to the OTSG Reporting tab.  Then click Save.
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Exhibit 12.3.6:  Add Agency Report Screen 

	Step
	Action
	Comments/Notes

	9
	Select the Decision Summary tab (see Exhibit 12.3-7).  Confirm that all information displayed is consistent with the case information on your data sheets.

Click Close Case to return to the Search Results tab.
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Exhibit 12.3.7:  Decision Summary Tab

You have completed the processing of a claim at the Service level.  Repeat steps 1 – 9 to process the other claims that have been assigned to you.  When you have finished processing all your claims, continue working through the lessons in this book.  You will need to remain logged on to CCQAS as a Service-level user before you proceed to the next lesson.

13.4   Standard Reports

Objective:  This lesson will allow the user to create a Standard report using the report to screen            

                                                                                                                                             Prior conditions:  User must be logged on to CCQAS as a Service-level user.

	Step
	Action
	Comments/Notes

	1
	From the Opening screen of CCQAS, click on Reports at the top of the screen and then select Standard and Adverse Actions to open the Adverse Actions Generate Adverse Actions Report Screen. (see Exhibit 12.4-1).
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Exhibit 12.4.1:  Generate Adverse Action Reports Screen

	Step
	Action
	Comments/Notes

	2
	Click on the Open Cases to generate the Open Adverse Action Cases Report (see Exhibit 12.4-2).  This report may be printed, copied to Word or Excel for editing, or canceled.  When you are ready, click Cancel to return to the list of available reports.
	This is the only report available to the Facility-level user.
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Exhibit 12.4.2:  Open Adverse Actions Cases Report

	Step
	Action
	Comments/Notes

	3
	Click on the Metrics on Adverse Actions to open the search criteria window (see Exhibit 12.4-3).  Enter the appropriate year and click Generate to produce the report (see Exhibit 12.4-4).  

This report may be printed, copied to Word or Excel for editing, or canceled.  When you are ready, click Cancel to return to the Search Criteria screen.  Click Cancel again to return to the list of available reports.
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Exhibit 12.4.3:  Adverse Actions Search Criteria Screen
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Exhibit 12.4.4:  Metrics on Adverse Actions Report

	Step
	Action
	Comments/Notes

	4
	Repeat Step 3 (previous step) to generate each of the reports listed:

· Adverse Actions Cases per 1000 Providers

· Number of Adverse Actions by Reason

· Number of Adverse Actions by Action Type

· Adverse Actions Rates per 1000 Privileged Providers by Specialty

· Number of Adverse Actions for a Field of Licensure

· Number of Physicians with Adverse Actions by Level of Training

· Number of Physicians with Adverse Actions  - US or Foreign-Trained 

· Number of Physicians with Adverse Actions by Privileged Specialty Level

· Number of Privileged Providers with Adverse Actions by Source Provider Accession

These reports may be printed, copied to Word or Excel for editing, or canceled.  When you are ready, click Cancel to return to the Search Criteria screen.  Click Cancel again to return to the list of available reports.

Click Close to return to the Search Results screen.
	


You have now generated all the available standard reports for Adverse Actions.  In the next section, you will learn to how to generate ad hoc reports to address more specific questions.

13.0    This section of the Guide focuses on the activities that will be performed by the individuals designated as the CCQAS Database Administrators (DBA) at the facility and Service level.  In order to successful complete these lessons, full DBA permissions must be granted to the user’s CCQAS User ID.  

The lessons included in this section are:

13.1
Processing New Applicants

13.2
Adding/Modifying User Permissions

13.3
User Permissions Report

13.4
Logon Report

13.5
Audit Trail Report

13.1
Processing New Applicants

Objective:  This lesson will enable the user to administer the granting of User IDs, passwords, and permissions to new applicants
Prior Conditions:  The user must be issued a User ID and password with DBA permissions.  

Instructions:  Complete the following worksheet for new applicants and then add each of the new applicants to CCQAS by selecting Registration on the opening screen of CCQAS and then follow the steps presented below. 

Definition of Permissions

	Permissions
	Definition

	Yes
	Full access – data may be inserted into, modified, or deleted from field

	No, None
	No access – no ability to change anything.  At the highest level (reporting), tab will not appear.

	Read
	User can view information, but not change it

	Update
	User can read, alter, insert, or delete information from that field

	Insert
	User can read and insert information, but not delete or alter information in that field

	Delete
	User can read and delete information, but not add or alter information in that field.


Permission Assignments Table.  Fill in the assigned permissions for each applicant.  Refer to Service guidance when determining the appropriate permission levels for each applicant.

	 
	Possible Permission levels
	Applicant #1
	Applicant #2

	
	
	(Clerk)
	(Facility DBA)

	User First Name
	N/A
	 
	 

	User Last Name
	N/A
	 
	 

	CCQAS Manager?
	Yes/No
	No
	Yes

	Provider
	 
	 
	 

	Credentialing Module
	Yes, No
	 
	 

	PCS Processing
	Yes, No
	 
	 

	ICTB Processing
	Yes, No
	 
	 

	Activate Provider
	Yes, No
	 
	 

	Deactivate Provider
	Yes, No
	 
	 

	Transaction Table
	Yes, No
	 
	 

	Demographics
	Read, Update, Insert
	 
	 

	Readiness
	None, Read, Update
	 
	 

	NPDB/HIPDB/ FSMB
	None, Read, Update
	 
	 

	MTF Assignment
	None, Read, Update
	 
	 

	Specialty
	None, Read, Update, Insert, Delete
	 
	 

	Professional Training
	None, Read, Update, Insert, Delete
	 
	 

	Additional Training
	None, Read, Update, Insert, Delete
	 
	 

	Licensure
	None, Read, Update, Insert, Delete
	 
	 

	Affiliations
	None, Read, Update, Insert, Delete
	 
	 

	Adverse Actions
	None, Read, Update, Insert, Delete
	 
	 

	Photo
	None, Read, Update, Insert, Delete
	 
	 

	Risk Management & Adverse Actions
	NA
	Apply lowest permissions 
	Apply lowest permissions 

	System Admin
	 
	 
	 

	User Processing 
	No, Yes
	No
	Yes

	Command Parameters
	No, Yes
	 
	 

	Connected MTF
	No, Yes
	 
	 

	Reporting
	 
	 
	 

	Credentials Reports
	No, Yes
	 
	 

	Risk Management Reports
	No, Yes
	No
	No

	Letters
	No, Yes
	 
	 

	Ad Hoc Reports
	No, Yes
	 
	 


Follow the Steps below to submit requests for your new applicants to receive their User IDs and Passwords.

	Step
	Action
	Comment/Notes

	1
	From the logon screen in CCQAS, select Registration.
	Refer to Section 4.1 for the steps for registering as a user.

	2
	Select the radio button for your Service and enter all information for Applicant #1.
	The system will return the Application Confirmation Screen.

	3
	Select Continue.
	The logon screen appears.

	4
	Repeat Steps 1 - 3 to enter all the information for Applicant #2.  Select Save and then Continue to return to the login screen.
	The system will return the Application Confirmation Screen.

	5
	Log onto CCQAS using your assigned User ID and password. A message window should open up, informing you that you have applicants waiting to be processed.
	If you do not receive this message, notify the instructor to check the permissions assigned to your User ID.

	6
	From the System menu, select Applicant Processing to generate records of applicants that require processing (see Exhibit 13.1.1).
	These applicants may be sorted in by clicking on the field names above the data.  Click once for ascending order and a twice for descending order.
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Exhibit 13.1-1:  Applicant Processing Screen

	Step
	Action
	Comment/Notes

	7
	Click on the arrow to the left of Applicant #1 record to open a menu of options.  Select Process to open up the Applicant Profile Screen.
	This screen allows you to assign appropriate permissions to the applicant.

	8
	Verify the demographic information for Applicant #1 and then select Process.  The Update User screen opens up.
	Refer to Service guidance for specific procedures regarding certification of users.

	9
	Record the User ID and Password for the Applicant in the table below (see Exhibit 13.1-2).
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Exhibit 13.1-2:  Updating User

	Step
	Action
	Comment/Notes

	10
	Tab through each functional area to assign permissions to the Applicant.  When finished, select Save to return to the User Listing screen.
	Refer to Service guidance when determining the appropriate permission levels for each applicant.

	
	
	

	11
	Select Close to return to the Credentials Provider Search screen.
	Note: no date is listed under the Last Logon column for the Applicant.

	12
	Repeat steps 7 - 11 for Applicant #2.  
	 


The following table should be completed after your have processed each applicant.

	 
	Applicant #1 (Clerk)
	Applicant #2 (Facility DBA)

	User ID
	 
	 

	Password (first assigned)
	 
	 

	Password (second assigned)
	 
	 


The following steps will enable you to verify the permissions that you assigned to each Applicant.

	Step
	Action
	Comment/Notes

	13
	Log off of CCQAS and log on as New User #1 (formerly Applicant #1).
	You will need to change the password the first time you log on as New User #1.  Record the new Password in the table above.

	14
	Verify that New User #1 has the permissions that were assigned to their User ID.  When you are finished, log out of CCQAS.
	If New User #1 does not have the correct permissions, you need to log back in using your assigned User ID to verify which permissions were administered.  

	15
	Repeat Steps 13 - 14 for New User #2.  When you are finished log out of CCQAS and log on again using your assigned User ID.
	 


13.2
Adding/Modifying User Permissions

Objective:  This lesson will enable the user to add and/or modify permissions assigned to existing User IDs.  
Prior Conditions:  The user must be logged on to CCQAS as a user with DBA permissions.  

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on System and select User Processing to open the User Listing screen (see Exhibit 13.2-1).
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Exhibit 13.2-1:  User Processing Adding/Modifying User Permissions

	Step
	Action
	Comments/Notes

	2
	Click on the arrow at the far left side of a User record.  Select Update to open the Update User screen (see Exhibit 13.2-2)
	Note that new users may also be processed from this screen either individually or in batches.  
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Exhibit 13.2-2:  Modifying User Demographics

	Step
	Action
	Comments/Notes

	3
	Modify the User demographics or permissions as required.  Select Save to return to the User Listing Screen.  
	If you select Close, the changes you made to the user permissions will not be implemented. 

	4
	Select Close to return to the Credentials Provider Search screen.
	


13.3
User Permissions Report

Objective:  This lesson will enable the user to view the permissions level granted to CCQAS users by specific permission and permission level.
Prior Conditions: The user must be logged on to CCQAS as a user with DBA permissions.  

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on Reports.  Select User Permissions to open up the User Permissions Screen (see Exhibit 13.3-1)
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Exhibit 13.3-1:  Reports/Viewing User Permissions

	Step
	Action
	Comments/Notes

	2
	Select at least one item from the Permission list and from the Level list.  Select Run Report.
	Multiple items from each list may also be selected by holding down the [Ctrl] button while selecting the items.  

	3
	Review the Logon Report (see Exhibit 13.3-2).  Select Cancel when finished. Select Close to return to the Credentials Provider Search Screen.
	Note: the date range is included in the report header.  This report may also be sorted alphabetically clicking any of the column headers. 
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Exhibit 13.3-2:  Viewing User Permissions Report Results

13.4
Logon Report

Objective:  This lesson will enable the user to view the logon history of all users assigned to the UICs under his/her purview.
Prior Conditions: The user must be logged on to CCQAS as a user with DBA permissions.  

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on Reports.  Select Logon to open the Logon Report Search Criteria screen (see Exhibit 13.4-1)
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Exhibit 13.4-1:  Logon Report screen

	Step
	Action
	Comments/Notes

	2
	Enter the User ID of the credentials clerk, the date range, and the status of the logon attempt that you wish to review.  Select Generate.
	The Start and End Dates are required for this report.  If you do not specify a User and a status, all logon attempts within the specified date range will be reported.

	3
	Review the Logon Report.  Select Cancel when finished.  Select Close on the Logon Report Search Criteria screen to return to the Credentials Provider Search screen.
	Note the date range is included in the report header.  This report may also be sorted alphabetically clicking any of the column headers. 


13.5
Audit Trail

Objective:  This lesson will enable the user to review changes made to provider records in the facility.  This Audit Trail will report database activities by user ID, provider name, date range, or type of information or action.
Prior Conditions: The user must be logged on to CCQAS as a user with DBA permissions.  

	Step
	Action
	Comments/Notes

	1
	From the Credentials Provider Search screen, click on Reports.  Select Audit Trail and then Credentials.  The Audit Trail Report Search Criteria will open up (see Exhibit 13.5-1).
	Depending on your permissions level, Credentials may be the only option for selection.
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Exhibit 13.5-1:  Audit Trail Report

	Step
	Action
	Comments/Notes

	2
	Enter the User ID of the credentials clerk, the provider of interest, the date range, and the type of information or action that you wish to audit.  Select Generate.
	The Start and End Dates are required for this report.  If you do not specify a User and a Provider, all changes made to records at your facility in that date range will be reported.

	3
	Review the Audit Trail Report and select Cancel when finished. Select Close on the Logon Report Search Criteria screen to return to the Credentials Provider Search screen.
	Note the date range is included in the report header.  This report may also be sorted alphabetically clicking any of the column headers. 
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