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1 Introduction

1.1 Intended Audience

The intended audience of this document includes all Centralized Credentials Quality Assurance
System (CCQAS) users. Current users who are familiar with the 2.9.0.0 version may use this
guide as a reference to understand the new features of 2.10.0.0, and new users may use this guide
to familiarize themselves with the application in general.

1.2 Objective of This Guide

The objective of this guide is to provide an on-the-job reference for CCQAS users at military
treatment facilities (MTFs) and units. This guide is designed to assist users with the
management of CCQAS user accounts, privilege lists, and the primary source verification,
routing, review, and approval of online privilege applications, and maintenance of Provider
credentials records in the facilities and units for which they are responsible. It is assumed that
users already have a good working knowledge of the business processes pertaining to the
credentialing and privileging of health care providers. Policy and procedural guidance have been
incorporated into this guide to the extent dictated by Service leadership. Users should direct
questions regarding policy and procedures not addressed in this guide to their respective Service-
level credentialing and privileging authority (PA).

Information within.this.document;.including screenshot images; is-current.as.of the date of
preparation. Any differences noted between this/document and the current version of the
CCQAS application is due to maodifications and enhancements made after this document was
prepared.

1.3 System Overview

The Centralized Credentials Quality Assurance System, version 2.10.0.0 (CCQAS 2.10.0.0) is a
standard Department of Defense (DoD) migration system jointly undertaken, operated, and
controlled by the Army, Navy, and Air Force medical departments within the overall corporate
sponsorship and policies of the Office of the Assistant Secretary of Defense for Health Affairs
(OASD [HA]). The Defense Health Services System (DHSS) is responsible for the
development, deployment, and maintenance of CCQAS 2.10.0.0 and any subsequent versions.
CCQAS is a Web-based worldwide credentialing, privileging, risk management, and adverse
actions application that supports medical personnel readiness. CCQAS enables the military
medical community to electronically manage Provider credentialing and privileging, malpractice
and disability claims, and adverse action investigations of physicians, dentists, nurses,
pharmacists, and other medical support personnel.

CCQAS supports personnel at all levels of DoD with credentialing and privileging activities.
The system provides the following features:

e Maintains and tracks the credentials and privileging history of more than 170,000
military and civilian health care providers, including Active Duty, Reserves, and National
Guard
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e Contains comprehensive Provider demographic, specialty, licensing, training, education,
privileges, medical readiness/mobilization, assignment history, and Provider photographs
for identification purposes

e Enables Providers to complete and submit an application for clinical privileges online

e Automates the online review and approval of a Provider’s application for privileges and
renewal of privileges

e Expedites the transfer of Provider credentialing and privileging information for
temporary change of assignment (i.e., Inter-facility Credentials Transfer Brief [ICTB]) or
Permanent Change of Station (PCS)

e Enables the online completion of Provider Performance Assessment Reports (PARS)

e Enables the automated generation of routine letters and forms that are needed to manage
a Provider’s professional credentials

e Provides a robust standard and ad hoc reporting capability
e Optimizes accuracy and efficiency of credentials review activities

e Meets DoD and the Joint Commission on Accreditation of Healthcare Organizations’
(JCAHCO?’s) accreditation requirements

e Improves the ability of the Services to respond to medical readiness requirements

1.4 Hardware and Software Requirements for CCOAS 2.10.0.0 Users

CCQAS is a Web-based, Common Access Card/Personal ldentity Verification (CAC/PIV)
enforced applicationsthatis housed on a secure server, maintained by the Defense Information
Systems Agency (DISA). All CCQAS data is stored in this server, which is maintained in
accordance with DoD security requirements in order to protect the confidentiality of the data it
contains and to permit access only to approved users. Approved users can access CCQAS via
the Internet from any workstation configured for connectivity to the Internet. In order for
CCQAS to function properly, users must access the application using the Internet Explorer (IE)
version 6.0 (or higher) Web browser. The use of other Internet browsers is not recommended.
No additional client software is required to access or to use CCQAS 2.10.0.0.

Note: The version of IE that is currently on the user’s workstation may be viewed by clicking the
IE icon and then selecting About Internet Explorer from the Help menu. If a version upgrade is
needed, users should coordinate with their local network administrators to have the new version
installed. The upgrade is readily available on the Internet at no charge.

1.5 User Resources

A number of resources are available to support CCQAS users on-the-job. These include links
within the CCQAS application to relevant documentation and websites, as well as tools
embedded within the CCQAS interface that help users populate individual data fields.

1.5.1 The Help Menu

CCQAS users may access a list of resources within the CCQAS application by selecting Help
from the main menu bar along the top of the screen, as depicted in Figure 1 below.
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Figure 1: Help Menu

1.5.1.1 What's New Link

This link, which is located on the Help menu, takes users to a listing of change requests (CRs)
that have been implemented in CCQAS. The CRs are grouped into numbered releases; each time
a group of CRs is implemented, the version number for the CCQAS application is increased
incrementally. The.version number associated with, the release and.the release date are listed at
the top of each grouping of CRs. Details pertaining to CRs In each releasé may be viewed by
clicking the Release Notes link.

1.5.1.2 Elearning Link

This link takes users to the Military Health System (MHS) Learn ELearning application (i.e.,
MHS Learn), as depicted in Figure 2 below. The ELearning application is designed to provide
basic navigational and functional training for new or returning CCQAS users. The ELearning
application consists of a series of structured modules and courses that walk users through the
processing of a sample privilege application from the perspective of a Provider, a credentialing
and privileging staff member, a Reviewer, or a PA. ELearning courses are highly recommended
for new CCQAS users and other users who would like a refresher course in system use.

Users may also access the ELearning application directly from the Internet at the following
Uniform Resource Locator (URL):
https://mhslearn.csd.disa.mil/ilearn/en/learner/mhs/portal/home.jsp.
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Users may self-register using the MHS Staff Training link to access the ELearning application.
After users are logged in, they may choose from a number of available courses, including those
for CCQAS.

Get it Done
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malerials spanneng 38 branches of serdce as well 35 Veberans Afairs, the beneficiary pasent
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Figure 2: MHS Learn ELearning Application — Home Page

1.5.1.3 User Manuals Link

This link takes users to read-only versions of this and other CCQAS user manuals. These user
manuals are designed to provide on-the-job functional support for CCQAS users who are already
proficient in system navigation. Users may open these manuals directly from the CCQAS
application or save them to their workstation for later use.

15.1.4 Training Guide Link

This link takes users to read-only versions of available CCQAS training guides. Training guides
are designed to help new CCQAS users navigate through the screens, tabs, and sections of the
CCQAS application. Users may open these guides directly from the CCQAS application or save
them to their workstation for later use. New users are also strongly encouraged to complete the
appropriate courses offered by the MHS Learn ELearning application.
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1.5.1.5 Instructions Link

This link contains instructions for creating mailing labels and updating Batch Readiness. Each
section opens a Microsoft (MS) Word document with detailed instructions for each of the above
functions.

1.5.1.6 Desk Reference Link

This link takes users to the home page for The Credentialing and Privileging Desk Reference
(CPDR) Online, published by HCPro, Inc. This reference includes contact information for
educational organizations, licensing agencies, specialty boards, practitioner databanks, and
specialty associations, as well as information about the National Committee for Quality
Assurance (NCQA) and Joint Commission on Accreditation of Healthcare Organizations’
(JCAHO) standards.

1.5.1.7 Greely Guide Link

This link takes users to an online version of the Greely Company Guide to Medical Staff Bylaws,
published by HCPro, Inc.

15.1.8 ECFMG Link

This link takes users to the home page of the Educational Commission for Foreign Medical
Graduates (ECFMG) website and provides general information, requirements, publications, and
schedules pertaining to ECFMG certifications.

1.5.1.9 Service POCs Link

This link takes users to a listing of Service points of contact (POCS) for Service credentialing and
privileging, risk management policies, and the CCQAS application in general. Phone and email
contact information is provided for each POC.

1.5.1.10 Policy/Instruction Link

This link takes users to the Service-specific website, where they may find instructions, guidance,
publications, and other resources, including Service credentialing and privileging policy.

1.5.1.11 Submit Trouble Ticket Link

This link opens a window that enables CCQAS users to create a trouble ticket. Users are
directed through a series of questions about the nature of the problem they are experiencing.
Users are encouraged to submit a trouble ticket only after the problem has been investigated by
the local network staff and CCQAS administrator to confirm the problem is not a result of
network or user account management issues.

1.5.2 MHS Help Desk

Users may also contact the MHS Helpdesk for any questions pertaining to CCQAS, including
system security, system operation, training, functional and technical issues, system errors,
usernames and passwords, access issues, and system recommendations. Helpdesk personnel may
be reached at 1-800-600-9332 (Continental United States [CONUS]) or 1-866-637-8725
(Outside the Continental United States [OCONUS]). In the event that the MHS Helpdesk is
unresponsive by phone, users may contact the Helpdesk via email: mhssc@tma.csd.mil. Users

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 5


mailto:mhssc@tma.csd.mil�

Version 2.0 November 1, 2012

are advised to consult with their local and Service-level CCQAS manager prior to contacting the
MHS Helpdesk when they attempt to resolve a CCQAS-related problem.

1.5.3 User Aids inside a CCQAS Record

Throughout the CCQAS application, mouse-enabled tools are embedded to make CCQAS more
user-friendly. These tools are designed to ease the entry of data into a record or provide users
with information that allows them to better understand the meaning or definition of a data field.
These tools are described in more detail in the following sub-sections.

1.5.3.1 The Calendar Function

Users may enter dates into CCQAS date fields in one of two ways. They may enter the date
manually into the field using one of three acceptable date formats. The acceptable date formats
for any date field are MM/DD/YYYY, MM-DD-YYYY, or MMDDYYYY. In all cases, the 4-
digit year is required for CCQAS to accept a manually-entered date correctly.

Users may also use the Calendar function to populate a date field by clicking the Calendar icon
, as depicted in Figure 3 below.

Add Provider

¥ 1.5 lssusd Person Identifier =2:M:'-,.-:| United States - US =~
Per=on de'n::er:l— “erify Person e
_as'.'la”us:l— First Hams:
Date of B 1h:|—_|f$|'l Gender: ' yaig £~ Female ¢ Unknown

Fra -:Ie"_-.-:le:l— <<| <| I Septemter Vl I 212 VI >| >>|
B | 4o [\ |woa 5] P [N
26( 27| YA 29§30 1

2 3 4 5 5 I 2|
10 12 13 14 15
18] 17| 18| 18] 20| 21| 22
23| 24| 28| 2§ 27| 28| 29
30 1 2

Statuss ' wiitary pfowider f]

Add Cancel

Figure 3: Calendar Icon

To enter the desired date, users first select the year and month from the pick lists at the top of the
calendar. After users select the correct year and month, they click the desired day of the month.
When users select the day, the calendar function automatically closes and the selected date
populates the date field. If an error was made in the entry of the date, users may simply reopen
the calendar and enter a new date.

1.5.3.2 The Search Function

For some data fields, the list of possible values are too numerous to fit in an on-screen pick list.
When this occurs, CCQAS provides users with a search function to help them find a specific
value to populate a data field. Search functions are identified by the Binoculars icon #4 next to
the data field. By clicking this icon, a window opens that allows users to enter search criteria.
When searching for a value using the search function, users should enter key words or phrases
that will help to narrow the search quickly. Each of the available search functions in CCQAS
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operates a little differently, and are discussed in more detail throughout relevant sections of this

manual.

1533 TheA-Z

Sort Function

Some pick lists contain data values that include both a code and a code description. CCQAS
enables users to sort the list of values in the pick list numerically by code or alphabetically by
code description. For example, Figure 4 below depicts the pick list for Field (in the
License/Certification/Registration section of the credentials record). The values are listed in
numerical order by field code.

State Li (Certificat
Type: I hd State: LI
Number: I lzzuing Country/Entity:
Fieid: | 2l
Expiration Date: I 'l ™ Expiration Indefinite
In Geod Standing: [
=
Dental Hygienizts - 509
Dentists - 030
Dieticians - 200
Emergency Medical Technicians, Basic - 250
Pri r Verificat s Emergency Medical Technicians, Cardiac - 260
rime Source Verification ( Emergency Medical Techniciang, Intermediate - 27
Current | HEmergency Nedical Technicians, Paramedic - 220
9 = Thiz field mus X - 140 Source:
szistants -
# Method: { yritten Corr| MedicalTeshaslogist # Werified Date: I '
Mental Heath e lors Test J62T
# Contact Mame: I MNuckar M al Techndlogists 51 kition: I Ingtitution: I
; MNirse Anesthetists - 110 i .
Email I Mirse Mid 120 pone: I URL: I
Entered By Name: Hirse Practitioners - 130 ition: Entered By UIC:
NUFses Aides - 150
o £ s
PSV Remarks Nifrifionists - 210 =
OEcUpational Therdpists - 410
OEcUpatiGRalTherany Assiztants - 420 B
Opticians - 832
Save I Close |
-
Figure 4: A-Z Sort Function for Field Code
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When users close this pick list and click the Sort icon 21, the pick list is re-displayed in
alphabetical order by field description, as depicted in Figure 5 below.

State License/Certification/Registration

Type: I 'l State: LI
Number: I lz=uing Country/Entity:
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Figure 5; \A-Z Sort Function for Field Code Description

In the CCQAS Credentialing and Privileging Data Dictionary, pick lists that have this sort
function are denoted by [A-Z] in the Field Type column.

1.5.3.4 The Spell Check Function

For large, free text fields, CCQAS provides users with a spell check function. To use this
function, users click the Spell Check icon ¥ after they have entered text into the field. Itis
important to note that this tool is an automated function that may not catch errors in context and
meaning. All entries into CCQAS should be manually reviewed to ensure that the text is error-
free.

In the CCQAS Credentialing and Privileging Data Dictionary, text fields that have the spell-
check function are denoted by [ABC] in the Field Type column.

1.5.3.5 The Record Advance Keys

Users may advance to the same section of an adjacent credentials record on the Search Results
screen by clicking one of the two buttons in the upper right-hand corner of the credentials record.
This function enables users to move directly to the previous or next record in the search results
listing without having to execute the extra mouse clicks necessary to close one credentials record
and open another. The Record Advance keys are depicted in Figure 6 below.
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Figure 6: Record Advance Keys

1.5.3.6 Hidden Menu Button

The Hidden Menu button, which is to the left of a record in a listing, reveals a hidden menu that
allows users to execute additional functionality on a selected record. Figure 7 below depicts the
Hidden Menu button next to a sample record.

Adversze Actions System Supporting Medical Personnel Readiness™

*** FQU

1 cem “A Worldwide Credentialing, Risk Management, and

Credentmiing

Provider Segich | Advaiced iedentels Sébich|  Search Resuts | Add Credentels Provide |

554 Primary UEY Start Date

Rame
‘ ' IES?'ERMAH.TEST‘ERF T23-45-ETED BDI1CFDPS peM1RM2

Figure 7: ‘Hidden Menu’ Button
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The menu options vary depending on where the hidden menu is located in the application. Users
may also view the hidden menu by right-clicking on the specific record, as depicted in Figure 8
below.

"A Worldwide Credentialing, Risk Management, and
ccms Adverse Actions System Supporting Medical Personnel Readiness"

FRAR FOL

Credentialing Privileging Reports

Provider Search | Advanced Credentialzs Search " Search Results Add Credentiale Provider

? Name SSN Primary UIC Start Dat
TooTTEANL s TmaTen |F 123-45-6789 BOCFOPS 08M1/2012

Initiate Custody Transfer|
Deactivate Provider

Letters
Change SSM

Figure 8: Hidden Menu

2 Overview of the CCQAS. Credentialing and. Privileging Process

Credentialing and privileging are processes by which a health care provider’s training,
experience, and other qualifications-are assessed in order to approve the Provider to render health
care services in military hospitals and clinics. /CCQAS supports these processes by providing
online facilitation ofthe'entry, update, validation, and review of a Provider’s credentials in an
efficient and timely manner. The CCQAS Provider credentials record and the CCQAS privilege
application are the two electronic documents that provide the basis for the CCQAS credentialing
and privilege processes.

It is important to note that the benefits of CCQAS as a documentation, tracking, and reporting
tool may only be fully realized if users understand and comply with their facility’s and Service’s
credentialing and privileging policies and guidelines. Users should maintain a good working
knowledge of these references and consult with their Service leadership if questions arise.

2.1 The CCQAS Credentials Record

Credentialing is the process of compiling, validating, and verifying qualifications of Providers to
provide health care services. The core component of the CCQAS Credentials module is the
electronic credentials file, which enables the capture and update of all of a Provider’s
qualifications that are relevant to his or her ability to render health care services to patients.
CCQAS also enables the documentation of the date, method, and details when primary source
verification (PSV) is performed on credentials that require PSV. The credentials record is
organized into sections that are accessible by clicking the section name in a navigation bar on the
left side of the screen, as depicted in Figure 9 below. Each section of the credentials record is
discussed in detail in Section 6.
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Figure 9: Provider Credentials Record

The CCQAS credentials record is a dynamic record that grows as Providers gain additional
qualifications and experience, and follows them as they move to new duty stations within the
MHS. A CCQAS credentials record is created or updated in one of two ways. Data may be
directly entered into a credentials record by the facility credentials staff using the CCQAS
Credentialing module. This process is discussed in detail in Section 6. A credentials record may
also be created or updated by importing verified credentials data from a Provider’s privilege
application into the Credentialing module. This process is discussed further throughout Section
5.

2.2 The CCQAS Privilege Application

Privileging is the process of determining specific procedures and treatments that Providers may
perform in the facility. This process requires facility personnel to identify the clinical procedures
and treatments or “privileges” that are supported at their facility, as well as the training and
experience requirements necessary to authorize a Provider to perform each privilege. A
Provider’s qualifications are then reviewed to determine if he or she meets the requirements to
perform requested privileges. CCQAS supports this privileging process by compiling all
relevant credentials and other data needed to make a privileging decision into an online privilege
application package. The structure and content of a privilege application is similar to that of a
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credentials record, with some additional sections that are required for the privilege application
review process. Figure 10 below depicts the structure and content of a sample Provider privilege
application.
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Figure 10: Provider Privilege Application

The privileging process is repeated a minimum of every two years at each location where a
Provider renders care to patients. Avprivilege application i$ created-each time a Provider needs
to request or renew privileges at a given location. The privilege application is pre-populated
with data residing in‘the'Provider’s credentials record at the time the application is created, so
that the Provider only needs to add any new credentials that he or she has obtained since the last
privileging cycle. After the Provider completes and E-signs his or her application online, the
application package is routed through a formal review process. This review process is discussed
in more detail in the next section and throughout Section 5.

A privilege application is only “active’ while privileging is in process. After a privilege
application is approved by the PA, the application itself becomes a view-only historical
document. Any new credentials information entered into the privilege application is
automatically imported into the Provider’s credentials record after the application has passed
through the PSV process. This ensures that the CCQAS credentials record remains current with
the most recent, validated credentials data available for the Provider.

2.3 The CCQAS Privilege Application Review Process

CCQAS facilitates the application review process by providing access to the online application
package according to the individual user’s role in the privileging process. The CCQAS roles that
pertain directly to the privileging process include the roles of “Provider,” “Reviewer” (includes
individual and committee Reviewers), “PA,” and the credentials coordinator (‘CC’ for
Army)/medical staff services professional (‘MSSP’ for Navy)/credentials manager (‘CM’ for Air
Force), hereafter referred to as the “CC/MSSP/CM.” Other roles are also defined for individuals
involved in the Performance Assessment Report (PAR) process.
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The CCQAS privilege application review process may be summarized as follows:
e A Provider completes and submits his or her application for clinical privileges online

e The assigned CC/MSSP/CM receives, reviews, and performs the required PSV on the
application. In Air Force facilities, the PSV may also be performed by a Centralized
Verification Office (CVO). Following completion of the PSV, the Provider’s credentials
record is updated with any new or updated credentials data present in the Provider’s
privilege application

e The CC/MSSP/CM routes the verified application to selected Reviewers, according to the
review procedures established by the facility and the specialty(s) in which the Provider is
requesting privileges

e The Level 1 Reviewer issues their recommendation for granting the requested privileges
to the Provider after reviewing the application. This Reviewer is typically the department
head or clinical supervisor under which the Provider is working. CCQAS requires all
privilege applications to undergo review Level 1 review

e Other individual and committee levels of review are performed. CCQAS has made these
levels of review optional so that each facility may tailor the review process to meet their
own requirements

e The PA reviews the application and issues the final approval decision. CCQAS requires
all privilege applications'toundergo review by the PA

e The CC/MSSP/CM routes the notification of awarded privileges ta the Provider and other
individuals that should be informed of the-award

e The Provideracknowledges the award of privileges

e The CC/MSSP/CM accepts the acknowledgement which completes the application
process

The CCQAS application review process is summarized in Figure 11 below.

Email notifications are generated by CCQAS to alert each individual in the review process when
it is time to take action on the application. Throughout the review process, the CC/MSSP/CM is
responsible for ensuring the process continues to move forward until the application process is
closed. The CC/MSSP/CM may retrieve an application currently in review, add or change
assigned Reviewers, or return the application to the Provider at any time during the review
process if the privilege application needs changes or additions.

During the application review process, Reviewers have access to Provider’s privilege application
and additional information they need to render a decision to recommend the award of privileges
to the Provider. A recommendation in favor of the requested privileges must be rendered at all
levels of review before a privilege application can be reviewed and approved by the PA. If a
situation arises where a Reviewer does not concur with the privileges requested by the Provider,
the application is returned to the CC/MSSP/CM. The CC/MSSP/CM coordinates resolution of
the issue outside of CCQAS and re-routes the application through the review process to obtain
consensus on a recommendation in favor of the awarded privileges. It is important to note that
CCQAS is designed to facilitate the forward processing and award of clinical privileges. If a
decision is made to deny a Provider’s request for clinical privileges, the denial process should be
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handled outside of the CCQAS system to ensure the Provider’s rights to due process are

preserved.
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Figure 11: Privilege Application Review Process

Creating and Maintaining CCQAS 2.10.0.0 User Accounts

All facility personnel who participate in the online privilege application, review, and approval
process require a CCQAS user account. In addition to the administrative personnel who use the
credentials and risk management functionality, Providers who are applying for clinical privileges
online and those personnel who are responsible for evaluating clinical performance of staff
members also require access to CCQAS. In most cases, the responsibility for creating user
accounts is assigned to one or more CC/MSSP/CMs at each facility or unit. The processes
associated with the creation of new CCQAS user accounts are addressed in Sections 3.1 and 3.2.

After a user account is created, the maintenance of user accounts becomes the joint responsibility
of an account holder and a CC/MSSP/CM, who are responsible for managing user accounts.
Over time, it is likely that a user’s account might require updating to reflect changes in personal
information, job responsibilities, or location. Guidance regarding updating user information,
permissions, and maintaining user accounts is provided in Sections 3.3 through 3.6.
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All individuals who require access to CCQAS and do not yet have a user account are considered
“new CCQAS users.” As CCQAS 2.10.0.0 is being implemented at a facility or unit, new user
accounts must be created for every individual involved in the privileging process, including
Providers, Reviewers, the PA, and those who are responsible for assessing performance of their
clinical staff. After CCQAS 2.10.0.0 is fully implemented, the number of “new CCQAS users”
will decrease, and the need to create new user accounts will be limited to new military accessions
or civilian employees who are working in the MHS for the first time. The creation of new user
accounts may be initiated in one of three ways:

e Prospective users may self-register for a new user account. The request form is then
processed by a CC/MSSP/CM via the “Applicant Processing” function

e CC/MSSP/CMs may create a new user account through the “User Processing” function

e CC/MSSP/CMs may initiate the creation of a user account for a Provider with an existing
credentials record in CCQAS via the Credentialing module. This is the preferred method
for integrating Providers into the CCQAS electronic privileging process who already hold
privileges in the facility or unit

The sections below discuss the creation of a new user account by each of these methods.

3.1 Self Service Registration

Prospective CCQAS users may apply online for an account using the self-service registration
function. Users can access:ithe online registration form from the CCQAS login screen.

Note: Prospective CCQAS users need a‘valid CAC or PIV card to access the site.

After the Single Sign-On (SSO) authentication process is completed, users enter a CAC or PIV
Personal Identification Number (PIN). Afterreading and verifying the DoD warning message,
users click OK. The self-registration process begins when users click the Registration button
on the left-hand side of the screen, as depicted in Figure 12 below.
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Figure 12: ‘CCQAS User Registration’ Button

Before completing a registration, users must réad and verify the CCQAS Privacy Act Statement
by selecting the Affirmative radio button, as'depicted i Figure 13 below. The system does not

allow prospective registrants to continue unless they select this radio button.
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Figure 13: CCQAS Privacy Act Statement
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Instructions for completing the online form are provided at the top of the screen. Those data
fields labeled with red text are required for CCQAS to accept the application, as depicted in
Figure 14 below.

The requirements for completing the registration form vary depending on the value selected for
“User Type”. For the purposes of user account creation, applicants are classified either as
“Provider Applicant” or as “Module User.”

*xxx EQIO ***
INSTRUCTIONS
To request a CCOAS user ID and password, complete the sections below. After completing the requirsd sections, click the SUBMIT button to transmit your request Oncs a user ID and password have been assigned, you will be notified via email
The CCQAS Security Manager at your activity wil then grant permissions to your user ID, enabling you to access specific data and functions within CCQAS based upon your work assignment.
REGISTRATION
System Request
User Type -
uic: @4
User Information
Person ID Type: -
Person ID Confirm Person ID
Last Name: First Name: Middle Initial:
Gender: Male Female Birth Date: V Email:
Phane Typs: - Phons:
Submit | Reset ‘ Print Form | Cancel ‘
wxax EQUQ *5*

Figure 14: CCQAS Registration Screen

Applicants should select “User Type = Provider Applicant” if they are a Provider who requires
access to CCQAS forthe'purpose of requesting clinical privileges or submitting credentials as a
member of the Clinical Support Staff. When applicants select “User Type = Provider
Applicant,” they are also required to designate themselves as a military or civilian Provider.
Provider Applicants do not need to complete the Registration Validation section. Figure 15
below depicts the CCQAS Registration screen.

Hxx EOJO *x*

INSTRUCTIONS

To request a CCQAS user ID and password, complete the sections below. After completing the required sections, ciick the SUBMIT button to transmit your request. Once a user ID and password have been assigned, you wil be nofified via email

The CCQAS Security Manager at your activity will then grant permissions to your user ID, enabling you to access specific data and functions within CCQAS based upon your work assignment.
REGISTRATION

System Request
User Type: Provider Applicant
Enter the Unit Identification Code (UIC) for the

uc: soicroes (Y facility where you will be applying for privileges.
User Information
Person ID Type: Social Security Number -
Person D: weeseenes Confirm Person ID: weesewees
Last Name: Testerman First Name: Tester Middle Initiak: F
Gender: @) Wale () Female Birth Date: 04/23/1968 [EE]] Email: smail@emaiDomain com
Phone Type: Home - Phone: (703) 555-1234
Status: () Mitary Provider () Civilian Provider
Submit ‘ Reset | Print Form | Cancel

Hax EO|JO

Figure 15: CCQAS Registration Screen — Provider Applicant
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Note: Applicants should designate their “Status = Military Provider” if they are applying for
privileges or Clinical Support Staff positions at the designated facility or unit as uniformed
service members (i.e., active duty service members, reserve or guard Providers on annual
training, service members on temporary assignment, or deployed service members). Applicants
who apply to render patient care as civilian employees or contractors at that facility or unit
should designate their “Status = Civilian Provider.”

Applicants should select “User Type = Module User” (depicted in Figure 16 below) if they
intend to review or approve applications for clinical privileges, or if they are administrative staff
members who require access to CCQAS for the purpose of managing credentials records or other
functions supported by the Risk Management or Adverse Actions functionality in CCQAS. If
applicants select “User Type = Module User”, they are required to select the modules to which
they are requesting access. CC/MSSP/CMs, Reviewers of privileging applications, the PA,
personnel responsible for generating and reviewing clinical performance appraisals, and staff
members who manage facility privilege lists should request access to the Privileging module.
Module User applicants are also required to complete the Registration Validation section of the
application.
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Figure 16: CCQAS User Registration Screen — Module User

All applicants must specify the Unit Identification Code (UIC) for their application. They must
select the UIC associated with the location where the Provider, Reviewer, or staff member will
be working.

Though not all remaining fields on the form are labeled as “required”, applicants should be
encouraged to populate the form as much as possible, since CC/MSSP/CMs use the information
on this form to verify an applicant’s identity and need for system access. An accurate email
address is critical, since the applicant will be issued an individual username and temporary
password via email.
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After applicants have entered all information on the form, they click Submit, as depicted in
Figure 16 above. The process by which CC/MSSP/CMs create a new user account for an
applicant is discussed in the next section.

CCQAS returns a confirmation of application submission, as depicted in Figure 17 below.

Applicants may either print or close this application. Click Close, and applicants are returned to
the login screen.
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Figure 17: CCQAS Registration Confirmation Screen

3.2 Processing Requests forrNew User Accounts
This section describes the process for requesting new user accounts.

3.2.1 Verifying Applicants’ Need for Access to CCQAS

CC/MSSP/CMs who are assigned the responsibility for managing user accounts at a facility or
unit must verify each applicant’s need for access to CCQAS prior to processing the request for a
user account. It is important for CC/MSSP/CMs to understand the applicant’s job
responsibilities and role clearly in the privileging process in order to assign the correct roles and
permissions to the account. CC/MSSP/CMs should confirm the ‘need to access’ with the
appropriate departmental supervisor where the applicant will be using CCQAS.

3.2.2 Processing the Application

CCQAS alerts CC/MSSP/CMs to new requests for user accounts with a message, as depicted in
Figure 18 below. This message displays when CC/MSSP/CMs log in to CCQAS.

!\ There are 2 applicants waiting to be processed.

Figure 18: New Applicant Message
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After CC/MSSP/CMs are logged in, they may process a new user’s application by selecting
Applicant Processing from the System menu, as depicted in Figure 19 below.

Note: Applicant Processing is only used to process applications submitted via the self-service
registration screen. CC/MSSP/CMs may also initiate the creation of a new user account through
the User Processing function, as discussed in the following sections.

o "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 09M7/2012 17
? ccﬂ‘s Adverse Actions System Supporting Medical Personnel Readiness"

*hkE F O U 0 *hkE

Credentialing Privileging Reports

WorkList for BD1CFDP§, 0009 MEDICAL GROUP @

\Work List Wy Applicati | Pending Applicaf

MTF Contacts

Status: Open Tasks ~ Role: Al v Tasks start date betwe SPPICANLPIOCESSING | oy ggi17/2012 [FEle| Fiter
Use .

7 |Urgent Due Date Task Role
No Records Found.

App Type Corps Task Start Date Task Complete Date

=t Meszages.
Mezzaging

Change Password

Figure 19: Applicant Processing Menu Item

CC/MSSP/CMs may-open.the newapplication record by selecting Process from the hidden
menu of actions for the applicant’s record, as depicted in Figure 20 below.
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Figure 20: Applicant Processing Screen
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The User Application displays, as depicted in Figure 21 below. The application contains the
information submitted by the applicant. Any updates to the applicant’s personal information
may be made on the User Application screen. When all information is correct, click Save, and
then click Process to set up the permissions for the applicant’s new user account.
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Figure 21: User Application Screen

When applicants select Process, they receive a message, as depicted in Figure 22 below. The
message indicates that a new user’s account has been added to CCQAS. Also, the user being
added receives two (2) emails. One announces that his or her account has/been created in
CCQAS and contains the user’s username. The'username is typically the user’s last name and
first initial of his or her first name. The second email contains the user’s password. The user
needs both of these credentials and a valid CAC or PIV/ card to initially log in to the system.

Figure 22: User Added Message
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CC/MSSP/CMs should exercise care to ensure that multiple user accounts are not created for the
same CCQAS user. When CC/MSSP/CMs select Process, CCQAS searches its database for an
existing user account. CCQAS displays a Similar User Account(s) Found screen when it finds
existing user accounts with a matching social security number (SSN) (for Provider accounts), or
a combination of matching first and last name and date of birth (refer to Figure 42).
CC/MSSP/CMs should follow the instructions on the screen to either access the existing user
account or continue to process the request for a new user account. CC/MSSP/CMs should avoid
creating multiple user accounts for the same individual.

3.2.3 CC/MSSP/CM-Generated Applications

CC/MSSP/CMs may wish to create the CCQAS user account directly, without requiring the
applicant to complete the online registration form. Using this method, CC/MSSP/CMs may
create a new user account directly via the User Processing function, which is accessed through
the System main menu. Figure 23 below depicts the selection of the User Processing menu
item.

" "A Worldwide Credentialing, Risk Management, and
? ffms Adverse Actions System Supporting Medical Personnel Readiness"
whEkR FOUO kERE

Credentialing Privileging Reporis Help

Autho

WorkList for BD1CFDP'S, 0009 MEDICAL GROUP {@

Command Parameters

: My Applicati Pending Appli
Work List |ty WBrcotcll | Lot | e

Status: Open Tasks * Role: Al v Taske Slart date betvAlalimat 2 g 09/1812012 'l Filter
User Processing

? |Urgent Due Date Task GLICINNGEEIuRG Change Start Page
Mo Records Found. Tra tatus

r App Type || Corps Task Sta

Provider Remarks

Broadcast Messages

Messaging

Change Password

Figure 23: User Processing Menu Item
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The User Search screen appears, as depicted in Figure 24 below. CC/MSSP/CMs may add a
new user by clicking the Add User tab or the Add User button at the bottom of the screen.
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Figure 24:. User Search Screen

The User Application screen appears, as depicted in Figure 25 below. A CCQAS Administrator
then completes the application on behalf of the applicant. As long as the CC/MSSP/CM has
already validated the applicant’s need to access CCQAS and the level of permissions required,
the CCQAS Administrator may then initiate the creation of the new user account by clicking

Process.
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B T LU e T———
dderrge Artor fyviem fooorieg Uedas Frrponas| Sepdra vy

B

o ST S0

Figure 25: User Application Screen
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Note: From this point forward, the application process is the same regardless of whether the
applicant applied for the user account via the Self-Service Registration screen, or the user
account was created by a CC/MSSP/CM through the User Processing screen.

Once again, CC/MSSP/CMs should exercise care to ensure that multiple user accounts are not
created for the same CCQAS user. If CCQAS finds existing user accounts with a matching SSN
(for Provider accounts), or a combination of matching first and last name and date of birth, it
displays a Similar User Account(s) Found screen, as depicted in Figure 42.. CC/MSSP/CMs
should follow the instructions on the screen to either access the existing user account or continue
to process the request for a new user account. CC/MSSP/CMs should avoid creating multiple
user accounts for the same individual.

3.2.4 User Accounts for New Provider Applicants

After a user has been added to CCQAS, his or her account is displayed on the Update User
screen as a series of tabs, as depicted in Figure 26 below.

The first of the three tabs, the Demographics tab, may be used in the future to update the user’s
personal information, lock and unlock the user’s account, and issue new passwords to the user as
necessary. The user account displayed on the Demographics tab is an account for a Provider, as
indicated by the “Provider User Only” text in red at the top of the tab.
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Figure 26: ‘Demographics’ Tab for a Provider Applicant

Note: If the applicant is a “Provider Applicant,” no further action is needed. The creation of the
user account has been completed. Providers will receive their username and password via two
separate emails sent to the email address listed on the Demographics tab. Providers will also
receive a third email notification, indicating the presence of an item in his or her work list with
“Task = Complete Application”. The work list is discussed in detail in Section 5. If the
applicant is for a “Module User,” processing must be continued to designate the role and
permissions that are assigned to the user’s account. This action is described in more detail in the
next section.
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The second of the three tabs, the MTF tab, provides two important pieces of information. The
upper portion of the screen lists the UICs for the facilities and units where the user requires
access to CCQAS as a “Module User.” The user depicted in Figure 27 below is a Provider
applicant only, and therefore has no UICs listed in this section of the screen.

The UICs listed on the lower portion of the screen are the facilities and units where the user, in
the role of a Provider, holds clinical privileges or where an application for clinical privileges is
currently under review. The sample Provider in Figure 27 has one privilege application in
progress at one UIC. This privilege application was created when the user was granted access to
CCQAS as a “Provider Applicant.”

; 'CCQAS Version 2.8.14.0 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

- "A Worldwide Credentialing, Risk Management, and Last Logon Attempt 06/10/2008 14:24:21 -05:00 # | Submit Ticket | Securty Brisfing | Logoff |
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness” VIHHAA

Credentialing

Update User — PIERCE, BENJAMIN |

Demographies | WTF Permissions
~ Module User Acc
©  This User has been granted module level access at the MTFs listed below

The permissions for each ITF can be set on fhe Permissions tab.
Click the "Add Module Access” button to grant Module-Level access at your MTF.

Add Module Access ‘

uic Name | city State |
Ho Records Returned

~ Provider User Access
©  This User has application(s) in progress at the TFs listed beiow

uic |name | city |state |
WiHHAL USA LANDSTUHL RHC AE

Close
Figure 27: ‘MTF’ Tab for a Provider Applicant

The third tab, the Permissions tab, is where roles and permissions are assigned to a user’s
account. The Permissions tab is depicted in Figure 28 below.

3 CCQAS Version 2.8.14.0 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

-l "A Worldwide Credentialing, Risk Management, and
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

Update User — PIERCE, BENJAMIN

Demographics KTF | Permissions |

THIS USER IS A PROVIDER USER. NO PERMISSIONS ARE NECESSARY.

Figure 28: ‘Permissions’ Tab for a Provider Applicant

For “Provider Applicants,” no roles or permissions need to be configured for their user account.
By processing the application as described above, a Provider is automatically granted the
appropriate level of access needed to complete and submit applications for clinical privileges and
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the Provider’s 1% E-Application for clinical privileges is automatically generated (refer to
Section 5). After privileges are created, additional roles as a “Module User” may be added to the
Provider’s user account. The process of adding roles to an existing account is discussed in
Section 3.3.

3.2.5 User Accounts for Module Users

The Demographics tab for “Module Users” is similar to that for “Provider Applicants,” but also
includes an indication of the CCQAS modules to which the user has access. The user account
displayed on the Demographics tab in Figure 29 below is an account for a user who requested
access to the “Credentialing” and “Privileging” modules in CCQAS.
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‘ c‘w Bcbvarn doiuey Vyniers basgoabes) Wadacn Peeporrai Seaded be"

ey

Figure 29: ‘Demographics’ Tab for an Other (Module Users)

The upper portion of the MTF tab lists the UIC where the “Module User” was granted access to
CCQAS, as depicted in Figure 30 below. This record was automatically created by CCQAS
when the sample user was granted access to CCQAS. If the user has access to CCQAS at more
than one facility or unit, multiple UICs are displayed here.

The lower portion of the screen reflects the facilities or units where the user, in the role of a
Provider, holds current clinical privileges or where an application for clinical privileges is
currently under review. The sample Provider depicted in Figure 30 has access as a “Module
User” at UIC BD1CFDPS and no active privilege applications anywhere in CCQAS.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 26



Version 2.0 November 1, 2012

-< "A Worldwide Credentialing, Risk Management, and e 215 04:00 % | 5 st| Sscurty Brie
5 CCQAS Adverse Actions System Supporting Medical Personnel Readiness™ BDACFDPS

*xxx EQUQ **5*

Credentialing Privileging

Update User —Tull, Jethro

Demographics r WTF Roles/Permissions
Medule User Access
©  This User has been granted module level access at the NTFs listed below.
The permissions for each MTF can be set on the Permissions tab.
Click the "Add Module Access™ button to grant Module-Level access at your NTF.

| Add Module Access

uc Name City State
BD1CFDPS 1003 MEDICAL GROUP @ BEALE AFB cA
Provider User Access
© This User has application(s) in progress at the MTFs listed below.
City State

uic Name
No Records Returned

Close

Figure 30: ‘MTF’ Tab for a Module User

The individual permissions for “Module User” for each UIC are assigned on the
Roles/Permissions tab, as depicted in Figure 31 below.

A ide C: Risk

¥ o S iefing | Logo
? ccms Adverse Actions Systerm Medlll BD1CFDPS

Credentialing Privileging

Update User — Tull, Jethro
Demographics | WTF | Rolesermsions |

This is the WTF for these specified Permissions = BD1CFDPS.

Credentials | Priviieging | Risk Management Adverse Actions System Admin Reporting

Privileging Module ) No @ ves
PAC © nNo © es
PAC Supervisor @ No © Yes
cvo No © Yes
CVO Supervisor @ No © Yes
Reviewer No © Yes
Privileging Authority © No © Yes
PAR Evaluator No © Yes
PAR Reviewer i ® Yes
CLP Administrator No © Yes

H @ ves

State License Waiver Endorser

Note: Permissions are cumulative.
INSERT includes UPDATE and READ Save Close

DELETE inciudes INSERT, UPDATE, and READ

Figure 31: Privileging Roles/Permissions for a Module User

Each user is granted a specific set of roles/permissions based on his or her role in the privileging
process. The CCQAS privileging module defines nine (9) unique roles to which are attached a
pre-defined set of permissions for the Privileging module:

e Professional Affairs Coordinators (PACs) (also known as CC/MSSP/CMs):
Professional Affairs office staff who are responsible for ensuring Providers’ credentials
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are in order, for tracking and managing the review and approval of an application for
clinical privileges, and for managing CCQAS user accounts for their facility or unit

e PAC Supervisors: CC/MSSP/CM staff members who are responsible for overseeing
and managing the privileging workload assigned to credentials staff members within a
uIC

e CVOs: CVO staff members or other credentialing personnel who perform the PSV of
Provider credentialing data. The PSV function may also be performed by individuals
who are assigned the CC/MSSP/CM role

e CVO Supervisors: CVO staff members who are responsible for overseeing and
managing the workload assigned to CVO staff members

e Reviewers: Clinical staff privileging committee members who have been assigned the
responsibility for reviewing and recommending actions on applications for privileges.
Reviewers may include the Provider’s supervisor, the specialty, service or section chief,
the department chair, and/or the members and chair of the executive committee of the
medical or dental staff (i.e., Executive Committee of the Medical Staff, Executive
Committee of the Dental Staff [ECOMS/ECODS])

e PAs: Usually MTF commanders or other designated personnel who are responsible for
final approval of applications for clinical privileges

e Common Language Privileging (CLP) Administrators: The'individual(s) who has or
have been assigned responsibility for managing the privilege catalog at their unit or
facility. Depending on thesize of the MTF or other determining factors, this role may
also be played by CC/MSSP/CMs. The privilege catalog is based on Common Language
Privileging, hence the abbreviation“CLP”

e PAR Evaluators: Supervisors, service chiefs, department chairs or other clinical
personnel who are responsible for completing and submitting a PAR on a Provider

e PAR Reviewers: Clinical staff members who are responsible for reviewing a PAR
submitted by a PAR Evaluator

The Credentials, Privileging, System Administrator, and Reporting sections of User Processing
are defined by the aforementioned roles. To view the permissions for each role, select the role
by clicking it, as depicted in Figure 32 below. A screen appears and displays the Read-Only
permissions for that particular role selected (refer to Figure 33 below). When users select the
Close button at the bottom of the screen, the role permissions screen closes and returns them to
the Role screen. When users select the binary value of “Yes” or “No” for the role, the
permissions within that role are set.
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Figure 32: Credentials Roles

All roles and permissions default to “No” or “None”, so that action must be taken only on those
that should be granted to the user. With the exception of the “CC/MSSP/CM” and “CVO” roles,
most users only require.access to.the Privileging medule, and.the roles-may-be set when users
select the appropriate radio buttons for each role they intend to perform. Users may save the
roles to the user account by clicking Save, and then clicking Close to complete the processing of
the application.

Individuals who perform the “CC/MSSP/CM™ and “CVO”roles typically ‘require access to
multiple modules to include Privileging, Credentialing, System Administration, and Reporting
modules. Access to these other modules may be granted by designating tab- and screen-level
permissions for the other modules listed on the Permissions tab.

The Credentials tab contains the most extensive list of roles/permissions (refer to Figure 32 and
Figure 33), which determines the extent to which the account holder can view, edit, delete, or
transact Provider credentials records or the information contained therein. The levels for the
permissions within each role are cumulative going from left to right across the screen. For
example, if a user is given “Insert” permissions for “Specialty,” he or she can view the Specialty
section of the Provider credentials record, “Update” information contained therein, and “Insert”
new specialty records, if appropriate. The account holder, however, cannot “Delete” any
specialty records contained in the Specialty section of any credentials record. Figure 33 below
depicts the Specialty section of a Provider credentials record.
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Figure 33: Credentials Insert Permissions

The Privileging tab.eontains permissions that determine whether.account:helders may view and
process electronic applications (i.e., e-Apps) for Providers. This tab determines the role users
have in the e-App process, as defined.earlier in this section. Users. may have multiple roles in the
e-App process (e.d., PAC, Reviewer) depending on'what permissions are set for them. Figure 34

depicts the privileging.rolées for a sample user.

. CCQAS * Adver;eAclmns Sysiz‘rt\k

Last Logon Attempt. 09/1

00 # | Submit Ticket

Securty Briefing | Logoff
BDCFDPS

Update User — Tull, Jethro

MTF | roesmermissions |

**This is the MTF for these specified Permissions *** BD1CFDPS

Credentials |

Privileging | Risk Management Adverse Actions

System Admin

Reporting |

Privileging Module
PAC

PAC Supervisor
cvo

CVO Supervisor
Reviewer
Privileging Authority
PAR Evaluator

PAR Reviewer

CLP Administrator

State License Waiver Endorser

z|zlz|z|z|z|z |z |7
g g|F|5|% |5 |5

&

Hote: Permissions are cumulative.
INSERT includes UPDATE and READ
DELETE includes INSERT, UPDATE, and READ

Save Ciose.

Figure 34: Privileging Roles
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The Risk Management tab contains permissions that determine whether account holders may
process Risk Management incidents, Navy Jagman claims, Air Force Potential Compensable
Events (PCEs), Risk Management claims, and Disability claims. In many of these sub-categories
within Risk Management, not only is it possible to set the user’s general access to the sub-
categories, but the level of access for each area in the sub-category can also be defined. In
Figure 35 below, the sample user has permissions to the PCE module and can read, update, and
insert data in all sections of a PCE, but cannot delete data.

“A Workbasde Credentiatmg. Risk Management, and
Adverse Actions Systemn Supporting Medical Personmel Readiness™

w2 FQUQ

Firasial tane Read Update & Dewee
oSG Nane fend & Deiete

Overviow Prad Update B nser

Lucatsan Niong Hend Uspdate @ raen Deele
Patient Nene Resd Upaste @ paen Delete
Broider tiace fssd Usaate & pasn Deiels
PCL Assessmen t hiane fignd uzame & rgen Delet
Attribustion Neane Read Update & paert Cinie
Outcome None Hesd @ Upaute

Figure 35: Risk Management Permissions

The Adverse Actions tab,depicted in Figure 36 below, contains permissions that determine
whether account holders may access, add, update, or remove adverse actions cases. Like the
Risk Management module, administrative personnel are able to define the level of access given
to a user for each area.

%‘ A C Hisk and
‘fw Adverse Actions System Supporting Medieal Personned | Neadiness”

imfig | Loge
BIACFORS

wxk EQLIQ #*

Dalere
Delete
Deless

O Delete

| Appeal None Resd o upsate
| Reginmal Aeview & Hone Resd Updale

| 075G Heview Nane Rens Upstate mae @ Deirse
| Decinsan Summar: ¥ Hane & Ress

WEERT nckides IDATE ond READ save | cuse |

Figure 36: Adverse Actions Permissions
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The System Admin tab, depicted in Figure 37 below, contains permissions that determine
whether account holders may process new user accounts, access the Command Parameters and
MTF Contacts, , and set other permissions associated with the management of the credentialing
process at the facility or unit. Most permissions listed on this tab are binary, meaning a “Yes”
assignment provides account holders with full permission to view, edit, or delete information
associated with these screens or functions. If “No” is assigned, the account holder does not have
access to the screen or its functionality.
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Figure 37: _System Admin Permissions

Note: The binary role “Superuser Admin™is located on the System Admin tab, which controls
additional role-based permissions. When users select “Yes” for this role, these permissions are
set but are not seen on this tab. To view these permissions, click Superuser Admin. A “read-
only” screen appears with a list of permissions specific to the “Superuser” role. Click Close to
return to the System Admin tab. The “Batch NPDB Request Flag” permission should be
enabled so that the sample account holder, depicted in Figure 38 below, can perform batch
National Practitioner Data Bank (NPDB) queries.
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"A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 09/18/2012 16:11:45 -04:00 & | Submit Ticket| Securiy Briefing | Logofi
? ccms Adverse Actions System Supporting Medical Personnel Readiness” BD1CFDPS
**** FOQUO ****
Credentiaing Privileging
“~* Permissions for " Superuser Admin" Role "™
User Accounts Hone Read Update insert S Delete
No S ves
aintenance o ©) ves
MTF Contacts o ©) ves
Tracker Status Lookup o @ ves
Provider Remarks Lookup Ho @ Yes
Batch NPDB Request Flag No @ Yes
Password Unlock No @ Yes
Password Reset No @ Yes
Close

Figure 38: “Superuser Admin” Role Permissions

The Reporting tab, depicted in Figure 39 below, contains permissions.that allow account holders
to access the standard and ad ho¢ reporting functions and the letter-generation capabilities for
each CCQAS module, as well as the NPDB query function. Like the System Admin tab, the
permissions listed on this tab are binary, which prevides account holders with either no access,
or full access to the indicated function.
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Figure 39: Reporting Permissions

Note: The binary role “Superuser” is located on the Reporting tab, which controls additional
role-based permissions. When users select “Yes” for this role, these permissions are set but are
not seen on this tab. To view these permissions, click Superuser. A “read-only” screen appears
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with a list of permissions specific to the Superuser role. Click Close to return to the Reporting
tab, as depicted in Figure 40 below.

, Rk ol Laat Logon Attempl: DENSEDIZ 16:11:45 -04:00 # | Submi Ticket| Securty Bnefing| Logott

o g ™ , an
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e EQUO "

*** Permissions for "Superuser” Role =™

Credentisls Rupuris Mo

Risk Management fieports M Yes
Credentials Ad-hoc Hn Yea
NFDU uery

Adverse Actiuns Ad hou Mo

Adverae Actions Aepars Mo es
Risk Management Ad-hos Hn Yes

Ability 10 Hisn BM Letters

Cuse |

Figure 40: “Superuser” Role Permissions

The User Management function within CCQAS allows anyone who has permissions to grant
other users permission(s) up to what the “grantor” already holds. Permission to access the
Reporting module (refer to Figure 39 above), for.example, cannot be granted by CC/MSSP/CMs
or CVOs who do not themselves have permission to aceess this module. CC/MSSP/CMs who
have been assigned the responsibility of processing CCQAS user accounts are able to assign
roles on the Privileging tab that they themselves are not assigned. For example, CC/MSSP/CMs
may assign the role of “Reviewer” to one of their department heads, without having the role of
“Reviewer” assigned to their own user account. CC/MSSP/CMs’ ability to grant permissions to
the Credentialing and other CCQAS modules, however, is limited to only those permissions that
they hold. CCQAS does not allow CC/MSSP/CMs to grant to others permissions in these
modules that are more expansive than their own.

Finally, all permissions are UIC-specific, so that an account holder may have different roles or
permissions at different facilities, depending on his or her job responsibilities at each location.
The permissions for each UIC must be assigned by UIC personnel. For example, if COL Smith
functions as a Reviewer at Brooke Army Medical Center (BAMC), and a Reviewer and PAR
Evaluator at William Beaumont Army Medical Center (WBAMC), the CC at BAMC can only
assign the “Reviewer” role to COL Smith for the BAMC UIC. The CC at WBAMC has to
assign the roles of “Reviewer” and “PAR Evaluator” to COL Smith for the WBAMC UIC.
Service-level personnel and some selected facility personnel, however, do have the ability to
assign roles and permissions across all UICs. Users should consult with their supervisor if
questions arise concerning the granting of roles and permissions at multiple locations.
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3.2.6 Generating User Accounts from Existing Provider Credentials Records

CCQAS allows CC/MSSP/CMs to generate a user account for Providers who already have an
active credentials record in the CCQAS database. This is the preferred method for creating new
user accounts for Providers as CCQAS 2.10.0.0 is being implemented at the facility or unit. The
new user account for the Provider, however, should only be created close to the time when the
Provider is due for re-privileging, to ensure that his or her privilege application contains the most
current credentials information.

To initiate this process, CC/MSSP/CMs perform a search for the Provider’s record in the
Credentialing module, as depicted in Figure 41 below. On the Search Results tab, click the
hidden menu of actions for the Provider’s credentials record, and then select Grant Provider
Access.
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Figure 41: Grant Provider Access Menu Item

Note: The Grant Provider Access option can also be used for Providers who have access to
CCQAS as a “Module User” but whose user account has not yet been linked to an existing
credentials record. If the user account for the “Module User” was linked to the individual’s
credentials record at the time the “Module User” account was created, the user already has access
to CCQAS as a Provider, but no privilege application has yet been generated for the Provider to
complete. CC/MSSP/CMs may use the Initiate Application menu item to generate the 1% E-
application for a Provider. This is located in the Work History section on the Assignments tab,
which is discussed in Section 5 of this guide.

If a Provider’s credentials record has not yet been linked to a user account, CCQAS uses the
information inside the Provider’s credentials record to create the new user account, and redirects
CC/MSSP/CMs to the Roles/Permissions tab of User Processing. CC/MSSP/CMs may then
proceed with processing the user account.

The Grant Provider Access function has several important features:

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 35



Version 2.0 November 1, 2012

e This function only associates the “Provider” role with the user account; it cannot be used
to grant other roles such as “Reviewer” or “Privileging Authority” to the individual

e This function may only be performed once. The menu item disappears after an active
credentials record has been associated with a user account

e The Provider’s 1* E-Application for clinical privileges automatically generates. This
application pre-populates with the credentials data from his or her current credentials
record at the time the menu option was selected

After privileges are created, additional roles as a Privileging module user may be added to the
Provider’s user account. The process of adding roles to existing user accounts is addressed in
Section 3.3.

3.3 Adding Roles to Existing User Accounts
This section describes the process of adding roles to existing user accounts.

3.3.1 Adding the Provider Role to an Existing “Module User" Account

In most cases, individuals who use the Privileging module, such as Reviewers, the PA, and PAR
Evaluators, are also Providers. If an individual initially applies for a user account as a
“Privileging” module user, he or she likely requires the role of “Provider” added to the
individual’s user account at some later time when his or her privileges need to be renewed.

Note: The role of “Provider” should not be added to the user’s account until the Provider is due
to fill out a 1 E-Application for privileges in CCQAS either to renew current privileges or apply
for privileges at another facility or unit for a PCS:

The addition of the “Provider” role may be.initiated in one of several ways:

e If a Provider already has an active credentials record in CCQAS, CC/MSSP/CMs may
use the Grant Provider Access function in the Credentialing module (refer to Section
3.2.6). If Grant Provider Access is not available from the menu of actions, it means the
Provider’s credentials record has already been linked with a user account

e The Provider may re-register for a user account and specify “Type = Provider Applicant”
on the registration form. CC/MSSP/CMs may then begin processing the request via the
Applicant Processing function (refer to Section 3.2.2)

e CC/MSSP/CMs may initiate the process of adding a new user via the User Processing
function, and specify “Type = Provider Applicant” on the “User Application” screen
(refer to Section 3.2.3)

Regardless of whether users or CC/MSSP/CMs initiate the creation of a user account, after the
processing begins, CCQAS checks against the existing user accounts to determine if an
individual with the same name and birth date is already a CCQAS user. If a match is found,
CCQAS enables CC/MSSP/CMs to link the registration form with the existing user’s account via
the Similar User Account(s) Found screen, as depicted in Figure 42 below.
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Figure 42: Similar User Account(s) Screen

The registration form may be linked:to-the existing user accountsby:clicking the small arrow to
the left of the matching user’s record. CCQAS opens the existing user account for the
individual. The MTEtab in the'user’s account reflects'the'addition of the “Provider” role by
displaying a record line on the bottom half of the screen, as depicted in Figure 43 below.

04 N Cr ialing, Risk and
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness

BDACFOPS

*xxx EQUOQ ****

Cregentiaing Privileging

Update User — TESTERMAN, TESTER
Demographics | TR Rokes/Permissions
Module User Ac
[:] Ths User has been gran |Bﬂ module level access at the MTFs listed below.

acl
c\ klh AddMDdu\eA coess” bution to grai (MDd le-Level access at your MTF.

| Add Module Access

uic Name
BD1CFDPS 0009 MEDICAL GROUP @

Chy State
BEALE AFB cA

Provider User Access
© This User has appication(s) in progress at the TFs listed below.

uic Name

Cty State
BO1CFDPS 0005 MEDICAL GROUP @

BEALE AFB CA

Note: Permissions are cumulative.
INSERT includes UPDATE and READ Close
DELETE includes INSERT, UPDATE, and READ

Figure 43: ‘MTF’ Tab for a Dual User’s Account
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The Permissions tab should continue to reflect the roles and permissions that were originally
assigned to the user account. The addition of the “Provider” role does not alter any of the
previously-assigned roles or permissions at the UIC. When the role of “Provider” is added to the
user’s account, the 1% E-application is also generated for the Provider to request clinical
privileges online using the CCQAS application.

Note: If the Similar People Found screen appears but none of the users listed on the screen
matches the Provider who is being added to CCQAS, CC/MSSP/CMs may click Close to cancel
the process, or click Add New User to proceed with the process of creating a new user account
in CCQAS for the Provider.

3.3.2 Adding “Module User” Role to an Existing Provider Account

Depending on where they are in their privileging cycle when they become CCQAS users, some
users may require access to CCQAS in the role of “Provider” first, and later need access as
“Module User”. Users may initiate the process for adding one or more “Module User” roles to
an existing Provider account by selecting User Processing from the System main menu. The
User Search screen appears, as depicted in Figure 44 below. To locate an existing Provider’s
user account, enter the Provider’s Last Name or other search criteria, and then select the radio
button for User Type = Provider Users. Click Search.
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Figure 44: User Search Screen
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The User Listing screen appears, as depicted in Figure 45 below. This screen displays all
existing user accounts at the facility or unit that meet the search criteria.

00 # | Submit Ticket

Last Logon Attemt. Securty Briefing | Logoff

Credentialing Privileging

BDACFDPS

*xix EOUQ ****

UserSearch || SearchResuls Add User
Name User ID Type Primary UIC | Position Primary Phione Primary Email Last Logon Expiration Temporary | Acct Locked Intent. Locked Deactivated Date
» |JONES, INDIANA JONES120120 Provider (703) 555-7878 email@email.com 11192012 Yes Mo Ho

Figure 45: User Listing Screen after a Search

After the user account is opened, the process of adding the “Module User” role(s) is initiated on

the MTF tab. Initially, the Provider’s user account has no UICs listed on the upper half of the

screen, as depicted in Figure 46.
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Figure 46: ‘MTF’ Tab for a Provider User Account

CCQAS 2.10.0.0 Credentialing & Privileging User Manual

39



Version 2.0 November 1, 2012

To grant the Provider access to the Privileging module, click Add Module Access at the top of
the screen. This action automatically creates a UIC record in the upper portion of the screen, as
depicted in Figure 47 below. This record indicates that Module User access has been added to
the Provider’s account.

The appropriate roles and permissions may then be assigned to the user on the
Roles/Permissions tab. After the changes on the Roles/Permissions tab are saved, and the
user’s account is closed, the Provider will have access to CCQAS, with assigned roles and
permissions associated with his or her user account.
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Figure 47: ‘MTF’ Tab for a Dual User’s Account

3.4 Deactivating and Reactivating User Accounts

Under normal circumstances, CC/MSSP/CMs should not have to deactivate a user account while
a user is still actively working within the MHS. After a user account has been associated with a
Provider’s credentials record, CCQAS should automatically transfer the user account to the
gaining UIC, when a PCS or ICTB transaction is performed on the credentials record. Likewise,
if the Provider’s credentials record has been archived or PCS’ed to a non-privileging UIC,
CCQAS should automatically deactivate the associated user account. DoD rules also require
CCQAS to deactivate a user’s account if 365 days lapse without the user logging in to the
system. While this situation is unlikely to impact CCQAS module users, it is very likely to
impact Providers who only access the system to renew clinical privileges at their current location
or apply for clinical privileges at a new duty station.

Note: If CC/MSSP/CMs wish to restrict a user’s access to CCQAS at the unit, the user account
should NOT be deactivated, since this impairs the user’s access to CCQAS at all locations.
Instead, CC/MSSP/CMs should simply adjust or remove the user’s permissions at his or her unit,
to control the user’s level of access to CCQAS.
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Occasionally, however, it is appropriate for CCQAS administrators to deactivate a user account
when the user has entered an inactive status, separated from military service, or terminated

employment with the DoD. CCQAS administrators may deactivate a user account through the
User Processing function, which is available from the System main menu. On the User Listing
screen, select Deactivate from the menu of actions available for each record, as depicted in

Figure 48 below.
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Figure 48: Deactivate Menu Item

After a user account is deactivated in CCQAS, only users with permissions to reactivate user
accounts may enable it again. Thus, prudent CC/MSSP/CMs must ensure it is appropriate to
deactivate a user account before actually doing so. When CC/MSSP/CMs select Deactivate,
they are asked to confirm the intent to deactivate the user account, as depicted in Figure 49

below.

Figure 49: Deactivate User Confirmation Message

Authorized users may reactivate a deactivated user account at any time by selecting Activate

from the menu of options for the account, as depicted in Figure 50 below.
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Figure 50: Activate Menu Item
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When authorized users select Activate, they are asked to confirm their intent to reactivate the
user account, as depicted in Figure 51 below.

I.-" -~ 1 This Uszer has a deactivated account. Click "OK" to reactivate the
' account click "Cancel” to terminate this process.

| ok ]| cancel

Figure 51: Activate User Confirmation Message

After the intent to reactivate the user account is confirmed, the Update User screen displays with
a message, as depicted in Figure 52 below. The message indicates that an email was sent to the
user which contains a new temporary password.

Since the new password will be sent to the primary email address in the user’s account, it is
prudent to confirm that the primary email account is still valid. If it is not, then CC/MSSP/CMs

should update and save the new email address in the user account, and then click Issue New
Password.

A e C Risk an ast Logon Atter | Submit Ticket | Security Briefing | LogofT
? CCOAS Adverse Actions System Medical

#5 FEQUO ****

BD1CFDPS

Update User — Smith, William

WTF RolesiPermissions

System Access.
Module: *= Provider User Only™
Primary UIC:

Userid Passwor d

Account Locked [7] ssue New Password
User information
Last Name: Smith First Name: Wiliam Hiddle Name:
Birth Date: 09171386 [EAj| Gender: @) Male (©) Femake Fostiion
Fhone: (215) 666-1234 Emal email@email.com
Add / Update Phone Add I Update Email

Password has been changed and the User has been sent the new
B passwor.

Figure 52: New Password Issued Message

After a user account has been reactivated, the user will begin to receive the automated email
notifications and work list items consistent with roles and permissions assigned to the user
account at each UIC where he or she has access to CCQAS. If the user is a Provider, then
CCQAS does not automatically generate a new privileging application when the user account is
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reactivated. CC/MSSP/CMs use the Initiate Application option, available from the hidden
menu of actions on the Provider’s credentials record, to generate a new application for the
Provider to request clinical privileges.

3.5 Using CCQAS for the First Time

This section describes the process of using CCQAS for the first time.

3.5.1 Receiving a New Username and Temporary Password

After a new user account has been set up, CCQAS notifies the new user of his or her username
and a temporary password via an automated email message. Passwords for CCQAS are
automatically generated and consist of a random string of characters, numbers, and symbols that
conform with DoD Information Systems security requirements as follows:

e Nine characters in length
e Contain at least one uppercase letter
e Contain at least one lower case letter
e Contain at least one number
e Contain at least one special character
The username and the password are both case-sensitive.
Note: Do not use the Caps L.ock feature when entering the username and password.

The username and temporary password issued t0.a.new user is valid for 60 days from the date the
account was created. If the new user does not log in to the application at least once within this
60 day time period, the CCQAS-issued password will be deactivated and the user will have to
request a new password from the CC/MSSP/CM.

3.5.2 Accessing CCQAS for the First Time

Before users access CCQAS for the first time, they need to ensure they have a valid CAC or PIV
card. This card is required to authenticate users both on the DoD secured network and in the
application. CCQAS does not allow access without a valid CAC or PIV card.

A number of actions are required the first time users access CCQAS, which include the
following:

e Loading security certificates
e Reviewing and acknowledging the security briefing
e Changing the temporary password
e Verifying user roles and permissions
Optional actions that help users streamline their access to the CCQAS include the following:
e Creating a desktop icon for CCQAS
e Changing the start page
Each of these actions is described in the sections below.
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3.5.2.1 Loading Security Certificates

Certain rules pertaining to security have to be adhered to when accessing an automated
information system within the DoD network. When accessing CCQAS for the first time,
network protocols may present first-time users with a message requiring security certificates to
be loaded into their computer to protect data that is sent across the Internet. Users will receive
another link for instructions and a wizard function for these certificates, which must be
downloaded and retained in their computer’s hard drive prior to using CCQAS.

3.5.2.2 Logging into CCQAS

To log in to CCQAS, users must insert a valid CAC or PIV card in the card reader of their
computer. The card reader can be built-in or an external Universal Serial Bus (USB) reader.
When users enter the CCQAS URL, https://ccqgas.csd.disa.mil, the CCQAS Privacy Act
Statement screen appears, as depicted in Figure 53 below. Users select the Affirmative radio
button after they have read the statement. CCQAS does not allow access to the system without
users selecting the Affirmative radio button. Users are then directed to the DoD Network

Authentication screen, where the electronic credentials from their CAC or PI1V card is
authenticated.
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Before proceeding into the CCQAS registration window, users must acknowledge that they aré.aware of the Privacy Act Statement associated with using this system.

1102 PROTECTED STATUS

CCQAS includes Sensitive but Unclassified (3BU) information that is Subject to the Privacy Act of 1974, as amended. Conseqiently, copying, printing, or distributing data fram CCQAS to support administrative functions is autharized by, and subject to
the limitations of, DoD Regulation 5400.11-R, Department of Defense Privacy Program. Certain informatiol contained within GCQIAS is accessible under the Freedom of Information Act. The use and disclosure of some information in CCQAS is protected

from legal discovery under 10 U.S.C. 1102. o ether distribution is perfited without the express written permission of the/Tricare Management Activity Functional Propanent or Service CCOAS Representatives, who wil coordinate with appropriate legal
counsel prior to rendering an opinion regarding felease of information,

PRIVACY ACT STATEMENT

This statement serves to inform you of the purpose for eolEcting personal information required by the Centralized Credentials Quality Assurance System (CCBAS) and how it wil be used

AUTHORITY: 10 U.S.C. 1102, Confidentiality of medical qualty assurance records: qualified immunity for participants, 42 U.S.C. Chapter 117, Encouraging good faith professional review activities; DoD Instruction 6025.13, Wedical Qualty Assurance
(MQA) and Clinical Qualty Management in the Mitary Health System (WHS); DoD Regulation 6025.13-R, Miltary Health System (MHS) Clinical Quality Assurance {CQA) Program Regulation; and E.O. 9397 (SSN), as amended

PURPOSE: To obtain information necessary to credential a health care provider and determine whether that individual shoukd have privileges to work, or continue working, in a miltary treatment facilty (MTF) or otherwise within the Miltary Heatth System
(MHS), including information on malpractice claims and adverse privilege actions. Information is also collected to report malpractice claims or adverse priviege actions filed against a health care provider in connection with a service performed at an MTF
or within the MHS.

ROUTINE USES: Information collected may be used and disclosed generally as permitted under 45 CFR Parts 160 and 164, the Health Insurance Portabilty and Accountabiliy Act (HIPAA) Privacy Rule, as implemented by DoD 6025.18-R, the DoD Health
Information Privacy Regulation. Information may be used and disclosed in accordance with 5 U.S.C. 552a(b) of the Privacy Act of 1974, as amended, which incorporates the DoD “Blanket Routine Uses” published at

hitp:/idpcio.defense. goviprivacy/SORNs/blanket_routing_uses.htm. Collected information may be shared with government boards, agencies, professional societies, or organizations if nesded to license or montor professional standards of health care
practtioners. t may be released to civilan medical insttutions or organizations where the practtioner is applying for staff privileges, or already privileged, regardiess of whether the practtioner is stil privileged at an MTF. Information may also be used to
conduct trend analysis for medical quality assurance programs.

DISCLOSURE: Voluntary. However, failure to provide information may result in an individual's ineligibiity to serve at an MTF or within the MHS.

HEALTH INSURANCE PORTABILITY AND ACCOUNTABILITY ACT WARNING

This system contains protected health information as defined in the Health Information Portabilty and Accountability Act of 1996 (HIPAA) and the HIPAA Privacy Rule (45 CFR Parts 180 and 184). DoD's implementation of the HIPAA Privacy Rule is in Do
6025.18-R, DoD Health Information Privacy Regulation. The HIPAA Privacy Rule and DoD 6025.18-R apply to protected health information and may place additional procedural requirements on uses and disclosures of such information beyond those found

in the Privacy Act or mentioned elsewhere in this notice. This information may only be used and/or disclosed in strict conformance with that authority. The WHS is required to, and will, appropriately sanction individuals who fail to comply with tts privacy
policies and procedures.

_! Ho, | do not understand the contents of the above Privacy Act Statement.
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Figure 53: CCQAS Privacy Act Statement
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After users are authenticated on to the network, they enter their username and password in the
appropriate fields on the Login screen, as depicted in Figure 54 below, and then click Login.
Both the username and password for CCQAS are case sensitive. Press the [Shift] key, rather
than the [Caps Lock] key. The username is always upper case.

xxxx EOUO ****

e "A Worldwide Cr i ivileging, Risk 1ent, and
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness™

Enter your user name and password to login. Please note that user name and password ARE case-sensitive,

User Name:

Password

Login Cancal

For Additional Assistance
Please address all questions regarding CCQAS to include System Security, System Operation, Training, Functional and Technical issues, System Errors, Userid and Passwords, Access Issues and Recommendations to the MHS Help Desk, phone: 1-800-
600-9332 (CONUS).

xxxx EOUO ****

Figure 54: Login Screen

If users unsuccessfully attempt to log in more than twice, they receive a message that their
account has been locked, as depicted.in Figure 55 below. Users must contact their
CC/MSSP/CM or the CCQAS Helpdesk to have their account unlocked before proceeding.

CETET—— )
I

The Password you entered is temporary and requires you to change
I . your password on the first logen, Vour new password will be effective
immediately.

Figure 55: Temporary Password Alert

3.5.2.3 Changing a Temporary Password

After users log in for the first time, they are prompted to change their temporary password, as
depicted in Figure 56 below. The username remains unchanged, and CCQAS randomly
generates a new password. Users click the I like this password button if the password is
acceptable; otherwise, the system generates a new one every time users click the I do not like
this password button.
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Figure 56: Random Password Generator Screen

After users successfully log in to the system for the first time, their Electronic Data Identifying
Person Number (EDIPN) from their CAC or PIV card is linked to their account in the database.
From this point, they only need to have their CAC or PIV card for access, eliminating the need

for a username and password.

3.5.2.4 Security Briefing

After users log in, they are presented with a security briefing, as depicted in Figure 57 below.
Users must read the briefing and acknowledge their understanding of the information it contains
by selecting the appropriate radio button at the bottom of the briefing, and then clicking Submit.

This action completes the login process.
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Figure 57: Security Briefing
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3.6 Maintaining CCQAS User Accounts
This section describes the process for maintaining CCQAS user accounts.

3.6.1 Updating User Personal and Contact Information

CCQAS users should make updates to demographic and contact information as soon as possible
after changes occur. Reviewers and other Privileging module users should be encouraged to
update their own information through the User Profile feature in CCQAS, which account
holders may access directly through their System main menu, as depicted in Figure 58 below.

3 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness"

Privileging

WorkList for LALIF{aliu g Bl

User Profile

Work List

Show tasks with a start date betweenlUE\"15-"2UUE- vI and IU&HE«'ZUUG vI Fitter |

|Frum(Rule} |Pruvil:|er |A|:||:| Type

Bl 1 Reviewer

Figure 58: User Profile Menu Item for a Module User

CC12, CC12 (CC/CM/MSSP) WELEY, Marcus (Miltary) 1stE-App

The first tab from the useraccount, the Demographics tab, displays, as depicted in Figure 59

below.

7 CCQAS Version 2.8.14.0 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

15 "A Worldwide Credentialing, Risk Management, and
? ccw Adverse Actions System Supperting Medical Personnel Readiness”

Last Logon Atiempt: (

Submit Ticket | Securty Brisfing

Logoff|
WAHHAA

Update User — Mulcahy, Francis

Demographics NTE | pemisions |
System Access
’7 Module: I Credentiaing I¥ Privieging ™ Risk Management I~ Adverse Actions
Primary UIC: WIHHAA
User Account
Userid:[IULCARYF Password:[eeeeseeres |
Account Locked [ issue New Password |
User Infarmation
Lastlame: uuicany Frstlame:[Francs wddie Name:|
Birth Date: M Gen: sie ¥ Femmie Position l—
Phon: 345362562534 Emal: francis. mulcahy@army.mi
Add { Update Phone_| Add/ Update Email_|
 Supervisar
LastName:[Smin | Frsthame flonn viddetame |
comm Phone:[(526) 236-6121 | psuehone[ emak[
commFaxc[ | oswFac| RankPostion|
Save Close ‘

Figure 59: Update User Screen for Other (Module Users)

Users may add or update their own contact information or that of their supervisor. After the

changes are saved, the account holder’s information is updated in CCQAS.
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Note: Users with “Provider” access only in CCQAS do not have access to the System main
menu; therefore, they cannot access the User Profile functionality. Providers should update

their contact information when they submit their next privilege application. If their contact
information changes between privileging cycles, they should contact the credentials office
directly to have updates made to their user account.

CC/MSSP/CMs may also update demographic and contact information for any user in their
facility or unit through the User Processing function, as depicted in Figure 60 below.

04:00 & | Submit Ticket | Security Briefing| Logo:

ing, Risk d

FTecaas s

Credentialing Privileging

i an
e Actions System Supporting Medical Personnel Readiness'

Risk Management

BD1CFDPS

xexx QIO ***

Provider Search

Advanced Credentials Search

Add Credentials Provider

SortBy: Last Name

Assignment Status.

Last Name: SSN:
Alias Last Name: NP
Branch: - - Civilian Role: -
Primary UIC: Other UIC:
Department Fiie Manager.
Provider Type: -

Search Type

[] inactiv @ Al (Primary UIC or Assignment UIC)
Current @ Primary UIC
[7] Pending @) Assignment UIC
© KB
© Provider Locator
Record Count: Search | Clear Soreen | Add Provider | Record Limit: 100

When CC/MSSP/CMs select User Processing, the User Search screen appears, as depicted in

Figure 61 below.

Figure 60: User Processing Menu Item
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Figure 61: User Search Screen
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CC/MSSP/CMs have the ability to search for their own record and update personal information
on the Demographics tab. CC/MSSP/CMs may also use this screen to search for a desired
account holder’s record. When CC/MSSP/CMs locate and open the desired user account, the
Update User screen appears, displaying the Demographics tab. The user’s contact and
supervisor information may then be updated, as appropriate. When CC/MSSP/CMs click Save,
the changes are updated immediately in the CCQAS database. Changes to the user’s access to
CCQAS are performed on the MTF and Permissions tab, as discussed in Section 3.3 above.
CC/MSSP/CMs have limited ability to change the permissions assigned to their own account.
CC/MSSP/CMs should contact their CCQAS facility or Service administrator to have
permissions adjusted in their account.

3.6.2 Changing an Active Password

Module users may change their own password at any time, and should do so immediately if they
feel its integrity has been compromised. To change a password, users click the System main
menu, and then select Change Password, as depicted in Figure 62 below.
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Figure 62: Change Password Menu Item

If a user’s password is within 30 days of the expiration date, he or she will also receive a
password expiration warning each time the user logs in to CCQAS, as depicted in Figure 63
below.

PASSWORD EXPIRATION WARHING:

Your Password will expire in 3 Days. If you do not change it before then, you will be locked out of the system.

I'l Upclate Passwiord Mo | I'l Update Password Later I

Figure 63: Password Expiration Warning
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Users may update a password using the Change Password function at any time prior to the
password expiration date.

Note: Users with “Provider” access only in CCQAS do not have access to the System menu;
therefore, they cannot initiate a password change. When Providers need to have their password
changed, they should contact the credentials office for assistance.

CC/MSSP/CMs may also initiate a password change on any user account by selecting Reset
Password from the hidden menu of actions on the User Listing screen, as depicted in Figure 64
below. A Reset Password button is also available on the Demographics tab of the user’s
account.

After CC/MSSP/CMs initiate the password change, the user will receive an automated email
notification that contains his or her new temporary password, which is valid for the next 60 days.
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Figure 64: Reset Password Menu Item

3.6.3 Locking and Unlocking User Accounts

CC/MSSP/CMs may lock or unlock user accounts on the Update User screen. A CCQAS user
account may be automatically locked by the application under the following circumstances:

e The account holder has failed to enter the correct password during each of three
consecutive attempts to log in to the CCQAS application

e The password on the user account has expired

The account holder must then contact the CC/MSSP/CM or the MHS Helpdesk to unlock the
account. When a user’s account has been locked in this manner, the Administrator may unlock
the account by clicking the Account Locked box to remove the check mark. This action
generates an automated email message to the account holder with a new temporary password.
The account holder then logs in to CCQAS and obtains a new permanent password that is valid
for the next 60 days.

Under certain circumstances, it may be appropriate to lock a user’s account intentionally to
prevent him or her from accessing CCQAS. If a CC/MSSP/CM initiates the locking of a user
account, the screen displays a message indicating the account was intentionally locked, as
depicted in Figure 65 below.
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After the issue with the account has been resolved, the account may be unlocked by clicking the
Account Locked box again to remove the check mark. This action generates an automated
email message to the account holder with a new, temporary password. The account holder then
logs in to CCQAS and obtains a new, permanent password that is valid for the next 60 days.
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Figure 65: Account Locked Indicator

4 Managing Facility Privilege Lists

Prior to the implementation of CCQAS 2.10.0.0, each Service will have its own list of privileges
and categories. After the deployment of 2.10.0.0, there will be one master privilege list for the
Army, Air Force, and Navy. This section provides instructions on how to use the newly
implemented Tri-Service Master Privilege List.

At least one CC/MSSP/CM at each privileging facility should be designated as the CLP
Administrator, who is responsible for managing the privilege catalog for his or her facility. This
privilege catalog consists of privilege lists for all specialties, and serves as an indicator of which
privileges in each specialty are supported by the facility.

Each facility or unit configures its own privilege lists using the tri-service master privilege
catalog. Service-level personnel or MTF-level CLP Administrators may create a new privilege
list when a new specialty or privilege items are added, which are added in the *Other’ folder.
Facility personnel may, however, modify a privilege to limit or restrict its scope. If a facility
CLP Administrator wishes to add a new privilege that is not available from the tri-service master
privilege catalog, he or she can add this new privilege to the ‘Other’ privilege list under the
privilege category for that MTF.
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4.1 The Privilege Management Function

The process of building a privilege catalog is initiated by selecting Privilege Management from

the Privileging main menu, as depicted in Figure 66 below. Only users who possess CLP
Administrator permissions have access to the Privilege Management function in CCQAS.

"A Worldwide Credentialing, Risk Management, and Messages(19) |

? ccﬂ‘s Adverse Actions System Supporting Medical Personnel Readiness"
kdkkk FOUO kkkk

Credentialing Privileging Risk Management

Work List
Provider Search| privilege Managsment pials Search

Figure 66: CCQAS Privileging Management Menu Item

When users select Privilege Management, the Privilege Management screen appears, as
depicted in Figure 67 below. From this screen, users may select a privilege category (i.e.,
specialty) from the Privilege Category pick list.

" "A Worldwide Credentialing, Risk Management, and Messages(1
? €€ms Adverse Actions System Supporting Medical Personnel Readiness"
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Credentialing Privileging Rizk Management

Privilege Category v 4 Ll *To search, select a Privilege Category. = Sort by I Entered Grdffﬂ

Acute Care Nurze Practitioner
Adult Murze Practitioner

Adult Peychiatric Mental Health Nurse Practitioner
Aerospace Medicine
Air Resz Components (UTA) - Allied Health
Componentz (UTA) - Dentiat

Components (UTA) - Nuree Practitioner

Air Reserve Components (UTA) - Physician

Allergy and Immunclegy

ztheziology

Audiology

Cardiclogy

Cardiothoracic Surgery

Certified Nurze Midwife (CHM)

Certified Regiztered Nurze Anesthetizt (CRNA)
Chirepractic

Clinical Peychology

Clinical Social Wark

Comprehenzive Dentistry

Critical Ca ernal Medicine

Critical Care-4nssthesia

Critical Care-Emergency Medicing

Critical Care-Surgery

Dermatology

Diagnestic Radiology

Dietitian

Emergency Medicing

Endocrinelogy

Endodontics i

Figure 67: Privilege Management Screen and Category Pick List
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Figure 68 below displays the privilege list for the Family Medicine category. The Army and
Air Force use itemized privileges that enable Providers to request each privilege independently.

Messages(19) | Last Logon Attempt: 09/19/2012 09:27:28 -05:00 # | Submit Ticket| Security Briefing | Logoff|

- “A Worldwide C ialing, Risk Man: . and
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness

Rl ol 1o R

Risk Management Adverse Actions

=/ MTF Privilege Management

Priviegs Catsgory: |Fﬂmﬂyl|sdmms = | *To search, select a Privilege Category.  Sort by: | Entered Order = |
Sl=| Family Medicine =
=k=] ersion 1.0
28 P
Privilege(s Supported lot Supported
# The scope of privileges in Family Medicine incluges the evaluation, diagnosis, trestment, and consultation for patients of all ages witn any symptom, liness, injry, r IS (e

o condtion. Famly Medicine physicians may admit and may provide care to patients in the intensive care setting in conformance with TF policies. They may
abiize, and determine dispostiion of patients with emergent conditions.

28
eqels Supported lot Supported
€ # Obstetrical Care [l [l
© # EKG performance and in o ol
s ®
(o] ®
o] @
s o
s ®
(Requires Additional Training )
Supported lot supported
prick testing (NOT intradermal) (e}
# Administer immunotherapy (allergy shots} for aroallergen and venom patients « i
EE=] Procedures
Privilege(s Supported lot Supported
¢ # Topical and local infitration anesthesia « * =l

Save | Cose | Print |

Figure 68: Privilege List for Family Medicine

The Navy uses core privileging, which requires /most Providers to request a complete core set of
privileges for their specialty; only supplemental privileges may be requested independently.

C

Thus, privileges included in the Core list of a category are marked with a , as depicted in

Figure 69 below.

= Family Medicine
o= Version 1.0
== Scope
Privilege(s)

% ¢ # The scope of privileges in Family Medicing includes the evaluation, diagnosis, reatment, and consultation for patients of all ages with any
symptom, illness, injury, or condition. Family Medicine physicians may admit and may provide care to patients in the intensive care setting in
confermance with MTF policies. They may assess, stabilize, and determine disposition of patients with emergent conditions.

== Diagnosis and Management (D&M)
Privilege(s}
' # Obstetiical Care

' 7 EKG performance and interpretation

' 4 Fulmanary function testing and interpretation

Figure 69: Examples of Family Medicine Core Privileges

The process of building the facility privilege catalog is the same for all Services. Facility CLP
Administrators must designate the privileges that are supported within each specialty at their
facility. While CLP Administrators are the individuals who enters the information in CCQAS,
department heads and other appropriate clinical staff members should review and approve each
list to ensure the accuracy of the information.
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Facility support for each privilege item within a specialty is performed on the MTF Privilege
Management screen (refer to Figure 67 and Figure 68 above). The following are important
features of the MTF Privilege Management screen:

e The privilege lists may be expanded (+) or collapsed (-) by clicking the folder icon next
to each list name.

e Users must designate whether or not the facility supports each individual privilege item
by selecting the radio button in either the Supported or Not Supported column.

e If most or all privilege items within a given privilege list are supported by the facility,
users may click the header Supported to default all radio buttons to that value.
Individual privilege items may then be changed, as appropriate.

e |f few or no privilege items within a given privilege list are supported by the facility,
users may click the header Not Supported to default all radio buttons to that value.
Individual privilege items may then be changed, as appropriate.

e All privilege items must be set to a default value of Not Supported until such time as the
CLP Administrator changes the setting.

e All changes made to the privilege items are maintained in an audit log.

A hidden menu is available for each privilege item by clicking the 7 icon next to the privilege
name. View Privilegerand Limitation/Restrictionare the:-menuoptions;as-depicted in Figure
70 below.

A Viorldwide Credéntialing, Risk Management, and Wessages(19) | Last Logon Attempt: 09/19/2012 09:2]
’§' Ccms Adverse Actions System Supporting Medigal Pérsonnel Readiness"
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Credentialing Privileging Risk Management Adverse Actions Reports
______________________________________________________________________ LEELLTHF OHiTERT G (B e LENlE  sGimem L Lese
Privilegs Categor)':lFﬂmi|>'|15<1ici”E LI *To search, select a Privilege Category.  Sort by:lEﬂter&d OFdel’LI
== Family Medicine
== | \erzion 1.0
[Sl=| Scope
Privilege(s)
¢ i Tha =eananforivilages jn Family Medicine includes the evaluation, di iz, treatment, and c ltation for patientz of all ages with any gymptom, illnezs, injury,
Wiew Privilege dedicine physicians may admit and may provide care te patientz in the intenzsive care =etting in confermance with MTF policiez. They may
Limitation/Re=triction pd determine dizposition of patients with emsrgent conditions.
(== | Diagnesiz and Management (D&M ):

Figure 70: View Privilege Menu Item
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The View Privilege option opens the View/Edit Privilege window, as depicted in Figure 71
below. This option provides a view-only description of the privilege item, and a check box

indicator as to whether or not it is a Core privilege. When users click Close, they are returned to
the MTF Privilege Management screen.

" "A Worldwide Credentialing, Risk Management, and Messages(20) | Last Logon Attempt: 09/19/2012 10
? ccms Adverse Actions System Supporting Medical Personnel Readiness"

EEEE Fo U o 3223

Credentialing Privileging Risk Management Adverse Actions Reports

View/Edit Privilege

Core Privilege: =

Description: | The scope of privieges in Family Medicine includes the evaluation, diagnosis, ;I
treatment, and consultation for patients of all ages with any symptom, illness I
injury, or condition. Famity Medicine physicians may admit and may provide care ;I

Close |
Figure 71: View Privilege Option

The Limitation/Restriction option also opens the View Edit Privilege window, as depicted in
Figure 72 below. This option allows CLP Administrators to edit the privilege description to
apply facility-specific limitations on the privilege item. Figure 72 below depicts the Description
text field, where a sample CLP Administrator has updated Cardiac MRI Interpretation to
Cardiac MRI Interpretation-Adult Only.

i "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 09/19/2012 09:16:37 05.00 # | 4
? ffms Adverse Actions System SupportingiMedical Personnel Readiness”

k2 F DUO ExEk

Credentialing Privileging Risk Management Adverse Actions

Limit/Restrict Privilege

Core Priviege: Il

Description: |Cardiac MRI interpretation-£dutt Only ;[

At Trail

Figure 72: Limitations/Restrictions Option
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When CLP Administrators click Save, the screen refreshes to display the MTF Privilege
Management screen, as depicted in Figure 73 below. The new privilege item, Cardiac MRI
Interpretation-Adult Only, has been added to the bottom of the folder. Note that the original
privilege item, Cardiac MRI Interpretation, is retained in the list of privilege items. CLP
Administrators would then retain the “Not Supported” designation for this original privilege
item, and, instead, select the restricted privilege item (Cardiac MRI Interpretation-Adult Only)
as “Supported.” This feature allows CLP Administrators to make appropriate modifications to
privilege items to narrow the scope of the privilege that may be performed at their facility.

' "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 09/19/2012 09:16:37 -05:00 # | Submit Ticket| Security Briefing | L
g Ccms Adverse Actions System Supporting Medical Personnel Readiness” cDicFvA
wexx EOUQ *4**

Risk Management Adverse Actions Reports System Help

Credentialing Privieging

= MTF Privilege Management

Privilege Category: | Cardiology ~| *To search, select a Privilege Category.  Sort by | Entersd Order j

[Ek=1] Diagnesis and Management (D&M):

Privilege(s] Supported Not Supported
# Cardiac CT scan performance and interpretation ol
# Cardiac MRl interpretation o) 's
4 {Limited) Cardiac MRIi ion-Adutt Only e * (0

Figure 73: Limitations/Restrictions View

4.2 Initial Privilege Catalog Configuration

When CCQAS 2.10.0. is first implemented at a facility or unit, all privilege items are defaulted
to “Not Supported”. The designated CLP Administrator must.open the privilege list for every
specialty supported by the facility and designate each individual privilege item that is performed
at his or her locationsas:*“Supported”. Since/the default setting for all privileges is “Not
Supported”, no action is required for specialties or privilege items that are not supported at the
CLP Administrator’s location. The creation of user accounts for Reviewers and Providers should
only commence after this initial configuration effort has been performed for all specialties and
privileges supported at the location.

4.3 Maintenance of Facility Privilege Catalogs

After CCQAS 2.10.0.0 has been implemented, CLP Administrators will be responsible for
updating the facility privilege catalog to reflect changes in the facility or unit’s support for an
individual privilege item as a result of changes in staffing, equipment, or mission. CLP
Administrators may change the designation of support for individual privilege items at any time,
according to the guidance provided in Sections 4.1 and 4.2.

After the initial configuration of a privilege item is performed, CCQAS prompts CLP
Administrators to enter explanatory comments for any subsequent changes made to the privilege
item, as depicted in Figure 74 below. CCQAS does not permit the entry of comments for status
changes entered by clicking the group header. Thus, it is suggested that all changes made to
privilege lists after the initial configuration effort be performed by updating each individual
privilege in a group, so that privilege-specific comments may be entered.
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Message from webpage 5[
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“_./ Do you wank to enter a comment For why yiou are changing this privilege to “Suppaorted” ?

Ik I Cancel |

Figure 74: Comment Option for Change to Privilege Designation

When CLP Administrators enter and save the explanatory comments, the screen refreshes to
display the updated list of supported privileges, as depicted in Figure 75 below. The date and
time stamp and the comment associated with the change to the privilege item may be viewed by
clicking View Privilege from the hidden menu of actions for the privilege item.

The Privilege Audit Trail section, on the lower half the screen, presents the audit information
for each change made to that privilege item from the time of initial configuration going forward.

E3 "A Worldwide Credentialing, Risk Management, and
¥ CCOAS Adverse Actions System Supporting Medical Personnel Readiness

xx EQUIQ ****

Cregentiaing Priviieging Risk Management Adverse Actions

ViewiEdit Privilege

Core Friviege: [

Description: anagementand supsrvision of mass casuaty and triage

(K |

Privilege Audit Trail

Medified By Start End Status | comments =1
CM3 CM9 9/17/2012 10:44:21 AN Supporied

Close
Figure 75: Privilege Audit Trail

When CLP Administrators change a privilege item from “Not Supported” to “Supported”,
Providers who wish to be granted the newly supported privilege must request the privilege via a
modification application. The modification application is discussed in Section 7.

When CLP Administrators change a privilege item from “Supported” to “Not Supported”,
some Providers may actively hold one or more of the privileges that are no longer supported at
that location.

The addition of new privileges to the Tri-Service Master Privilege List may also require CLP
Administrators to update their privilege catalog. When a new privilege is added to the master
list, CCQAS sends an automated email message to the CCs/MSSPs/CMs at all locations, alerting
them to the availability of the new privilege(s). Action to update the facility privilege catalog is
only required if the facility supports the new privilege(s).
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5 Processing the 1°"E-Application for Clinical Privileges

CCQAS 2.10.0.0 provides a full online privilege request, review, and approval capability
designed to support the privileging process at the facility- or unit-level. In order to realize the
benefits of this capability, all individuals involved in the privileging process must have a user
account in CCQAS with permissions that support their individual role(s) in the process. The
creation of user accounts is addressed in Section 3 of this user guide. The following sections
describe the online privilege application process in the context of these user roles.

5.1 User Roles in the Privilege Approval Process

The following roles are needed to process an application for clinical privileges in CCQAS
2.10.0.0:

e Providers: Individual Providers seeking the approval of requested clinical privileges at
their unit or facility

e Primary PACs (also known as CC/MSSP/CMs): Professional Affairs office staff who
are responsible for ensuring Providers’ credentials are in order, for tracking and
managing the review and approval of an application for clinical privileges at their
primary UIC, and for managing CCQAS user accounts for their facility or unit

0 Non-Primary PACs are the CC/MSSP/CMs responsible for a user’s
credentialing record at a user’s non-primary UIC

e PAC Supervisors: CC/MSSP/CM staff members who are responsible for overseeing
and managing the privileging.workload assigned to credentials staff members within a
uIC

e CVOs: CVO staff members or other credentialing personnel who perform the PSV of
Provider credentialing data. The PSV function may also be performed by individuals
who are assigned the CC/MSSP/CM role

e CVO Supervisors: CVO staff members who are responsible for overseeing and
managing the workload assigned to CVO staff members

e Reviewers: Clinical staff privileging committee members who have been assigned the
responsibility for reviewing and recommending actions on applications for privileges.
Reviewers may include the Provider’s supervisor, the specialty, service or section chief,
the department chair, and/or the members and chair of the executive committee of the
medical (dental) staff (ECOMS/ECODS)

o Non-Primary Reviewers are the Level 1-level 4 Reviewers responsible for
reviewing privileges requested at a user’s non-primary UIC

e PAs: Usually MTF commanders or other designated personnel who are responsible for
final approval of applications for clinical privileges at both Primary and Non-Primary
UICS

e CLP Administrators: The individuals who have been assigned responsibility for
managing the privilege catalog for their unit or facility. They are also responsible for
indicating on the catalog whether their facility or unit can or cannot support each
privilege item. Depending on the size of the MTF or other determining factors, this role
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may also be played by CC/MSSP/CMs. The privilege catalog was based on common
language privileging, hence the abbreviation, “CLP”

Additional roles are assigned to individuals who are responsible for generating and reviewing
performance assessments for Providers:

e PAR Evaluators: Supervisors, service chiefs, department chairs or other clinical
personnel who are responsible for completing and submitting a PAR on a Provider

e PAR Reviewers: Clinical staff members who are responsible for reviewing a PAR
submitted by a PAR evaluator

In CCQAS 2.10.0.0, one individual may have multiple roles in the privileging process. For
example:

e Providers may also be Reviewers (although CCQAS does not allow Providers to act as
Reviewers for their own privilege application)

e PACs or CC/MSSP/CMs may also be CLP Administrators
e PAC Supervisors may also be PACs or CC/MSSP/CMs
e Reviewers may also be PAR Evaluators

It is also important to note that some roles are not involved in the processing of every privilege
application. For example:

e |Ifa CC/MSSP/CM at a facility performs the primary source verification of all the
Provider’s credentials, then.the.CVO role will not be involved in the application review
process

e APAR isnotrequired if'an application for modification of privileges is being processed

Each role in CCQAS is differentiated from the others according to the permissions assigned to
the user’s account. If an individual is responsible for multiple roles, his or her user account is
assigned the permissions associated with all roles for which he or she is responsible. Refer to
Section 3 for details pertaining to the creation and maintenance of CCQAS user accounts.

5.2 The Work List

CCQAS 2.10.0.0 provides a work list to organize each user’s work list tasks. The work list,
depicted in Figure 76 below, may be designated as the first screen users see after they log in to
CCQAS.

= "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 08/25/2012 13:11:52 -05:00 ¥ | Submit Ticket | Security Briefing ] Logofi|
? Ccms Adverse Actions System Supporting Medical Personnel Readiness" CD1CFVRY =

xxxx EO)(J Q) *Hxx

Credentialing Privieging Risk Management Adverse Actions Reports

WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List ‘ My Applications. ‘ Pending Applications | Submitted Applications |

Stats: [ OpenTasks | R [41 =] Tasks start date between [101022011] [E=lr] ang [097262012] [Ee] | Fiter = lioaule

User:

Mo Providers

? |Urgent ‘Eue Date |_53L |Rc|§ |Frcm (Role) ‘Prc vider App Type Corps Task Start Date |_53L Complete Date Curr Priv Expiration ‘;
C S CMS, CMS (PSV KENT, TRACY (Miltary) 1stE-App Medical Corps 0 2

No Setup PAR N JOBS, STEVE (Military) Medical Corps

No Setup PAR Hid JOBS, STEVE (Military)

No Application Ready for Review CC/ICMMSSP PETERS, ROBERT (Provider) PETERS, ROBERT (Miltary)

No PSV Complete/Action Required
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Figure 76: Work List Screen for the CC/MSSP/CM

The following are important features of the Work List screen, which is depicted in Figure 77
below:

e The work list defaults to display tasks with “Status = Open”, which means users need to
take some type of action with respect to the listed application

e When users select Closed from the Status pick list, the work list displays tasks that have
already been completed

e For those users who have multiple roles in the privileging process, they may display all
tasks in the same list by selecting “Role = All”’; conversely, they may display only those
tasks associated with a particular role by selecting the desired role from the pick list

e The work list defaults to display tasks for the past 30 days; the date range for displaying
work list items may be changed by entering the desired Start and End dates, and then
clicking the Filter button.

|WDrkList for COMCFVPV, 27 SPECIAL OPERATIONS MEMCAL GROUP @@

Work List | My Applications | Pending Applications | Submitted Applicationz |

Status: I Open Tasks =R I All =) Tasks sartigate between |1'3-"'32-"2'311 vI and

Figure 77: Status, Role, and Date Optionsfor Work List

CCQAS sends an email notification to a user each time a new task is added to his or her work
list. The notifications function is explained in more detail in the following section.

5.3 Notifications

Efficient and timely processing of the online application package requires coordination between
all individuals involved with the privileging process without relying on face-to-face
communication. CCQAS supports notifications that consist of automated email messages sent to
individuals when action on a privilege application or other CCQAS-managed object is required.
This notification is sent to the primary email address associated with a user’s CCQAS account.

It is important that any changes to this email address be updated in a timely manner by either the
user or the CC/MSSP/CM to ensure these notifications continue to reach the targeted individual.

CCQAS generates an email notification automatically when users receive a new task. While this
functionality should prove helpful for Providers, Reviewers, and other roles that may not use
CCQAS on a daily basis, daily users of CCQAS, such as a CC/MSSP/CMs may wish to disable
these notifications. CC/MSSP/CMs may disable or turn off their own email notification function
by clicking the System main menu, then selecting Messaging from the drop-down list. Figure
78 below depicts the Messaging menu item.
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Figure 78: Messaging Menu Item

CC/MSSP/CMs then select Email Notification, as depicted in Figure 79 below. The email
notifications may be turned off by following the instructions on the screen.

Credentialing Privileging Risk Management Adverse Actions Reports

Email Motification

Privilzging
’7 Would you like to receive email notifications? % ves g

| Save |

Figure 79: Disabling the Email Notification for the CC/MSSP/CM

Note: Only CC/MSSP/CMs can disable the notification function. CCQAS does not allow
notifications to be disabled for Providers, Reviewers, or other roles in the privileging process.

5.4 Types of Privilege Applications

CCQAS classifies privilege applications according to a Provider’s privileging status at a given
facility or unit, for a given assignment. There are several different types of applications, as listed
in Table 1 below.

After an application is submitted and processed through the CCQAS workflow for the first time,
all subsequent applications are identified as one of the other application types.

Table 1: Types of Privilege Applications

Type Description

1st E-App The first online application that is submitted by a Provider in CCQAS. The
first online application is generally submitted when a new Provider is entered
into the system, but may also apply when requesting privileges for the first
time at a new UIC

Modification An application for a modification of clinical privileges that were previously
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Type Description

granted or approved through the CCQAS workflow process at the assigned
duty station

Transfer (ICTB) An application for privileges at a temporary duty location (i.e., gaining facility)
after privileges were previously granted at the assigned location (i.e., sending
facility). Simply referred to as “ICTB” because this transfer requires an inter-
facility credentials brief (i.e., ICTB)

Transfer (PCS) Following a PCS, an application for privileges at the new duty location (i.e.,
gaining facility) after privileges were granted through the CCQAS workflow
process at the previously assigned duty station (i.e., losing facility)

Renewal An application for renewal of clinical privileges which are due to expire, and
which were previously granted through the CCQAS workflow process at the
same duty station

Newly-accessed clinical support staff (CSS) personnel and others who typically are not eligible
for privileging must also complete and submit an E-application. This ensures their credentials
information is completely and correctly entered into the CCQAS database. Modification and
Renewal applications generally only apply to privileged Providers, but CSS who are military
personnel may also have Transfer (ICTB or PCS) applications.

A record of all privilege applications processed through CCQAS by CC/MSSP/CMs is
maintained on the My Applications screen, and may be accessed by clicking the My
Applications tab, as depicted in Figure 80 below.

Credentialing Privileging Risk Management Adverse Actions Reporis

|WorkL\sl for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @
Work List | My Applications ‘ Pending Applications ‘ Submitted Applications |
Provider Last Name: Show applications that were submited betwsen |10/112011 ' and |10/05/2012 ' Fiter

? ‘Urgent ‘Pronder ‘Apphcatmn Type |Apphcat\on Status |Fm.-\:15r Phone |App Submitted Priv Effective Priv Expiration
¢ [No ALLEN, PAUL 1stE-App Closed 123458 1001/2012 1not/2012 09/30/2014
0817/2012 09172012

1>

AT INRS STFVF 1st E-App Closed
— View Log/Comments

15t E-App In Review
~ ntiate PAR - - - —
| e ” 15t E-App Submitted 123
1st E-App In Review (320) 145-6987

| Urgent Applicatien 3
i 1stE-App Closed 1234 osne2012 0snezmz 081772014

Figure 80: My Applications Screen
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The following are important features of the My Applications screen:

e Users may search for a particular Provider application by entering the Provider Last
Name, and then clicking the Filter button

e The Application screen defaults to display applications submitted in the past year. The
date range for displaying submitted applications may be changed by entering the desired
Start and End dates, and then clicking the Filter button

e The application may be opened and viewed by selecting Open from the hidden menu of
actions, or by double-clicking the line item

e Applications that have previously been approved, terminated, or are otherwise not active
are presented in read-only format

e A hidden menu of actions is available for each application, as depicted in Figure 81,
below. This menu enables CC/MSSP/CMs to View/Log comments (refer to Section
5.10), initiate the PAR (refer to Section 11) for the associated privileging period, generate
a Credentialing/Privileging Inquiry letter for a Provider, apply an urgent status to the
application (refer to Section 5.5.9), unlock a section of the application, terminate an
application, or complete the application process.

YWiewr Log/Comments
Inttiate PAR

Cred Priv Lettgr
Urgent Application

UnlociR@saiinn

nminlete HAnnlicatinn Prorece
U T Bl A D T =a L Ly

Figure 81: My Application Hidden Menu

The Pending Applications tab gives CC/MSSP/CMs visibility of all outstanding applications at
their facility or unit and the time elapsed since a Provider first received an email notification
directing him or her to complete an E-application in CCQAS. Figure 82 below depicts the
Pending Applications tab.

WorkList for CO1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List My Applications ” Pending Applications | Applications |

Show applications that were iniated between [0707/2012 | 8| ana [100s2012  [Ele| status: [Pending

? |Provider |;.pp|\cahcn Type |Stﬂtu3

er Started Completing Number of Days Completing

10
10

+ | BIsHOR, BRIAN 1stE-App Fending

» | CAROLLA, ADAM 1stE-App Pending

e —— TatEip o
_ Notification Log s nding
TstE-App Pending

_ Terminate Application
_ Set Noncompliant TstE-App Pending
ROSEN, ALLISON 1stE-App Pending

SIMMS, DAVE 1st E-App Pending
TEST112223554

10
10

WiILL Transfer (ICTE) Pending

Figure 82: ‘Pending Applications’ Tab
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Applications are assigned a status of Pending, Terminated, or Noncompliant. Applications are
considered Pending if they were generated during the date range specified at the top of the tab,
but have not yet been completed and submitted by the Provider. Applications in Terminated or
Noncompliant status are applications that were closed by a CC/MSSP/CM during the specified
date range, prior to completion of the review and approval process.

In order to terminate an application or designate it as noncompliant, CC/MSSP/CMs select the
desired action from the hidden menu for the application record. If CC/MSSP/CMs select
Terminate Application, they are required to enter comments explaining the reason for the
termination. Typically, an application is terminated if it was generated in error, or a Provider no
longer needs to request privileges at that time. If the Provider has failed to complete his or her
privilege application in the necessary period of time, CC/MSSP/CMs should select the option to
Set Noncompliant.

Applications that are terminated or designated as noncompliant are removed from the Provider’s
work list and no further action may be taken on the application by any CCQAS user.
CC/MSSP/CMs may reactivate a terminated or noncompliant application at any time by selecting
Reactivate from the hidden menu of actions, as depicted in Figure 83 below.

o “A Worldwide Credentialing, Risk Management, and
ccms Adverse Actions System Supporting Medical Personnel Readiness"

Credertizling Privileging

|Wl:lrkList for WIHHAA , USA LANDSTUHL RMC

Work List My &pplications || Pending Applications |
Show applications that were inttisted between IUT"J"I 2/2006 "I and IUT"J"I 22007 v| Fitter |
7 |Pr0vider |Application Type |Status |Pr0vider Phone Applicstion Task Intiated

I"_"_""”'_‘“ s 15t E-App Mon-Catnplisnt (111) 222-3333 0242712007
— Mtification Log
T 15t E-&pp Terminated (111) 222-3333 0242712007
: T " :

Figure 83: Reactivate Menu Item

5.5 Initial Review of a Privilege Application

After Providers E-signs and submit their application online, the CC/MSSP/CM receives a new
work list item with “Task = Application Ready for Review’”. The application may be viewed
from the work list by selecting Open from the hidden menu, as depicted in Figure 84 below, or
double-clicking anywhere on the record line item.

WiorkList for CD1CFWPY, 27 SPECIAL OPERATIONS MEDICAL GROUP @
Work List | My Applications | Pending Applications | ADDNCEHDHS‘
B M8, CMS =l
- | Open Tasks e | Al Tazk: e between | 104112011 10/0542012 Fitter . E
Status: | Open Tasks || Role: | =] vasks start date vetween [1071172011 [ ang [10052072 ] | teer _
Mo Providers
? |Urgsnt ‘Dus Date |’asl. ‘Rcls |Fr:m|ch\5' |Prc.-|d5r |,:.|:|: Type |Ccr|:3 |’ask Start Date |’as}:tcm|:\5t5 Date Curr Priv Expiration |;‘
M;I\catlcn Ready for Review CC/CM/MSSP TAYLOR, JAMES (Provider) TAYLOR, JAMES (Miltary) 1stE-App | Medical Service Corps 10052012

Figure 84: Work List Task — Application Ready for Review
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CCQAS displays a message window asking CC/MSSP/CMs if they assume responsibility for
processing the application. This message window is depicted in Figure 85 below. This feature
was built into CCQAS to accommodate larger facilities and units in which multiple staff
members share the credentialing and privileging workload. If CC/MSSP/CMs are the only staff
members at their facility or unit who manage privilege applications, they select Yes. If the
privileging workload is shared across staff members, CC/MSSP/CMs only select Yes for those
applications for which they are personally responsible.

Assign PAC

Would you like to take responszibility for processing this application?

Yeg | No

Figure 85: Assign PAC Screen

In order to move forward in the review process with this application, CC/MSSP/CMs must click
Yes. If they select No, the work list item remains active in all CC/MSSP/CMs’ work lists for the
facility or unit until ownership of the application is accepted by one of them, at which time, the
item disappears from the work list of the other CMs/MSSPs/CCs, and is viewable only in the
work list of the responsible party.

Accepting responsibility for processing the application has several implications:

e The accepting CC/MSSP/CM becomes/the.sele custodian of the privileging application
and the only credentialing staff member at his or her facility or unit who may route the
application for PSV, review, or approval; return the application to the Provider; or
terminate the processing of the application

e The accepting CC/MSSP/CM becomes the only credentialing staff member who receives
email notifications or work list items pertaining to the privilege application

e The accepting CC/MSSP/CM may reassign the application to another CC/MSSP/CM in
his or her unit or facility at any time during application processing, but, in doing so, will
lose custody of the application after it is reassigned

After a CC/MSSP/CM accepts responsibility for the application by clicking Yes, the E-
application is returned as a series of tabs, which are explained in more detail in the following
section.

5.5.1 The Provider Summary Tab

The Provider Summary tab is the first tab in the privilege application, as depicted in Figure 86
below. This tab displays demographic information that Providers entered into the Profile,
Identification, and Contact sections of the electronic application.
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T ccoAs

Credentiaing

"A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/05/2012 08:35:56 -05:00 & | Submit Tic)

Adverse Actions System Supporting Medical Personnel Readiness”

Privileging

axxx EOLIQ **2x

Risk Management Adverse Actions Reports System Help

Provider Application Review - JAMES TAVLOR, 100554444

40C0A - Medical Commander - Medical Services

Provider Summary | Postian Privisges I Documents I Comments |Excand 1| Colapse 41| Print Summary

[ erofiey

Name: Gender: Date of Birth:

TAYLOR, JAMES Iale 03/28/1882

Branch: Rank: Corps: i" ‘,'I“:"
F11 - Air Force (USAF) GEMN - General 3L - Medical Service Corps vailable
AOC/Desig/AF SC: Accession:

DA - Direct Accession

[Fgentification [y

e
How the provider entered service

7

Identification Type

Identification Number State

| + | social Securty Number

100-55

|= Contact - Phone
B

2 |Phone Humber Phone Type Primary
B Home “es
|-/ Contact - Email

2 |Email Address Primary
|+ [JesscanenTongasiR coN Yes
[ Contact - Address

Vi Full Address Primary
123 STREET EUGENE OR Yes
View Credentials
a{
Return to Provider ‘ PSV ‘ Re-assign CC/CM/MESP | Terminate ‘ Close

Figure 86: ‘Provider Summary’ Tab

The remainder of the credentials information in the application may be viewed by clicking the
View Credentials/buttonyas depictedin:Figure 87 below.

Credentiaiing

Privieging

Risk Management Adverse Actions.

Provider Application Review - JAES

TRUETTR R f —— W | |

Provider Summary | Positon | Privicgely | [bGciments W Commenighiy |Expand Al Collagse A1 Bintsummary

Hame:

TAYLOR, JAMES
Branch:

F11 - Air Force (USAF)
ADC/Desig/AFSC:

40C0A - Medical Commander - Medical Services

Breed O el B A W A W | |

Gender: Date of Birth:

Male D9/28/1932 o o
Rank: Corps: © Photo
GEN - General WSC - Hedical Servics Corps Available
Accession;

DA - Direct Accession

[Fdentification [y

2 |dentification Type

Identification Number State

» | Secial Security Number

100-55

|-/ Contact - Phone

2 |Phone Number Brimary
+ | 123228789 Yes

[= contact - Email |
2 |£mail Agdress Primary |
+ | JE3SICA NEWTON@ASIR COM Yes

[= contact - Adaress
2 |address Type |Full adaress |primary |
+ [Home 122 STREET EUGENE OR [ves

|2 state LicenseiCertificationRegistration [) ‘
2 ‘*yps ‘S(als |Numl:5r Field Status Expires ADM Waiver ‘
v |License llines 123 School Psyenelogist Active Indefinite o

National CertificationiRegistration [No Datal [

Unlicensed Information [No Datal (3

Drug Enforcement Agency (DEA) / Controlled Dangerous Substances (CDS] [No Datal [}

< |
Return fo Provider | PSV || Re-assign cercmmissp | Terminate | Close |

Figure 87: ‘Expanded Provider Summary’ Tab
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The screen refreshes to display all credentials entered into the privilege application for the
Provider. The following are important features of the expanded Provider Summary screen:

The credentials information is presented in read-only format; if changes or additions are
required, CC/MSSP/CMs must return the application to the Provider, who makes the
appropriate changes as instructed by his or her CC/MSSP/CM through either a comment
within the application itself, or outside the system through a telephone call or email

e Specific sections in the application include data fields for documenting PSV information;
these fields may not be populated until the application is submitted for PSV
e Each section of the application may be expanded or collapsed by clicking the [+] or [-] to

the left of the section label

A hardcopy listing of the whole electronic application package may be printed by
clicking Print Summary in the upper right-hand corner of the Provider Summary tab

CC/MSSP/CMs may add a note to the Reviewers by clicking the Empty Note () icon
for a section. Once a note is added, the Empty Note icon (()becomes a Filled Note (&)
icon. Only CC/MSSP/CMs have this capability. When routed to the Reviewers, the
Filled Note icon is replaced by a Red Flag icon (F#) to indicate to the Reviewers that a
CC/MSSP/CM has added a note and that the Reviewers need to pay particular attention to
the section. Notes entered by a CC/MSSP/CM are viewable by the Reviewers during the
review process, but are not visible to a Provider.

Prior to processing the application, CC/MSSP/CMs should review all credentials information
entered by the Provider for accuracy-and completeness.

5.5.2 The Position-Tab

The Position tab is the second tab in the privilege application. This tab displays the information
that Providers entered in the Position section of the electronic application, as depicted in Figure
88 below.

Credentialing

Privieging Risk Management Adverse Actions

‘ Provider Application Review - JAMES TAYLOR, 100554444

Provider Summary | Fosttion Privieges Documents Comments I

~Position

Provider Category: | Allied Heal
DutySecton: [ |
Duty Pncns.l—
Date Reporied to Current Assgnment: | [
Projected Rotation/Permanent Change of Station Date: l—

© The E-app allows for privieges to be requested at mutiple UICs, Select one or mere UiCs from the list below.
|uic

Type o es sted:
Type of Appointment Requested vI

Name |Lc:ancn Request Admiting Privieges?

=

CDACFVPY 27 SPECIAL OPERATIONS MEDICAL GROUP @ 27 MDG/SGHC, NM - Parent

Figure 88: ‘Position’ Tab
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The Position tab allows CC/MSSP/CMs to determine what type of Provider submitted the
application and whether or not clinical privileges are being requested with the application. If the
Provider is a member of the CSS, his or her application does not include a request for clinical
privileges.

Note: It is imperative for CC/MSSP/CMs to verify whether the Provider is requesting privileges
with this application. If the Provider selected the No radio button, but it is believed that this
Provider should be privileged, CC/MSSP/CMs should consult the Provider and/or the clinical
supervisor to confirm. The application should be returned to the Provider with the instructions to
edit the application with his or her request for privileges.

CC/MSSP/CMs can edit the remainder of the fields on the Position tab. This is the only
information in the application packet that CC/MSSP/CMs may edit at this point in the
application process. If CC/MSSP/CMs change any information previously entered by the
Provider, the Provider should be notified regarding the nature and justification for the change;
otherwise, CC/MSSP/CMs may return the application to the Provider for him or her to make the
change as instructed.

5.5.3 The Privileges Tab

The Privileges tab, depicted in Figure 89 below, lists all of the privileges associated with the
specialty or specialties in which a Provider is requesting privileges, at parent and branch clinics,
and his or her requested delineation for each privilege item. For Army and Air Force facilities,
delineations are either Fully Competent, With Supervision, or Not Requested. For Navy
facilities, delineations are either Yes or No.

Note: CC/MSSP/CMs or CLP Administrators should already have configured the privilege
catalog to indicate which privileges their facility can or cannot support. The system
automatically displays non-supported privileges as Not Supported when the application is
routed to the Reviewers. Providers, however, should be instructed to request all privileges they
are qualified to perform, regardless of what is or is not supported.

Provider 1 Review - JAMES TAYLOR, 100554444

Provider Summary | Fosfion | Privieges | Documents. Comments

ategory: | Marriage and Famiy Therapy ¥ sort by: [Entersd Order |

= 3 Marriage and Family Therapy
B &3 Version 1.0

nd Family therapy includes the diagnosis, treatment, evalua
ihin the context of marriage and family systems, to individuals, co

sessment, counseling and management of mental and emotional disorders, whether
uples, and families, singly or in groups, through the professional application of marriage Fully Compstent

Retun to Provider ‘ = | Re-assign CC/CINSSP | Terminate ‘ Close ‘

Figure 89: ‘Privileges’ Tab for Army General Surgery
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The following are important features of the Privileges tab:

e All privilege delineations are read-only to CC/MSSP/CMs; if changes in privilege
delineations are needed, CC/MSSP/CMs must return the application to the Provider with
a request to make the appropriate changes

e Privilege lists contained within folders (‘3 ) may be expanded or collapsed by clicking
the [+] or [-] to the left of the icon

e The Privileges tab is inactive for applications submitted by CSS personnel or Providers
who are not requesting clinical privileges with their application

CC/MSSP/CMs should review the Privilege Category drop-down list (depicted in Figure 89
above) on the Privileges tab to identify all specialties for which the Provider is requesting
clinical privileges. This information is required when assigning individuals to review the
application, since multiple Level 1 Reviewers are generally needed if the Provider is requesting
privileges in more than one specialty.

5.5.4 The Documents Tab

CCQAS 2.10.0.0 enables users to upload documents into the Documents tab that are needed to
support the privileging process and maintain current credentials records.

Credentialing Privieging Risk Management Adverse Actions

Provider Application Review - JAMES TAVLOR, 100554442

Provider Summary | Position Privieges ” Documents Comments

" provider Documents @ PARs/Snapshots

|A:p|u:alicn Type ‘File‘ype DesEription Created Date

Filter by File Type: [ A1 =]

2 [uTF
+ [ CD1CFVPVY, 27 SPECIAL OPERATIONS MEDICAL GROUP @, CANNON AFB 15tE-£pp pplication Packet E-Slgnature Complete 101512012 B:55:53 AN

Figure 90: ‘Documents’ Tab

The following are important features of the Documents tab:

e In order to be uploaded into CCQAS, each individual document must be 5 megabytes
(MB) or less in size and have a .pdf, .jpeg, or .gif file extension

e Provider Documents or PARs/Snapshots documents may be displayed by selecting the
appropriate radio button at the top of the tab, as depicted in Figure 90 above. Snapshots
are CCQAS-generated Portable Document Format (PDF) files of the privilege application
created each time the application is E-signed by a Provider or PA

e The list of documents associated with the application may be searched by selecting the
desired document type from the Filter by File Type pick list

e The summary line for each uploaded document includes the type of document, when it
was uploaded and by whom, and the name of the file that was uploaded

e The document may be viewed by double-clicking on the line item, after which a File
Download dialog box appears. Click Open to view the document, or click Save to save
the document in your hard drive or some other storage device
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CCQAS allows Providers to upload specific types of documents into their application prior to

The User Name reflects the individual who uploaded the document to the application and

the Upload Date reflects the date and time the document was originally uploaded

submitting it, including the following:

When Providers upload any documents into the application, they are listed on the Documents
tab when a CC/MSSP/CM receives the application. CC/MSSP/CMs may also upload a
Provider’s documents into CCQAS, as well as other document types that the Provider does not
have permission to upload, by clicking the Add button. Figure 91 below depicts the Add

License, certification and/or registration

Diploma

Specialty Board Certifications
ECFMG Certification

Training Certificates

Continuing Medical Education/Continuing Education Units (CMEs/CEUSs) (continuing

education training documents)

Proof of contingency training (e.g., Basic Life Support [BLS]; Advanced Cardiac Life
Support [ACLS]; Pediatric Advanced Life Support [PALS]; Combat Casualty Care

Course [C4]; Chemical, Biological, Radiological, and Nuclear [CBRNE], etc.)

Documents screen, where Providers and/.CC/MSSP/CMs can upload documents.

Credentialing

Privieging Rizk Management Adverse Actions Reports:

Provider Applicati

- JAMES TAYLOR, 100554222

Documents

File Type:
File Short Description:

File to be Uploaded:

verse Privilsging Information

ndix-C - Reguest to Exercize Privieges

Applications for Privileges and Medical Staff Appointment
Certifications

Clinical Perfermance Evaluations/Performance Aszesament Reports
Clinical Privilege Listz/Delinsations

Contingency Training Decuments (BLS, ACLS, CEBRNE, stc.)
Continuing Health Education Listings/Records (CME, CDE, CEU, etc.)
Curriculum Vitae

DEA/DoD Fee-Exempt Statements of Understanding

OPDE Report

Diplomas

ECFMG Certification

FSMB CQuery Results

Historical

ICTH=

Legal Decument (court erders, stc.)

Licenzes

Malpractice Information
MECS File
NPDB/HIPDB Query Resuftz

Figure

Motification of Privileges Granted (outside CCQAS)
Other

Postgraduate Training Certificates

Privacy Act Statement

Provider Activity File (PAF) Documents

Reference Forma/Letter

Regiztrationz

Specialty Board Certification(z)

[ Browse.. I

Cloze |

91: Add Documents Screen
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Providers can view all documents uploaded in CCQAS regardless of who uploaded the document
into their application. Prior to the submission of an application, Providers may delete documents
they uploaded and associated with their application. Once an application is submitted, PSV’ed
and routed for review, the attached documents may no longer be deleted. After the application is
routed for review, documents uploaded by CC/MSSP/CMs can no longer be deleted.

5.5.5 The Comments Tab

The Comments tab displays a summary record for all comments entered into the application as it
proceeds through the review process. Figure 92 below depicts the Comments tab.

""‘-‘!\_.,"‘ "A Viorldwide Credentialing, Risk Management, and Last Logon Attempt: 10/05/2012 08:35:56 -05:00 ¥ | Submit Ticket | Security Briefing | Logo|
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” COMCFVEY =

xxxx QU *e

Credentialing Priviieging Risk Management Adverse Actions

[Provider Application Review - JAWES TAYLOR, 100554442

Provider Summary Position | Privileges Documents || Comments

2 |Role |user [ ction Comment Date
+ |Provider TAYLOR, JAMES Provider Submi: 1000812012

Figure 92: ‘Comments’ Tab

The complete record of the comments may be viewed by selecting View from the hidden menu
of actions for the summary record. LA new comment may be added by clicking the Add button,
as depicted in Figure 93 R

Provider Application Review - JANES TAYLOR, 100554444

Comment

Comments ;I

Close |

Figure 93: Add Comments Screen

Providers may or may not be able to view comments entered into the submitted application,
depending on when they were entered. Comments that Providers can view include the
following:

e Comments entered by Providers when they submit their application

e Comments entered by CC/MSSP/CMs if/when an application is returned to Providers
with a request for edits or additional information on the application

Providers cannot view comments generated during the application review process, such as those
entered by CC/MSSP/CMs on the Provider Summary screen or comments entered by
Reviewers when they issue their recommendation for or against approval of the application. All

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 71



Version 2.0 November 1, 2012

review comments are maintained as part of the historical record for the application, but viewable
only to those directly involved in the application review process.

5.5.6 Taking Action on a Privilege Application

After reviewing the privilege application for completeness, CC/MSSP/CMs are ready to take
action on the application. To do so, they select one of the buttons provided at the bottom of any
tab within the application package, as depicted in Figure 94 below:

e The Return to Provider button routes the application back to a Provider who originally
submitted it. CC/MSSP/CMs are required to enter comments or instructions to Providers
when they select this option. Providers then receive an email notification and a task,
instructing them to access CCQAS, review the CC/MSSP/CM comments and modify the
application accordingly

e The PSV button submits the application for PSV, which may be done by CC/MSSP/CMs
or CVOs. Further processing of the application may not be performed until the PSV
process has been completed

e The Re-assign CC/MSSP/CM button allows users to turn over custody of the record to
another CC/MSSP/CM in their respective facility or unit (refer to Section 5.5.7)

e The Terminate button halts the application process immediately. The application may
no longer be processed, but CCQAS retains a read-only copy of the terminated
application, which'may be accessed from the Applications tab

e The Close button closes the application/which users may reopen later. When users click
this button, they are/returned to their work-list

Return to Provider | PSV | Re-azsign CC/ICMMSSP | Terminate | Cloze |

Figure 94: Action Options for E-Applications

5.5.7 Reassigning Ownership of an Application to Another CC/MSSP/CM

If a CC/MSSP/CM has already accepted responsibility for an application and determines that the
application should be handled by another CC/MSSP/CM in the same facility or unit, the custody
of the application may be transferred to the other individual by clicking the Re-assign
CC/MSSP/CM button, as depicted in Figure 95 below. A window opens that contains a pick list
of all available CMs/MSSPs/CCs in the facility or unit to whom responsibility for the record may
be transferred.

Re-assign CC/ICMI/MSSP

Current CC/CM/MSSP: CMS CMS
Avaiable CCCHNESP Users: [T WANGEG_G_—G—_G |
Submit I Cancel |

Figure 95: Re-assign Screen
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After CC/MSSP/CMs click Submit, full custody of the application is transferred to the
individual they selected.

CCQAS also allows users that have been granted the “PAC Supervisor” role the ability to
reassign applications on behalf of CMs/MSSPs/CCs in their UIC. The “PAC Supervisor” role is
explained in more detailed in Section 5.18.

5.5.8 Taking Ownership of an Application from another CC/MSSP/CM

The Application Reassignment function may be used in situations where ownership of one or
more privilege applications must be transferred to a different CC/MSSP/CM, but the
CC/MSSP/CM who is currently responsible for the application(s) is not available to initiate the
reassignment. The Application Reassignment button is located at the bottom of the work list
tab, as depicted in Figure 96 below.

Application Reazzignment |

Figure 96: ‘Application Reassignment’ Button

When CC/MSSP/CMs click the Application Reassignment button, the Application
Reassignment screen appears, as depicted in Figure 97 below. This screen displays all
applications submitted within the last year that are.associated.with a user’s facility or unit.

Application Reassignment for WiHHAA , USA LANDSTUHL RMC

© This application resssignNment process is 5 hackup measure to alloves COEMMSSP users totake over ownership of a privilege spplication that was originally &ssioned to anather CCICMMSSP user. T)
CCICMMSSP s ot avallahle to reassion thé priviege spplication.

Provider Last Mame: I Showr applications thet were submited between (07062008 =] ara ID'”DBQDDT 'l Go |
? |Provider Application Status |Provider Phione |App Submitted ‘App Effective
v (HOULIHAN, MARGARET In Resvigwy (<16) 263-8366 07062007
+ |PIERLCE, BEN.JAMIN Complete (915) 5692800 06212007 08212007
¢ |PIERCE, BEMJAMIN Complete (913) 569-2800 0B/2872007 070452007

Submitted (454) 095-6746 07062007

Figure 97: Application Reassignment Screen
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The following are important features of the Application Reassignment screen:

e Users may search for a particular Provider’s application by entering the Provider Last
Name and clicking the Go button at the top of the page

e The Application screen defaults to display applications submitted in the past year; the
date range for displaying submitted applications may be changed by entering the desired
Start and End dates, and then clicking Go

e Users obtain custody of an application by selecting Reassign to Self from the hidden
menu of actions, as depicted in Figure 97 above

The Application Reassignment functionality only allows applications to be reassigned to
another CC/MSSP/CM within the facility or unit where the application was submitted.
CC/MSSP/CMs may not take custody of a privilege application in a different facility or unit for
which they do not have the appropriate permissions to function in the role of a CC/MSSP/CM.
An application may be reassigned to another CC/MSSP/CM at any point in the application
review and approval process.

5.5.9 Setting an Application as Urgent

In situations where applications require immediate attention by the clinical staff, CCQAS allows
CC/MSSP/CMs to flag an application with an urgent status. This action is performed by
selecting Urgent Application from the hidden menu of actions on the My Applications screen,
as depicted in Figure 98 below.

Work List | | wy applications Pending Applications | Submitted Applic:
Provider Last Nams: I show applications that were submitted between
7 |Urgent |F‘r|:x-id5r Application Type A
b IHA &1 1LECRL &L 1Et E-:—-.FF |:
— Wiew Log/Comments Py :
st E-4pp {
" Initiate PAR e
| " Cred Priv Letter 1stE-App
1zt E-App :

il Urgent Application

Figure 98: Urgent Application Menu Item
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The Urgent Application window opens, as depicted in Figure 99 below. Users select the Add
Urgent Status radio button, enter Comments explaining the details of the urgency, and click

Submit.

Urgent Application

6 By adding/removin
point forth.

¥ Add Urgent Status
Comments:

g urgent status to thiz application all ag=zociated worklist items will be marked as well from this

" Remove Urgent Status

Submit I

Figure 99: Urgent Application Window

Cancel I

A confirmation message is displayed, as depicted in Figure 100 below.

Windows Internet Explorer

? ,-‘.' Are you sure you want foomark this application as urgent?

o]

Cancel |

Figure 100: Urgent Application Confirmation Message

After users click OK, the work list is refreshed. The application task now appears in red, bold
text, with the Urgent = Yes. The explanatory comment that was entered may be viewed by
selecting View Urgent Comment from the hidden menu of actions for the task, as depicted in

Figure 101 below.

WorkList for CD1CFVPV,

27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List |

My Applicatiocns | Pending Applications | Submitted Applicatiunsl

Etatua:IGPEn Tazks

=l roe: Ii-"‘”

7| Tasks start date bet-,-,-een|1c.-'11.-'zc11 v| o |1c.-'cs.-'zc12 v| Fitter |

5

? |Urgent |Du5 Date |_aak |Rn|5 |Frnm (Role) |Pru-.-i:j5r |
i [|)|;|en =~} Complete/Action Required CCICMIMSSP | CMS, CMS (PSV) KENT, TRACY (Miltary)

B “vicw Urgent Comment lication Ready for Review CC/CM/MSSP | TAYLOR, JAMES (Provider) TAYLOR, JAMES (Miltary)
LE PEW Complete/Action Reguired CC/ICM/MSSP | CM3, CMS (PSWV) REDDING, OTIS (Miltary)

stup FAR CC/ICMMSSP | NiA JOBS, STEVE (Military}

Figure 101: Urgent Application Task
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If CC/MSSP/CMs wish to remove the urgent status of the application, they may do so at any
time during application processing using the same steps listed above. When CC/MSSP/CMs
select the Remove Urgent Status option and click Submit in the Urgent Application window
(depicted in Figure 99 above), the urgent status is removed.

5.6 Routing a Privilege Application for Primary Source Verification

After CC/MSSP/CMs review the application package and determine that it is ready for
processing, they may submit the application for PSV by clicking the PSV button located at the
bottom of the application screen, as depicted in Figure 94 above. A new window opens, and
users select whether the PSV function will be performed in the CC/MSSP/CM or CVO role.
After selecting the appropriate option, click Submit.

Select PV

Pleaze =elect from the following:

% psy by CC/CMMSSP (Will not include CVO in Application Routing) Task due date if required

(8 PSV by CWO (Wil include CWO in Application Routing) '

Submit | Cancel |

Figure 102: Select PSV Screen

e When users select PSV by CC/MSSP/CM, a new work list item is generated for all
CC/MSSP/CM personnel inthefacility or unit who held.PSV permissions; one of those
individuals must then assume responsibility Tor the application prior to conducting the
PSV

e When users select PSV by CVO, a new work list item is generated for all individuals
who have PSV permissions in the designated CVO unit; one of those individuals in the
CVO unit must assume responsibility for the application prior to conducting the PSV

e Users may enter a task due date if the PSV is required by a specific date

e Regardless of who performs the PSV function, the individual conducting the PSV
maintains ownership of the application until PSV is completed or the application is
returned to the responsible CC/MSSP/CM. The application cannot be routed for review
until all required PSVs have been completed

The processes for PSV of the privilege application are addressed in the following sections.

5.7 Primary Source Verification of a Privilege Application by CC/MSSP/CM

When users select PSV by CC/MSSP/CM as the means for PSV, a new task is generated for all
individuals who have permissions to perform PSV functions for their facility or unit. Figure 103
below depicts the new PSV task that displays when users select this option. Users may view the
application from the work list by selecting Open from the hidden menu, or by double-clicking
anywhere on the record line. The PSV task may also be reassigned to another CC/MSSP/CM by
selecting Reassign Task from the hidden menu.
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WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @
‘Work List | My Applications | Pending A | A ‘
T [iomizor] | ang [rocezorz © Module
;| Opei sks 2 | Al Tazk: = between |10/11/2011 10/05/2012 Fitter n e
Statua.l peEn Tasks LI Rolu.l LI asks start date between < ' and Ul ' User )
Mo Providers
? |Urgsnt |Du5 Date |_azk ‘Ruls |Frum (Role) ‘Pruﬂ:ler |App Type Corps Task Start Date |_azk Complete Date Curr Priv Ex|
b | es PSV Complete/Action Reguired CC/ICMMESP CH9 SV) KENT, TRACY (Military) 1st E-App Medical Corps 09/19%¥2012
v | Me Complete PSV PSV CMg SV) TAYLOR, JAMES (Miltary) Medical Service Corps
v | Me P3V Complete/Action Reguired M3SP CMg, CM& (PSV) REDDING, OTIS (Miltary) Dental Corps
» | Mo Setup PAR M3SP MiA JOBS, STEVE (Military) Wedical Corps 0sATIZNzZ 081772012

Figure 103: Complete PSV Task

A window opens, as depicted in Figure 104 below, with a message asking CC/MSSP/CMs if
they accept responsibility for the PSV of the application. This feature was built into CCQAS to
accommodate larger facilities and units, in which multiple credentials staff members share the
PSV workload.

Assign PAC

Would you like to take responsibility for the PSW of this application?

Yes | No |

Figure 104: Assign PSV Screen

After CC/MSSP/CMs click the Yes button, the application package opens and displays a series
of tabs. The first tab is the Provider PSV.Summary tab, as depicted in Figure 105 below. The
Provider PSV Summary screen displays expanded sections of the privilege application that
require PSV action.

Prime Source Verification (PSV) for JAMES TAYLOR

Provider PSV Summary | Privieges. Documents Comments
[EProtiey

Expand All| Collapse All| Print S

Name: Gender: Date of Birth:

TAYLOR, JAMES Male 08/28/1883

Branch: Rank: Corps:

F11 - Air Force (USAF) GEN - General MSC - Medical Service Corps
AOC/Desig/AFSC: Accession:

40C0A - Medical Commander - Medical Services DA - Dirsct Accession

[Bidentification [y

No Photo
Available

2 | dentification Type | igentification Number State
J Social Security Number 100-55-4444
|E| State LicenseiCertification/Registration [ Verified
2 |Type |state [Hymber |Fiets Status Expires ADM Wiaiver [ erified
¢ Juicense linois 123 School Peyehologist [Active Ingefinite Ho Ho
Hational Certification/Registration [No Data] [ Completed
Unlicensed Information [

[=] Drug Enforcement Agency (DEA) / Controlled Dangerous Substances (CDS) [

2 |DEA Number Type Expiration
No Records Found.

|E| Professional Education [ Verified
? |Degree "ype Institution Aftended From Aftended To Completed |Vermed
+ |Masters in Public Health Qualifying Degree Uniformed Services University of Health Sciences 09/23/2008 Ye

Ho

Post Graduate Training [Ne Data] [§ Completed
|-l Specialty [ Verified

? |Epecialty Sub Specialty |5pecialty Level ‘Cemfied Date ‘Exp\ratmn Date |Verif\51
+ |Occupational Therapist Ergenomics Fully Trained Ne

| overage [Me Data]

Print Complete PSV by CVO Return Print Congent Close
\ | | | | \

Figure 105: Provider PSV Summary Screen
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Important features of the Provider PSV Summary screen include the following:

Sections of the application which contain no data automatically collapse and display “(No
Data)” next to the section header

All sections of the application may be expanded or collapsed by clicking Expand All or
Collapse All, respectively, in the upper right-hand corner of the screen

Individual sections of data may be expanded or collapsed by clicking [+] or [-],
respectively, to the left of the section header

Sections of the application which contain data display summary lines for each record
entered

Comments may be associated with each section of the application by clicking the empty
notes icon (O0); the presence of comments for that section is indicated by the filled notes
icon (&)

The presence of a Verified checkbox on the right-hand side of the screen indicates the
sections of the application that contain data requiring PSV; after the PSV of that section
is complete, CCQAS auto-populates the Verified checkbox with a check mark

When processing the 1% E-application for existing Providers, none of the Verified
checkboxes are checked, unless the PSV information for previously verified credentials
was documented in the Provider’s CCQAS 2.9 credentials record. In most cases, the
PSV of the 1" E-application represents thé first time this information is fully documented
in CCQAS

A paper copy of the'whole application/package may be obtained by clicking Print
Summary inthe'upper right-hand corner of the Rrovider Summary tab

CC/MSSP/CMs may perform one of several actions using the buttons provided at the bottom of
any tab within the application package:

Print sends the Provider PSV Summary screen to the printer configured for a user’s
workstation

Complete PSV completes the PSV process. This button is only enabled after all PSV
requirements have been met for the application package

Return routes the application back to CC/MSSP/CMs who have ownership of the
application; the person in the role (whether it is a CVO or CC/MSSP/CM) performing the
PSV is required to enter comments explaining why the application is being returned.
CC/MSSP/CMs then receive a new work list item indicating that the application has been
returned without a completed PSV

Print Consent generates an e-signed Statement of Consent for Release of Information
and Release from Liability form that may be used, as needed, to verify the accuracy of a
Provider’s credentials information

Close closes the application, which may be reopened later

Users may view the details and/or document the PSV information for each credential by
selecting Update from the hidden menu, or double-clicking the record line.
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The PSV Information block of each section requiring PSV should be completed as the
individual credential is being verified, according to the method of verification that is used.
Figure 106 below depicts the PSV Information section.

Any unusual circumstances surrounding the credential or the verification of the credential should
be noted in the Remarks box. Users may edit information pertaining to the credential being
verified, but they may not edit information that uniquely identifies the credential. Following
PSV of the credential, users click Save, and then Closeg, to return to the PSV Summary screen.
The name and position of the user who conducted the PSV is automatically recorded in the PSV
Information block after users enter and save all PSV information.

State License/Certification/Registration
© To expedite the processing of your application, you must enter all previously and currently held licenses, registrations andior certifications.
IMedical and Dental Beard certifications =hould be entered under the "SPECIALTY” 2ection of thiz application
Type: |License ;[ State: |IL - llinoiz j
Number: |123
Field: |??2 - School Peychologist LI %¢
lzsug Date: ==l Expiration Date: I '| ¥ Expiration Indefinite
Status: | Active LI In Good Standing: [~
Remarks: ’
r Prime Source Verification [PSV) Information
© # This field mUst be entered o EBmplete varification. Source: E-Application
“MEthod: ™ yiriten Barrespondence € Telephons £ Internst © Emal * \erified Date: I [E=\g
# Contact Name: I Position: I Institution: I
Email: I Phong: I URL: I
Entered By Name: JAMES TAYLOR Entered By Positiogn: Entered By UIC: COERVPY
PSV Remarks: ﬂ
[]
Save I Close |

Figure 106: PSV Information Section

Note: Inthe PSV Information block, different data fields are required, depending on which
PSV Method radio button users select. Users must complete as much of the PSV Information
block as possible, according to the PSV method used.

The sections of the application that require PSV include the following:

e State License/Certification/Registration: All currently-held state
licenses/certifications/registrations must undergo PSV each time a privilege application is
processed

e National Certification/Registration: All currently-held national
certifications/registrations must undergo PSV each time a privilege application is
processed. If a Provider holds no national certifications/registrations, the Verified
checkbox is automatically checked

e Professional Education: The Qualifying Degree, Qualifying Certificate, or ECFMG
certification, requires a one-time PSV
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e Post-Graduate Training: All post-graduate training records listed in this section of the
application require a one-time PSV

e Specialty: CCQAS requires PSV of board certification for physicians and dentists who
are American Board of Medical Specialties (ABMS), American Osteopathic Association
(AOA), or American Dental Association (ADA) board certified. Specialties with a level
of training other than Board Certified do not require documentation of PSV in CCQAS

e References: All current references listed in a Provider’s application must undergo PSV
each time a privilege application is processed. If a letter or other written reference was
submitted, the document should be scanned into CCQAS and the name and date on the
letter should be entered in the PSV Information section for the reference with “Method
= Written Correspondence”

Note: If a PSV is performed via email and the email address of the point of contact (POC) is
documented in CCQAS, Privacy Act rules dictate that the individual, whose email address is
being stored in CCQAS, must be notified of this fact in writing. Until such time as CCQAS
provides an automated notification capability, the user should generate an email to the POC,
informing him or her that “the POC’s email address information is being stored in CCQAS for
quality assurance (QA) purposes.”

After all required PSVs have been completed in the credentials sections of the application, the
Request Query box on the NPDB section (refer to Figure 107 below) of the application
becomes enabled. 'Thesperformanceofithe required: NPDB/ Healthcaretintegrity and Protection
Data Bank (HIPDB) query should then be completed according to established Service and
facility procedures. All NPDB/HIPDB-queries/for Navy facilities.are performed centrally every
two days by Service-level personnel only. Air Force CVOs also perform queries for Air Force
facilities, but Army and-Air Force personnel may perform the queries locally. All three Services
use the automated NPDB Batch Query function, but Army and Air Force personnel may also
perform queries without using this function.

If the automated NPDB Batch Query function is used to perform NPDB queries,
CC/MSSP/CMs must check the Request Query box. This action results in the inclusion of a
Provider’s name and information in NPDB batch queries that are generated by CCQAS to
perform NPDB queries. When the system has included the Provider’s name in the batch query
report, it automatically unchecks Request Query, checks the Query Result Pending box, and
places the corresponding date in the Last Query Date field. When the query results are
received, CC/MSSP/CMs must manually enter the result for each query by selecting one of the
options under the Adverse Information on File block for each record. Click the Save button,
located on the left-hand side of the NPDB section header, to complete the NPDB section of the
PSV process.
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= 'nPDB / HIPDB / FSMEB [} Verified
Save Help?
[~ Mational Practitioner Data Bank (NPDB) Information
lastaueryDate:| | BT A =1 Adverse Information On File Remarks
o i — N T ve: -
I© Request Query ™ Query Results Pending == El
' Ho
€ No, but was previously Yes =
NFDB Websie
- Healthcare Integrity and Protection Data Bank (HIPDB) Information
T resutoate:] | = Adverse Information On File Remarks
 ves -
[ RequestQuery ™ Query Resutts Pending L El
' o
' No, but was previously Yes j
- Federation of State Medical Boards (FSMB) Information
P O == Adverse Information On File Remarks
e -
[T Request Query ™ Query Resutts Pending res El
' o
€ No, but was previously Yes =l
- Other Reporting Agency Information
lastaueryDate:| | B resutoae:] | = Adverse Information On File Remarks
S B — N T ve: -
Databank or Agency ™ Query Resutts Pending & |
' Ho
€ No, but was previously Yes =l

Figure 107: NPDB/HIPDB Section

Army and Air Force users may also perform NPDB queries manually without using the NPDB
Batch Query function. For manual NPDB queries, Army and AF users should enter the Last
Query Date and the results of the NPDB query directly onto the PSV screen and save the
information by clicking the Save button in the upper left-hand corner of the section.

Regardless of how the query is performed, the Last Query Date must be entered and one of the
radio buttons under Adverse Information on File must be selected in order to save and
complete the NPDB section of the application.” Any-findings returned from the NPDB query
should also be uploaded as'a document under/the Documents tab in the application, according to
the Service and facility procedures.

A warning message displays, informing users that the new Last Query Date does not match the
most recent entry into the Provider’s credentials record. Figure 108 below depicts the warning
message. Under most circumstances, this situation is expected, and an overwrite of the date in
the credentials record is appropriate.

Windows Internet Explorer x|
The MPDEB query date you have entered is not the same as the query date entered in Credentials.
‘: Are you sure you want to overwrite this date?

Click OK to continue or Cancel to use Credentials date.

QK I Cancel

Figure 108: NPDB/HIPDB Update Warning Message

If users click OK, CCQAS automatically updates the Last Query Date in the credentials record
to reflect the most recent query date.

Note: A query to the NPDB automatically initiates the query to the HIPDB. Thus, the Last
Query Date is generally going to be the same in both the NPDB and HIPDB query sections.
The requirement to perform Federation of State Medical Boards (FSMB) queries is generally
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limited to Providers working in Air Force facilities with a practice history prior to January 1,
1995. Questions regarding FSMB query requirements should be directed to your supervisor.

The PSV may not be completed until all required credentials have been verified and the results of
the NPDB query have been entered and saved on the PSV screen.

Note: CCQAS allows any NPDB query performed within the past 90 days to fulfill the NPDB
query requirement for the PSV process. Thus, if the Last Query Date in the NPDB section of
the privilege application is less than 90 days old, a new NPDB query is not required by CCQAS.
Users may simply click Save to accept the previous query information and complete the PSV
requirement. A new NPDB query, however, should be performed in accordance with Service
policy or if specific questions arise regarding a Provider’s competency or performance.

The remaining tabs in the PSV view of the privilege application, Privileges tab, Documents tab,
and Comments tab, are similar in form and function to the tabs described in Section 5.5.3, 5.5.4,
and 5.5.5, respectively.

After all PSVs have been completed, and the NPDB query information has been saved, the
Complete PSV button at the bottom of the screen is enabled. When users click the Complete
PSV button, a message displays that confirms the completion of the PSV process, as depicted in
Figure 109 below.

Windows Internet Explorer B il

L] 'j The Prime Source Verification process has been successfully completed.
L

Figure 109: PSV Complete Message

The completion of the PSV process has the following implications:
e The application is returned to the CC/MSSP/CM who has ownership of the application

e The application is ready for the responsible CC/MSSP/CM to route it through the review
process

e The credentials information entered into the electronic application is used to populate or
update the Provider’s permanent credentials record in CCQAS. If the Provider is newly
accessed into military service or employment, the application is used to populate a new
credentials record; if the Provider already has an active credentials record in CCQAS, any
new information in the privilege application is used to update the credentials records
already residing in CCQAS

5.8 Primary Source Verification of a Privilege Application by the CVO

The process for PSV by CVOs is identical to the process described in Section 5.7. The only
difference is that custody of the record is transferred to the UIC associated with the CVO
function for the PSV process. Following completion of the PSV, the privilege application is
automatically routed back to the CC/MSSP/CM who has ownership of the application.
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If the CVO and the CC/MSSP/CM at the unit share the PSV responsibility, they must do so in a
manner that allows only one or the other to have custody of the application at any given time.
For example, the CC/MSSP/CM may perform some of the PSV on an application, and then click
the PSV by CVO button as the bottom of the application to submit the application directly to the
CVO. After the CVO performs his or her portion of the PSV, the application may be returned to
the CC/MSSP/CM by clicking the Return button.

5.9 Building Workflow for Application Review

Following completion of the PSV, the application is returned to CC/MSSP/CMs for routing
through the application review process. CC/MSSP/CMs receive a new work list item, “Task =
PSV Complete/Action Required”, as depicted in Figure 110 below.

WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List | My Applications ‘ Pending Applications | i Auu\icaliuns‘

gtﬂmg-ICl;en Tasks = roke IAI\ | Tasks start date [;5(-.‘;55”|1UJ'11."2U11 B+ ang |1U.-‘US.-‘ZU12 E=|  riter I (i Mody

i ‘Urgem |Due Date |_asL |Rc|e ‘Frcm-‘Rc\e. ‘Prc-.-ider |A|:p Type  |Corps Task Start Date ‘_ask Complete
A CC 135P Chg W) KENT, TRACY (Miltary} 1= pp 2

CH9 TAYLOR, JAMES (Miltary} 1s

ete/Action Reguired MSSP Cne REDDING, OTIS (Military ) 18

» | No Setup PAR CC/CMMSSP Ni& JOBS, STEVE (Miltary) 1st E-App Medical Corps

Medical Corps

P Medical Service Corps

Figure 110: PSV Complete/Action Required Task

Note: If the application was submitted by a CSS member or a Provider that is not requesting
privileges, the application is automatically closed by CCQAS...A read-only version of the
application is permanently stored in the Applications tab as part of the Provider’s historical
record, as well as thesMy Applications tab of the responsible CC/MSSP/CM.

If a Provider is requesting clinical privileges with his or her application, CC/MSSP/CMs may
initiate application routing by clicking the Routing button at the bottom of the screen within the
Provider’s application, as depicted in Figure 111. The Routing button is only enabled after PSV
of the application is completed.

Return to Provider | Routing | Re-azzign CC/ICMIMSSP | Terminate Clos
FOLIC|

o

Figure 111: *‘Application Routing’ Button

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 83



Version 2.0 November 1, 2012

The Application Routing screen is displayed, as depicted below. The Summary tab is
displayed first, as depicted in Figure 112 below, and then the UIC tab, as depicted in Figure 113
below.

?
:

Level Priviege Category Task Due Date Reviewers
Level 1 Review Famity Medicing REVIEVWERS, REVIEVWERS
Privieging Authority All Categories PAS, PAS

Privilege Category Available Reviewers Task Due Date (if required)

& Famiy Medicine T, CMS

=
.

e [=]
@

Gl ENERE
00 e e M

Available PA's Task Due Date (if required)

Save Cancel

Figure 113: ‘Application Routing UIC" Tab
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Important features of the Application Routing screen include the following:

CCQAS requires a Level 1 and PA review for all applications. CCQAS allows optional
use of Levels 2-6, according to the privileging process for the individual facility or unit

Levels 2-6 may be expanded or collapsed by clicking the [+] or [-], respectively, to the
left of the section header

For each level, the list of all available Reviewers associated with the facility or unit
appears in the Available Reviewers box

One or more Reviewers may be selected at each level by clicking the desired Reviewer’s
name, and then clicking [>] to move the Reviewer’s name to the Selected Reviewers
box. When users double-click the name, it moves to the Selected Reviewers box

A Reviewer’s name may be removed from the Selected Reviewers box by clicking the
desired Reviewer’s name, and then clicking [<] to move the Reviewer’s name back to the
Available Reviewers box. When users double-click the name, it moves to the Available
Reviewers box

When users click [>>], all Reviewers’ names are moved from the Available Reviewers
box to the Selected Reviewers box

When users click [<<], all Reviewers’ names are moved from the Selected Reviewers
box to the Available Reviewers box

Levels 5 and 6 are commiittee levels, whereby at least one committee member and one
and only one committee chairperson must be selectedstosparticipate in the review process

The names of all individuals who hold PA permissions for the facility or unit are included
in the pick list for Available PAs

An application is routed by selecting the appropriate Route To radio button, but all
routing must be done in chronological order and conclude with the PA review

The Reviewer’s position is shown in parenthesis in the Available Reviewers box, if the
Position field is populated in the user’s CCQAS account

The following rules apply to the routing of a privilege application from one level of review to the
next (refer to “processing branch clinic UICs” in Section 16):

Level 1 review should be assigned to a Provider’s clinical supervisor at each
corresponding UIC; if the Provider has multiple clinical supervisors (as may be the case
with Providers requesting privileging in more than one specialty), each supervisor should
be assigned as a Level 1 Reviewer for the application

An application cannot move to the next level until the current level of review has been
completed. If multiple Reviewers are associated with the current level, all Reviewers
must complete their review so the application can move forward

If all Reviewers at the current level take an action of Recommend, the application is
automatically advanced to the next level of review without being returned to the
responsible CC/MSSP/CM
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e If any one Reviewer elects to take an action of Recommend with Modification, Do Not
Recommend, or Return without Action, the application is returned to the responsible
CC/MSSP/CM, who then takes the appropriate action before submitting the application
back into the review process

e Levels5and 6, the committee levels, require all committee members to complete their
reviews before the committee chair renders the committee’s recommendation, and are
only assigned at the Parent UIC

e The final committee recommendation for Levels 5 and 6 reflect the recommendation

submitted by the committee chair, and are only done at the Parent UIC

e If an application is returned to the responsible CC/MSSP/CM, he or she may reroute the
application to the appropriate level following resolution of the issue; Reviewers may be
changed, added, or removed from the routing screen prior to rerouting the application

CC/MSSP/CMs select the appropriate Reviewers for Level 1, the PA, and other levels deemed

appropriate for their facility or unit’s privileging process. CC/MSSP/CMs may simply click
Submit to initiate routing. When CC/MSSP/CMs click Submit, the application is sent to all

individuals who were selected as Level 1 Reviewers. Each Level 1 Reviewer then receives an
email notification indicating he or she has a new task in his or her work list that requires action.

5.10 Tracking an Application in Review

Throughout the applicationreview process, CC/MSSP/CMs may view the status of an
application at any time without disrupting the workflow process. This is done from the My

Applications tab. For applications currently in the review process, the “Application Status = In
Review” is displayed, as depicted in Figure 114 below.

‘ WorkList for CO1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Provider Last Name:

Work List | My Applications

| Pending Applications | Submitted Applications |

Show applications that were submitted between | 10/11/2011 'I and |1C.-‘CE-'ZD12 | Fiter I

|Ap|:\icaticn Type |Apphcaticn Status |Prc-.-ider Phone

Priv Expiration

i |Urgen1 |Prc.‘\der
es ALLEN, PAUL
v | Ne JOBS, STEVE
ez KENT, TRACY
v | Ne PETERS, ROBERT
v |Ne REDDING, OTIS
+ | Ne SMITH, MARK

b+ [Ne TAYLOR, JAMES

10/01

1st E-App Closed

1st E-App Closed

1stE-4pp In Review

1st E-App Submitted

1st E-App In Review (320) 145-6987 0%/26, 2

1st E-&pp Closed 1222 08182012 08/18/2012

st E-App In Review 1234567289

| 05 Submitied Priv Effective
2012 10/01/2012
0911712012

09/30/2014
08M17:2012

0a17/2014

Figure 114: In Review Status Indicator
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CC/MSSP/CMs may view a detailed summary of actions performed to date on the application by

selecting View Log/Comments from the hidden menu of actions for the application, as depicted
in Figure 115 below.

The Task Log, depicted in Figure 115 below, displays a summary line for every completed or
pending action associated with the privilege application, in order of completion, with the most
recent task listed first. Those tasks with “Status = Closed”” have been completed. Tasks that

have no date in the Complete Date column are still pending with “Status = Open”’.

Provider Application

Provider Name: TRACY KENT
S8N: 100-22-

Branch: Air Forcs

Rank/Grade: Major General

Application Status: In Review
Application Submitted:  03/18/2012
Application Effective

Application Expiration

Task Log Comments

Start Date Complete Date From (Role)

ication Ready for Review
{Action Requi

lication Ready for Review TRACY KENT (Provider)
Provider ADMIN ADMIN

Complete Application

Close
Figure /115: ‘Task Log’ Tab

The Comments tab, depicted in Figure 116 below, allows CC/MSSP/CMS to view comments

entered at each step during the application process. Recommendations for application approval
are also visible from this tab.

Provider Application

Provider Mams: TRACY KENT Application Status: In Review
SEN: 100-22-2442 Application Submitted:  0/19/2012
Branch: Air Force (USAF Application Effective:
Rank/Grade: Major General Application Expiration:
%‘ Comments |

Role Action Comment
PAC Add Urgency dfsdf
Complete Add Urgency dfzdf
PSWV PSV Complete 9
Provider KENT, TRACY Provider Submit 09/12/2012 11:54:40 &AM CET

Cloze I

Figure 116: ‘Comments’ Tab

CCQAS 2.10.0.0 Credentialing & Privileging User Manual

87



Version 2.0 November 1, 2012

Any comments entered into CCQAS during the application review process are retained on the
Comments tab as a permanent part of the historical record. Providers, however, cannot view the
Comments tab at any time during or after the review process. Comments are not required for all
actions made on a privilege application, so some entries on this tab may contain no comments.

5.11 Pulling an Application Out of the Review Process

CC/MSSP/CMs have the ability to retrieve privilege applications currently in the review process.
This may be necessary when an application was inadvertently routed to a Reviewer inappropriate
for the application, or the assigned Reviewer is unable to take necessary action on the
application.

To pull an application out of the review process, CC/MSSP/CMs must first determine where the
application is in the review process. CC/MSSP/CMs may determine who currently has custody
of the application by examining the Task Log tab to identify the Reviewer(s) whose tasks are in
an “Open” status, as depicted in Figure 114 above. After the Reviewer has been identified,
CC/MSSP/CMs can open the Reviewer’s work list by selecting the individual’s name from the
User pick list, located in the upper right-hand corner of the work list, as depicted in Figure 117
below.

G iesae | TEIENGTENIRI
HSEE Mo Providers
Tazk Start Date |_aak Complete Date Curr Priv Expiration |;|
ervice Corps 10405/2012
ros 0542812012
pros 081742012 0872012

Figure 117: Retrieving an Application in Review

The User pick list contains the name of all individuals who have been assigned to take some
action on the application. By selecting a user’s name, CC/MSSP/CMs gain limited access to that
individual’s work list. CC/MSSP/CMs select the specific application that needs to be retrieved,
open the active work list item associated with that application, and click the Return w/out
Action button. This action results in custody of the application going back to the CC/MSSP/CM
who originally routed the application for review. CC/MSSP/CMs may then change the assigned
Reviewers and re-initiate the routing of the application.

Note: Return w/out Action and Close are the only options available to CC/MSSP/CMs when
they access the work list of a Reviewer or PA. CCQAS does not permit CC/MSSP/CMs to
render a recommendation decision on behalf of the task holder.
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5.12 Level 1 Review of an Application

After CC/MSSP/CMs route an application for Level 1 review, each Level 1 Reviewer receives
an email notification of a new task in CCQAS and a new task, “Task = Application Ready for
Review” (depicted in Figure 118 below), is added to his or her work list. The application may be
viewed from the work list by selecting Open from the hidden menu, or double-clicking
anywhere on the record line.

Privileging

‘ WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List

Status: [ OpenTaskes 2] Roke[A1 =] Tasks start date betwesn [ 1011172011 [E]e] ana [100572012 [ Fiﬁsfl

2 |urgent |Dus Date_[Task [role |From (roie) [provider |4ppType [corps Task StartDate | Task Complete Date | Curr Priv Expiration
Yer Application Ready for Review Level 1 Reviewer | CM9, IS (CC/CMIMSSP) KENT, TRACY (Miltary, 1stE-App | MedicalCorps | 10/08/2012

Figure 118: Work List for a Level 1 Reviewer

The electronic privilege application is displayed as a series of tabs. Reviewers can see the same
tabs and screens that CC/MSSP/CMs see during their initial review of the application, with the
following important exceptions:

e Ared flag (F) alerts Reviewers to any notes entered into the credentials portion of the
application (on the Provider Summary tab) by a CC/MSSP/CM. Reviewers may view
the notes by clicking on the red flag (A). Reviewers, however, cannot enter notes into
the credentialssportion of thesapplication

e All information entered on the Position tab 1s read-only for Reviewers

e The Privileges tab contains additional data fields with a pick list, as depicted in Figure
119 below, frem-which Level 1 Reviewers can select delineations for endorsing each
privilege item requested by the Provider

Provider Application Review - TRACY KENT, 100224444

Provider Summary | Positen | Frivieges | Documents Comments
CO1CFWPY
| © “You must view all Privilege/UIC c i before an R R w/Modification or Not Recommended.

Privilege Category: |Fam\\yHed\cinEﬂ Sort by: |Emered Orderj

= &4 Family Medicine
B 3 Version 1.0
B = Scope
Privilege(s Provider Level 1 Comments]|
C The scope of privileges in Family Medicine includes the evaluation, diagnosis, treatment, and consultation for patients of all ages with any symptom,
ilness, injury, or condition. Family Medicine physicians may admit and may provide care to patients in the intensive care setting in conformance with Fully Competent Mot Supported 0O
MTF policies. They may assess, stabiize, and determine disposition of patients with emergent conditions.
[ =3 Diagnesis and Management (DM)
Privilege(s Provider Level 1 Comments|

c Obstetrical Care Fully Competent Fully Competent | ¥ 0O

c EKG performance and interpretation Fully Compstent Fully Competent = [n]

C Pulmanary function testing and interpretation Fully Compstent Fully Compatent =, [h]
Basic synovial fluid analysis Fully Competent Fully Competent = 0O
Mechanical Ventilatory support (invasive and noninvasive) Fully Competent Fully Competent = D
Supervise and/er perform basic spiremetry with flow/velume loops and pre/post bronchediater if nesded Fully Compstent Fully Compstent ¥ 0

c Cardiac stress test Fully Competent Fully Competent ¥ 0O

= ‘2 D&M Advanced Privieges (Requires Additional Training):
Privilenals) Brovider 1 evel 1 Commen ts|

Save Progress | Recommend || Recommend wi Modification | MotRecommend || Refum wio Acton | Close

Figure 119: ‘Privileges’ Tab for a Level 1 Reviewer
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Level 1 Reviewers are required to select a delineation for each privilege item requested by the
Provider for those privileges that are supported at the facility or unit. Reviewers take no action
on privilege items that are designated as “Not Supported.” If Reviewers elect to assign a
privilege delineation that differs from that which the Provider requested, they are required to
enter a comment in the New Comment text field, on the Reviewer Comment screen, explaining
the reason for the difference. Figure 120 below depicts the Reviewer Comment screen.

Reviewer Comment

Pleaze state the reazon you have chosen the designation: With Supervizion

* New Comment: ;I

Comments from Reviewers

Reviewer Level Date Recommendation Comment

Save |

Figure 120: Reviewer Comment Screen

The presence of a comment is indicated by the filled notes icon (&) next to the disputed privilege
item. Discrepancies between a Provider’s and a Level 1 Reviewer’s privilege delineation is also
noted with a red flag (®) to alert subsequent level Reviewers of the change.

Reviewers may also enter a comment against any privilege item without changing the delineation
requested by the Provider, by clicking on the empty notes icon (1) for the item and entering and
saving a comment. The entry of a comment by a Reviewer, even if the privilege designation is
not changed, results in the Recommend option being disabled, and the application must be
returned to the responsible CC/MSSP/CM, rather than forwarded in the review process.

Note: If a Provider requests privileges in multiple specialties, several Level 1 Reviewers will
likely be assigned to review the requested privileges. In this situation, each Level 1 Reviewer
should endorse only the privileges in the specialty that he or she is qualified to review, and leave
the remaining privileges for other specialties at the default value (which is the same as that
requested by the Provider) for the other Level 1 Reviewer to endorse. Multiple Level 1
Reviewers may also endorse the same set of privileges. Each Reviewer should enter his or her
own endorsement and comments, but if the two Reviewers differ in their recommendations
regarding a particular privilege item, the privilege item is flagged () and the privilege
delineation field is blank for subsequent levels of review, and the PA will be required to enter a
privilege delineation during the Level 7 review.
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After reviewing and assigning privilege delineations, each Level 1 Reviewer then submits his or
her overall recommendation for the privilege application by selecting one of the following
buttons at the bottom of the screen:

e Recommend indicates that the Reviewer recommends approval of the Provider’s request
for privileges with the delineations he or she has entered

e Recommend with Modification indicates that the Reviewer has elected to enter a
delineation or delineations that may be different from what the Provider has requested, or
has entered comments related to individual privileges. If this action is selected, the
Reviewer is required to enter general comments explaining the reason for his or her
choice of endorsement

e Do Not Recommend indicates that the Reviewer does not support the granting of clinical
privileges to the Provider, regardless of any changes he or she may have made on the
Privilege tab. If this action is selected, the Reviewer is required to enter comments
explaining his or her reason for not recommending the Provider for privileges. This
option has negative repercussions for the Provider and should therefore be selected only
after serious, thorough, and thoughtful consideration of all factors related to the Provider
and his or her application

e Return without Action routes the application back to the responsible CC/MSSP/CM
without a recommendation. If this action is selected, the Reviewer is required to enter
comments explaining his orherreason forreéturning the'application. “This is usually the
appropriate choice If a Reviewer, rather than create an adverse privileging action with a
Do Not Recommend action;prefers to feturn the applieation to the CM/MSSP/CC,
pending satisfaction of issues regarding the application or with the Provider

e Close closes the application, which the Reviewer may then reopen at a later time to
complete the review

After Reviewers select Recommend, Recommend with Modification, Do Not Recommend, or
Return without Action, the application is either returned to the CC/MSSP/CM or advanced to
the next level of review. Reviewers are given an opportunity to enter comments with their
submission, and comments are required if they selected either Recommend with Modification,
Do Not Recommend, or Return without Action. All comments entered during the review
process became a permanent part of the privileging application. Figure 121 below depicts the
Reviewer Recommendation screen, where reviews enter their comments.

Recommendation:
Recommend w Modification

Comments:

Review of training requirements for cardiovascular privieges is required| ;I

Cancel |

Figure 121: Reviewer Recommendation Screen
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Note: CC/MSSP/CMs, other Reviewers, and PAs can view comments entered during a review
process, but Providers cannot view these comments either during or after the processing of their
application.

If multiple Reviewers are assigned as Level 1 Reviewers, each one must issue a Recommend
vote on the application for it to advance to the next level of review. If any Level 1 Reviewer
issues a Recommend with Modification, Do Not Recommend, or Return without Action
vote, the application is returned to the CC/MSSP/CM who holds responsibility for the
application. The Task = Application Returned/Action Required appears in his/her work list, as
depicted in Figure 122 below.

Credentialing Privileging Risk Management Adverse Actions Reporis
WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @
Work List ‘ Wy | Pending & ‘ Submitted A |
CM3, CMS -
< & todve ) =
Status: | Open Tasks hd e | Al ~ | Tasks sf e between [10/11/2011 vl 10/05/2012 | Fiter ! =
atus: | 0o = roer| T Tasks start date between and | Jaer
No Providers
? |urgent|Due Date|Task [Role [From (Rote) [Provider 400 Type |Corps Task Start Date [ Task Complete Date | Curr Priv Expiration | 2|
es Application ReturnediAction Required | CCICMMSS WVIEWERS, REVIEWERS (Level 1 Reviewer) KENT, TRACY (Military} 1stE-App | Medical Corps 1000542012
v [ No mplete PSW /) AYLOR, JAK Military) | 1st E-App | Medical Service Corps i
v [ ne PSV CompletesAction Required REDDING, OTIS (Miltary) | 1st E-App | Dental Corps
+ | No Setup PAR JOBS, STEVE (Miltary) 1stE-App | Medical Corps 08172012

Figure 122: Application Returned/Action Required Task

After CC/MSSP/CMs:open the workslist.item, they:use the:Comments:tab toridentify the
Reviewer’s concerns, as depicted in Figure 123 below.

Credentialing Privieging Risk Management Adverse Actions Reporis
‘ Provider A ion Review - TRACY KENT, 100222444
Provider Summary ‘ Position Privileges Documents " Comments
? ‘Rule |Ussr ‘Ac‘tiun |Cumm5nl Date

T R— DEVIEVERS, REVIEVWERS Return to PAC The Reviewer selected Recommend with Modification. Please review the issue and re-route te continue processing 10/05/2012

WERS, REVIEWERS Recommend v/ Modification 10/05/2012

— Recommendation Detail

Clg Add Urgency dfzdf 10/08/2012
CMS, CMS PSV Complete

NT, TRACY Provider Submit 08/19:2012

Figure 123: ‘Comments’ Tab of a Returned Application
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Comments entered by a Reviewer concerning specific privilege delineations may be viewed by
selecting Recommendation Detail from the most hidden menu of actions for the Reviewer’s
recommendation record, as depicted in Figure 124 below.

Credentialing Privileging Rizk Management Adverse Actions Reports

Reviewer Recommendations/Comments

Provider Nams: TRACY KENT Application Status: In Review
SN 100224444 Application Submitted: 08152012
Branch: Air Force (USAF) Application Effective:
Rank/Grade: Major General Application Expiratien:

Reviewer Name: REVIEVWERS, REVIEVWERS

Privilege Location: 27 SPECIAL QPERATIONS MEDICAL GROUP @
Privilege Category: Family Medicine
Privilege: Obststrical Cars
Provider Designation: Fully Compstent
Reviewer Recommendation: With Supervizion
Comments: test

Figure 124: Recommendation Detail Screen

CC/MSSP/CMs are responsible for facilitating resolution of a Reviewer’s concerns to enable the
application to move forward. Ifjitisdetermined that changesneed to be:madeto a Provider’s
application package, CC/MSSP/CMs return the application to the Provider by clicking the
Return to Provider button. CC/MSSP/CMs must enter comments.or instructions for the
Provider as well as unlock the appropriate sections of the application where the Provider needs to
make edits, as depicted:in Figure 125 below.

Return to Provider

Select the sections that you wish to unlock for the provider to provide more information:

[T Profie/Pesition [T Continuing Education

[T identification [T Contingency Training

T Contact T Practice Higtory

[T  License/Certification/Registration [T  Healh Status

[T  DEACDS [T  References

- Profez=ional Education/Training - Work Hizstory

[T Speciatty [ Privieges

- Affiliation

Comments/instructions:
-
[~

Submit | Cancel |

Figure 125: Return to Provider Screen
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The Provider then receives an email notification and a new work list item, indicating that his or
her application needs to be edited. The Provider performs the requested edits, and e-signs the
application to resubmit it.

CM/MSSP/CCs may then reroute the application through the Level 1 review if these Reviewer(s)
wish to see the revised application package. Once a Recommend decision has been rendered by
all assigned Level 1 Reviewers, the application automatically advances to the next assigned level
of review. CM/MSSP/CCs may also reroute the application directly to the next assigned level of
review, by selecting the appropriate Route to radio button on the Routing screen, as depicted in
Figure 113 below.

After a Reviewer completes an application review task, the application may be viewed in read-
only format from the Application tab. The Reviewer, however, may not make further edits to
privilege delineations unless the CC/MSSP/CM who is responsible for the application routes it
back to him or her for a second review.

5.13 Levels 2, 3, and 4 Review of an Application

After an application has cleared the Level 1 review, it advances to the next level of review
assigned to the application. The review process at subsequent levels of review is similar to that
described in the previous sections for the Level 1 review, with one exception. Levels 2, 3, and 4
Reviewers do not have the capability to select a delineation for individual privilege items in the
electronic application, but they do have full visibility of all comments entered into the
application by the CC/MSSP/CM, and the privilege delineations and comments entered by the
Level 1 Reviewer.

The red flag (M), depicted in Figure 126 below, denotes a change made to a privilege delineation
by a Level 1 Reviewer. Réviewers at subsequent levels of review may click on the (&) to the
right of the privilege item to view the Level 1 Reviewer’s rationale for changing the privilege
delineation. More information regarding how the disputed privilege request was resolved is
available by examining the Comments tab.

Provider Leveld Comments

Fully Competent  Fully Competent
B hlot Requested L0

Mot Requested Mot Reguested
Mot Requested Mot Reguested
Mot Requested Mot Reguested
Mot Requested Mot Suppotted
Mot Reguested Mot Reguested

DoOODODOD MO

Figure 126: Red Flag Icon for Review Levels 2-6

Levels 2, 3, and 4 Reviewers may also enter their own comments against any privilege item, by
clicking on the empty notes icon (1) or filled notes icon (&) for the item. Their comments are
then added to other Reviewer comments already entered for the privilege item. The entry of a
comment disables the Recommend option, and the application must be returned to the
CC/MSSP/CM, rather than being forwarded in the review process.
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After reviewing the privilege application and comments left by the previous levels of review, the
Level 2, 3, or 4 Reviewers submit their recommendation decisions on the application as a whole.
If all Reviewers at a given level render a Recommend decision, the application automatically
advances to the next assigned level of review. If any Reviewer at the assigned level issues a
Recommend with Modification, Do Not Recommend, or Return without Action vote, the
application is returned to the CC/MSSP/CM who holds responsibility for the application. All
Reviewers are given the opportunity to enter comments with their recommendations, which then
become a permanent part of the privileging application.

5.14 Levels 5 or 6 (Committee) Review of an Application

Levels 5 and 6 in the review process are reserved for committee review of privilege applications.
Levels 5 and 6 consist of two layers of review within each level to accommodate reviews by
each of the committee members, followed by a review by the committee chairperson. After an
application is routed for committee review, each committee member assigned to review the
application receives an email notification and a new task, “Task = Application Ready for
Review.” After all committee members have performed their review and submitted their
individual recommendations, the committee chairperson receives his or her email notification
and a new work list item to review the application. The committee chair can view a tally of all
recommendation decisions rendered by the committee members and prior levels of review by
selecting Recommendation Count from the hidden menu of actions on the Comments tab, as
depicted in Figure 127 below.

R "A Worldwide Credentialing, Risk Management, and
7 CCQAS

Adverse Actions System Supporting Me dical Personnel Beadiness"™

Privileging

|Pruuider Application Review - BEMJAMIN PIERCE, 272545424

Providet Summary | Pasition | Privileges Documents || Comments

| Al

7 |Role |User |Ac:ti0n Comment
| " L.eveISReviewer REVIEWIiRSBQ,REVIEWERSBQ Recommend

| iz CemmEm RSS9, REVIEMNERSSS  Recommend
R561, REYIEWWERSE1 Recommend

— Recommendstion Detail
plEEmteee P N

| " eCommendstion Count
» g

T OER. AN Provider Submit | have discussed training requirements with the Department Head and adjust
Figure 127: Recommendation Count Menu Item

The Recommendation Count screen tallies recommendations made at each level of review, as
depicted in Figure 128 below.

Privileging

Recommendation Count

Provicer Name:  BENJAMIN PIERCE Appliation Status:  Submited
SSh: 272846424 Application Submitted: 06 3(2007
Branch: Ay (USA) Active Duty Application Effective;
RenkiGrade: Captain Application Expiration

Reviewer Level | [ ification| Do lot Recommend|

Level 1 Reviewer
Level 2 Reviewer
Level 5 Reviewer
Totals |

o
= o|la|s

0
i
0
ol

Figure 128: Recommendation Count Screen
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Note: The total count may exceed the number of Reviewers who rendered a recommendation
decision on the application. For example, if a Level 1 Reviewer initially selected Recommend
with Modification during the first review, and then Recommend following the Provider’s
revision of the application, both decisions would be reflected in the final count. The committee
chair should carefully review all comments associated with Recommend with Modification or
Do not Recommend decisions prior to rendering a final committee decision to ensure the issues
raised with the application are understood and resolved.

After the committee chair evaluates the individual recommendations of the committee members,
he or she then submits the final committee recommendation.

The review process at Levels 5 and 6 are similar to that described in the previous section for
Levels 2, 3, and 4 in all other respects. Level 5 and 6 Reviewers do not have the capability to
enter a delineation for individual privilege items in the electronic application, but they have full
visibility of all comments entered into the application by the CC/MSSP/CM, the privilege
delineations assigned by the Level 1 Reviewer and his or her comments, and any other comments
entered into the electronic application at Levels 2, 3, and 4. They may also enter their own
comments against a specific privilege item or when rendering a recommendation decision on the
application as a whole. Level 5 or 6 review are complete after the committee chairs submit their
recommendation.

5.15 Review of an Application by the PA

The PA performs the final review of the application. PA review is required for all applications.
The PA provides the final determination of whether the application is approved or disapproved,
and only one PA may be assigned to"approve an electronic application.

After an application is.routed for PA review, the PA assigned to review the application receives
an email notification and a new task, “Task = Application Ready for Review.” After the PA
opens the task, the application is displayed, as depicted in Figure 129 below.

[Promes Apptcation v - 2 T = = =
Frovider Summary Pastien I Priviigad : Decuments Comments

Priviegs Catigory: [Sererl Bugery (4] T [ |
TES

Fuly Compeberd  Fsby gt [Fully Competend =
0yl T e A 1

1T untaeer Catecory 8 proveer;
ébérmitae e ok Craxtartials, Conenfiae autichert for Boecd cerficaion ekabit.
Praviln Lawal ]

s Congetencec eccedires

poppoooooeo

Prgisiat Lavstd Cibtemng Aherfty  Camomits
T P [ i N |

Apgren A wibedtensn || Despeow st wi Actiors ean
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Figure 129: ‘Privileges’ Tab for Privileging Authority Review

PAs can see the same tabs and screens that the previous Reviewers saw during their review of
the application, with the following differences:

e The Privileges tab contains additional data fields with a drop-down pick list of
delineations for the PA’s use in endorsing each privilege item requested by the Provider

e The PA submits final approval/disapproval of the application

PAs are required to assign a delineation for each privilege item requested by a Provider. For
their convenience, however, the delineations are already defaulted to those entered by the Level
1 Reviewer, so keystrokes are generally required only if a PA wishes to override the
recommendations previously made. When a delineation field is blank and flagged (resulting
from a difference in delineation entered by one or more Level 1 Reviewers), PAs are required to
enter the delineation for which the Provider’s application will be approved. As is the case with
the Level 1 Reviewer, if a PA elects to assign a privilege delineation that differs from that which
the Provider requested, the PA is required to enter a comment explaining the reason for the
difference. Discrepancies between the Provider’s and the PA’s privilege delineation are also
noted with a red flag (Fe).

Note: PAs may either select a set of privileges from the Privilege Category pick list or scroll
continuously through the Privileges tab to review all privileges from all categories.

PAs have full visibility of all the Reviewers’ recommendations and comments entered into the
application during the review process..Comments pertaining.to.specific privilege items may be
viewed by clicking the filled note icon (El) next to'the privilege item.

As with previous levels of review, the Comments tab provides access to all comments entered
during the review process. Application-level comments are displayed directly on the Comments
tab in abbreviated form, and may also be viewed in their entirety by selecting View Comment
from the hidden menu. Detailed comments entered for individual privilege items may then be
viewed by selecting Recommendation Detail, and a tally of all recommendation decisions
rendered may be viewed by selecting Recommendation Count from the hidden menu of
actions.

After reviewing the privilege application, recommendations, and comments from previous levels
of review, a PA submits his or her decision by clicking one of the following buttons at the
bottom of the screen:

e Approve should be selected if a PA wants to approve a Provider’s request for privileges
with no changes to the delineations, as indicated on the Privileges tab

e Approve with Modification should be selected if a PA changed a delineation or may
have entered comments pertinent to a specific privilege. If this action is selected, the PA
is required to enter a general, application-level comment

e Disapprove should be selected if a PA wants to disapprove a Provider’s application for
clinical privileges, regardless of any changes that may have been made on the Privileges
tab. If this action is selected, the PA is required to enter comments explaining his or her
reason for not approving the Provider for privileges
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e Return without Action returns the application to the CC/MSSP/CM without any
approval action by the PA. If this action is selected, the PA is required to enter
comments explaining his or her reason for returning the application

e Close closes the application, which the PA may then reopen at a later time to complete
the review

Since a PA is the last level in the review process, regardless of which action he or she selects, the
application is routed back to the CC/MSSP/CM. The only action that may require rerouting of
the application back to the PA is Return without Action. A PA is given an opportunity to enter
comments with his or her submission, and comments are required if Approve with
Modification, Disapprove, or Return without Action is selected. All comments entered by a
PA during the review process become a permanent part of the privileging application. Figure
130 below depicts the PA Decision screen.

Provider Application Review - OTIS REDDING, 100227474

Provider Summary | Positien ” Privileges Documenis Comments

coicrvey | PADecEion |

| © “You must view all Priviege/UIC combinations before an Application can be Approved/Approved willodification or Disapproved.

 Privileges Revi ol
Reviewed ‘UIIZ Name Category
~ CD1CRWPY 27 SPECIAL OPERATIONS MEDICAL GROUP @ Endodontics

Return wi/o Action Close

Approve ‘ Approve w/ Modification ‘ Dizapprove

Figure 130: PA Decision Screen

Note: CC/MSSP/CMs and other Reviewers can view comments entered during the review
process, but Providers cannot view these comments either during or after the application review
process.

After an application has been returned to the assigned CC/MSSP/CM, the PA continues to have
access to the application in read-only format from the Application tab. The PA, however,
cannot make further edits to privilege delineations unless the CC/MSSP/CM routes the
application back to him or her for a second review.

5.16 Completing the Application Approval Process

After a PA submits his or her final decision to approve the application for clinical privileges, the
application is routed back to the owning CC/MSSP/CM. The CC/MSSP/CM receives a new
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work list item, “Task = PA Decision Complete/Action Required.” The CC/MSSP/CM completes
the approval process by routing approval notifications to the Provider, Level 1 Reviewers, and
other individuals involved in the review process that should be notified. The notification process
is initiated by opening the task and selecting Notifications at the bottom of the screen, as
depicted in Figure 131 below.

Note: The automated notification functionality in CCQAS should be used in cases where a
Provider’s application for clinical privileges is approved by a PA. In situations where a PA
disapproves a Provider’s application, communications with the Provider should be handled
outside CCQAS, and Service and MTF protocols should be followed.

Motifications | Re-a=zsign CC/ICHM/MSSP | Terminate | Clo=se

Figure 131: ‘Notifications’ Button

The Notification Routing screen appears, as depicted in Figure 132 below.

Notification Routing - OTIS REDDING, 100887474
r Provider
Notify Provider? & ves o

Acknowledgement Due(days) I?

=l Level 1 Reviewers

Available Users Selected Users

CMg, CMS
REVIEVVERS, REVIEVWERS
=

==

| ik

Level 2 Reviewers

Level 3 Reviewers

Level 4 Reviewers
Level 5 Committee Chair
Level 6 Committee Chair

Submit Cancel

Figure 132: Notification Routing Screen
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Important features of the Notification Routing screen include the following:

e CC/MSSP/CMs are required to select the appropriate radio button for Notify Provider,
but notification at other review levels is not required by CCQAS

o If “Notify Provider = Yes” is selected, CC/MSSP/CMs are required to enter the number
of days in which the Provider acknowledgment is due

e Levels 2-6 may be expanded or collapsed by clicking the [+] or [-] respectively, to the
left of the section header

e For each level, the list of all Reviewers appears in the Available Reviewers box

e One or more Reviewers may be selected at each level, by clicking on desired Reviewer’s
name, and then clicking [>] to move the Reviewer’s name to the Selected Reviewers
box. When users double-click the name, it moves to the Selected Reviewers box

e A Reviewer’s name may be removed from the Selected Reviewers box by clicking the
desired Reviewer’s name, and then clicking [<] to move the Reviewer’s name back to the
Available Reviewers box. When users double-click the name, it moves back to the
Available Reviewers box

e When users click [>>], all Reviewers’ names move from the Available Reviewers box to
the Selected Reviewers box

e When user§ clicki[<<], all Reviewers’ names move from the Selected Reviewers box to
the Available Reviewers box

After CC/MSSP/CMs select the desired recipients-for the approval notification, they click
Submit. A notification email is then distributed to all recipients simultaneously. If a Provider is
required to acknowledge the approved application, he or she receives a new work list item with
“Task = Privileging Notification”, as well as the email notification. Providers should
acknowledge the award of privileges within the specified number of days; otherwise, they
receive a daily email reminder to do so after the specified number of days have passed.
Reviewers are not required to acknowledge the approved application, and will receive only one
email notification. They are not required to take any further action regarding the application. To
close the notification task in their work list, Providers merely have to open the task, and then
select Close from the list of options at the bottom of the application record.

When Providers receive a new work list item with “Task = Privileging Notification”, they may
acknowledge the approved application by first opening the task. At the top of the Provider
Summary tab is a statement regarding the type of appointment and privileges the Provider has
been granted, and instructions on acknowledging the appointment. Figure 133 below depicts the
Summary tab statement.
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Providers may view the list of awarded privileges by clicking the word “here” displayed in the
acknowledge message as green text.

Prirvete Surary et | Pk | e | Comn

Apkrowdenge |
ioblnina

Eamnlnd | Colecan Al | Bl e

Figure 133: Provider ‘Acknowledge’ Button on Summary Page

The view-only Privileged Provider Information Report is then displayed, as depicted in Figure
134 below. The Privileged Provider Information Report may be printed by clicking the Print

button at the bottom of the screen. If Providers click Close, the acknowledgement statement is
displayed again.

My Applications Submit Trouble Ticket

PRIVILEGED PROVIDER INFORMATION REPORT

SERVICE: AirForce
UIiC: CD1CFVPV MTF: 27 SPECIAL OPERATIONS MEDICAL GROUP @

PROVIDER S5 HILTARY-CIVILIAN
REDDING, OTIS HOOKA-TAT4 Wilitary
ORGANIZATION UNIT MILTARY/CIVILIAN ADHITTING TYPE OF PRIVILEGES
27 SPECIAL OPERATIONS MEDICAL GROUP @ Militzry No

PRIVILEGE CATEGORY: Endodontics

¥ersion 1.0

Dental providers requesting privileges in bhis specially must alsg request privileges in General Dentistry.
Scope

PRIVILEGE ITEHM (5) REQUESTED APPROVED

The scope of privileges A endodontics inelides the ability to evaluate, diagnose, €onsult, mapage, and provide therapyand treatment for patients of all ages

presenting with conditions or disorders involving the dental pUlp and periapical tissues of the teeth. Endodontists may 38sess, slabilize, and determine disposition Fully Competent Fully Competent
ofthese patients,

Diagnosis and Managment (D&N):

Procedures :
PRIVILEGE ITEHM (S) REQUESTED APPROVED
Complicated nensurgical root canal therapy for all permanentteeth Fully Competent Fully Competent
Surgical root canal therapy including root-end resection, root- end filling, decompression, root resection, bicuspidization, hemisection, perforation repair, Fully Competent Fully Compstent
trephination, and incision and drainage - P ’ P
Pulpal regeneration (immature permanent tooth with a necrotic pulp} Fully Competent Fully Competent
Osseous grafis (intraoral autografs, allografis and alloplasts Fully Competent Fully Campetent

Figure 134: Privileged Provider Information Report
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When Providers click the Acknowledge button (refer to Figure 133 above), a page with all the
statements regarding duties and responsibilities, and compliance with Service/MTF regulations
and staff by-laws displays, as depicted in Figure 135 below.

Providers must select | accept, or I do not accept. When either option is selected, the
Provider’s work list item is closed.

My Applications Submit Trouble Ticket

Acknowledgment

» Based upen the recommendations of the credentials committe, | hereby award you a Medical Staff Appeintment with privieges at CD1CFVPY, 27 SPECIAL OPERATIONS MEDICAL GROUP @, CANNON AFB effective, 10/05/2012 and expiring
10/04/2014. A3 @ member of the medical staff, you are expected to participate fully in all accompanying respensibiltics, functiens and duties within the medical staff [44 Wedical Staff Bylaws. You are not autherized to exercise any privieges that
were not granted by the Privileging Authority

+ The renewal of priviieges is based upon the demonstration of current ciinical competency. Qualty Impravement/Quality Assessment monitoring and evaluation processes that include data reflecting productivity, peer reviews, medication use, surgical
infection rates, element-specific reviews, and timely record completion will be obtained and used in the performance-based privileging process.

# To help maintain the currency of your credentials file, it is your respensibility to forward infermation to the Credentiale Office concerning CPRIACLS, continuing medical education, changes required in privileges, licenaure status, board certification,
and malpractice actions. The credentials file is available for your review and periodic review of its contents is encouraged

+ Please acknowledge receipt of this notification by completing the endarsement below within 14 days. IFyou do nat concur with the award of privileges and medical staff appointment, you may submit an appeal as outlined in AF1 44-119, Clinical
Performance Improvement.

Lo Accept

" Ido not concur and will submit an appeal as outlined in AFI44-118

Compiste Acknowlesgment | Cancel |

Figure 135: Provider “Acknowledgment” Page

Message from webpage il

Y E fou have successfully acknowledged the notification,
L

Figure 136: Provider Acknowledgement Notification

Reviewers who are included in the notification routing process also receive new work list items
for “Task = Privileging Acknowledgement”. Reviewers are not required to take action on this
task, but the task remains in “Open” status on their work list, until they open the task. After they
view the awarded privileges and click Close, the status of the task changes to “Completed”.

A Provider’s acknowledgment is returned to a CC/MSSP/CM in the form of a new work list item
with “Task = Privileging Acknowledgment Received”. When CC/MSSP/CMs open the work list
item, the Provider acknowledgment is visible at the top of the Provider Summary page, as
depicted in Figure 137 below. CC/MSSP/CMs then click the Complete button, which ends the
automated processing of the privilege application, regardless of whether the Provider chooses to
accept the awarded privileges or not. If the Provider chooses not to accept the PA’s decision and
wants to submit an appeal, the appeal process is handled outside of the system.

| Provider Application Review - OTIS REDDING, 100887474

Provider Summary | Pozition | Privileges | Documentz | Comments |E:<'.:ar: ;.II| Collapse ;.II| Print Summary

Provider Acknowledgment: Accept

Complete |

Figure 137: ‘Complete’ Button
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After CC/MSSP/CMs click the Complete button, the application review process is closed. The
assigned CC/MSSP/CM, PA, Reviewers, and Provider may access a read-only version of the
approved application from the Applications tab at any time, where the Application Status is
now Closed, as depicted in Figure 138 below.

Credentialing Privileging Risk Management Adverse Actions Reporis

[WorkList for CD1CFVPYV, 27 SPECIAL OPERATIONS MEDICAL GROUP @
Work List | My gplications | Pending Applications | Submited Applications |
Provider Last Hame: | Show applications that were submitted between [101172011 | [l ang [100s201z | [Ble]  Fiter

? ‘Urgent |Proﬂ15r ‘App\lcatlon Type ‘App\lcahon Status |Pro.-|:1&r Phone App Submitted Priv Effective Priv Expiration
ez ALLEN, PAUL 1st E-App Closed 123458 10/01/2012 10/01/2012 0%/30/2014
» [Ho JOBS, STEVE 1stE-App Closed 091TIZ012 091TIZ012
£5 KENT, TRACY 1=t E-App In Review
+ |No PETERS, ROBERT 1=t E-App Submitted
+ |No REDDING, OTIS 1zt E-App Closed 10/05/2012 10/04/2014
» [Mo SMITH, MARK 1stE-App Closed 09nMez012 09172014
v | No TAYLOR, JAMES 1st E-20p In Reviews

Figure 138: ‘My Applications’ Tab with a Closed Application

5.17 The Updated Provider Credentials Record

Following the completion of the PSV process, the credentials information entered into the
electronic application is used to populate or update a Provider’s permanent credentials record in
CCQAS. If the Provider is newly accessed into military service or employment, the application
is used to populate @ new credentials'record. For aProvider who'has an‘active credentials record
in CCQAS at the time the PSV was completed, any new credentials information in the
application is used to update the credentials record residing InnCCQAS. At that point, the
updated credentials record is available to.any credentials staff member who has appropriate
permissions to access'the Credentialing module for his'or her unit. The Provider’s credentials
record of CCQAS is explained in detail in Section 6.

The PA’s approval of the application results in the update of the Privileges section of the
Provider’s credentials record, as depicted in Figure 139 below. Following this update, the
awarded privileges and the assignment information from the Position tab of the approved
application then appears in the Privileges section. The Privileges section of a Provider’s
credentials record contains a summary record line for each privilege application that was
approved.

Credentialing Privileging Rigk Management Adverse Actions

Provider Close Provider Record ‘ “ ‘ H

Hame: OTIS REDDING Branch: F11 Rank: Brig Gen Corps: OC AOC/Desig/AFSC: 4TEL
85M: 100-88-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CI1%

Privileges

& anvice © current UIC Help?

? ‘U\C ‘Statua ‘App Type Provider Category |Corpa |I.Nitary,'[:i-aihan Type of Appointment Type of Privileges App Date Effective Date Expiration Date
» | co1cFvpy Active  1stE-App Dentist oc ML 08/26/2012 10/05i2012 10/04/2014
~ Open

> 0 - = = =

View Privieges

Figure 139: Privileges Section in the Credentials Record
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Note: Only completed privilege applications approved for this UIC appear in the Privileges
section of a Provider’s credentials record. Past and present privileges awarded at other UICs
may be viewed under the Documents section of the credentials record, by selecting the
PAR/Snapshots radio button. Section 6 provides a detailed description of the Provider
credentials record.

To view the approved privileges, select View Privileges from the hidden menu of actions for the
privilege application. This returns the Privileged Provider Information Report, as depicted in
Figure 140 below.

Note: Prior to processing a Provider’s first E-application, the Privileges section of the
Provider’s credentials record is empty. The Privileges section of the credentials record can only
be populated by processing electronic privilege applications through the CCQAS workflow.

*dkkd POTD *ees
Hama: REDOING, OTIS, Appointmant - Priv. Graoted Data: OF Dot 12

MiLfCiv: Military Corps: DC Privilegas: Priv. Expiration Date: 04 Oct 14

PRIVILEGED PROVIDER INFORMATION REPORT

SERVICE: Alr Force
UIC: CDLCFVEV MTF: 27 SPECIAL OPERATIONS MEDICAL GROUF @

PROVIDER SER MILTARY/CIVILIAN
REODIEC ETIE | TXY-TI-TAT4 | Wil :ary
ORCANIZATIONpENIT MILTARY/CINIlelhlykimI TTINC TYPE OF
PRIVILEGES

17PSFECTAL DFERNTICHSEMEDICARSEROUF & | L BRaE | Ho

FREIVILNECEUCATECORY: Eododomtilca
VYersiom 1.0

Dental providers reguesting privileges| in this specialty must also regueast
privilages in Gameral Dastistry.

Bcopa

FPRIVILECE ITEM (B} REQURETRD APPROVED

and traatmant for =ti

: - Fully Compatant|Fully Compatant
itions or disorders ¥ Compata ¥ Compata

pariapical tissues of the te
stabiliza, =nd determioe dAisg

Diagnosis amd Mamagmaemt [DaM):
Frocedurams:

FRIVILECGE ITEM (B} REQURETED AFFROVED
Complicatad nomsurgical Todt canal therapy IoT all PRITENERt |y Compatant|Fully Compatant
taath N !
Surgical root canal therapy including root-end resecklon,

root- and filling, decompression, root resection, e e b e | B T
bicuspldiz , perforation repair, Fully Compatant)|Fully Dompataat
traphinati o and draimage

Fulpal regeneration |immature permanent tooth with a

Fu O ata Fu Commata
nacrotiz pulpl Fully Compatant|Fully Compatant

Ossacus grafts [intraoral autografts, allografts and
alloplasts)

Fully Compatant|Fully Compatant

Othar {Facllity- or provider-spacific privilages aslyl:

Figure 140: Privileged Provider Information Report
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Based on the privilege approval date, CCQAS automatically calculates the privilege expiration
date for one year for initial appointments, or two years for regular appointments.
CC/MSSP/CMs may view and edit these expiration dates in the Privileges section of a
Provider’s credentials record by selecting Edit from the hidden menu of actions for the
application. The Provider Position page opens, as depicted in Figure 141 below.

Click Generate Reprinted PDF Snapshot to view the read-only list of approved privileges.
Click Close to return to the Privileges section.

Provider Privileges

Provider =Za:e;:'-,:lﬁ
Duty Section:
Duty Phone:|
Date Reported to Current Assignment:,
Rotation/Permanent Change of Station Date:|
Effective Dals:|10/05/2012
=

piration:|10/04/2014 =
piration:|10/04/2014 =l

Save | Close | Generate Reprinted PDF Snapzhot I

Figure 141: Provider Position Screen

In prior versions of CCQAS, the Privilege Expiration Date and Staff Appointment Date were
updated in the Assignments section of the credentials record. These fields are now read-only in
the Assignments section and reflect those dates entered on the Privileges tab. The CSS Review
Date remains active in the Assignments section since CSS members are not eligible for
privileging. The expiration dates entered on the Position screen also dictates when the renewal
notices are generated, according to the time period entered on the Command Parameters screen
(refer to Section 10).

Note: The Privileges section of a Provider’s credentials record is only active or visible for
Providers who are eligible for privileging. There is no Privileges tab in credentials for clinical
support staff or non-privileged Providers.

The final menu option available for applications in the Privileges section is Request Civilian
Application. This menu item is intended to allow CC/MSSP/CMs to generate an electronic
privilege application for a military Provider and (typically) a reservist or guardsman who also
works in the same unit or facility as a contract Provider.

5.18 Managing Privileging Workload: The PAC Supervisor Role

In larger facilities where multiple credentials staff members manage the credentialing and
privileging workload for one or more UICs, the “PAC Supervisor” role may be assigned to a
CC/MSSP/CM who has oversight responsibility of the credentials staff. The individual assigned
the “PAC Supervisor” role has visibility of all the applications submitted to the unit, regardless
of processing status, and may reassign responsibility of active applications across staff working
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within the UIC. Applications, however, cannot be reviewed, PSV’ed, or routed from the “PAC
Supervisor” view. Users must resume their CC/MSSP/CM role to perform these activities.

Note: CCQAS also has a “CVO Supervisor” role that functions in a similar manner. The “CVO
Supervisor” has visibility of all the applications submitted to the CVO and may reassign
responsibility of active applications across staff working within the CVO.

The “PAC Supervisor” role is listed on the Privileging tab in the Permissions section of the user
account, as depicted in Figure 142 below. In most cases, Service-level CCQAS Administrators
assign the “PAC Supervisor” role to the appropriate facility personnel.

Update User - CM9, CM9

Demngraphm“ MTF ” Roles/Permissions |
Credentials | Privileging ‘ Rizk Management Adverse Actions System Admin
Privileging Module 0 No 1 ves
PAC C o @ Yes
PAC Supervisor 0 No 1 ves
cvo C o @ Yes
CVO Supervisor & Ho O ve
Reviewer Ko # ve:
Privileging Authority oo * ve:
PAR Evalustor ] & ve
LARReviewery A By making this user a PAC Supervisor, this user will inherit all the permissions of the PAC role. & v
CLP Administrator U @ ves
State License Waiver Endorser & ve

Hote: Permizsions are cumulative.

INSERT includes UPDATE and READ Save I Close I

DELETE includes INSERT, UPDATE, and READ

Figure 142: PAC Supervisor Role on the ‘Permissions’ Tab

CCQAS requires individuals who are assigned the “PAC Supervisor” role to also have the
“PAC” role. If an individual is assigned the “PAC Supervisor” role and does not already have
“PAC” role permission, CCQAS automatically assigns that user the “PAC” role.

Users who have “PAC Supervisor” permissions can see an additional tab labeled Submitted
Applications when they access the Privileging module, as depicted in Figure 143 below.

Credentialing Privileging Risk Management Adverse Actions

WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List | My Applications | Pending Applications " Submitted Applications
Provider Last Name: Status Assigned CC/ICMMSSP: Show all applications that were submitted between | 10112011 vI and |10/05/2012 vI Fitter |
? |Prc.-ider Lpplication Status |,;pp Submitted Took Ownership ‘PA Decigion ‘PA Decigion Date |¢ of
b+ | KENT, TRACY n Review 08/18/2012 10/08/2012
» | PETERS, ROBERT Bubmitted 08272012
v [ TAYLOR, JAMES n Review 10/05/2012 1040542012

Notification Sent
P& Decision
Submitted
Terminated

Figure 143: Submitted Applications Screen
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The following are important features of the Submitted Applications screen:

e Users may search for a particular application by entering Provider Last Name in free
text, and then selecting a value from the Status or Assigned CC/CM/MSSP pick lists

e If no Provider Last Name is specified, CCQAS displays all Providers whose
applications are in the selected Status or Assigned CC/CM/MSSP

e If no Provider Last Name or Status is specified, CCQAS displays all Providers whose
applications are assigned to the selected Assigned CC/CM/MSSP

e If no Provider Last Name or Assigned CC/CM/MSSP is specified, CCQAS displays all
Providers whose applications are assigned to the selected Status

e The date range defaults to display applications for the past 12 months; the date range for
displaying work list items may be changed by entering the desired Start and End dates,
and then clicking the Filter button.

To reassign an application from one CC/MSSP/CM to another, click Application Reassignment
at the bottom of the page. The Application Reassignment screen appears, as depicted in Figure
144 below.

Credentialing Privieging Risk Management Adverse Actions Reports

ViorkList for CD1CFWVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List | Tty | Pending A | Applications |
— - & Hod
;| Opel ks 2 o Al h : etweer 1041172001 = 10/05/2003 I=| Fitier lodul
status: [ Open Ta =] roler| x| Tasks start date between [101172 and J10/052012 | oo
? |Urgenl|Due Eate‘_asl\ |Rcls |Frum (Rele! |Prc'.-ider App Type |Cofps Task Start Date |_asL Col
e ApplicatiofREturnediAction Requifgdl | CC/EMIMSSP | REVIEWERS, REVIEVERS(EEWEl T REVIiEWEr) KENTLTRACY (Military) 1stE-App | Medical Corps 10/05:2012

a o S—aplete BSAE PSWE CM9, CHBREPSY| TAYLOR, JAMES (Military) | 1=t E-App | M&dical Service Corps | 10/05/2012
- Open
W; PAR CC/EMIMSSP | N/A JOBE, STEVE (Military) 1st E-App | Medical Corps 08A72012

Figure 144: Application Reassignment Screen

Users are given the choice of Available CC/CM/MSSP Users, as depicted in Figure 145 below.
Click Submit.

Re-assign Task

*Pleaze note that thiz will not reazsign the application to the selected CC/CMIMSSP enly thiz specific task. If you want to
reassign the application, you must use the button "Application Reassignment’ located on the bottem of your worklist listing.

Current PSVW: CMS CNS

[

Available PSV(z)

{CMS CME

J
| Subrnit | Cancel I

Figure 145: Re-Assignh CC/CM/MSSP Screen
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A message displays in a pop-up window, as depicted in Figure 146 below. Users must confirm
or deny their intent to take responsibility of the record by clicking either OK or Cancel.

After one of these two options is selected, the screen refreshes. Users click Close to return to the
Submitted Applications screen.

Message from webhpage 5[
9

..J Are you sure wou wank ko re-assign this application to the selected Py?

S
| Ik I Zancel |

Figure 146: Reassign Confirmation Screen

6 Managing Provider Credentials Records

While a Provider’s privilege application is only “active” during the submission, review, and
approval process, his or her credentials record is active at all times while the Provider is assigned
to a facility or unit. The credentials record functions as the permanent repository for the
Provider’s credentials, assignment history, and past and present privileges held. Section 5 of this
manual describes how a Provider’s credentials record may be created or updated through the
processing of his or her application for clinical privileges. This section addresses the creation
and management of a Provider’s credentials record by the custodial facility’s credentials staff
using the CCQAS Credentials module.

6.1 Creation of a New Record by the Credentials Staff

Credentials records are created and populated using data submitted by Providers on their online
application. This is the preferred method for creating new credentials records for Providers who
do not already have one. Occasionally, it may be necessary for CC/MSSP/CMs to create and
populate credentials record themselves, as was done under previous versions of CCQAS.

The process of adding a new credentials Provider record by CC/MSSP/CMs is initiated from the
Credentials Provider Search screen. CC/MSSP/CMs may access this screen by selecting
Credentialing from the main menu bar, and then selecting Provider Search from the menu, ad
depicted in Figure 147 below.

Last Logon Attempt: 100182012

i "A Worldwide Credentialing, Risk Management, and
ccms Adverse Actions System Supporting Medical Personnel Readiness"

EEx% F o U o Ekk%

Credentialing Privileging Risk Management Adverse Actions

g
BERkicte ot PV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Transaction Table

Batch Update | WMy Applications | Pending Applicationz | Submitted Applicatinns|
Satch Processing =1 Rote: [0 =] Taske start date between [10252011] [EE] ana [107192012] [ERS] | Fier |

Figure 147: Provider Search Menu Item
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The resulting screen contains three tabs, the first two of which enables users to search for
existing credentials records (refer to Section 6.2). The third tab, Add Credentials Provider,
allows users to create a new credentials record. CC/MSSP/CMs may also create a new
credentials record by clicking Add Provider at the bottom of the screen.

The Add Provider screen appears, as depicted in Figure 148 below. CC/MSSP/CMs are
required to populate all data fields on this screen (except Middle Initial and Suffix) to create a
new credentials record.

Add Provider

¥ 1.5, Issued Person Identifier =I:J'|t';.'| United States - US ;l
Person Identifier. Verify Person Identifier:
Last Name First Hame: Niddle Inrtiall Suﬁ'ml
Date h E Gender:  jale ' Female © Unknown

= |

tus: € Wiltary Provider € Civillan Provider

Add Cancel I

Figure 148: Add Provider Screen

Important features of the Add Provider screen include the following:

e U.S. Issued SSN is automatically checked; if users uncheck this box, CCQAS
automatically assigns a pseudo-SSN to the credentials record

e The Country refers to the Provider’s country of origin

e Users are required to enter the Previder SSN twice to ensure the carrect number is
entered

e The value selected for Provider Type should be selected to best describe the position or
assignment held by the Provider at this unit or facility

e The Status should reflect the individual’s position or assignment at this unit or facility

After all required information is entered into the Add Provider screen, users click Add to create
the new record. CCQAS first checks its database to ensure that no record exists for this
Provider. If a record does not exist, a new credentials record is returned for the Provider. This
new record is unpopulated, with the exception of the demographic information entered to create
the record.

If a record already exists with the same unique combination of First Name Last Name, and
Date of Birth, CCQAS alerts users by displaying a “Similar Person Found” message. If this
message displays, users must not proceed with the creation of a new credentials record until they
have confirmed that a new Provider record is needed and the data used to create the record is
correct.

If a record already exists in CCQAS with the entered SSN, a “Matching SSN” message displays
with information regarding the UIC to which the Provider with the matching SSN is currently
assigned. If this message displays, users must not proceed with creating a new credentials
record. Instead, contact the credentials personnel where the Provider is assigned to discuss the
appropriate course of action.
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Note: Users should consult with their Service CCQAS Administrator for guidance regarding the
management of dual status Providers in CCQAS 2.10.0.0. Dual status Providers are Providers
who work in both a military status as a reservist or guardsmen, and a civilian status as a contract
Provider in a military facility.

6.2 Searching for a Provider’s Credentials Record

The ability to query the CCQAS database to locate credentials records for one or multiple
Providers using user-specified search criteria is a core feature of the CCQAS application.
CCQAS offers the following mechanisms for locating a Provider’s credentials record:

e Credentials Provider Search (basic search)
e Advanced Search
e Provider Locator

Each of these search functions is described in detail in this section. Users must understand that
database searches utilize the data that is entered into each Provider’s record. If credentials
records are incomplete or populated with inaccurate data, a user’s ability to locate the desired
record(s) may be diminished.

6.2.1 Searching for Records within the Facility/Unit

Permissions in CCQAS are structured to limit users’ access to only those credentials records that
they are responsible for tracking. Most facility-based users only have access to Provider
credentials records associated with a single facility or unit.” Reserve and Guard personnel may
have access to credentials records associated with-multiple units. The Basic and Advanced
Search functions only query the subset of the CCQAS database that users have permission to
access.

6.2.1.1 Using the Basic Search Function

The Credentials Provider Search screen allows users to query the database to retrieve a
specific record and/or group of records, as depicted in Figure 149 below.

E3 "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/19/2012 14:13:43 -05:00 & | Submit Ticket | Security Briefing | Logoff |
5 CCQAS Adverse Actions System Supporting Medical Personnel Readiness” H00074
xxx EOQ HH
Credentiaiing Priviieging Risk Management
Frovider Search | Advanced Credentials Search | Add Credentials Provider Help?
Last Name: SSh
Alias Last Name: NPt
Branch: - Civilan Role: ¥
Primary UIC Assi c Other UIC
Department: R Work Center. File Manager.
Provider Type: | =
SortBy: [LastName |~
A Status Search Type
™ active @ Al (Primary UIC or Assignment UIC)
¥ current T Primary UIC
[ Pending ' Assignment UIC
C icT8
€ Provider Locator
Record Count: Scarch || ClearScreen || Add Provider | Record Limit| 100

Figure 149: Credentials Provider Search Screen
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The key features of searches conducted on the Credentials Provider Search screen include the
following:

e Users may populate any of the data fields shown on the Credentials Provider Search
screen as criteria for their search

e Users may enter one or many characters in free text data fields as search criteria. For
example, users may enter Last Name = pierce to search for all Providers with this last
name, or they may enter Last Name = pie to search for all Providers whose last name
begins with the letters ‘pie’

e Search criteria entered into free text data fields are not case sensitive

o |f data fields that are populated from pick lists are used for querying CCQAS, users must
select one of the pick list values; free text or partial values are not accepted

e Users may sort the list of retrieved records using any of the data fields available on the
Credentials Provider Search screen using the Sort by pick list

e Users may query records of different Record Status and Record Type

e Users may specify the number of records returned when querying the database by
adjusting the Record Limit

e Only Providers assigned to the UIC listed in the upper right-hand corner of the
Credentials Provider Seéarch'screen are included inthe'query

e |f asearch Is conducted for a specific Provider, and that Provider is assigned to a UIC
other than the UIC being searched, CCQAS-will not find the record. In this instance,
users should use theé Provider Locator function to gain access to that Provider’s
credentialing information

The process for conducting a basic search of the CCQAS database consists of the following
steps:

e Selecting the criteria for the search
e Selecting the Record Status

e Selecting the Record Type

e Setting the Record Limit

e Clicking Search to produce search results

Step 1: Selecting Search Criteria

The data fields available for use as search criteria are shown in the top half of the Credentials
Provider Search screen, as depicted in Figure 149 above. These data fields are associated
primarily with Provider demographic and assignment information. If users wish to conduct a
search based on other types of Provider information such as specialties or licensure data, they
need to conduct their query using the Advanced Search tab (refer to Section 6.2.2). The data
fields available on this screen consist of a combination of free text fields (Last Name, First
Name, SSN, etc.) and pick lists (Branch, Corps, Civilian Role, etc.). Search criteria entered in
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the free text fields are compared to records in the database, and those records that are populated
with the value for the selected data field that match or begin with the same characters are
retrieved. For example, if users enter “Work Center = ped”, CCQAS retrieves all records where
the Work Center is populated with a value beginning with the letters ‘ped’, such as pediatrics,
pediatric clinic, pediatric oncology, etc. Search criteria entered in the pick list fields is
compared to the database, and records are only returned if there is an exact match. For example,
if Civilian Role = Physician is selected, only credential records for civilian physicians are
retrieved.

Users can specify search criteria in multiple fields to further refine their search. For example, if
users select Civilian Role = Physician and Provider Type = Contractor, CCQAS only retrieves
those records that match both criteria (e.g., civilian physicians who are contractors, rather than
government employees). Using multiple search criteria allows users to better focus their queries
and has the added advantage of potentially improving overall system performance and response
time, since CCQAS is required to retrieve a smaller volume of records. Care must be taken,
however, when selecting multiple query criteria to ensure that the criteria may logically be used
together.

Step 2: Selecting the Record Status

Record Status options allow users to search for Provider records based on the Provider’s status at
their facility/unit. [Fhe-default value-is-Record Status = Current;which-indicates that only
records for Providers who are currently performing duty at the facility/unit are included in the
query (e.g., only Providers whose assignment records at that facility/unit have no end date). The
Record Status = Inactive indicates records associated with Providers whao performed duty at the
facility/unit in the past; but their assignment at that facility/unit has ended. Record Status =
Pending indicates records for Providers who are projected to begin performing duty at the
facility/unit at some future date (e.g., a scheduled incoming ICTB or Permanent Change of
Station [PSC] that has not yet commenced). The Record Status = All results in all records,
regardless of status, being included in the system query.

Step 3: Selecting the Record Type

Record Type options allow users to search for records based on the nature of the Provider’s
assignment at their facility/unit. The default value of Record Type = All includes all Provider
records in the query, regardless of whether the Provider is permanently assigned to the
facility/unit or just working there as a result of an ICTB. Users may elect to limit the search to
Record Type = Credentialing if only permanently assigned Providers are queried. If users elect
to limit the search to Record Type = ICTB, both incoming ICTBs (i.e., coming into the facility
from another location) and outgoing ICTBs (i.e., sent out to another facility) are included in the

query.
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Step 4: Setting the Record Limit

The Record Limit located in the lower right-hand corner allows users to specify a maximum
number of records to be returned from a search of the CCQAS database. This feature was built
into CCQAS to ensure that system performance is not degraded by returning inordinately large
numbers of records. The default value is Record Limit = 100. Users should attempt to set the
Record Limit to a value slightly higher than the anticipated number of records that will be
returned from a typical database query. The Record Count listed in the lower left hand-hand
corner of the Search Results tab indicates the actual number of records returned in the search, as
depicted in Figure 150 below. If the Record Count < Record Limit, users may be assured that
all records meeting the query criteria were returned on the Search Results screen. If the Record
Count = Record Limit, the query should be repeated using a higher Record Limit.

Step 5: The Search Results

After users enter all search criteria on the Credentials Provider Search screen, they select the
Search radio button in the Action section of the screen (i.e., the default value), and then click
Search at the bottom of the screen to execute the query. The results of the query are returned on
a newly-created Search Results tab.
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Record Count: 10 search | ClearScreen | Add Provider | Record Limit:] 100

Figure 150: Search Result screen

Each Provider record that meets the query criteria is listed as a row on the Search Results tab.
From this screen, users may open a selected credentials record by double-clicking anywhere on
the record line, or single-clicking the small arrow to the left of the selected record, to open a
menu of Provider actions, and then selecting Open. The other menu options are discussed in
other sections of this manual.

In addition to the Search button, two other buttons are available at the bottom of the Credentials
Provider Search screen, Clear Screen and Add Provider. Following the execution of the
query, users click Clear Screen to refresh the search screen, remove any previously entered
criteria, and reset all fields to their default values. Users click Add Provider to initiate the
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process of adding a new Provider credentials record to the CCQAS database (refer to Section
6.1).

6.2.2 Using the Advanced Search Function

Users may use the Advanced Search screen to query the CCQAS database using criteria that are
not available on the Credentials Provider Search screen. This functionality allows users to
query the database using any combination of data fields in the electronic credentials file. Users
may access the Advanced Search screen by clicking the Advanced Credentials Search tab
from the Credentials Provider Search screen, as depicted in Figure 151 below.

k{ "A Worldwide Credentialing, Risk Management, and Last Logon Aftempt: 10/19/2012 14:13:43 05:00 # | Submi Ticket| Security Briefing| Logof,
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” NOD074

ik EQUQ *#*

Provider Search || Advanced Credentia
T s independent of any previo

Search Results Add Credentials Provider Help?

s search criteria entered on the Provider Search tab.

™ ecruc

™ speciatty

T affiiation
| o YO 57
4 >

Record Count: 10 search | /Cleanserseneliy 488 provicer | Record Limit:| 100

Figure 151:" Advanced Search Screen

The Advanced Search screen functions in a manner very similar to the CCQAS ad-hoc
reporting tool. Like the ad-hoc tool, mastery of the Advanced Search functionality requires a
good working knowledge of CCQAS data, an understanding of the limitations of the tool, and
practice. Users are encouraged to review the discussion and sample problems in Section 14 prior
to using the Advanced Search functionality to perform system queries.

The process for conducting an advanced search of the CCQAS database consists of the same
steps required to perform a basic search:

e Selecting the criteria for the search

e Selecting the Record Status

e Selecting the Record Type

e Setting the Record Limit

e Clicking Search to produce search results
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Step 1. Selecting Search Criteria

The selection of criteria for an advanced search is a two-step process. First, users select the
categories of data that will be used as criteria for their query in the Select Criteria section on the
left-hand side of the Advanced Search screen. The categories listed are similar, but not
identical, to the tabs and sections in the electronic credentials record. The selection of data
categories on this screen determines which data fields will be made available for use as query
criteria. The following mapping between categories of data in the electronic credentials record
and the categories list on this screen may aid users in identifying the categories to select on this
screen. Table 2 below lists the mapping of data from the credentials file to the Advanced

Search function.

Table 2: Mapping of Data from the Credentials File to the Advanced Search Function

Credentials File

Credentials File Tab

Example Data Fields

Advanced Search

Section

or Subsection

Category

Profile all Name Provider Search
Civ/Mil all Branch, Rank, Corps, Role Provider Search
Identification all SSN Provider Search
Contact Information |all Home Address, Phone, Email |Address, Phone,
Email
Lic/Cert/Reg State Licensure/Cert/Reg |Number, State, Field License/Cert/Reg
National Cert/Reg Number, Field, Agency License/Cert/Reg
DEA/CDS all Number, Expiration Date DEA/CDS

Education/Training

Primary Education

Degree, Institution

Education/Training

Prof EA/ECFMG

ECFMG

Education/Training

Other Education

Type, Field of Study

Education/Training

Specialty all Specialty, Board Certification |Specialties
Affiliation Malpractice Insurance Insurance Contractor, Address | Affiliations
Clinical Affiliations Facility Name, Approval Date |Affiliations
Academic Appointments |Facility Name Affiliations
Organization Facility Name Affiliations

Memberships

Continuing Education |all Type, Course, Credits Continuing Education
Contingency Training |all BLS, ACLS, CBRNE, C4 Contingency Training
References all Reference Type, current References
Readiness all Mob UIC/UTC, MRT Date Readiness

NPDB/HIPDB/FSMB

NPDB/HIPDB/FSMB

Last Query Date

NPDB/HIPDB/FSMB

Reserve Training

all

Reserve UIC, Annual Training
Location Name

Reserve Training

Assignments

Assignment

Assigned UIC

Assignment
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Credentials File | Credentials File Tab Example Data Fields Advanced Search

Section or Subsection Category

Remarks all Type, Remarks Text Remarks

When users select a category of data, a window opens, allowing them to select the desired data
field, operator, and value for their query. A listing and description of available operators is
provided in Table 3 below.

Table 3: Operators for Advanced Search Function

Operator Data Types Description
Equal to All To query all records with a specified value
Not Equal to |All To query all records other than those with a specified value
Less Than |Numeric, To query all records with a value less than a specified number or earlier
Dates than a specified date
Less Than or |Numeric, To query all records with a value less than or equal to a specified number
Equal to Dates or earlier than or equal to a specified date
Greater Numeric, To query all records with a value greater than a specified number or later
Than Dates than a specified date
Greater Numeric, To query all records with'a value greater than or equal to a specified
Than or Dates number or later than or equal to a specified date
Equal to
Between Numeric, To query all records with a value between (or equal to) a specified range of
Dates numbers or dates.
Is Null All To query all records that contain no data in the data field, e.g., the field is
empty
Is Not Null ~ [All To query all records that contain data for the data field, e.g., the field is not
empty

Begins with |Alphanumeric |To query all records in which the value for the data field begins with a
specified letter or number

Ends with Alphanumeric |To query all records in which the value for the data field ends with a
specified letter or number

Contains Alphanumeric |To query all records in which the value for the data field includes a specific
sequence of one or more letters or numbers

Like Alphanumeric |To query all records in which the value for the data field includes a specific

(wildcare = sequence of one or more letters or numbers and any additional characters

%) where the % is placed

Not Like Alphanumeric |To query all records except those in which the value for the data field

(wildcard = includes a specific sequence of one or more letters or number and any

%) additional characters where the % is placed
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If users wish to use more than one data field to query the CCQAS database, they may add other
query criteria from a different category by checking the second category. User may add another
query criterion from the same category by clicking Add Criteria. In order to combine query
criteria from the same category, users must specify how the two criteria are related. If users
select AND, only those Providers who meet both criteria will be selected for inclusion on the
report. If users select OR, those Providers who meet one or the other of the criteria will be
included on the report.

Note: Users must specify AND or OR when combining query criteria from the same category.
If users apply query criteria from different categories, CCQAS automatically applies AND logic
for the query.

The following example illustrates the advanced search functionality:

Example: Robert, an experienced CCQAS user, wishes to query CCQAS for all dentists and
oral surgeons in his facility who hold a state license that is due to expire in the next 30 days.
Robert needs to query CCQAS for Providers who hold specialties of “Dentist” or “Oral &
Maxillofacial Surgery” and whose state license expires within a defined date range. For the
purposes of this example, assume that the current date is January 1, 2008.

Robert needs to use multiple query criteria to generate this query. He wants to identify Providers
with a state license due to expire within a specified date range. After he enters the criteria,
Robert selects the AND operator to add more criteria from a different section. He then selects
Specialty, and then-selects the HIPAARProvider Taxonomy Code-(HRTEC) Speeialties of interest.
He selects OR to query Providers who have specialties of “Dentist” OR “Oral & Maxillofacial
Surgery”. Since the license expiration.information is on the State L icense tab, AND is
automatically applied, as depicted in Figure 152 below.

g "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/19/2012 14:13:43 -05:00 # | Submit Ticket | Securtty Briefing | Logof'
§ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” 00074
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¥ state License/Certification/Registration
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[HPTC Speciaty =] | [Equaite | [oentist
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Figure 152: Example Query using Advanced Search Functionality

Written as a parenthetical expression, Robert’s query would display as follows:
State License expires 30 days after January 1 AND (Dentist OR Oral Surgeon)
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Note: Robert could also run two separate queries to access the desired records. He could run
one query to retrieve all dentists whose licenses are expiring, and then a query all oral surgeons
whose licenses are expiring.

Step 2 & 3. Selecting the Record Status and Record Type

Users select the desired Record Status and Record Type option for the “Advanced Search”
query on the Credentials Provider Search screen.

Note: Any criteria that users enter on the Credentials Provider Search screen before they click
the Advanced Search tab is automatically applied to the “Advanced Search” query using AND
logic.

Step 4. Setting the Record Limit

Users may set the Record Limit for the query on either the Credentials Provider Search screen
or the Advanced Search screen.

Step 5: The Search Results

After users enter all desired search criteria on the Credentials Provider Search screen and
Advanced Search screen, they click Search, at the bottom of the screen, to execute the query.
Each Provider record thatimeets the query. criteria’is listed as a row on the Search Results
screen. From this screen, users may then access/each of the credentials files individually.
Following the execution of an advaneed query, users should elicke:Clear Screen to refresh the
search screen, remove any previously entered criteria, and reset all fields to their default values.

6.2.3 Locating Provider Records at Other Facilities or Units

CCQAS does not permit CC/MSSP/CMs to access a Provider’s credentials file unless that
Provider is currently assigned or performing ICTB duty at their location. CCQAS does,
however, permit CC/MSSP/CMs to perform a search across all CCQAS locations to identify if a
Provider’s credentials record exists, and, if so, where it is located. The Provider Locator
function allows users to search the entire CCQAS database for one or more Provider’s
credentials records using the basic search criteria available on the Credentials Provider Search
screen.

6.2.3.1 Using the Provider Locator Function

Searches for Provider credentials records may also be conducted using the Provider Locator
function. The Provider Locator function does not allow users to access the credentials record
for a given Provider, but it does provide contact information for the CCQAS POC who currently
has custody of the credentials record. To use the Provider Locator function, CCQAS users
enter the appropriate search criteria on the Credentials Provider Search screen, select the
Provider Locator radio button in the Action section, and then click Search. Figure 153 below
depicts the Provider Locator function.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 118



Version 2.0 November 1, 2012

r “A Worldwide Credentialing, Risk Management, and
? ffms, Adverse Actions System Supporting Medical Personnel Readiness”
xxxx EO)|JO ****
Credentialing Privileging Rizk Management Reports
Provider Search |A|:Ivancad Credentialz Search | Search Rezultz Add Credentiale Provider |
Last Hame: I Firzt Mame: I
Aliaz Last Name: I Alias First Name: I
Branch:l LI Corpa:l LI
Primary UIC: I Azzignment UIC: I
Department: I Work Center: I
Provider Type: | j
Sort By: I Last Nams vl
Asszignment Statuz Search Type
™ inactive Al (Primary UIC or Assignment UIC)
¥ Current e Primary UIC
r Pending & Azzignment UIC
 icTB
Ly & Provider Locator
Record Count: 10 Search I Clear Screen Add Provider

Figure 153: Provider Locator Function

The Provider Locator.sereen appears, listing all Provider records in CCQAS that meet the
search criteria. Multiple credentialing and ICTB records are displayed if they exist for the
Provider.

Note: Users may obtain the POC information provided to them on the Provider Locator
function from the MTF Contacts screen in CCQAS. It is important that users update their own
contact information on the MTF Contacts screen, so that other CCQAS users are able to contact
them as needed.

The Provider Locator function also allows gaining facilities to request an ICTB or PCS transfer
from the location where a Provider is currently assigned. This is explained in detail in Sections 8
and 9.

6.2.3.2 Updating the MTF Contacts Screen

Users may update the MTF Contacts information for a unit by clicking the System main menu,
and then selecting the MTF Contacts, as depicted in Figure 154 below.

Note: If MTF Contacts is not an available menu item, users have not been granted the
permissions necessary to edit MTF Contact information, and should contact their CCQAS
Administrator for further assistance.
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Figure 154: MTF Contacts Menu Item

A list of MTF contact records displays according to the Service affiliation of the UIC for which
the user is responsible, as depicted in Figure 155 below. Users are only permitted to change
contact information for the UICs to which they have access; the contact information for all other
UICs is read-only. Users may edit the contact information by double-clicking the contact record
for the appropriate UIC. Contact information should be complete and accurate so that other

CCQAS users may-easily. contact.you-as. necessary:

After all contact information has been updated, users should enter the date in the Remarks field
so that others know when the contactiinformation was last verified= All information is entered

and viewable to others when users click Save to close the record.
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Figure 155: Update MTF Contact Screen
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6.3 The Provider Credentials Record

The CCQAS credentials record functions as the permanent repository for a Provider’s
credentials, assignment history, and past and present privileges granted. To access a Provider’s
credentials record, CC/MSSP/CMs must perform a search for the desired record using the Basic
or Advanced Provider search functionality (refer to Sections 6.2.1 or 6.2.2). CC/MSSP/CMs
may open the desired Provider record by selecting Open from the menu of available actions, as
depicted in Figure 156 below. CC/MSSP/CMs may also open the record by double-clicking
anywhere on the summary record line.
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Figure 156: Opening a Credentials Record

The credentials record is organized into sections that are accessible by clicking the section name
in the navigation bar on the left-hand side of the screen, as depicted in Figure 157 below.
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Figure 157: Navigation Bar

Summary information about the Provider is listed in the header portion of the credentials record.
This header is read-only and viewable from any section within the record. Though the header
cannot be edited directly, changes made to associated fields in the credentials record will be
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reflected in the header after users save, close, and then re-open the record. Each section of the
credentials record is explained in the following sections. The reader is also referred to the
Credentialing & Privilege Data Dictionary for definitions and business rules associated with
individual data elements within each section of the record.

Note: Per the CCQAS convention, all fields labeled in red text denote required fields, that is,
fields that must be populated so the information on the screen can be saved.

6.3.1 The Profile Section

The Profile section in the credentials record contains a Provider’s personal demographic
information, as depicted in Figure 158 below.
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Figure 158: Profile Section

All required data fields on the Profile screen were pre-populated when the credentials record was
first created, and changes to required data fields are generally not needed. This screen also
includes optional fields to document any alias or other names that Providers have used during
their professional career and free text fields to describe their working location or assignment in
the hospital or clinic. It is recommended that each facility or unit develop its own convention for
standardizing the use of the Dept Code and Work Center fields Applying standard values in
these fields makes them a useful field for performing Provider searches and running standard and
ad-hoc credentialing reports.

If credentials management is divided among two or more credentials staff members in a facility
or unit, use of the File Mgr field is highly recommended. Users should populate the File Mgr
field with their name, or their designated alias, to identify the record as one for which they are
responsible. Standard and ad-hoc reports may then be run that may help individual staff
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members manage their workload. Users may then save all information entered in the Profile
section by clicking Save in the upper left-hand corner of the screen.

Note: the NPI field is imported from an authoritative source for this information, the Defense
Medical Human Resource System — internet (DMHRSI). After it is imported, this field may not
be edited. If changes are needed to the NPI, they must be performed in DMHRSI.

6.3.2 The Military Section

CCQAS requires every Provider to be assigned a status of Military or Civilian. Military
information is captured on the Profile page, as depicted in Figure 159 below. Civilian
information is captured on the Work History screen, as part of the civilian assignment
information. Active duty personnel and guard/reserve personnel on active duty assignments
should be designated as military Providers. Civilian employees and contractors should be
designated as civilian Providers. Dual-status Providers (e.g., guard/reserve personnel who are
also contract Providers) must fill out the Military section of the profile page, and have a separate
Civilian assignment per the location where they work. Users are directed to consult their
Service policy for guidelines on documenting dual-status Providers who work at different
locations under their military and civilian assignments.

Credentialing vi Risk Management Adverse Actions

Provider Cloze Pr

Name: ADANM CAROLLA Branch: Rank: Corps: AOCiDesigA
SSN: 100-55-7474 Primary UIC: COICEYPY Cred Status: Active Input Clerk: CHS
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File Mgr: I
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Figure 159: Figure 6.3-4. Military Section of Profile

When users enter a checkmark for Military, the fields for that status are activated. For Providers
designated as Military, data fields must be populated in the following order: Branch, Rank,
Corps, AOC/DESIG/AFSC, and then ASI (Army Providers only), since the value selected for
each field creates the pick list for subsequent fields. For civilian Provider assignments, the Role
is required to designate the Provider’s practitioner type. The Accession is required for both
types of Provider to capture the pathway by which the Provider began working for the DoD.

Users may save all information entered by clicking Save in the upper left-hand corner of the
screen.
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6.3.3 The Identification Section

Users may create a record of a Provider’s SSN or Foreign Identification Number (FIN) in the
Identification section at the time the credentials record is first created, as depicted in Figure 160
below. This number is used to uniquely identify each credentials record in CCQAS. After users
create the credentials record, the SSN or FIN associated with the record may not be edited.

w "A VWorldwide Credentialing, Risk Management, and
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Figure 160: Identification Section

Additional forms of personal identification, however, may be documented in CCQAS. To

document another form of personal identification, click Add. The Identification screen appears,
as depicted in Figure 161 below.

Both the Identification Type and Identification Number are required. Users may then save the
information by clicking Save at the bottom of the screen. With the exception of the SSN or FIN,

other forms of personnel identification entered in CCOAS may be edited or deleted later, as
appropriate.

If it is discovered that.a.SSN or FIN for an existing credentials record is incorrect, consult your
Service CCQAS Administrator for further guidance.

Credentialing Privileging Adverse Actions Reports
Provider
Name: ADAM CAROLLA Branch: Rank: Corps:
SSN: 100-55-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CHg

Identification Type: I

ldentification Number: Foreign Drivers Licens

U.S. Certificate of Naturalization
u.s. ers License

U.S. Military Identification Card
U.5. Resident Alien Card |

Figure 161: Add Identification Screen
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6.3.4 The Contact Information Section

The Contact Information section consists of three tabs to document address, email, and phone
information for a Provider, as depicted in Figure 162 below. CCQAS requires that one, and only
one, home address, work address, email address, and phone number be designated as “primary”
for the purposes of communicating with the Provider.
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Figure 162: Contact Information Section

The extent to which this information is already populated in the credentials record depends, in
part, on the extent to which the Provider has been integrated into the CCQAS electronic
privileging process, as follows:

e The primary emailaddress and phone number in a Provider’s credentials record is auto-
populated with the data used to create the Provider’s CCQAS user account. If the
Provider has not yet been issued a user account, these-tabs:may be empty unless the
assigned CC/MSSP/CM enters the contact information directly into the Provider’s
credentials'record

e Providers are required to include a primary home address to E-sign and submit their 1% E-
application. If Providers have not yet had their 1* E-application processed, the Address
tab is empty unless the CC/MSSP/CM enters the contact information directly into the
Provider’s credentials record

e Providers may also enter a primary local work address on the 1% E-application, but they
are not required to do so. If a primary local work address has not been entered, the
CC/MSSP/CM should enter the information directly into the Provider’s credentials record
(Note: use of the automated NPDB query function in CCQAS requires that Providers
have a documented local work address to be included in an NPDB query)

The Add button in the upper left-hand corner of each tab allows the addition of a new contact
record, as appropriate. CCQAS supports multiple contact records of each type, but only one of
each type may be designated as primary. Over time, it is likely that primary contact information
for a Provider will change. It is imperative that these changes be made in CCQAS as soon as
possible to ensure that communications with the Provider are not disrupted.

The most direct method for updating primary contact information in a Provider’s record is to add
the new record, designate it as Primary, and then click Save. For example, if a Provider’s
primary phone number needs to be changed, users may enter a new primary number by clicking
Add. When users enter the Type and Phone Number and select the “Primary Phone = Yes”
radio button, the new number is automatically designated as the primary phone number when
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users click Save. Figure 163 below depicts the screen to update a Provider’s primary phone
number.
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Figure 163: Updating a Primary Phone Number

Users may designate existing contact records as “primary” by selecting Update from the hidden
menu, selecting the “Primary = Yes” radio button, and then saving the record. The Update
function also allows users to make changes to the contact information, but it should only be used
if corrections or additions to an existing contact record are needed. Users should create a new
contact record for each unique physical address, email address, or phone number associated with
the Provider.

6.3.5 The License/Certification/Registration (Lic/Cert/Req) Section

The Licensure/Certification/Registration section contains State and National tabs to support
the documentation of state and national licenses, certifications, or registrations held by a
Provider. It also contains a third tab, Unlicensed information, to document circumstances
where a Provider does not currently hold an active U.S. license. Figure 164 below depicts the
Licensure/Certification/Registration section.
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Figure 164: Lic/Cert/Reg Section

Users should document all past and present state and national credentials held by the Provider in
his or her credentials record. In general, Providers should update this information each time a
new E-application for privileges is submitted. Occasionally, however, CC/MSSP/CMs may need
to add or edit this information between privileging cycles.
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6.3.5.1 Documenting State Licenses, Certifications, or Registrations

Every Provider who is subject to licensing at the state-level must hold at least one current, valid
state license to render care to patients in DoD facilities. This includes physicians, dentists,
physician assistants (PAs), nurse practitioners, and registered nurses. Dental hygienists are not
state-licensed, but they may be required to be state-registered. In general, civilian and contract
Providers are required to comply with all licensing requirements imposed by the state or country
in which they are practicing. Military Providers may render care in any DoD facility worldwide
as long as they hold one current and valid license from any U.S. state. Under specific
circumstances, however, Providers may require a waiver in cases where state requirements
cannot be practically applied to DoD Providers. These exceptions are discussed below.

Users may view or update existing state license records by selecting Update from the hidden
menu of actions for the record. Users may create state-level licenses, certifications, and
registrations by clicking Add on the State tab, as depicted in Figure 165 below.
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Figure 165: State License/Certification/Registration Screen

Users are required to enter the Number, State, Field, Status, and Type for each state license,
certification, or registration record created.

Hint: The Field field includes an A —Z sort function 2% that allows users to display the pick list
in numerical order by field code or alphabetic order by field descriptions.

The remaining fields on the screen should be populated with information provided on the
Provider’s license/certification/registration certificate. In the few cases where the license has no
associated expiration period or date, users should check Expiration Indefinite in lieu of entering
an Expiration Date. When a license’s expiration date is earlier than the current date, the license
is flagged as expired.
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The PSV Information section at the bottom of the screen displays the pertinent information
from the most recent PSV of the credential. If the credential has not been previously PSV’ed,
CC/MSSP/CMs should complete the PSV and document the details in the PSV Information
section of the screen. If the PSV was previously performed, but not documented in CCQAS,
CC/MSSP/CMs should populate the PSV Information section with the verification date and
method indicated in the Provider’s paper credentials file. The name, UIC, and position of the
individual who performed the original PSV is then populated in the PSV record history.

After an active license has been verified and deemed to be in good standing, users must select the
In Good Standing checkbox. If the In Good Standing checkbox is not checked, users must
enter explanatory Remarks to save the record. Users then click Save to return to the State tab.

Note: Each time the license record is saved, CCQAS automatically updates the Entered by
Name and Entered by Position fields in the PSV Information section of the screen. If users
opening a record for viewing, but not editing, they should close the record by clicking the Close
button, rather than clicking the Save button.

Depending on the state(s) in which they hold an active medical license, military physicians may
require an administrative waiver. PAs may also require a state license waiver, depending on
their practice circumstances. Waiver requirements for military physicians and PAs are explained
in detail in Sections 6.3.5.2 and 6.3.5.4, respectively.

Foreign National Local Hires (FNLH) and other foreign-trained Providers who hold active
licenses issued in the-eountry where-they practice should be-documented-on-both the State tab
(by selecting State = issuing .country) and the Unlicensed Information tab. The Unlicensed
Information tab is explained in Section®6.3.5.5.

6.3.5.2 Administrative Walvers for Military Physicians

DoD has a requirement that all physicians must be state licensed and fulfill all of the state's
requirements for practice unless this provision is expressly waived. In order to provide health
care services independently as a health care professional in the MHS, physicians must hold at
least one current, unrestricted state medical license. A physician’s military physician’s license
must meet all the clinical and administrative requirements and be no different than his or her
civilian counterpart’s license. Renewal fees are not subject to waiver. The Assistant Secretary
of Defense for Health Affairs (ASD(HA)) reviewed all state medical board requirements and
identified the following five states as having administrative licensure requirements that do not
comply with DoD policy, and thereby making licensees of these states eligible for a request for a
waiver:

e Florida: Malpractice insurance requirement and Neurological Injury Compensation
Association (NICA) (risk pool)

e Kansas: Malpractice insurance and Healthcare Stabilization Fund (risk pool)
e Massachusetts: Malpractice insurance
e Oregon: Actual practice within the State

e Pennsylvania: Malpractice insurance and Medical Professional Liability Catastrophe
Loss Fund (CAT Fund) (risk pool)
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Waiver requests are considered on a case-by-case basis and must be requested for each period of
license renewal.

CCQAS allows users to document whether or not a waiver has been granted by activating the
Admin Waiver field on their state license record when a physician is licensed in one of these
five waiver states. Figure 166 below depicts the Admin Waiver field.
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Figure 166: Admin Waiver Field

If a physician has only one active license and the state of licensure is a waiver state, DoD policy
requires him or her to have a valid waiver for that state. If a physician holds an active,
unrestricted medical license in a non-waiver state, waivers are not required for active licenses
held in waiver statespunless the license:from the nen-waiverstatus-losesits:active status. If a
physician holds active licenses from multiple waiver states, only one of those licenses requires a
waiver.

6.3.5.3 Documenting National Certifications Or Registrations

Every Provider who is subject to certification at the national level must hold at least one current,
valid national certification to render care to patients in DoD facilities. This includes PAs, nurse
practitioners, and allied health professionals.

Note: ABMS, AOA, or ADS board certification information for board-certified physicians and
dentists is documented on the Specialties tab (refer to Section 6.3.8), and not on the
Licensure/Certification/Registration tab.

Users may view or update existing national records by selecting Update from the hidden menu
of actions for the record. Users may create National-level certifications and registrations by
clicking Add on the National tab, as depicted in Figure 167 below.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 129



Version 2.0 November 1, 2012

Last Logon Attempt: 10/18/2012 11:41:58 -05:00 ¥ | Submi Ticket| Securty Briefing| L

Ed "A Worldwide Credentialing, Risk Management, and
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness!

xexx EQUO **x%

Credentialing Priviieging Adverse Actions

‘ Provider Close Provider Record | “ |

Names: ADAM CAROLLA Branch: F11 Rank: Lt Gen Corps: NC AOCiDesig/AFSC: 44F4
SSN: 100- T4 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM2

11 | [national Certification/Registration

Fisid: [ Byl
A Agency: [No agency =
I Expiration Date l— [
] In Good Standing: [
u
=
|
—Prime Source Verification (P5V) Information
urrent History
Source:
en Correspondence ¢ Telephons € Inter < Verified Date: =l
ccomactmame:[ | poston: [ nsoton: [
e[| one: [ vee [
Entered By Name: Entered By Postion Entered By UIC
PSV Remarks =

[ see || cose |
Figure 167: National Certification/Registration Screen

Users are required to enter the Number, Field, Specialty, Agency, Type, and Status for each
national certification or registration record created.’ To ensure data consistency, the pick list
values for the Specialty and Agency are driven by the value selected for Field.

Hint: The Field field includes an A —Z sort function 2% that allows users to display the pick list
in numerical order by-field code or alphabetic order by field descriptions.

The remaining fields on the screen should be populated with information provided on the
Provider’s certification/registration certificate. In the few cases where the certification has no
associated expiration period or date, users must select Expiration Indefinite in lieu of entering
an Expiration Date. When a license’s expiration date is earlier than the current date, the license
is flagged as expired.

The PSV Information section at the bottom of the screen displays the pertinent information
from the most recent PSV of the credential. If the credential has not been previously PSV’ed,
CC/MSSP/CMs should complete the PSV and document the details in the PSV Information
section of the screen. If the PSV was previously performed, but not documented in CCQAS,
CC/MSSP/CMs should populate the PSV Information with the verification date and method
indicated in the Provider’s paper credentials file. The name, UIC, and position of the individual
who performed the original PSV is then populated in the PSV record history.

After an active license has been verified and deemed to be in good standing, users must select the
In Good Standing check box. If users do not select the In Good Standing checkbox, they must
enter explanatory Remarks to save the record. Users then click Save to return to the State tab.

Depending on the circumstances of their employment, some PAs may require an Admin
Waiver. The administrative waiver requirement for military PAs is explained in detail in
Section 6.3.5.4. PAs who require an administrative waiver should be documented on both the
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National tab and the Unlicensed Information tab. The Unlicensed Information tab is
explained in Section 6.3.5.5.

6.3.5.4 Waivers of Licensure Requirements for Qualified Military PAs

PAs may be licensed by state medical boards and also certified by several national organizations
as competent to practice medicine. Joint Commission on Accreditation of Healthcare
Organizations (JCAHO) requires that PAs be licensed by the state in which they practice. Most
state licensing boards, however, require that PAs practice under the tutelage of a physician who
is licensed by the same state. Compliance with this requirement is not practical for the military.
The DoD has established the Health Affairs (HA) Policy 04-001 to waive the state licensure
requirement for qualified PAs employed by the DoD under other than non-personal services
contracts.

If a PA has a valid, unexpired national certification and the appropriate privileging authority
finds the individual qualified to be privileged, CCQAS automatically generates a PA waiver.
After a PA has been formally granted his or her privileges, CCQAS creates an administrative
waiver sub-record in lieu of the JCAHO-required state license on the State
Licensure/Certification/Registration tab of the PA’s record. In order for CCQAS to generate
the PA waiver, all of the following conditions must be met:

e PAs may not have the Accession = NPSC — Non Personal Service Contract on the
Profile tab

e PAs’ National Certification records must include the following:

Field = 642 - Physician/Assistants or 645 — Physician Assistants, Osteopathic
Specialty =‘Physician Assistant

Agency = NCCPA — National Commission On Certification of PA’s

o O O O

Expiration Date that has not expired
e The Priv-Cat (expiration) Date must not be expired

If these conditions are met, CCQAS automatically generates a PA waiver sub-record on the
State Licensure/Certification screen, which has the following characteristics:

e Number = PA Waiver
e Field = the value enter for Field on the PA’s national certification record
e Status = Active

e Expiration Date = the lesser of National Certification/Registration Expiration Date and
the Priv-Cat (expiration) Date

e In Good Standing = Yes
e ADM Waiver = Yes

The waiver record is available as a summary record only and cannot be opened, edited or
deleted. The waiver remains current and valid as long as the national certification and privilege
expiration dates are not expired. The PA waiver automatically expires when either (or both) a
PA’s privileges or national certification expire(s) or are revoked. The PA waiver is
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automatically renewed as privileges and the national certification is renewed and will continually
reflect the lesser of these two expiration dates. The PA waiver is automatically transferred
during an ICTB transaction in the same manner as other license or certification records. The PA
waiver, however, is not transferred for a PCS transaction, since a new waiver must be generated
based on privileging at the new location. PAs who are contracted under non-personal services
contracts are not eligible for a PA waiver, and must hold a valid state license.

6.3.5.5 Unlicensed Information Screen

The Unlicensed Information screen, depicted in Figure 168 below, is used to document any
situation where Providers do not hold an active state license in the U.S. or one of its territories.
This includes Providers who do not hold any active licenses, as well as those whose only active
licenses are held outside the U.S.
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Figure 168: Unlicensed Information Screen

Users are required to select one of the explanations from the Reason pick list. If users select
Reason = | am currently involved in the licensure application process, they are required to enter
the Available State, and then click Add to have the state included in the Licensure State list.
The selection of Reason = “I have let my license lapse .....” requires users to enter explanatory
Remarks.

As a Provider’s situation changes, the information maintained on this screen should be updated.
For example, when a previously unlicensed Provider obtains an active, U.S. license, he or she is
no longer considered ‘unlicensed’, and users may delete the information on the screen by
clicking Delete in the upper left-hand corner of the tab.

6.3.6 The Drug Enforcement Agency/Controlled Dangerous Substances Section

The Drug Enforcement Agency/Controlled Dangerous Substances (DEA/CDS) section
supports the documentation of all federal and state certifications issued to Providers, allowing
them to prescribe or dispense medications to patients. All past and present DEA or CDS
certifications issued to Providers should be documented in their credentials record. In general,
Providers should update this information each time a new E-application for privileges is
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submitted. Occasionally,, however, CC/MSSP/CMs may need to add or edit this information

between privileging cycles.
Users may view or update existing DEA/CDS records by selecting Update from the hidden

menu of actions for the record. Users may create new DEA/CDS records by clicking Add in the

upper left-hand corner of the tab, as depicted in Figure 169 below.
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Figure 169: DEA/CDS Section

Users are required to enter the Number, Expiration Date, and select Type for each DEA or

CDS record created. When documenting a fee-exempt DEA number obtained by a military

Provider, use Type = DEA (fee exempt). A fee-exempt DEA certification may only be used

when the individual is functioning in the capacity of a military Provider. It is not valid for use

when a Provider is rendering care during off-duty employment or functioning in another non-

military capacity. For all other (i.e., fee-paid) DEA numbers, use Type = Federal. CDS

numbers should be documented with™Type = State. Any records'with Type = Other should be
accompanied by explanatory text in the'Remarks section. ‘The Verified Date should reflect the

date when the numberis PSV’ed." In the few cases where the registration ias no associated
expiration period or date, user should check Expiration Indefinite in lieu of entering the
Expires date, as depicted in Figure 170 below.

A button to access the DEA website is provided for reference purposes at the bottom of the

screen. After users enter all information, click Save to save the data entered and return to the

DEA/CDS Summary screen.
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Figure 170: DEA/CDS Screen
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6.3.7 The Education/Training Section

The Education/Training section supports the documentation of the academic and practical
educational credentials for Providers. This section consists of three tabs to document a
Provider’s professional education, ECFMG certification (if applicable), and post-graduate
training.

In general, Providers should update all new education and training information each time they
submit an E-application for privileges. Occasionally,, CC/MSSP/CMs may need to add new
credentials to a Provider’s record between privileging cycles. CC/MSSP/CMs may add a new
record to the appropriate screen by clicking the Add button in the upper left-hand corner of the
screen, as depicted in Figure 171 below.

“és’.‘ "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/18/2012 11:41:58 -05:00 # | Submit Ticket| Security Briefing | Logc
§ Ccms Adverse Actions System Supporting Medical Personnel Readiness” COICFWRY,

CDICFVPV &
wxxk EQUQ **%*

Credentialing Privieging Adverse Actions Reports

‘Prowder Close Provider Record | «|

Name: ADAN CAROLLA Branch: F11 Rank: Lt Gen Corps: MC AOC/DesigiAFSC: 24F2
SSN: 100-55-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: Ci13

Professional Education | | Post Graduate Training

| Add | Help? ‘
2 [Degree [Tvoe Institution Attended From Attended To Competed |
+ [Dnctor of Dental Surgery [Qualifyng Degree Uniformed Services University of Health Sciences 1011872007 Ye:

Delste

S r o - <=3 =

Figure 171: Education/Training Section

6.3.7.1 Documenting Professional Education

The Professional Education tab is designed to capture a Provider’s academic credentials.
Providers may only have one Qualifying education entry. Depending on the type of Provider,
this primary academic credential may either be a degree (e.g., physician, nurse, etc.) or a
certificate (e.g., Licensed Vocational Nurse [LVVN]/ Licensed Practical Nurse [LPN]), where
Type = Qualifying Degree or Type = Qualifying Certificate, respectively. The qualifying degree
or certificate is required for submission of an E-Application, so most credentials records will
already have this information documented and verified, as depicted in Figure 172 below.
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Figure 172: Qualifying Degree Record

The Qualifying Degree orQualifying Certificate is the only professional education record for
which full PSV documentation is required by CCQAS. If the credential has not been previously
PSV’ed, CC/MSSP/CMs should complete the PSV and document:the details in the PSV
Information section of the/screen. If the PSV was previously performed, but not documented in
CCQAS, CC/MSSP/CMs should populate'the PSV Information section with the verification
date and method indicated in the Provider’s paper credentials file. The name, UIC, and position
are captured in the PSV entry history. After CC/MSSP/CMs document the PSV of this degree or
certificate in CCQAS, the PSV does not have to be repeated during future privileging actions.

Additional academic degrees obtained by Providers should also be entered into CCQAS as Type
= Other Degree or Other Certificate. Each unique degree or certificate held by Providers should
be documented in a separate record on the Professional Education tab.

Example: The primary education record for a PA should be Type = Qualifying Degree and
Degree/Cert = MPAS — Masters of Physician Assistant Studies. This is the degree that qualifies
Providers to function as PAs. Providers also have a bachelor’s degree that was obtained as a
prerequisite for the advanced degree. The bachelor’s degree would be created as a second
primary education record with Type = Other Degree.

Note: Users may enter a new Qualifying Degree at any time by selecting Type = Qualifying
Degree, the previously marked Qualifying Degree is defaulted to Other Degree.

For all professional education records, the Type, Degree, Institution Name, Date Attended to,
and Completed fields are required. The value that users select for Type determines the list of
values available in the pick list for Degree. If Providers are currently obtaining the
degree/certification, or never completed it, they should mark Completed as No, and should enter
explanatory Remarks.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 135



Version 2.0 November 1, 2012

If the academic credentials were obtained at the Uniform Services University of Health Sciences
(USUHS), users should click USUHS to populate Institution, as depicted in as depicted in
Figure 173 below. If they were obtained elsewhere, users should enter the institution where the
degree or certificate was obtained into CCQAS using the Search function #4.

| Institution Search

State/Province: ;I Inst'rtutiun:l

Search | Cancel |

Figure 173: Institution Search Screen

To ensure data consistency, users should use the search function # to enter the name of all
educational institutions. The search function allows users to search for a board by entering a
State/Province in which the institution is located, or by institution name.

Hint: When searching for institutions by name, enter a key word or phrase to locate the correct
institution. For example, if users enter “Harvard”, the search returns Harvard Medical School,
Harvard University Medical School, etc. Users may then select the value that best matches the
institution description on the Pravider’s diploma or certificate.

When users click Search, alist of institutions thatsmeet the search criteria displays. Users may
then select the appropriate‘institution from the list, and then click OK. The Professional
Education tab appears with the Institution populated with the value selected. In most cases,
City and State auto-populate the location of the institution selected. If the City and State are
not auto-populated by the Search function, users should verify and manually enter the city and
state associated with the institution.

Note: If several search attempts have failed to find the correct institution name, users should
select the Check Here if Institution not Found checkbox and enter the name of the institution.

After the Professional Education screen has been populated, users click Save to save the
information and return to the Professional Education tab.

6.3.7.2 Documenting Post Graduate Training

The Post Graduate Training tab is designed to capture the practical education and training for
Providers, as depicted in Figure 174 below. This tab pertains primarily to Providers who are
required to complete internships, residencies, or fellowships as part of their formal training (i.e.,
physicians and dentists).
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Figure 174: 'Post Graduate Training’ Tab

Unless they are currently in their internship (i.e., Post-graduate year 1 [PGY-1]), most physicians
and dentists should have multiple “Other Education” records in the CCQAS credentials file.
Each professional year of post graduate medical study should be documented as a separate
training record in CCQAS, as depicted in Figure 175 below.
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Figure 175: Post Graduate Training Record

Note: When users enter a new training record, they should select Type = Internship (PGY-1),
Residency (PGY-2), etc. instead of Type = Internship or Type = Residency. The non-specific
values of Internship and Residency are used for importing historical data from older versions of
the CCQAS application where the post graduate year was not specified.

The Field of Study is a free text field to enter the most appropriate description of training that
took place. The Institution should be entered in the same manner as described in the previous
section. If the City and State are not auto-populated by the Search function, users should verify
and manually enter the city and state associated with the institution. A Remarks section is
available to include additional information that is pertinent to the education credential being
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entered into the Provider’s credentials record. Remarks are required if Completed = No or
Completed is null.

Users should document complete PSV information for each post graduate training record in
CCQAS. If the credential has not been previously PSV’ed, CC/MSSP/CMs should complete the
PSV and document the details in the PSV Information section of the screen. If the PSV was
previously performed, but not documented in CCQAS, CC/MSSP/CMs should populate the PSV
Information section with the verification date and method indicated in the Provider’s paper
credentials file. The name, UIC, and position are captured in the PSV entry history. After the
PSV of the completed training is documented in CCQAS, the PSV does not have to be repeated
during future privileging actions.

6.3.7.3 Documenting Foreign Trained Providers

If Providers received their medical training outside the U.S., users should check Foreign
Trained on the Qualifying Degree record under the Professional Education tab. This activates
the Fifth Pathway checkbox and the ECFMG tab. If foreign-trained Providers are rendering
patient care in a facility in the U.S. or its territories, they are required to have one of these two
certifications. If Providers are working exclusively outside the U.S. (for example, they are local
national foreign hires), they may not be required to have either certification. In both cases, the
details of a Provider’s qualifying degree and other training should then be documented as
completely as possible on the Professional Education and Post Graduate Training tabs.

The Fifth Pathway program is a program.wherebyforeign-trained-physicians'may attend a fifth
year of medical school in the U.S. prior to moving into their residency programs. If a Providers
completed an extra year of medical.sechaol under the Fifth Pathway program, users should select
the Fifth Pathway checkbox and enterthe details of the Provider’s Fifth Pathway training on the
Post Graduate Training tab as a separate.training record, with “Type = Fifth Pathway”’.

Alternatively, foreign-trained Providers who wish to work in the U.S. may also obtain ECFMG
certification. If a Provider holds ECFMG certification, users should enter the information
printed on his or her ECFMG certificate into the ECFMG tab in CCQAS, as depicted in Figure
176 below.
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Figure 176: ECFMG Tab

Users should document complete PSV information for an ECFMG certification in CCQAS. If
the credential has not beenpreviously PSV’ed, CC/MSSP/CMs should complete the PSV and
document the detalils in the PSV Information section of the screen. If the PSV was previously
performed, but not documented iIn"CCQAS, CC/MSSP/CMs should populate the PSV
Information section with the verification date and method indicated in the Provider’s paper
credentials file. The name, UIC, and positionare captured in the PSV entry history. After the
PSV of the ECFMG certification is documented in CCQAS, the PSV does not have to be
repeated during future privileging actions.

The Fifth Pathway and ECFMG certifications apply only to physicians and should be left blank
for all other types of Providers who are trained outside the U.S.

6.3.8 The Specialty Section

The Specialty tab in the credentials record describes the medical or dental specialties in which
Providers have been trained to practice. Every Provider record in CCQAS should have at least
one specialty record in the Specialty section. All specialties and subspecialties held by a
Provider should be documented in his or her credentials record, and each specialty should be
documented as a separate record in CCQAS. In general, Providers should update this
information each time a new E-application for privileges is submitted. Occasionally,,
CC/MSSP/CMs may need to add or edit this information between privileging cycles.

Users may edit an existing specialty record by selecting Update from the hidden menu of
options. Users may add a new specialty record by clicking Add in the upper left-hand corner of
the screen, as depicted in Figure 177 below.
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Figure 177: Specialty Section

The Specialty screen appears, as depicted in Figure 178 below. Users are required to enter the
Specialty, Sub-Specialty, and Level of training to create a new specialty record.
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Figure 178: Adding a Specialty

The pick list of values for Specialty reflects Health Insurance Portability and Accountability Act
(HIPAA) health care provider taxonomy codes The pick list of values for Sub-Specialty is
driven the by choice of Specialty. These field dependencies are designed to maintain the
consistency and integrity of information within the credentials record. The Level of training
pertains directly to the Specialty and Sub-Specialty reported on this screen. The highest level of
training achievable for physicians and dentists is Board Certification. User should only enter
“Board Certification™ for physicians and dentists who have been board-certified by a board
belonging to the ABMS, AOA, or ADA. If physicians or dentists have completed all required
professional training and licensure, but have not been board certified, then Level = Fully
Trained.

The highest level of training that is achievable for all other practitioner types is Fully Trained.
Providers who have not completed their required professional training should be designated as In
Training.
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Note: Users must document National certifications and registrations for allied health professions
and other Providers on the Licensure/Certification/Registration tab (refer to Section 6.3.5). In
the Specialties section, the term *Board Certification’ applies only to board-certified physicians
and dentists.

6.3.8.1 Documenting Board Certification for Physicians and Dentists

When physicians or dentists have been designated as board-certified, additional data fields are
presented that capture the information contained on the Provider’s certificate of board
certification, as depicted in Figure 179 below.
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Figure 179: Board Certification Section

To ensure data consistency, users should activate the search function @4 to enter the name of the
certifying board. The search function allows users to search for a board by entering a partial
board name (e.qg., enter “surg” to search for American Board of Surgery or a board affiliation
(i.e., ABMS, AOA, or ADA), as depicted in Figure 180 below.

When users click Search, a list of boards that meet the search criteria displays on the screen.
Users may then select the appropriate board from the list and click OK. The Specialty screen
appears with the Board populated with the board name selected. Certifying Board is auto-
populated with the correct board affiliation (i.e., ABMS, AOA, or ADS).
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Figure 180: Board Search Screen

Note: If several search attempts have failed to find the correct board name, users should consult
their Service CCQAS representative for further assistance.

The remaining fields in the Board Certification section should be populated with the
Certification Number, Certified Date, and Expiration Date indicated on the Provider’s
certificate and the Verified Date when the certificate was PSV’ed. In the few cases where the
certification has no associated expiration period or date, users should check Expiration
Indefinite in lieu of entering an Expiration Date.

CCQAS requires full PSV documentation for board-certified specialties. If the credential has not
been previously PSV’ed, CC/MSSP/CMs should complete the PSV and document the details in
the PSV Information section of the screen. If the PSV was previously performed, but not
documented in CCQAS, CC/MSSP/CMs should populate the PSV Information section with the
verification date and method indicated in the Pravider’s paper credentials file. The name, UIC,
and position are captured in the PS\W:entry history. PSV is required each time the board
certification is reneéwed.

6.3.8.2 Designating Privileges

The privileging status of Providers should be designated by selecting the most appropriate radio
button in the Privileges section of the Specialty screen. Privileged indicates that Providers
currently hold privileges in their specialty. Unprivileged indicates that Providers are subject to
privileging, but do not currently hold privileges in their specialty. Written Plan of Supervision
indicates that Providers currently hold supervised privileges in their specialty. Navy and Coast
Guard units/facilities use Core, Core w/ Supplemental, and Itemized in lieu of Privileged to
assign privileging status to privileged Providers. Users should select a status of Not Applicable
for any Provider who is not eligible for privileging (e.g., registered nurses, technicians,
hygienists, etc.).

6.3.9 The Affiliation Section

The Affiliation section supports the documentation of a Provider’s affiliations with other health
care organizations. The Affiliation section consists of two tabs to document the Provider’s
Academic Affiliations and Organizational Memberships, as depicted in Figure 181 below. In
general, Providers should update this information each time a new E-application for privileges is
submitted. Occasionally, however, CC/MSSP/CMs may need to add or edit this information
between privileging cycles.
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Figure 181: Affiliation Section

6.3.9.1 The Academic Affiliations Tab

Users should create an Academic Affiliation to document any academic appointments or other
professional associations with academic institutions, as depicted in Figure 182 below.

CCQAS requires the entry of the Institution Name and Position to save an academic affiliation
record. A search function is provided to assist with the entry of the Institution Name. The
Institution Name may also be typed directly on the screen as a free-text entry. The remainder of
the fields on the screen should be populated to the extent appropriate to fully document a
Provider’s affiliation.
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Figure 182: ‘Academic Affiliations’ Tab

6.3.9.2 The Organizational Memberships Tab

An Organization Membership refers to a Provider’s membership in professional societies,
associations, or other organizations, as depicted in Figure 183 below.

CCQAS requires the entry of the Institution and Position to save an organizational membership
record. A search function is provided to assist with the entry of the Institution. The Institution
may also be typed directly on the screen as a free-text entry. The remainder of the fields on the
screen should be populated to the extent appropriate to fully document the Provider’s
membership.
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Figure 183: ‘Organizational Memberships’ Tab

6.3.10 The Continuing Education Section

The Continuing Education section supports the documentation of the continued medical and
dental education that Providers have completed. In general, Providers should update this
information each time a new E-application for privileges is submitted. Occasionally,,
CC/MSSP/CMs may need to add or edit this information between privileging cycles.

Users may edit an existing education record by selecting Update from the hidden menu of
options. Users may create a new education record by clicking Add in the upper left-hand corner
of the screen, as depicted in Figure 184 below.
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Figure 184: Continuing Education Section

The Continuing Education screen displays, as depicted in Figure 185 below. The Type of
continuing education determines the other fields on the screen that are required to be filled out.
The remaining fields on the screen should be completed according to the information provided
on the training certificate and official course documentation.

After the screen has been populated with the required information, users click Save. The
Continuing Education section displays, showing a summary of the new or updated training
record.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 144



Version 2.0 November 1, 2012

Last Logon Attempt: 10/18/2012 11:41:58 -05:00 # | Submit Ticket| Security Briefing | Lo

e "A Viorldwide Credentialing, Risk Management, and
H CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

xxxx EOUQ *4%%

Credentialing Adverse Actions
Provider Close Provider Record | “ ‘
Name: ADAN CAROLLA Branch: F11 Rank: Lt Gen Corps: G ADCIDesigiAFSC: £4F4
SSH; 100-55-7474 Primary UIC: CO1CFWRY Cred Status: Active Input Clerk: CHS

1| [Continuing Education

€ Title: T cation: |Skyline
Start Date: | SEV e [10i052012 =
T Course No. / Spensor: [CHE v |2 =]
C Credts: Speaker
0
N Remarks 5

cose
Figure 185: Continuing Education Record

CCQAS can accommodate as many training records as are required to completely document a
Provider’s training history. The “Additional Training” standard report allows users to report a
summary of all continuing education completed by one or multiple Providers within a selected
time period.

6.3.11 The Contingency Training Section

The Contingency Training section'supperts the documentation'of the'one-time and on-going
medical and military training courses completed/by Providers. In general, Providers should
update this information each time anew E-application for privileges is submitted. Occasionally,,
CC/MSSP/CMs may need to add or edit this information between privileging cycles.

Users may edit an existing training record by selecting Update from the hidden menu of options,
as depicted in Figure 186 below. Users may add a new training record by clicking Add in the
upper left-hand corner of the screen.
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Figure 186: Contingency Training Section

The Contingency Training screen appears, as depicted in Figure 187 below. Each contingency
training record includes the Training Type and Expiration Date or Completion Date,
depending on whether the course is a one-time or ongoing training requirement. In general, all
Providers should hold a current Basic Life Support (BLS) certification, since BLS certification is
a requirement for all health care providers. The other types of training generally only apply to
specific groups of Providers.
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Figure 187: Contingency Training Record

If the Provider is an instructor for any of the on-going courses being documented, check Check
here if you are an instructor, and enter the expiration date of the Provider’s instructor
certificate in the Expiration Date field. If the Provider is an instructor for a one-time training
course, enter the expiration date of the instructor certificate in the Remarks section of the
training record.

After the screen has been populated with the required information, users click Save. The
Contingency Training section displays, showing a summary of the new or updated training
record. CCQAS flags any expiration dates that are past the current date by displaying the date in
red text and an exclamation/point () to the right-of the date field. Users may run the “Training
Expiration” standard. report to identify all Providers who have expired training certifications.

6.3.11.1 The References Section

The References section supports the documentation of individuals named as professional
references. Providers are required to submit current references with their E-Application, which
are then PSV’ed prior to application review. Occasionally, CC/MSSP/CMs may need to add or
edit reference information directly into the Provider’s credentials record.

Users may edit an existing reference record by selecting Update from the hidden menu of
options. Users may create a new reference record by clicking Add in the upper left-hand corner
of the screen, as depicted in Figure 188 below.
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Figure 188: References Section
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The Reference Name and Title/Position are required on every reference record, as depicted in
Figure 189 below. Although they are not displayed in red text, either an Email, Phone #, or Fax
# are also required so that the reference may be contacted. Additional contact information

should be entered, as available.
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Figure 189: Reference Record

CCQAS requires full PSV documentation for current references submitted by Providers on their
E-application. In general, the information displayed in the PSV Information section of this
screen reflects the PSV information entered when a Provider’s most recently submitted E-
Application was processed. If the credential has not been previously PSV’ed, CC/MSSP/CMs
should complete the PSV and document the details in the PSV Information section of the
screen. If the PSV was previously performed, but not documented in CCQAS, CC/MSSP/CMs
should populate the PSV Information section with the verification date and method indicated in
the Provider’s paper credentials file. The name, UIC, and position are captured in the PSV entry
history. PSV of current references is required with each E-Application submitted.

6.3.11.2 The Databank Queries Section

The Databank Queries tab, depicted in Figure 190 below, supports the documentation of the
results of NPDB, HIPDB, FSMB queries, and Other Reporting Agency Information. This
section allows users to view the date and status of the last query made to each of the data banks
and request a new data bank query, when needed.

In general, the Last Query Date in the NPDB and HIPDB sections of the screen should reflect
the date when a Provider’s last E-application was PSV’ed. The Last Query Date is updated in
the Provider’s credentials record each time the PSV of a privilege application is performed.
CC/MSSP/CMs may also request a query anytime it is outside the normal privileging cycle by
checking the Request Query box and clicking Save.
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Figure 190: Databank Queries Section

6.3.11.3 NPDB/HIPDB Query Requirements

The NPDB is primarily an‘alert system intended fo restrict the ability of physicians, dentists, and
other health care practitioners to move from state to state without disclosure or discovery of
previous medical malpractice payment and adyerse-action history. Adverse actions can involve
licensure, clinical privileges, professional society membership, and exclusions from Medicare
and Medicaid.

The HIPDB is an alert system developed by HIPAA to combat fraud and abuse in health
insurance and health care delivery. It serves to alert users that a comprehensive review of a
practitioner's, Provider's, or supplier's past actions may be prudent. A query to the HIPDB is
automatically generated when the NPDB is queried.

DoD Directive 6025.13 states that NPDB/HIPDB queries should be performed at a minimum of
every two years, upon initial granting or renewal of clinical privileges at each privileging
location, or in response to a specific concern, as appropriate. The NPDB/HIPDB requirement
applies to all licensed practitioners who have the right to receive privileges. Users should
consult Service policy if questions arise concerning the requirements and procedures associated
with queries in the NPDB/HIPDB database.

There is a charge associated with performing NPDB/HIPDB queries, so not all users of CCQAS
are authorized to perform them. Users are referred to their Service’s privileging policy for
further guidance requesting and obtaining NPDB and HIPDB query results.

6.3.11.4 FSMB Query Requirements

The FSMB maintains the Federation Physician Data Center, a central repository for formal
actions taken against physicians by state licensing and disciplinary boards, Canadian licensing
authorities, the U.S. Armed Forces, the U.S. Department of Health and Human Services, and
other regulatory bodies. To be included in the Data Center, an action must be a matter of public
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record or be legally releasable to state medical boards or other entities with recognized authority
to review physician credentials. Actions fall into two categories: prejudicial (e.g., revocations,
probations, suspensions, or consent orders) and non-prejudicial (e.g., reinstatements of licensure,
replacement of lost or destroyed licenses, or license denials). After an action is reported to the
Federation, it becomes part of a physician's permanent record. FSMB queries are made to the
NPDB and HIPDB independently of queries.

Within DoD, FSMB requirements may vary according to Service regulations. The Army and
Navy do not have a requirement for queries against the FSMB at this time. The Air Force
requires a one-time FSMB query requirement for any practitioner with a practice history prior to
January 1995. Additional queries may be requested if specific concerns regarding a Provider’s
practice history arise. All Air Force queries are performed centrally by Service personnel. If a
query is needed, the CM should check the Request Query box and click Save. Air Force
Service personnel enter query results into CCQAS after the query is performed and results are
obtained.

6.3.12 The Custody History Section

The Custody History section in the credentials record is designed to display a complete history
of a Provider’s credentials custody, as depicted in Figure 191 below. This tab contains UIC,
POC, Reason, Effective Date and End Date information for each facility that has had custody of
the Provider’s record. This information is read-only for informational purposes, and cannot be
edited.
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Figure 191: Custody History Section

6.3.13 The Work History Section

The Work History section in the credentials record is designed to manage all current and past
Assignments (MIL/CIV or Other) for Providers, their Work History, and their Malpractice
Insurance, as depicted in Figure 192 below.
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Figure 192: Work History Section

6.3.13.1 The Assignments Tab

The Assignments tab, within the Work History section, is designed to capture a Provider’s
assignment history in DoD facilities (refer to Figure 193 below). The UIC, Provider Type,
Reported Date, Planned Rotation, MIL/CIV, Type, Status, Start Date, End Date, Transferred
From, Dept, Work Center, Primary Specialty, Primary Sub-Specialty, Privilege Status, PAR
Expected, PAR Date, and Type of Duty information for each permanent and temporary duty
assignment is documented as a separate assignment record. CCQAS automatically creates a new
assignment record each time an ICTB or PCS transaction is performed on a Provider’s
credentials record. CC/MSSP/CMs are responsible for populating the assignment record
pertaining to a Provider’s duty at his or her location.
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Figure 193: '‘Assignment’ Tab

The assignment record that pertains to a CC/MSSP/CM’s own location is displayed in bold text
on the Assignments screen, as depicted in Figure 194 below. This is the only assignment record
CC/MSSP/CMs are able to edit. Information entered for all other assignment locations is
presented as view-only.

CC/MSSP/CMs may enter or edit assignment information by selecting Open from the menu of
available actions for the appropriate assignment record. CC/MSSP/CMs may also open the
desired record by double-clicking anywhere on the summary record line.
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Figure 194: MTF Assignment Record

The Assignment section.of an “MTE Assignment”.record is-designed-to.capture the location and
dates associated with the assignment, as depicted in Figure 194 above. The value for Assigned
UIC is prepopulated with the UIC listed4n the upper right-hand corner of the screen, but may be
edited, if appropriate. Other UIC is provided/tordocument other locations where Providers may
also work, as part of their@ssigned duties to this location. This value may be edited, as
appropriate. The search function #4 should be used to edit or enter the Assigned UIC or Other
UIC, to ensure the code is entered correctly.

The Dept Code and Work Center reflect the values entered (if any) on the Profile tab for the
assignment record associated with a Provider’s permanent work location. In other words, the
values of Dept Code and Work Center on the two tabs are always synchronized for the current
permanent assignment. For ICTB assignment records, CC/MSSP/CMs should enter the
appropriate information corresponding to the ICTB location. The Provider Type is a required
field for all assignment records to describe the specific situation under which a Provider is
performing duty at the assignment location. The Reported and Planned Rotation date field
define the start and end date of the assignment, respectively. The Last Perf Appraisal refers to
the clinical performance assessment specifically associated with the Provider’s duties while at
that assignment.

The Primary Business Address section of an assignment record is view-only and auto-
populated with primary work address information entered in the Contacts section of the
Provider’s credentials record. If work address information needs to be added or edited, all
changes must be made in the Contacts sections. After the address changes are entered and
saved, the new information will be reflected on the assignment record.
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The Privileges tab of the assignment record, depicted in Figure 195 below, summarizes the
Provider’s privileging status at that assignment. The Staff Appoint, Priv-Cat, and their
respective Expires dates are view-only and auto-populated from information entered in the
Privileges section of the credentials records (refer to Section 6.3.14). CC/MSSP/CMs should
enter the Position Title, any appropriate PCM information, and select the appropriate
checkboxes and radio buttons in the Privileges section to indicate the specialties in which the
Provider is privileged at this assignment. Pertinent explanatory remarks may be entered in the
Remarks section of the record. This is also where CC/MSSP/CMs can add offline privileges to
an assignment.

Adverse Actions

‘ Provider Close Provider Record ‘ ] ‘

Name: ADAN CAROLLA Branch: 711 Rank: Lt Gen Corps: MC AOQC/Desig/AFSC: 44F4
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Figure 195: ‘Work History Privileges’ Tab

The Tracker Status tab of the Work History section, depicted in Figure 196 below, is designed
to display and add Assignment Status, Assignment Status Date, and Assignment Status
Remarks data.
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Figure 196: ‘Tracker Status’ Tab

6.3.14 The Privileges Section

The Privileges section in the credentials record maintains a repository of all privileges granted to
Providers at all privileging locations, via the CCQAS electronic privileging process, or the
offline privileging process. Each approved privilege application is documented as a separate
record on this screen. CCQAS automatically adds a new privileging record each time a privilege
application is approved for a Provider. If the Provider has not yet been privileged via the online
privileging process, this section of his or her credentials record is empty. If the Provider is not
eligible for privileging, the Privileges section of his or her credentials record is not enabled.
Figure 197 below depicts the Privileges section.
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Figure 197: Privileges Section

Each privileging record provides a hidden menu of options. The Open option opens the

Provider Privileges screen, as depicted in Figure 198 below.

This screen is auto-populated from the information contained in the Position tab of the approved
privilege application. For current privileging records, CC/MSSP/CMs may edit the information
on this screen, as needed, to reflect the Provider’s assignment information accurately. CCQAS
automatically calculates the staff appointment and privilege expiration dates using the date that
the PA used to approve the privilege application. CC/MSSP/CMs may edit the type of
appointment and privileges requested, as well as their respective expiration dates, as long as the
appointment and privileging periods do not exceed the 12 months for initial appointments, or 24
months for regular appointments. After all edits are made, click Save to save the information

and return to the Privileges section.
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Figure 198: Provider Privileges Screen

Note: The Edit option for privileging records that are no longer current allows users to view,

but not edit, the Provider Privileges screen.
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A view-only listing of any approved privileges is displayed by selecting View Privileges from
the hidden menu of actions for the privileging record. The “Privileged Provider Information”

Report then displays, as depicted in Figure 199 below.
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Figure 199: Privileged Provider Information Report

This report provides a listing of all privileges requested by a Provider and approved by the PA.
If a requested privilege is not supported at the facility or unit, Not Supported is displayed in the
Approved column of the report. Users may print this report by clicking Print. Users then click

Close to return to the Privileges section.

6.3.15 The Provider Photo Section

The Photo section allows CC/MSSP/CMs to upload and store a photograph of a Provider in his
or her credentials record, as depicted in Figure 200 below. The addition of a photo to the
credentials record is important to support visual confirmation of a Provider’s identity. A Photo
section is not present in a Provider’s E-Application. It is the responsibility of CC/MSSP/CMs to
upload an authenticated photo of a Provider into this section of the Provider’s credentials record

in accordance with Service guidance.
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Figure 200: Photo Section

The photograph must be 1 megabyte (MB) or less in size to be uploaded to CCQAS; have a .pdf,
Jpeg, or .gif file extension; and already be loaded onto a user’s workstation or electronically
accessible on a local network. To upload the photo, users click the Browse button and enter the
file pathway that describes the photo’s location on their hard drive or network. After the file
pathway is specified, click Upload Photo. Depending on the computer and network speed, the
photo may take severaliminutes to:upload.

A Provider’s photo should be updated periodically. "To update a photo, the existing photo should
first be deleted by clicking the Delete Photo button. A new photo'may then be uploaded using
the process described above.

6.3.16 The Documents Section

The Documents section stores all documents that Providers or CC/MSSP/CMs have uploaded to
CCQAS to date. It also stores “PAR” documents and privilege, application, and Appendix Q
“Snapshots” that CCQAS automatically generates. The Provider Documents and
PAR/Snapshots radio buttons allow users to toggle between these different types of documents.

The process of adding Provider documents to a privilege application is explained in Section 5.5.4
in this manual. All documents uploaded during the application process are listed in the
Documents section of the credentials record, following application approval and closure.
CC/MSSP/CMs may download, rename, delete, or send a message regarding existing documents
in the Documents section of a Provider’s credentials record at any time by selecting the
appropriate option from the hidden menu of actions for each document record, as depicted in
Figure 201 below.
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Figure 201: Documents Section

New documents may be added to a Provider’s credentials record at any time by clicking the Add
button. In order to be uploaded into CCQAS, each individual document must be 5SMB or less in
size and have a .pdf, .jpeg, or .gif file extension.

Other important features of the Provider Documents screen include the following:

e Users may search the list of documents associated with the application by selecting the
desired document type from the Filter by File Type pick list

e The summary line for each uploaded document includes.the type of document, when it
was uploaded and by whom, and the name of the file that was uploaded

e Users may view the document by selecting Download-fromrthe hidden menu of actions
for the document record

e The User’s Name and User’s UIC reflect the individual who uploaded the document to
the application and the Upload Date reflects the date and time the document was
originally uploaded

CCQAS automatically generates a PDF file at various points in time during the processing of an
E-application or electronic PAR form. Users may view these PDF files by selecting the
PARs/Snapshots radio button at the top of the screen, as depicted in Figure 202 below. A PAR
PDF file is generated each time PAR Evaluators, PAR Reviewers, or Providers complete their
electronic review of the PAR. “Snapshots” are CCQAS-generated PDF files of the privilege
application created each time a Provider or PA E-signs the E-application or Appendix Q, and
when PSV of the E-application has been completed. Thus, several PDF files for each E-
Application and PAR may be listed on the screen.
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Figure 202: PARs/Snapshots listing

The time and date that each PDF file is generated is documented on the right-hand side of the
screen to assist users in identifying the most recently generated PDF file of the desired
document. The PDF file may be viewed by selecting Download from the hidden menu of

actions for the record.

Note: All previously submitted E-Applications, Appendix Q documents, and PAR forms,
regardless of privileging location, are displayed on this screen.

6.3.17 The Remarks.Section

The Remarks section is the final listed section of the of a Provider’s credentials record, as
depicted in Figure 203 below. The:Remarks functionality isa-eustomizable feature of CCQAS
that allows each Service and facility to decide/if and how it should be used. There is no
Remarks section in‘the'Provider’s E-Application that populates the Remarks section of the
credentials record. It is the responsibility of CC/MSSP/CMs to use this functionality in
accordance with Service guidance and facility practice.
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Figure 203:

Remarks Section
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The Remarks section remains empty until the Provider Remarks Type pick list is configured.
Any user may perform this configuration, as long as he or she has permission to access the
Provider Remarks menu item under the System main menu. Figure 204 below depicts the
Provider Remarks section.

Mes=sages(50) | Last Logon Attempt: 10/23/2012 09:14:4

ide Credentialing, Risk Management, and
verse Actions System Supporting Medical Personnel Readiness"
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Primary UIC: NOOOT4 Applicant Processing Input Clerk: M55P154

User Processing

Change Start Page

Email
Entered By Date Entered M

Tracker Status

Provider Remarks
Broadcast Me:ssage:s‘h

Figure 204: Provider Remarks Section

The Provider Remarks Type window opens, as depicted in Figure 205 below.” The pick list
options for Provider Remarks are created when CC/MSSP/CMs click Insert in the upper left-
hand corner of the Screen.
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Figure 205: Provider Remarks Window
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After CC/MSSP/CMs enter a free-text Description and click Add, the Provider Remarks Type
displays one new entry. Figure 206 below depicts the Provider Remarks Type screen.

Provider Remarks Type

De=cription

agd | ciose |

Figure 206: Provider Remarks Type Screen

Additional remarks types may be entered by repeating this process until the complete list of pick
list values have been created, as depicted in Figure 207 below. After all desired values have
been created, CC/MSSP/CMs click Cancel to complete the configuration process.
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Figure 207: Provider Remarks Type Screen
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After the Provider Remarks pick list has been configured, CC/MSSP/CMs may enter remarks
into the credentials record, as depicted in Figure 208 below.
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Figure 208: Provider Remarks Type Screen

CC/MSSP/CMs enter.the Type of remark and text.in the Remarks field,.and.then click Save, as
depicted in Figure 209 below. The Remarks section displays, showing the remark that was just
entered, the name 0of the individual who entered'it, and the date it was entered. Another new
remark may be entered by clicking Add ProvidersRemarks in the upper left-hand corner of the
screen.

% "A Worldwide Credentialing, Risk Management, and Messages(50) | Last Logon Attempt: 10/23/2012 09:14:40 05:00 & | Submit Ticket| Securiy Briefing | Logoff
¥ CCQAS Adverse Actions System Supporting Medical = nooT: =
sxxx EQUIQ #5
RiskManagement  Adverse Actions
‘Prawder Close Provider Record [ «]»]
Hames PAUL ALLEN Branch: F11 Rank: Lt Gen Corps: liC AOC/DesigiAFSC: 40C0
SSH: 100-44-8888 Primary UIC: N000T4 Cred Status: Active Input Clerk: 11357154
Remarks ]

Add Provider Remarks

2 [Type [Remarks Entered By Date Entered Wodified By Date Modified | Global
[ User guide section & ADMIN 10/2312012 Ve
Print
Delete

-—-r 0O - < >r =

Figure 209: Provider Remarks Menu Options

CC/MSSP/CMs may edit a remark by selecting Update from the hidden menu, or delete it by
selecting Delete. The name of the user and the date of editing is documented each time a remark
is updated. The content of the Remarks Section may be printed in one of several ways.
Individual remarks may be printed by selecting Print from the hidden menu of options. To print
all remarks on this screen, click Print Preview. In both cases, the document to be printed
appears in a separate browser window. Users have the options to change the font style and size,
print the document, or save it to their hard drive or network.
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6.4 Updating Credentials Records Using Batch Processing

At any point in time, CC/MSP/CMs may access a Provider’s credentials record to update training
information or perform a variety of transactions on an individual record. Updates and
transactions may also be “batch” processed, which enables users to update multiple records with
the same data, without having to edit each Provider’s record individually. Since batch
processing results in the same action being performed on multiple records, the update must be
exactly the same for all records involved. For example, a Batch Training action is only
appropriate if all of the records included in the batch need to be updated to reflect completion of
the same class or course. Other actions that may be batched include ICTB and PCS transactions
(ICTB and PCS transactions are discussed in Sections 8 and 9, respectively), deactivation and
reactivation of credentials records (see sections below), and a variety of letters.

All batch actions are initiated from the Credentialing > Batch Processing menu, as depicted in
Figure 210 below.

E3 "A Worldwide Credentialing, Risk Management, and Messages(50)| Last Logon Attempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket| Security Brie
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” No007

xxxex EQUQ *Ax%

Credentialing Privieging Risk Management Adverse Actions Reports System Help

Provider Search
Transaction Table | Advanced Credentials Search | Add Credentials Provider

Batch Update
Batch Procezsing

K ast Name: First Name: S5h:
= Last Name: Allas First ame: NP

Figure 210: Credentialing Batch Process Menu

Provider records may be batch-processed by selecting the appropriate radio button in the Batch
Job Type section of the screen, as depicted in/Figure 211 below. Notice that the sample
screenshot below illustrates the Batch Training radio button as selected. Batch Training
supports the addition of training information to the Continuing Education and Contingency
Training sections of Providers’ credentials records.

Users may enter additional search criteria in the upper portion of the Credentials Provider
Search screen if they wish to limit the batch action to only certain groups of records (e.g., only
Providers in a specific department, work center, corps, or unit). After all appropriate search
criteria are entered and the desired batch action is selected, users click Search.
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Figure 211: Action Section of the Credentials Provider Search Screen
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A list of Providers that meet the search criteria specified is displayed on the Batch Training tab,
as depicted in Figure 212 below. Users may check which Providers from the search list should
be included in the transaction, enter the appropriate training information, and then click Submit
Batch. Other batch actions may be performed in the same manner as the example above.
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Figure 212: Continuing Education Batch Training Screen

After the batch is submitted, all Provider/records included in the batch are automatically updated

to include the new training course information/in.the appropriate section of the Provider’s
credentials record.

Records that are updated or transacted through batch processing remain independent of each
other after the batch action has been completed. For example, if a Batch ICTB transaction is
performed, and then one or more Providers in the batch do not perform the ICTB as planned,
individual ICTB transactions may be cancelled or ended without impacting the ICTB
transactions for the remainder of the batch.

6.5 Deactivating a Credentials Record

When a Provider’s record is deactivated, the record status in CCQAS changes from Current to
Inactive. This action may be appropriate when military Providers retire from active duty service
or for civilian or contract employees whose employment arrangement has ended. Not all users
have the necessary permissions to deactivate a Provider’s record. For those who do have the

necessary permissions, users should consult Service policies prior to deactivating any Provider
credentials records.

In order to deactivate an individual Provider’s record that is currently in active status, users must
perform a search for the record, using record Status = Active (the default setting). An individual
Provider may be deactivated by selecting Deactivate Provider from the menu of Provider
actions, as depicted in Figure 213 below.
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Figure 213: Deactivate Provider Menu Item

Users then enter the End Date and Disposition, indicating when and why the record should be
deactivated, as depicted in Figure 214 below.

Deactivate Provider - ALLEN, PAUL

R=azon:

Separated
Degeazed
Emplgymefit Ended
Contract Ended

| |

Figure 214: Deactivate Provider Screen

If the current date is set as the End Date, the Provider’s record is placed in inactive status
directly after the record is deactivated. If the End Date is set to a future date, the record
becomes inactive at midnight (Central Time) on the day before the effective date. The inactive
record will not be included in system queries or reports unless users include inactive records as
part of their search and reporting criteria.

6.6 Generating Provider Mailing

Labels

CCQAS supports the generation of mailing labels for any Provider or set of Providers with a
CCQAS credentials record. Complete instructions for generating mail labels are available from
the Help menu (Instructions > Mailing Labels), as depicted in Figure 215 below.
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Figure 215: Mailing Labels Menu Item

The generation of mailing labels is initiated from the Credentialing > Batch Processing screen
by selecting Provider Mailing Labels in the Batch Job Type section of the screen, as depicted
in Figure 216 below.

CC/MSSP/CMs may enter additional search criteria in the upper portion of the Credentials
Provider Search screen if they wish to generate mailing labels for only certain groups of
Providers (e.g., only Providers in a specific department, work center, corps, or unit). After all
appropriate searchyeriteria.are enteredsand the desired batchractionsis selectedyelick Search.
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Figure 216: ‘Provider Mailing Label’ Radio Button
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A list of Providers that meet the search criteria specified displays on the Batch Labels tab, as
depicted in Figure 217 below. CC/MSSP/CMs may check which Providers for whom mailing
labels should be generated, and then click Submit Batch.
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H CCQAS Adverse Actions System Supporting Medical Personnel Readiness” No0OTE |+

sxxk EOUQ *5%

Credentialing Risk Management Adverse Actions

Batch Processing Search || Batch Labels | Help!

r Name ‘ ssi ‘ uic ‘ Type ‘Er:n | Erpa‘ Status | Start Date ‘ End Date ‘ From UIC ‘ Asgn Ui | Provider Type |Dsm| Wiork Center | €SS
¥ | ALLEN, PAUL 100-24.3288 00074 CRED |F11 |MC |Current |08/18/2012 [ Administrative Ho
| T | ANC, civi Registration 0 2z HDOOT4 CRED z NOOOT4 Non-Fersonal Service Contractor Ho
| T | 25, apeenpica e 0 00074 CRED | m13 [ Ho
| T [ 251, utt educ 0 CRED | N13 0004 # (non Training) Ho
| T | cre, ne avperse 0 CRED [ Ho
| T~ | crep, nc PR app 0 CRED | N13 N0OOT4 Administrative Ho
EEE 1 CRED | F11 [ Ho
| | newon 7 CRED | N11 NOODSD | NDDOT4 Ho
| T | PeTers, Jessi 1 CRED [ Ho
| I~ |ross TerRY 1 CRED N0OOT4 Ho
| T [ =ums, are 00211 CRED | F11 00074 Ho

Record Count: 11 Submt Batch Cancel Record Limiti| 10

Figure 217: '‘Batch Labels’ Tab

CC/MSSP/CMs are thenngiven optionstfor the types of mailinglabelsithey wish'to generate for
the selected Providers, as depicted in Figure 218 below.

After the desired mailing label option is selected, CCOAS copies all of the applicable data to the
Clipboard function on the‘user’s desktop. The contents of the clipboard then need to be
downloaded to a Microsoft Word® or Excel® file for editing and printing. Users are referred to
the instructions provided from the CCQAS Help menu for additional assistance in editing and
printing the mailing labels.

i "A Worldwide Credentialing, Risk Management, and Messages(50) | Last Logon Attempt: 10/23(2012 09:14:40 -05:00 & | Submit Ticket | Security Briefing | Logoff|
? CCQAS v ns System Supporting Medical Personnel Readiness”

=xxx EQUIQ ¥

Risk Management Adverse Actions Reports System Help

Credentialing Privieging

Batch Processing Search | Batch Labels Help?

Copy Provider lailing Labels

Copy Assigned UIC Maiing Labels

|
Copy Other UIC Maiing Labels |
|
|

Copy Credentialing UIC Maiing Labels

Record Count: 11 Record Limit:| 100

Figure 218: Batch Labels Options
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7 Modification of Provider Credentials and Clinical Privileges

Changes in a Provider’s professional credentials should be updated in CCQAS in a timely
manner. The method for updating CCQAS with new credentialing information depends on
whether or not a Provider wishes to request a change in clinical privileges commensurate with
the new credentials. If the new credentials do not warrant a change in the Provider’s current
privileging status, or the Provider does not wish to change his or her current privileges, the
credentials record may be updated in one of the following ways:

e CC/MSSP/CMs may enter the new information directly into the Provider’s CCQAS
credentials record, based on the appropriate documentation received from the Provider or
other trusted source. This process does not change the Provider’s current clinical
privileges; it only ensures that the most recent credentials information is available in
CCQAS (refer to Section 6), or

e The Provider may add the new credentials information to his or her next application for
renewal of clinical privileges ( refer to Section 10) or an application for privileges at a
new duty station (refer to Section 9)

If the change in credentials supports a change to the Provider’s current clinical privileges, then
the Provider may wish to request modification of privileges before the next privilege renewal
cycle. In this case, the Provider may submit an application for modification or augmentation of
privileges and include any new credential(s) with that application. An application for
modification or augmentation of clinical privileges may also beappropriate when a facility or
unit has begun to support one or/more privilege items that the Provider previously requested, but
was not granted on the basis of thesfaeility not having the resourees:to support the privilege(s).

7.1 Generating ansApplication for Madification.or Augmentation of Privileges

After Providers are granted clinical privileges at a facility via the CCQAS online privileging
process, a modification or augmentation of the current, approved privileges may be requested at
any time. An application for modification of privileges can be initiated by a Provider or the
PAC.

To generate the application as a Provider, users in this role simply log in to CCQAS, click the
Applications tab, and select “Request Modification” from the hidden menu of actions for the
most recently approved privilege application. The hidden menu can be viewed by either right-

clicking the privilege application record or by clicking the Hidden Menu icon " to the left of
the record, as depicted in Figure 219 below.
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% "A Worldwide Credentialing, Risk Management, and

? icmi Adverse Actions System Supporting Medical Personnel Readiness"
T FOUO *%

My Applications Credentialing

Provider Self-Service

Work List || Applications Documents

© To reguest a modification of privieges, find the completed application that vou would like to modify and select "Reguest Modification” from the menu by cli
not expired can be modified.

? |MTF App Type App Status Requesting Privileges
b | W2IZR10, USA DENTAC - FT HOQD Modification (Miltary) In Review e
v LWAZRAN 1S4 DENTAR - FT HOOD 1at E-App (Military) Closed e

Open

Request Modification

Figure 219: Request Modification Menu Item

CCQAS only permits Providers to request a modification of the most recently approved
application at their facility.or unit.“The'Request Modification menu‘item isnot active or
enabled for applications that are currently in the review pracess, for approved applications that
are not current, or for applications-associated with other facilitiessor units.

When Providers select Reguest Modification, the Application Modification Instructions
screen appears, as depicted in Figure 220 below. Providers may print these instructions by
clicking Print, or they may cancel the request and return to the Applications tab by clicking
Cancel.

- - = =
I todification Instructions
1. You mary reviesy al of your credental by seiscing Sammety Recor from e sevigalcn bar o 158 R of the provder sppicabion kireen. The Setal ntcords KCaies unde sach secion of the Samo
L= B RL Dl 1=y

I Enteer afy Srecintiaim o formatcn (i BEE Chinged SN0 Four et recor! for ofidiegit. You Sy meect By o T Beml from (e sacigalin et 0 orgen 30 updne e AESCI Credenian
3 Emipr gy i Soecaly nRormatsn under e Soecinty sacion of (he Sovider sooiiaton

4. Revirw yeur il of refereaces feund cader me Seferences secion of the proviser apaicaton, AN references Tak apaly is thia requesi for griviege madificmion shoul be seiecied s Covme, B ye
proviter EpplcEion

£ Rewwrv your i of evalabie prvisge categones fpend under he Sonton sectica of P previder agpicaden. I yow waest o 832 anoiner preciepe calepory seect £ frem fe Privifepe Cesegory sect
agprewed priviepes foend under the Fracleges secton of the provider applcation, Moddy he prviepe desgnaton (Fuly Competent, YWih Soperdaes, Not Resussies) an needed, If you are appiing 1
wnder the asgroprabe column. Choi oo the Save buBon fo sarve all your selectona

& dfier all credentals have been wdaled. rew privieges have besn added asdior chanpes o priviege deagnatons have been made. ssiect the E-Sipnadore secton of the grovider applcaton
7. Revew e aftestaten rriormaben. Erter your passwtrd ard chol on the | dgre bulien n 0raer 1o complete v request
b afier you complete your request by choung Me [ Agres tulion your regesst S segmentiten ssdior medrfcabon of prvieges wil be aubmiled to Me credentan offoe for revew and sporeeal Yo

suthonly for ths WTFOTF

f oy folid AERALIACE SRRl COMBIE he Credenial Offce Al yior Konl WTTATF

I nhale Upaicatios Print Cance

Figure 220: Application Modification Instructions Screen
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When Providers click Initiate Modification, a new application for modification of privileges
appears, as depicted in Figure 221 below. Providers must proceed with the application process,
according to the instructions provided.

[Provider Applcation . WITRI, USA CENTAE . FT HDOD, Fi Rood

P eenfeatan ¢
W Contbit nirmacn
W Leitaniing *
& DEACDS IEr— far L-Sgnatace

o EucmenTraneg ¢ @ Eeroen man ez oees comziesen

W Soecaty * ¥ Secton nas been camoieten

O Affiaten (@ Secoon nes been Kokes for P EVRWATETYE SIT0RI.
@ Cantrung Esutaton | B Baction han boan usioched for updates.

Q Contngency Tranng
O Pracice Nstery Oupat * | | fices ey Contact yeur Credertain Gfer

O Heatn Stasea Queat *

@ Hetermeca

Q Vo Pty

@ Lsgratune *
Cocumenty
Surmemary Reoen
Comrent
Lpicaten Bucknl
Priviegein) Gramed

o QLU0 T

Figure 2217 Provider Application (Madification)

The following are important features of the application for modification of privileges:

e The application is pre-populated with a Provider’s most current credentials information
from his or her CCQAS credentials file

e Providers may not edit existing credentials information that has already been verified via
the PSV process, except to update expiration or renewal dates

e Providers may add to the application new credentials that are supported by appropriate
documentation

e The application reflects the list of clinical privileges that were granted during the most
recent privileging action by a Provider’s current privileging unit or facility

e The section of the application containing the “Practice History” questions must be
completed prior to submitting the application. If a “Yes” response was submitted on a
prior online privilege application, the modification application pre-populates with the
Provider’s previous entries

e The section of the application containing the “Health Status” questions of the application
must be completed prior to submitting the application. If a “Yes” response was
submitted on a prior online privilege application for questions 5,6 or 7, the modification
application pre-populates with the Provider’s previous entries
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o All references listed on the original application are listed on the Modification
Application, with a status of “Current = No”. Providers should edit the References
section to indicate which references are still current or add new references

e Currently, approved privileges are displayed in the Privileges section. Providers simply
need to change the privilege delineation that is driving the modification

Note: Providers should enter sufficient information on the modification application to support
the request for additional clinical privileges. For example, if privileges are requested on the
basis of those same privileges being newly supported by the facility, Providers should include a

comment on the application indicating that the application is being submitted for privileges on
that basis.

When Providers create the application for modification of privileges, the system generates an
email notification for them and a new work list item on their “Work List” entitled, “App Type =
Modification”. Figure 222 below depicts a sample modified application.

e "A Worldwide Credentialing, Risk Management, and
7 ccaAs

Adverse Actions System Supporting Medical Personnel Readiness"

RRER FOUO RREE

My Applications Credentialing

[Provider Self-service

Work Lizt Applications Documents:
8 Double click on a worklist tazk to open it. You may view completed e-applications from current or past privileging periods in the "Applications” tab. Uploaded do
- T _ogm] 1 —]
Status: | Open Tasks | ¥ Shov/ {aBks with a st date between =] and El-
? |Urgent Tazk App A¥pe MTF
v [ No Complgte Application (Military ) Wogdification WEZRM0pUSEDENTALC - FTIHE 0D

Mﬂp;licaticn (Military ) liodification WEZR10, USA DENTAC - FTJROOD

Figure 222: Provider Task — Complete Application, Modification

The work list item to complete the Modification Application remains active until either the
Provider completes and submits the application, or 90 days pass without submitting the
application. After the application is submitted, it is locked and cannot be edited by the Provider,
unless the CC/MSSP/CM returns the application to him or her with instructions to modify it.

7.2 Processing an Application for Modification or Augmentation of Privileges

After the Provider signs and submits the Modification Application, the system forwards it to the
CC/MSSP/CM. The CC/MSSP/CM receives a new work list item with “App Type =
Modification”, as depicted in Figure 223 below.
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i~ "A Worldwide Credentialing, Risk Management, and
T CCQAS

Adverse Actions System Supporting Medical Personnel Readiness"

EEkkx F o U O EEER

Credentialing Privieging Reports

WorkList for W3ZR10 , USA DENTAC - FT HOOD

Work List WMy Applications Pending Applications
Status: | Open Tasks | Role: | Al “ | Tasks start date between | 12/192011 ' and |09/13/2012 'l Fiter
7 |Urgent |DueDate |Task Role From (Role) Provider App Type
v | No Application Ready for Review CC/CM/MSSP CROSS, GIDEQON (Provider) CROSS, GIDEON (Military) Wodification

E—

Figure 223: CC/MSSP/CM Task — Application Ready to Review, Modification

From this point, the PSV and review processes are similar to those of the original application
upon which the modification is based, with a few exceptions. For a modification of approved
privileges, only the Provider’s license(s), certification(s) or registration(s) and those credentials
that require verification but were not previously verified need to undergo the PSV process. A
new NPDB query must also be performed in accordance with Service policy.

Note: CCQAS will accept a Last Query Date within the past 90 days as fulfillment of the PSV
requirement, but a new NPDB/Healthcare Integrity and Protection Data Bank (HIPDB) query
should be performed in accordance with Service or facility protocol, or any time concerns or
questions arise regarding the Provider’s recent practice. Regardless of the value entered for the
Last Query Date, the CC/MSSP/CM or €VO clicks Save in the upper left corner of the NPDB
Query section of the PSV Summary screen so/that CCQAS can complete the PSV process. The
PSV Summary screen is depicted in Figure 224 below.

Prime Source Verification {PSV) for NICK DUNNE
Provider PSV Summary | Privileges Documents Comments
=/ NPDB / HIPDB | FSMB [
Save
{
National Practitioner Data Bank (NPDB) Information
Last Query Date : | 09/02/2012 YI Result Date - | 09/19/2012 v Adverze Information On File:
Yes
Request Query D Query Results Pending O '
@ ho
O Mo, but was previously Yes
NPDB Website
Healthcare Integrity and Protection Data Bank (HIPDB) Information
Last Query Date - , Result Date - , Adverze Information On File:
D Request Query D Query Rezultz Pending O ==
QO ho
O Mo, but was previcusly Yes

Figure 224: NPDB/HIPDB/FSMB Provider Summary
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Sections of the application that were modified by the Provider are flagged so that the
CC/MSSP/CM, CVO, and Reviewers may easily identify what information has been changed or
added since the original application was approved. lcons appear next to each data element that
was changed from the original application, indicating that the section needs to be verified on the
basis of new or modified information. If the “Verified” box on the right-hand side of the screen
is checked, the information in that section does not require re-verification. Figure 225 below
depicts the flagged credentials on the Modification Application.

| Prime Source Verification (PSV) for GIDEON CROSS

Prowider PSW Summary | Privileges | Documents

? |DEA Mumber
Mo Records Found.

=l Professional Education |

? |Degree Type Ingtitution

¢ |Doctor of Medicine Qualifying Degres Unifermed

Post Graduate Training [Mo Data] [
= Specialty [

? | Specialty Sub Specialty
v | B Family Practice Addiction Medicine

| Malpractice Coverage [Mo Data] [

Figure 225: Flagged Credentials on the Modification Application

The CC/MSSP/CM and Reviewers are able to see the original privileges granted to the Provider,
as well as the changes to privileges being requested.by the Provider, as depicted in Figure 226
below.

“-b;" "A Worldwide Credentialing, Risk Management, and
57 CCQAS

Adverse Actions System Supporting Medical Personnel Readiness"

EhEE Fo U o EhEE

Credentialing Privileging

‘ Prime Source Verification (PSV) for GIDEON CROSS

Provider P8V Summary | Privieges Documents Comments
W3ZR10
Privilege Category: | 2llergy and Immunslogy (¥ |  Sprt by: | Core v

| Core Privileges

= ‘A Allergy and Immunology
= {24 Version 1.0
= ‘= Physicians requesting privileges in thiz subspecialty must alzo request privileges in their primary dizcipling

0 = Scope
Privilege(s)
@ O The =cope of privileges in Allergy and Immunclogy includes the evaluation, diagnosi: i t, and provision of ther

conditions or dizorders. Thiz scope alko includes the conzsultation, management, education, and provizion of therapy and treatment fo
This privilege was added ko this application, pe events. Physicians may admit and may provide care to patients in the intensive cars setting

B3 ne

Privilege(s)
c ﬁ- Knee Pain nc
= ‘= Diagnosis and Management:
Privilege(s)
¥ Performance and interpretation of teating for hypersenzitivity dizease (2kin testing, challenges)

L T~

ﬁ Performance and interpretation of diagnostic testing for delayed hypers

Performance and interpretation of diagnostic testing for reactive airway disease and asthma (e.g., spirometry with flow-volume loops
=23 S B SN ST

Figure 226: Flagged Privileges on the Modification Application
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Under most circumstances, the application for modification of privileges is routed through the
same Reviewers for the original application upon which the modification was made. After the
PA reviews and approves the Modification Application, the CC/MSSP/CM issues the appropriate
notifications and completes the application process.

After the application is approved, the system imports the modified privileges into the Privileges
section of the Provider’s credentials record. The Staff Appointment Expiration and Privilege
Expiration dates are not updated by the system as a result of an approved application for
modification of privileges. These dates, however, may be changed by the CC/MSSP/CM in the
Privileges section of the Provider’s credentials record (refer to Sections 5-17). Any edits made
to these expiration dates in the Privileges section of the Provider’s credentials record are
displayed in read-only format in the current assignment record in the Assignments section.

The approved Modification Application then becomes a read-only record accessible to the
Provider from the Applications tab. Additional modifications of clinical privileges may be
requested by initiating a second Modification Application from the previously approved
application. Or, the Provider may simply wait to request additional privileges when the privilege
renewal cycle begins again.

8 ICTB Process

Providers who perform temporary duty at locations other than those to which they are assigned
may require privileging at a temporary location. The process by which the appropriate
credentials information 1s'supplied to the temporary facility or unit (i.e., gaining location) is
referred to as the ICTB process. | ICTBs are commonly used for Providers engaging in training
activities, temporary duty assignments, and deployments.

CCQAS supports theJl€TB process in the following ways:

e CCQAS enables CC/MSSP/CMs at gaining facilities to electronically request an ICTB
transfer for any Provider from their parent, or ‘sending’ location (i.e., the facility or unit
to which the Provider is currently assigned)

e When the sending location initiates an ICTB, CCQAS transfers a copy of the Provider’s
credentials record to the gaining location. In general, this copy is view-only and referred
to as the ICTB record

e When the sending location initiates an ICTB, CCQAS also generates a new electronic
privilege application for the Provider to request privileges at the ICTB location. This
application is referred to as an ICTB application. An Appendix Q form may also be
generated for Navy Providers who are not requesting supplemental privileges for their
ICTB duty at another Navy location

e Following the completion of ICTB duty that is longer than 4 days in duration, CCQAS
automatically initiates the online PAR process at the gaining location

These processes are described in the following sections.

8.1 Requesting an ICTB at the Gaining Location

Through its Credentialing module, CCQAS 2.10.0.0 allows CC/MSSP/CMs at gaining locations
to request an ICTB transaction for a specific Provider. To locate the Provider’s credentials
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record, select Provider Search from the Credentialing drop-down menu. Enter the last name of
the Provider, select the Provider Locator radio button, and then click Search. If the Provider
name and other attributes indicate that this is the Provider CC/MSSP/CMs are searching for,
click Assignment from the hidden menu of actions on the Search Results tab, as depicted in

Figure 227 below.

Note: CC/MSSP/CMs must select the Provider Locator radio button for the search function to
locate Providers outside of the user’s UIC. If CC/MSSP/CMs select the default Search radio
button, CCQAS only searches for the Provider among those who are already performing duty at

the user’s location.

Provider Search | Advanced Credentialz Search "

+ | Earth, Leo K

+ | Flack, Roberta Sylvia
¢ | Foreman, Chuck

¢+ | Fred, Cox

v | Gramz, Don

v | Greenway, Chad

v | Grey, Jean L

| HEPRIIBW AlIDBEY

Deactivats Prov i::IEr
Letters

Change 35N

Grant Provider ACCERS

Request Eusto:h,r_! METEF

v | JOBS, STEWVE

¢+ | Johnson, Brad
v | Jones, Georgs
¢ | Jonez, Davey e

v | Jones, Davey

Search Rezultz

WOTCAL
N52054
EB1MFNDQ
EB1MFHDQ
Wod1ALs
EB1MFHDQ
WMLAA
W3IZRZ0
WOTCAR
CL1LFEOF
NOOAE3
CLALFCOF
W01 83
AMOJFQCL
WWEDNAL
S30MFLRY
NSE093

NOO183

Add Credentialz Provider

094072012
=TV g
08/29/2012
083172012
09v24/2012
0aMzizoz
oararzomz
02vETiz02
09262072
09/15£2012
05252002
002142012
(aM 2/20 2
nervizoz
081472012
Oevz1/zi 2
091172012
=TV g

Al
M1
F11

Al

F11

F11

Al

MIL

Dual

MIL
Ch
MIL
Ch
Ch
MIL
Ch

MIL

Dual

Ch

Dual

MIL

Dual

MIL
KIL

Ch

Active
Active
Activ
Active
Activ
Active
Active
Active
Activ
Active
Active
Active
Activ
Active
Active
Active

Record Count: 100

Figure 227: Assignment Menu Item on the Search Results Tab
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When the Assignment screen of the Provider’s credential record appears, CC/MSSP/CMs select
the Request ICTB option from the hidden menu next to the assignment in which the ICTB will
be created, as depicted in Figure 228 below.

Name: AUDREY HEPBURN
S5MN: 550-43-2538

Branch: 211
Primary UIC: VW3ZR20

Aszzignmentz

Work History

Malpractice Insurance

T

dd As=zignment

7| uc

. LALD TN

Ledbes Nuty Staff (non Training)
Request ICTB
Request PCS 'h

Prowvider Type Reported Date| Planned Rotation| MIL/CIN| Type | Status | StartDate | End D

MIL CRED| Current| 0&/27/2012

Figure 228: Request ICTB action on Assignment Screen

CC/MSSP/CMs must enter the ICTB Begin Date and ICTB End Date, and then click Send, as
depicted in Figure 229 below. A message displays, which indicates that the request was sent.

rsion 2100~ Centralize e~ Windows Imtemet Exploier provided By ASHI Research

F CCQAS

niials Quality AssUrance

and Last Logon Attempt: 10/04/2012 10.14.00 -05:00 # | Submit Ticket| Security Briefing| Log

BBICFOPR

Risk

i T
Adverse Actions System Supporting Medical PersonnelREadiness"

#xxx EO)|JO) *E*E

Credentiaing Privileging Risk Management  Adverse Actions

rovider Close Provider Record

Hame: BRIAN ADAMS
SSN: 091-82-0121

Branch: F11
Primary UIC: DW1CFDNg

Rank: COL
Cred Status: Active

Corps: 1C
Input Clerk: CM2013!

AOC/Desig/AFSC: 4441

Broadcast Message to DWCFDNg

Subject:ICTB Transfer Requested
ICTB Begin Date: 10/03/2012 =
ICTH End Date: 10118/2012 =]
Type of Duty: Duty|
Message Preview:[DAWSON RICHARD is requesting that the credentiaing record for ADAMS, BRIAN (091-82-0121) be

ICTE'd to BBYCFDPR, 0002 MEDICAL GROUP, Barksdale AFB with a beginning date of 10/03/2012
and ending date of 101192012,

Ity contact information s as follows:
Username: CH2013!

Email: nchernyavskaya@asmr.com
Phone: (111) 222-3333 (Home)

Cose
Request ICTB Screen at Gaining Location

Figure 229:
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The responsible CC/MSSP/CM at the sending location receives the request through the
Broadcast Messages function within the application. The next time the CC/MSSP/CM at the
sending location logs in to CCQAS, he or she is alerted to a new incoming broadcast message for
the unit, as depicted in Figure 230 below.

Message from webpage L

l Mew incoming Broadcast Message,
1
To prevent this message from appearing, you must acknowledge these
messages, (3o to the Broadcast Messages on the Systems Menu to
acknowledge the incoming message.

QK

Figure 230: New Incoming Broadcast Message Alert for Sending Location

To view incoming messages, select Broadcast Messages from the System drop-down menu, as
depicted in Figure 231 below.

| ccQas Version 2100 - Centralized Credentials Quality Assurance System - Windows Intemet Explorer provided by ASM Research = ==

i;-b A i Risk g , and Messages(1)| Lasi Logon Aftempt. 10/04/2012 12.33 05:00 ® | Submit Ticket | Security Briefing | Logoff
¥ CCQAS Adyerse Actions System Supporting Medical Personnel Readiness™ DVWICFDNS w

Provider Search Advanced Credentials Search| Add Credentials Provider

Last Name: SSN

Alias Last Name: NPt
Branch - - Civilian Role: -
Primary UIC: Other UIC:
Department File Manager.
Provider Type: -

Sort By: Last Name -

Figure 231: Broadcast Messages Menu Item at the Sending Location

An automatic notification is sent to the primary PAC whenever a non-primary UIC performs an
ICTB transaction on one of his or her assignments. The Broadcast Message for an ICTB includes
the name of the requested Provider, the dates for the ICTB duty, and POC information for the
gaining facility or unit. Figure 232 below depicts the Broadcast Message menu item.

After the primary PAC reads the message, he or she may close it by clicking Close, or print it by
clicking Print Selected Message(s). To delete the message, select Delete Selected Message(s)
from the hidden menu of actions for the message.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 175



Version 2.0 November 1, 2012

(CCQAS Version 2.10.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

= “A Worldwide Credentialing, Risk Management, and Messages(1) | Last Logon Attempt. 10/04/2012 12:33:29 -05:00 # | Submit Ticket | Security Briefing | Logof
ccms Adverse Actions System Medical 3 DWICFDNg ~

wxx EQUQ #**

Credentialing Privileging RiskManagement  Adverse Actions
Read Broadcast Messages
Check All Filter Criteria Record Count: 3

B 7| sender Message Title

Created Date
v 3 [7] DAWSON RICHARD ICTB Transfer Requested 10/0472012

v 3 [[] DAWSONRICHARD ICTB Transfer Reguested 09/27/2012
» 53 [7] Jefrey Campbell PCS Transfer Requested 09182012

iew Message

Broadcast Message

Title: ICTB Transfer Requested Created Date: 10/04/2012

Sender: DAWSON RICHARD Type OF Duty: Duty

Message: Iy contact information Is as follows:
Username: CM2013!
Email: nchernyavskaya@asmr.com =
Phone: (111) 222-3333 (Home) -

Print Selected Message(s) | Create New Message | Defete Seiected Messagets) | Close |

Figure 232: Broadcast Message Menu Item

In all instances, it is the responsibility of the sending facility or unit to initiate the ICTB
transaction. The gaining unit can only request the ICTB transaction, but cannot initiate it.

Note: The Create New Message button allows CC/MSSP/CMs to write a message for
broadcasting to other.CE€s/MSSPs/CMs... The message is not:limited to.any-one-particular topic.
The Broadcast Message functionality, therefore; can be viewed as email functionality within the
CCQAS system only.

8.2 Initiating the ICTB at the Sending/Location

CC/MSSP/CMs at sending locations may initiate an ICTB transaction, regardless of whether or
not the gaining location submits a Broadcast Message requesting the ICTB. The location that
owns the Provider’s credentials record is the only facility that may initiate an ICTB transaction.
The sending facility, however, may initiate multiple ICTB transactions on the same Provider
record as the situation and facility and Service protocol dictate.

Sending facility CC/MSSP/CMs initiate an ICTB transaction through the Credentialing module.
To initiate an ICTB transaction, select Provider Search from the Credentialing drop-down
menu. Enter the last name of the Provider, select the All (Primary UIC or Assignment UIC)
radio button, and then click Search.

On the Search Results tab, select Open from the hidden menu of actions for the Provider’s
record. After the Provider’s credentials record is opened, click Work History on the
Navigation bar on the left-hand side of the screen, as depicted in Figure 233 below.
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Figure 233: Work History Section on Navigation Menu

From the hidden menu of actions, next to the assignment record, click Initiate ICTB in the
menu. CC/MSSP/CMs then enter the appropriate information for the ICTB transaction and
submit the ICTB transaction, as depicted in see Figure 234 below.

Credentialing

CCQAS

“A Worldwide Cred Risk Manag and
Adverse/Actions System Supporting Medical Personnel Readiness”

kkkk Fouo KEkEE

Privileging

| Provider

Name: HART CRANE
SSN: 101-92-0123

Branch: F11
Primary UIC: DW1CFDN9

Rank: Lt Gen
Cred Status: Active

Assignments

Work History Malpractice Insurance

‘ Add Assignment

Initiate PCS

Initiate ICTB

End Assignment
Cancel Assignment
Letters

Initiate Application
Reactivate Privileges|

zO——le—:bz‘

Pravider Type
“Iministrative

Reported Date | Planned Rotation MIL/CIV | Type | Status | Start Date End Date | Transferred From

MIL CRED | Current | 10/19/2012

Dept | Work Center | Primary Sp|

Figure 234: Initiate ICTB Menu Option
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CC/MSSP/CMs then enter the To Command, Start Date, End Date, and other appropriate
information for the ICTB transaction, and then click Submit to initiate the ICTB transaction.
Figure 235 below depicts the ICTB form.

To Command: BB1CFDPR (B4
ICTB Information
Start Date: 10/19/2012 ==
End Date: 10/27/2012 ==
Evaluation (PAR/OER)

Provider Information
Type of Duty:  Active Duty Special Work (ADSW)
Current PED: 10/18/2014
ICTB Duty Status: @ Military Chvilian

Credential Signature Authority Information
Credential Signature Authority / Name: Renee Marie Hutchison
Credential Signature Authority / Position: Credentials Coordinator
Credential Signature Authority / Command: MEDICAL GROUP
Credential Signature Authority / Location: TEXAS

Credential Signature Authority / Phone: (916) 465-1232

Select the additional text for paragraph 13:
No additional infarmation in Credentials File
Additional license information in Credentials File
Additional information in Credentials File - Please Call
Additional comments for paragraph 14:

@ None

Suppress/ICTB. E-Application: Yes @ No

Generate ICTB Letter: @ Yas 0 No

Figure 235: ICTB Form

Note: The required fields (red field labels) to initiate an ICTB are common to all Services. The
Initiate ICTB screen contains additional text fields that are auto-populated with information that
users have entered on the Command Parameters screen, but these fields are editable on the
Initiate ICTB screen.

Note: There is an option to Suppress ICTB E-Application, which suppresses an electronic
privileging application from being generated as part of the Initiate ICTB function. There is
another option to Generate ICTB Letter, in which users can designate Yes or No as part of the
transaction.

The Initiate ICTB screen appears differently if Providers have not yet submitted their 1° E-
application using CCQAS. If the ICTB application is the first E-application Providers complete
in CCQAS, and they do not yet have a user account (i.e., user ID and password) when the ICTB
transaction is initiated, the system also automatically generates a new user account for
Providers. Additional data fields are present on the Initiate ICTB screen to capture a
Provider’s primary email address and phone information, as depicted in Figure 236 below. The
primary email address and phone information are required to create the new user account for the
Provider.
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Provider Information

Type of Duty: A
Current PED:
Provider's AKO Email:
Provider's Phone Type: | Home hd Provider's Phone Number:

Projected Provider Category: ~

ICTB Duty Status: (3 Mitary O Civilian

Figure 236: Email Address and Phone Number Fields for User Account

Provider then receive their user ID and temporary password information needed to access
CCQAS via an email message sent to the email address entered on the Initiate ICTB screen.
Providers must provide an accurate email address on the Initiate ICTB screen to receive the
necessary information to access CCQAS.

After a sending facility initiates an ICTB transaction, the following actions automatically occur:

e CCQAS generates a copy of the Provider’s credentials record that the gaining facility
may use to document assignment and other details of the duty performed by the Provider
at the ICTB location

e CCQAS generates a privilege application for the Provider to request privileges at the
gaining location (unless users selected Yes for the Suppress ICTB E-Application)

8.3 The ICTB Assignment Record

An ICTB transaction is the only situation where duplicate copies-of a Provider’s credentials
record are active at multiple locations. “Although the two copies are identical in content, they are
not identical in function="Sending CM/MSSR/CCs retain full access to, and responsibility for,
maintaining a Provider’s primary credentials record, while gaining facility personnel have mostly
view-only access to their copy of the Provider’s credentials data.

If the ICTB is scheduled to be effective as of the current date, a new assignment record with
Status = Current and Type = ICTB is created at the sending facility, with the start date being the
current date, as depicted in Figure 237 below. In a Provider’s Work History section, new
assignment information is read-only at the sending facility, but any changes made to the current
credentials record (e.g., Type = Credentialing) is automatically applied to the current ICTB
record to maintain synchronization between the two records.

Figure 237: Search Results Screen for the Sending Location

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 179



Version 2.0 November 1, 2012

The hidden menu of actions for the ICTB record differs from that of the Credentials record. The
ICTB record may be viewed at the sending location, but may not be edited. Any changes to a
Provider’s credentials during the ICTB duty period should be entered into the Credentials record.
The menu options enable the sending location to generate letters pertinent to the ICTB duty or
reset the Provider’s password as necessary. The sending location also uses this menu to cancel
the ICTB transaction or end the ICTB if the end date occurs earlier than originally expected.

At the same time the ICTB record is created at the sending facility, the same ICTB record with
Status = Current and Type = ICTB becomes available to the gaining location, as depicted in
Figure 238 below. The sections in this record are read-only, with the exception of the newly-
created assignment record for the ICTB location in the Assignment section. Gaining
CC/MSSP/CMs may enter the ICTB assignment information directly into this assignment record.
They may also access all documents, PARs, and snapshots listed in the Documents section.

Figure238; Search“Results Screen for the"Gaining Location

The other options from the hidden menu of actionsfor the ICTB record at the gaining facility
allow gaining CC/MSSP/CMs to generate letters pertinent to the ICTB duty and reset a
Provider’s password, as necessary.

If the ICTB is scheduled to be effective as of the current date, the ICTB credentials record will
be visible at the sending facility, directly after the ICTB transaction is initiated. If the ICTB
transaction was completed using a future date as the effective date, the Provider’s ICTB record
remains in pending status at the sending facility until midnight (Central Time) on the day before
the effective date. The ICTB transaction is classified as a pending transaction until the effective
date is reached. After the effective date has passed, the ICTB record will be included in system
queries or reports run at the sending and receiving facilities unless users include only records of
Type = Credentialing in their search and reporting criteria.

8.4 The Transaction Table

A transaction is written to the Transaction Table at both the sending facility and gaining facilities
each time an ICTB is initiated. Although CCQAS does not require it, gaining CM/MSSP/CCs
should acknowledge receipt of the ICTB transaction in the Transaction Table. This
acknowledgment allows the sending facility to know that the transaction was received and
accepted. CC/MSSP/CMs are alerted to a new entry in the Transaction Table by a message
window that appears each time they access the Credentials module, as depicted in Figure 239
below.

Acknowledgement of the transaction also eliminates the appearance of this message window,
which appears each time CM/MSSP/CCs access the Credentials module.
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Microsoft Internet Explorer x|

'j Iew incaming credentialing transaction{s) exist For this UIC.
-

To prevent this message from appearing, appropriate personnel must acknowledge these transactions, Go ko the Transaction Table on the Credentials Menu to

acknowledge the incoming transactions.

Figure 239: New Incoming Credentials Transaction Window

The Transaction Table may be viewed by clicking the Credentialing main menu bar across the
top of the screen, and then selecting Transaction Table, as depicted in Figure 240 below.

£ CCQAS Version 2.10.0 - Centralized Credentials Quality A

4 "A Worldwide Credentialing, Risk Manag and
? ccw Adverse Actions System Supporting Medical Personnel Readiness”
wxxk CO)|JQ **e*

Credentialing Privileging Risk Management

Provider Search

| Advanced Credentials Search | Add Credentials Provider
Batch Update

Last Mame: First Name:

Alias Last Name: Alias First Name:
Branch: - Corps: -
Primary UIC: Assignment UIC:
Department: - | Work Center.
Provider Type: A | | ) ] -

Sort By: Last N:rrm |

Assignment Status Search Type
[T Inactive @ All (Primary UIC or Assignment UIC)
Current ©) Primary UIC
[ Pending 21 Assignment UIC
@ 1c1B

) Provider Locator

Figure 240: Accessing the Transaction Table

The Provider Transactions screen displays, as depicted in Figure 241 below. Users may then
select the Type and Direction of the transactions they wish to view.

The gaining facility may acknowledge incoming ICTB transactions by selecting the Direction =
Incoming, Status = Unacknowledged or Both and Action = ICTB, and then clicking Search. A
list of incoming transactions is displayed, as depicted in Figure 241 below.

Users may then acknowledge the desired transaction by clicking the Acknowledged checkbox
next to the record, and then clicking Save. The transaction is then changed to Status =
Acknowledged. Users may close the Transaction Table by clicking Close.
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e "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/26/2012 08:08:37 -05:00 # | Submit Ticket| Security Briefing | Log|
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness”
*xex QO HHE*
Credentialing Privileging Risk Management Adverse Actions Reports
Provider T
Direction Status Action
¥ Incoming & Unacknowledged  pes " Update of Credentials Requested
™ outgeing  Acknowlsdged Cicte " Non-Primary Assignment Created
r Primary MTF  foth s Custody Transfer
Acknowledged | From ITF TeMTE | Primary HTF Action Provider Name Senders Phone | ~|
[l CD1CFVPY NO0OE0 HNon-Primary Assignment Created SAMANTHA NEWTON (1) 22
r CD1CFVPY NODOTS Non-Primary Assignment Created AUL ALLEN 1
r CD1CFVPY AMOJFQCL ICT8 EST112223854 112-23-3554
——— Search | Save | Close | * Results showing last & months of history

Figure 241: The Provider Transactions Screen for an Incoming ICTB

Sending CM/MSSP/CCs may then perform a query on the Transaction Table to view the
acknowledgement status of the ICTB transaction. For example, a user at a sending location can
find outgoing ICTB transactions by selecting the Direction = Outgoing, Status = Both and
Action = ICTB, and then clicking Search. A list of outgoing ICTB transactions displays, with
an indicator of whether the ICTB has been acknowledged by the gaining location.

If CCQAS users at a gaining location.are not expecting the ICTB,.or have concerns about the
transaction, they should contact the sending location prior to acknowledging the transaction.
POC information forthessending location is included for each record listed in the Transaction
Table.

8.5 The Transfer (ICTB) Application for Clinical Privileges

After an ICTB transaction has been initiated, the system automatically sends an email
notification to Providers, and an active task is placed in their work list, with “Task = Complete
Application” and “App Type = Transfer (ICTB)”, as depicted in Figure 242 below.

seax EQUO **+*

O Dowbis chick on 8 waeklist task 12 apen A You may view compistad a-apphestions from curmast or past prralaging penads in the “Applications™ tab Uploadad dacumants, parkemancs agsasama ints and POF flas of complstad s-applhcations may ba iewsd in the Dad]
Status Open Tasks - Show tasks weh a start date between ] and (B e |

7 |Uigent  Task Agp Type MTF CCICMMSSe CCICMMSSP Phoot Task St Do
E—— Trarster (ICTE) BECFOPR. 0002 MEDICAL GROUP 0182012

Figure 242: Provider Task — Complete Application, Transfer (ICTB)
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Providers may then open, complete, and submit the Transfer Application according to the
instructions provided. Figure 243 below depicts the Transfer (ICTB) Application for privileges.

€ CCQAS Version 2.10.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM R

"'-h."' "A Worldwide Credentialing, Risk Management, and
5 CCQAS

Adverse Actions System Supporting Medical P | Read

kkkk FOUO kkkk

My Applications Submit Trouble Ticket
[Provider Application - BB1CFDPR, 0002 MEDICAL GROUP, Barksdale AFB
Instructions Instructions |
7 Profile/Paosition * Your application consists of several sections listed to the left of this screen. With the exception of the E-signature which is the final step for submission of this application, t

sections can be completed in any order. You must click on the Save button wherever available so you do not lose any information you have entered. If you have to leave the

V'dE"UﬁCHﬁON = application before completing it, all saved information will be available when you return to complete the application. As you complete each section, the icon next to it will

7 Contact Information * change. Below is a list of icons and definitions that will appear as you complete your application. Complete all fields in every section to avoid delays in processing your
application. You will be notified if additional information is needed. All information you provide will be reviewed, verified and acted upon accordingly by reviewing and approving|

o Lic/Cert/Reg * authorities.

Q DEA/CDS

VEducat\on.'Tramlng o *  Section required for E-Signature.

Q@ Section has not been completed.
V’Speclalty ©

Q Affiliation
Q Continuing Education

V’ Section has been completed.
@ Section has been locked for the review/approval process.

@ Section has been unlocked for updates.

Q@ Contingency Training

@ Practice History Quest. *

Q@ Health Status Quest. *

Q Reference *

Q@ Work History

‘@ Privileges (BB1CFDPR) *

Q E-Signature *
Documents

Need Help? Contact your Credentials Office

Summary Report
Comments
Application Packet
Privilege(s) Granted

Close

Figure 243: ' Transfer(ICTB) Application for Privileges

The following are important features of the Transfer (ICTB) Application:

e The application pre-populates with a Provider’s most current credentials information
from his or her CCQAS credentials record

e Providers may edit or add credentials to an ICTB Transfer Application

e The section of the application containing the “Practice History” questions must be
completed prior to submitting the application. If a Yes response was submitted on a prior
online privilege application, the modification application is pre-populated with the
Provider’s previous entries

e The section of the application containing the “Health Status” questions of the application
must be completed prior to submitting the application. If a Yes response was submitted
on a prior online privilege application for questions 5 ,6 or 7, the modification application
is prepopulated with the Provider’s previous entries

e All references listed on the original application are listed on the Modification
Application, with a status of “Current = No”. Providers should edit the References
section to indicate which references are still current, or add new references
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e The application reflects the list of clinical privileges granted by a Provider’s current
privileging unit or facility during the most recent privileging action. However, Providers
are able to edit the delineations to coincide with their current competencies and (updated)
credentials pertinent to this ICTB privilege application

e Providers may still scan and upload documents to the application, as appropriate

The Transfer (ICTB) email notification is sent to Providers only once, but the work list item to
complete the ICTB Transfer Application remains active, either until Providers complete and
submit the application, or 90 days pass without submitting the application. After Providers
submit the application, it is locked and cannot be edited by them, unless the responsible
CC/MSSP/CM at the ICTB location returns the application to them with instructions to modify
it.

8.6 Processing an ICTB Transfer Application for Clinical Privileges

When CC/MSSP/CMs at a parent facility initiate the ICTB transaction, CCQAS adds a
Provider’s pending application to the gaining CC/MSSP/CM’s Pending Applications tab list, as
depicted in Figure 244 below. With the listing on this tab, CC/MSSP/CMs at gaining locations
can have visibility of the number of days Providers take to accomplish their privilege application
after the system generates the task.

o CAME WA Tranifen ICTE} Puncng Bar o120l T4 [}

Figure 244: Gaining CC/MSSP/CM’s Pending Applications Tab

After Providers e-sign and submit the application, their Transfer (ICTB) application disappears
from the Pending Applications listing for the gaining facility CC/MSSP/CM, who then receives
a new email notification of a task pending in CCQAS. A new work list item with “App Type =
Transfer (ICTB)” is added to his or her work list, as depicted in Figure 245 below.
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Figure 245: Gaining CC/MSSP/CM Task — Transfer (ICTB) Application
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The PSV requirements for an ICTB application are limited to re-verification of all Provider
licenses, certifications, and registrations, and a new NPDB query in accordance with Service
policy. The remaining sections of the ICTB application package are view-only, since
maintenance and validation of these credentials are the responsibility of the CM/MSSP/CC at the
location where the Provider is permanently assigned. Figure 246 below depicts the Provider
PSV Summary screen for the ICTB application.

Gyt o b P Py

Figure 246: Provider PSV. Summary Screen for the ICTB Application

Note: CCQAS will accept a Last Query Date within the past 90 days as fulfillment of the PSV
requirement, but a new NPDB/HIPDB query should be performed in accordance with Service or
facility protocol or any time concerns or questions arise regarding a Provider’s recent practice.
Regardless of the value entered for the Last Query Date, CC/MSSP/CMs or CVOs must click
Save in the upper left-hand corner of the NPDB Query section of the Provider PSV Summary
screen for CCQAS to complete the PSV process.

After these PSV requirements are met, the ICTB application may be routed for review and
approval at the ICTB facility or unit, according to the processes discussed in detail in Section 5.

After the ICTB application is approved, the system imports the new privileges into the
Privileges section of a Provider’s ICTB record. The system automatically calculates new
Privilege Expiration and Staff Appointment Expiration dates for the Provider, based on the
end date for the ICTB duty. CC/MSSP/CMs, however, may change these dates in the Privileges
section of the Provider’s ICTB record. Any edits made to these expiration dates in the
Privileges section will be displayed in read-only format in the current assignment record in the
Assignments section of the ICTB record.
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8.7 Cancelling an ICTB

It may be necessary to cancel an ICTB transaction in cases where a Provider does not report to
the ICTB location, as scheduled. An ICTB may be cancelled at any time after it has been
initiated, as long as the ICTB is still in active status (e.g., the end date for the ICTB has not yet
been reached). CCQAS users at sending locations may manually cancel an ICTB transaction by
selecting Cancel ICTB from the menu of actions for the ICTB record on the Search Results
screen, as depicted in Figure 247 below.

Add Assigrmant Hulp?

7w
= DWICFDNS  Admmatates ML

Figure 247: Cancel ICTB Menu Item

When the ICTB is cancelled, the ICTB record at both locations is deleted and will not be
available in systempqueries or reportssmAn ICTB reecord maynot-berrecovered-after it has been
cancelled. An ICTB can only be cancelled by the sending lacation.

8.8 Ending an ICTB

The end date for an" ICTB transaction is selected at the time that the ICTB'is initiated by the
issuing facility. When the end date is reached, CCQAS automatically ends the ICTB transaction;
the status of the ICTB record at the sending and receiving facilities is changed from Active to
Inactive, and is not included in system queries or reports run at either facility unless users
include only records of Status = Inactive in their search and reporting criteria. The inactive
ICTB record also becomes a read-only record at both locations.

If the ICTB ends prior to the end date established when the ICTB record was created, CCQAS
users at issuing facilities may manually end the ICTB transaction by selecting End ICTB from
the menu of actions on the Search Results screen, ad depicted in Figure 248 below.
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Figure 248: End ICTB Menu Item
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When the ICTB is manually terminated, the ICTB record at both locations is changed from
Active to Inactive. An ICTB can only be terminated by the issuing facility.

8.9 PAR for ICTB Duty

CCQAS automatically initiates the PAR process for any ICTB duty that is greater than four days.
When the ICTB duty ends, a new work list item for CC/MSSP/CMs at ICTB units is created with
“Task = Setup PAR”, as depicted in Figure 249 below.
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Figure 249: Gaining CC/MSSP/CM Task — Setup PAR

The ICTB PAR should reflect a Provider’s performance while on ICTB duty. A PAR Evaluator
should complete a PAR, with an optional review by one or more PAR Reviewers, as soon as is
reasonably possible following the end of the ICTB duty. The PAR process is explained in detail
in Section 11.

Although the exception rather than the rule, CC/MSSP/CMs may cancel a PAR due to certain
conditions (e.g., a Provider coming back from a remote deployment where no PAR evaluators
were on hand). Mechanisms are in place for the system to allow the application to move forward
when a scenario such as this occurs. Also, CC/MSSP/CMs who received the “Setup PAR” work
list item may replace the electronic PAR process in CCQAS with a paper-based PAR process
(i.e., “Offline PAR”) that occurs outside the CCQAS application. This process is explained in
greater detail in Section 11.

8.10 The ICTB Process for Navy Facilities

Unlike the Army and Air Force, the Navy has adopted core privileging, which allows Navy
Providers, under most circumstances, to render patient care at an ICTB location without
undergoing the ICTB application process described in the sections above.

Core privileging allows Navy Providers with approved privileges at one facility to exercise those
same privileges at other Navy facilities. Instead of an ICTB application for privileges, Navy
Providers use their Appendix Q — Request to Exercise Clinical Privileges. The Appendix Q is
a letter requesting to exercise at the gaining facility the privileges they hold at the parent facility.
If Providers request privileges that were not supported at their parent facility, and therefore, are
not covered by the Appendix Q, they must complete an application for modification of their
parent facility-granted privileges, or proceed through the ICTB application process, previously
explained in this section.

Note: Navy Providers who perform ICTB duty at Army or Air Force facilities still need to
submit completed ICTB applications, since their Navy core privileges do not “transfer” to Army
or Air Force locations. Navy Providers who are requesting additional supplemental privileges at
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a Navy ICTB location must also submit completed ICTB applications, since the Appendix Q
document does not cover privileges not awarded at the assigned location.

The generation of the Appendix Q letter begins with the initiation of an ICTB transaction on a
Provider’s credentials record. After an ICTB transaction has been initiated, the system
automatically sends an email notification to Providers, and an active task is placed in their work
list, with “Task = Complete Application” and “App Type = Transfer (ICTB)”. When Providers
open the new task, the ICTB Privilege Request screen appears, as depicted in Figure 250 below.

ICTB Privilege Request

Privilege Application (Choose thiz option if requesting Supplemental, kemized, or Additional
Core Privileges)

o Appendix O (Choose this option to initiate Appendix Q if enly requesting your existing Core
Privileges)

Submit I Cancel |

Figure 250: ICTB Privilege Request Screen

If Providers select the Privilege Application radio button, and then click Submit, an ICTB
privilege application opens, as described in Section 8.5.

If Providers select thesAppendixQuradio button, and then elicksSubmitythe-Appendix Q form
displays, as depicted in Figure 251 below.

o U & FLEETFORCES COMMAND - MEDICAL HORFOLK, VA
1. Filiorsg o o i privishe's vocerd ind i intirsitow it CANT Aot F e 1o wxastive o U5 FLEET FORCES COMMAND - MEDICAL NCRIFOUK, WA the el pradeges grasted by NAVAL SPECIAL

WARFARE COMMAND SANDIEGO, CA. CAFT Abort PIRST | 18

Figure 251: Appendix Q Letter

The Appendix Q letter consists of a series of tabs. The Appendix Q tab contains explanatory
text that describes the conditions under which privileges are granted at an ICTB location.
Providers must E-sign and click | agree to submit the request for privileges. The remaining tabs
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of the Appendix Q letter mirror those displayed in an E-application, but all information is
displayed in view-only format.

After users E-sign and submit the Appendix Q letter, gaining facility MSSPs receive a new email
notification of a task pending in CCQAS. A new work list item with “App Type = Transfer
(ICTB)™ is added to their work list. After a gaining MSSP takes responsibility for the task, the
E-signed Appendix Q is displayed, as depicted in Figure 252 below.

REQUEST 0 EXEROSE CLNCAL FRILEGES

00s12

oanspot

R FIFFT FOACES COMMAND - UFnsBl Noarn . va

Figure 252: E-Signed Appendix Q

A formal PSV process is not required under the terms of the Appendix Q, thus no PSV option
appears at the bottom of the screen. The remainder of the routing and approval processes,
however, are identical to the processes for review and approving an E-application. MSSPs click
the Routing button to select the appropriate clinical staff to review and approve the Appendix Q.
After it is approved, the Appendix Q is permanently stored as a PDF file in the Documents
section of the Provider’s credentials record.

9 Permanent Changes of Station Process

A PCS is the permanent transfer of an active duty Provider from one duty location to another.
Within the CCQAS application, PCS is the electronic transaction that permanently transfers
responsibility for a Provider’s hard copy credentials file from the old duty location (i.e., the
sending location) to the new duty location (i.e., the gaining location). Military Providers who
receive orders for a PCS are required to re-apply for clinical privileges to render patient care at
the new duty station.

CCQAS supports the PCS process in the following ways:

e CCQAS allows CC/MSSP/CMs at gaining facilities to electronically request a PCS
transfer for any Provider from their parent, or *sending’ location (the facility or unit to
which the Provider is currently assigned)
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e When a PCS is initiated by the sending location, CCQAS generates a new electronic
privilege application for the Provider to request privileges at the new duty location. This
application is referred to as a PCS application

e When a PCS is initiated by the sending location, CCQAS automatically initiates the
online PAR process at the sending location to document the Provider’s performance over
the past privileging period

e When a PCS date becomes effective, CCQAS permanently transfers the Provider’s
credentials record to the gaining location

e When a PCS transaction is performed, the primary PAC is given the option to transfer
custody of the credentials record

e When users elect to perform a custody transfer concurrently with the PCS, the PCS
transfer and the custody transfer have the same date

These processes are described in more detail in the following sections.

9.1 Requesting a PCS at the Gaining Location

CCQAS 2.10.0.0 allows CC/MSSP/CMs at gaining facilities or units to request a PCS
transaction for a specific Provider using the Provider Locator function in the Credentialing
module. To request a PCS transaction, select Credentials Provider Search from the
Credentialing main-menu, as depictedsin Figure 253 below:Enter-the-lastname of the Provider,
select the Provider Locator radio button, and then click Search. If the Provider name and other
attributes indicate that this is the Provider you are searching, select Assignment from the hidden
menu of actions on the Provider Locator tab.

Note: CC/MSSP/CMs must select the Provider Locator radio button forthe search function to
locate Providers outside of the user’s UIC. If the default Search radio button is selected,
CCQAS only searches for the Provider among those that are already performing duty at the
user’s location or if there is an active assignment at that UIC.
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The Provider’s assignment section of his or her credentials record displays, as depicted in Figure
254 below. CC/MSSP/CMs then click the hidden menu of actions and select Request PCS on
the Provider’s current Credentials record.

E "A Worldwide Credentialing, Risk Management, and
? ffms Adverse Actions System Supporting Medical Personnel Readiness"
5% FOUQ
Credentialing Privileging
Provider
Name: AUDREY HEPBURN Branch: 211 Rank
S5N: 569-48-2538 Primary UIC: W2ZR20 Cred Status
H Azzignmentz Waerk History Malpractics Inzurance
A ‘ Add Azsignment
v
I 27| UIC Provider Type Reported Date| Planned Rotation| MIL/CY| Type | Status | Start Date | End Date
rimmmmal o [ Training’ . C Currel Si2TiI2012
G Request ICTB uty Staff (nen Training) WIL CRED| Current) 09427/2012
A uty Staff (nen Training) MIL ICTE | Current| 09428/2012) 10¥31/2012
T
|
0
N

Figure 254: Request PCS Screen

CC/MSSP/CMs must enter the PCS RNLT Date (i.e., Report No Later Than), and then click
Send. A message displays, which indicates the request was sent, as depicted in Figure 255
below.

Subject: PCS Tranzfer Requested
PCS RNLT Date:| 10/31/2012 =

Mez=age Preview CC201 CC201 is requesting that the credentialing record for HEPBURN, AUDREY (568-48-2528) be
PCE'd to WIVYAA, USA MEDCOM, Ft Sam Houston MLT 1002172012

Iy contact infoermation iz az follows:
Username: CC201
Email: K&RA HUGHES@ASMRE.COM

Phone:

Send Cloze

Figure 255: Request PCS Message Screen
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CC/MSSP/CMs at sending (i.e., losing) facilities or units receive the request through the
Broadcast Message function within the application. The next time the CC/MSSP/CM at the
sending facility or unit logs into the system, he or she will receive a new incoming broadcast
message for the unit, as depicted in Figure 256 below.

Message from webpage

‘E Mew incoming Broadcast Message.
L

To prevent this message from appearing, you must acknowledge these messages. Go to the Broadcast Messages on the Systems Menu to
acknowledge the incaming message.

Figure 256: New Incoming Broadcast Message Alert

To view incoming broadcast messages, select Broadcast Messages from the System drop-down
menu, as depicted in Figure 257 below.

"A Worldwide Credentialing, Risk Management, and

? ccms Adverse Actions System Supporting Medical Personnel Readiness"
FT Ty Fouo FT Ty

Credentialing Privileging Risk Management Adverse Actions Reports

[workList for W3ZR10, USA DENTAC - FT HOOD B | y A\ [ |
Work List |. My Applicatii .‘endingAppW.:ins | SMplicatinni

— - [ Applic: IroCy i
Status: | Open Tasks | v Role:| Al | Tasks start ohte BEREER| 100052011 [F5]~] ano | el =
User Processing
? |Urgent |Due Date " Task [ | Rolah AV From iRUI; [ | =8 Change Start Page App Type Cor
v | Mo Review eApp Credentialz CC/CMIMSSP CC128, CO128 (PEV) | Tracker Status 1=t E-App Mes

Provider Remarks

Broadcast Me! 2

Meszaging

Figure 257: Broadcast Message Menu Item
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The Broadcast Message for a PCS includes the name of the requested Provider, the dates for the
PCS duty, and POC information for the gaining location, as depicted in Figure 258 below.

Read Broadcast Messages

Check All | Filter Criteria

B | Sender leszage Title
vy O cczot ccam PCS Transfer Requested
C13 ICTB Transfer Requested

ICTB Transfer Requested

+ 23 [ ccizsccizE

ICTB Transfer Reguested

View Message

Broadcast Message

Title: [PCS Transfer Requested Created Date: |10/03/2012

Sender:

Message: C201 iz requesting that the credentialing record fer HEPSURN, AUDREY (555-43-2538) be PCS'd fo ~

IWVYAA, USA MEDCOM, Ft Sam Houston NLT 10/03/2012.

My contact information is as follows: v

Print Selecied Wessage(s) | Creais New Message | Deele Selecied Message(s) | Cose |

Figure 258: Broadcast Message Menu Item

After CC/MSSP/CMs read the message, they may close it by clicking Close, or print it by
clicking Print Selected Message(s), at the bottom of the screen. To delete the message, select
Delete from the hidden menu of actions for the message. In all instances, it is the responsibility
of the sending location to initiate the PCS transaction. The gaining location can request the PCS
transaction, but cannot initiate the PCS transaction.

Note: The Create New-Message button allows CC/MSSP/CMs to write a message for
broadcasting to other CCs/MSSPs/CMs. The message is not limited to any one particular topic.
The Broadcast Message functionality, therefore, can be viewed as email functionality within the
CCQAS system only.

9.2 Initiating the PCS at the Sending Location

Sending CC/MSSP/CMs may initiate a PCS transaction, regardless of whether or not the gaining
location submits a Broadcast Message requesting the PCS.

Note: The location that owns the Provider’s credentialing record is the only location that may
initiate the PCS transaction. A Provider’s record may not be PCS’ed if the Provider is on an
active ICTB.

A PCS transaction is initiated through the Credentialing module. To initiate a PCS transaction,
select Provider Search from the Credentialing drop-down menu. Enter the last name of the
Provider, select the All (Primary UIC or Assignment UIC) radio button, and then click
Search.

On the Search Results tab, select Open from the hidden menu of actions for the Provider’s
record, as depicted in Figure 259 below.
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Provider Search Advanced Credentialz Search || Search Resultz Add Credentialz Provider
? Name SSN Primary UIC
v CROSEZ GIDEON 234 84 3258 W3ZR10
v | DUNNE, NICK 237-55-8265 W3ZR10

T e R I TR ATt CRG.AR.2E35 W3ZR20

Initiate Cuztody Manzfer

Deactivate Provider
Letters
Change SSN

Grant Module Access

Figure 259: Open Menu Item

Navigate to the Work History section of the credentials record by selecting Work History from
the Navigation menu on the left. Select the hidden menu of actions, and then select Initiate
PCS, as depicted in Figure 260 below.

Provider

Mame: AUDREYHEREL RN
S8N: 558-48-2538 Prim

Azsignments |Mmim Insllnoe |
| ﬁdﬁxsggnment _L ’ ‘ I I

7 uc Provider Type Reported Dats| Planned Rota
v | WIZR2M0| Active Duty Staff (non Training)
Open

ty Staff (non Training)

Initiate ICTH
End Az=zignment

Cancel Azzignment
Letters
Initiate Application

= 0 = 4 F o =

Reactivate Privileges

Figure 260: Initiate PCS Screen
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CC/MSSP/CMs enter the Gaining UIC, Effective Date, and then select either Yes or No for
Transfer Custody. Click Submit to initiate the PCS transaction, as depicted in Figure 261
below.

Initiate PCS - AUDREY, HEPBURN

Gaining UIC: Effective Date: '

Providers AKO Email: kara.hughes@asmr.com Transfer Custody: Yes C) Mo @
6 Email notifications to this provider are currently sent to this primary email address. Changes or corrections to this email address should be made prior to initiating this PCS transaction
Figure 261: Initiate PCS Prompts Screen

The Initiate PCS screen, depicted in Figure 262 below, appears differently if Providers have not
yet submitted their 1*' E-application using CCQAS. If the PCS application is the first E-
application Providers will complete in CCQAS, and they do not yet have a user account (i.e.,
user 1D and password) when the PCS transaction is initiated, the system will also automatically
generate a new user account for them. Additional data fields are present on the Initiate PCS
screen to capture a Provider’s primary email address and phone information, both of which are
required to create the new user account for Providers.

Initiate PCS - CORINNE, GERAUX

A user account for the provider will be created as part of the PCS process. This will allow the provider to be able to use CCOAS to complete his application online.
Gaining UIC: EffSctivg| Date: '

Provide@@Bhone Type. Iﬁms b Providers Phone Number:

Submit Cancel
Figure 262: Initiate PCS Screen for 1st E-Application

Providers then receive their user 1D and temporary password information, which are required to
access CCQAS, via an email message sent to the address entered on the Initiate PCS screen. It
is critical that Providers enter an accurate email address on the Initiate PCS screen to receive the
necessary information to access CCQAS.

Immediately after the sending location initiates a PCS transaction, the following actions
automatically occur:

e CCQAS generates a privilege application for the Provider to request privileges at the
gaining location

e The PAR process is initiated to document the Provider’s performance at the sending
location over the prior privileging period

CCQAS permanently transfers custody of the Provider’s credentials record to the gaining
location on the Effective Date. The transferred credentials record is explained in more detail in
the next section.
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9.3 The Transferred Provider Credentials Record

The Primary UIC (i.e., sending UIC) for a PCS has the ability to update and maintain a
Provider’s credential record if custody transfer is not initiated. However, if transfer of custody is
initiated with the PCS, the gaining UIC has custody of the Provider’s credential record. If users
select No for transfer custody when the PCS is submitted, then the gaining UIC is not able to
update or maintain the Provider’s credential record. If the PCS is scheduled to be effective as of
the current date and transfer of custody is requested, the following actions occur within the
CCQAS application as soon as the transaction is submitted:

e The current assignment record is removed from the Provider’s credential record
e The Provider’s module access for the sending UIC is removed

e The complete Provider credentials record with Status = Current is transferred to the
gaining facility. All previously entered data is retained in the credentials record when it
is transferred. CCQAS automatically creates a new assignment record in the
Assignments section of the credentials record, with the start date being the current date.
This new assignment record is populated by the gaining CC/MSSP/CM to document the
Provider’s assignment information at the gaining facility

e Information from the Provider’s assignment at the losing facility is maintained as a read-
only record in the Assignments section of the credentials record

e A transactionriswritten to'the'Transaction/Table at bothithe'sendingand gaining facility.
The Transaction Table is explained in Section 9.4

If the PCS transaction was completed using a future date as the effective date, the Provider’s
record remains in active status at the sending facility until midnight (Central Time) on the day
before the effective date. The PCS transaction is classified as a “pending transaction” until the
effective date is reached.

9.4 Transaction Table for Incoming PCS Transactions

The Transaction Table may be viewed by clicking the Credentialing main menu bar across the
top of the screen, and then selecting Transaction Table, as depicted in Figure 263 below.

e "A Worldwide Credentialing, Risk Management, and
¥ CCQAS

Adverse Actions System Supporting Medical Personnel Readiness"

E FOUO HAEE

Credentialing Privileging Rizk Management

Provider Search

&, FORT BELVOIR COMMUNITY HOSPITAL

ranzaction Table
Batch Update

Batch Processin =
. * | Role: | Al + | Tasks start date between | 101772011 | [EEv] ang [10/1172012 "I Fitter

| My Applications Pending Applications

7 |[Urgent Due Date Tazk Role From (Role) Prowider App Type Corpz Tazk Star

Ne Recerds Found.

Figure 263: Accessing the Transaction Table
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The Provider Transactions screen appears, as depicted in Figure 264 below. User may then
select the Type and Direction of the transactions they wish to view.

The gaining location may acknowledge incoming ICTB transactions by selecting the Direction =
Incoming, Status = Unacknowledged or Both, and Action = PCS, and then clicking Search at
the bottom of the screen. A list of incoming transactions is displayed.

Users may then acknowledge the desired transaction by clicking the Acknowledged checkbox
next to the record, then and clicking Save. The transaction is then changed to Status =
Acknowledged. Close the Transaction Table by clicking Close at the bottom of the screen.

Figure 264: Provider Transactions Screen for Incoming PCS

Sending CC/MSSP/CMs may thensperform a query on the Transaction Table to view the
acknowledgement status of the PCS transaction. For example, the user at the sending location
may find outgoing PCS'transactions by selecting the Direction = Outgoing, Status = Both and
Action = PCS, and then clicking Search at the bottom of the screen. A list of outgoing PCS
transactions displays with an indicator of whether the PCS has been acknowledged by the
gaining location.

If CCQAS users at a gaining location are not expecting the PCS, or have concerns about the
transaction, they should contact the sending location prior to acknowledging the transaction.
POC information for the sending location is included for each record listed in the Transaction
Table.

9.5 The Transfer (PCS) Application for Clinical Privileges

After a PCS transaction is initiated, the system automatically sends an email notification to
Providers, and an active task is placed in their work list with “Task = Complete Application” and
“App Type = Transfer (PCS)”, as depicted in Figure 265 below.
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"A Worldwide Credentialing, Risk Management, and
? ccms Adverse Actions System Supporting Medical Personnel Readiness"

My Applications System Submit Trouble Ticket

[Provider seli-Service

Work List Applications Documents

6 Double click on a worklist task to open it. You may view completed e-applications from current or past privileging periods in the "Applications” tab. Uploaded
wiewed in the "Documents” tab.

Status: Open Tasks - Show tasks with a start date between | and 'l |
? |Urgent Task App Type MTF CCICMMSS)
v | Mo Comnlete &nnlicatinn (Kilitary) Transfer (PCS) BDCFOPS, 0008 MEDICAL GROUP @
v | No (Miltary} 18t E-App BD1CFDPS, 0003 MEDICAL GROUP @

Figure 265: Provider Task — Complete Application, Transfer (PCS)

Providers may then open, complete, and submit the Transfer (PCS) Application according to the
instructions provided, as depicted in Figure 266 below.

c Risk , and

- g Last Logon Attempt:
Cems AdverseActions System Supporting MedicalPersonnel Readiness”

Brizfing | Logoff
Provider

**** FQUO ****
My Applications Submit Trouble Ticket .
[Provider Appli BOCFOPS, IEDICAL GROUP @, AFB y | A W [ | [ ]
Instructions Instuctons |

« Profie/Position = Your application consists of several sections listed to the left of fhiSiscreen. With the gxceplion of ihe E-signature which is the final step for submission of this application, the sections can be completed in any order.

e You must click on the Save bulfon wherever avaliable so you do not lose any informalion you have entered. {f you have to leave the appiication before completing it, all sawed information will be available vihen you
Tetun 0 complete the application. As you complste each section, e igbn next to it Wil shange. Below is a Istof icons and definitions that will appear as you complete yaur application. Compiete all fiekis in every

+ Contact Information * section to avoid delaysdf processing your application. ou wil be notifisd\if additionalin formation is necded. Allinfrmation yau provide wil be reviewed, verified and acted upon accordingly by reviewing and

¥ LiciCertieg * approving authorities.

@ DEACDS
*  Section required for E-Signature.

% Education/Training *
o Q@ Section has not been completed.
‘Speciatty *
LY o Section has been completed.
Q Affiiation

Section has been locked for the review/approval process.

@ Continuing Education
< Section has been unlocked for updates.

7 Contingency Training

Q Practice History Quest. *

Q Health Status Quest. =

@ Refersnce =

@ Work History

Q E-Signature *
Documents.

Need Help? _ Contact your Credentials Office

Summary Report
Comments
Application Packet

Close

#xix EOUQ *5

Figure 266: Transfer (PCS) Application for Privileges
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The following are important features of the Transfer (PCS) application:

e The application is pre-populated with a Provider’s most current credentials information
from his or her CCQAS credentials file

e Providers may not edit existing credentials information that has been previously PSV’ed,
except to update expiration or renewal dates

e Providers may add new credentials that are supported by appropriate documentation

e The application reflects the list of clinical privileges granted by a Provider’s current
privileging unit or facility during the most recent privileging action. Providers, however,
are able to edit the delineations to coincide with their current competencies and (updated)
credentials pertinent to this PCS privilege application

e The section of the application containing the “Practice History” questions must be
completed prior to submitting the application. If a Yes response was submitted on a prior
online privilege application, the modification application is pre-populated with the
Provider’s previous entries

e The section of the application containing the “Health Status” questions of the application
must be completed prior to submitting the application. If a Yes response was submitted
on a prior online privilege application for questions 5 ,6 or 7, the modification application
is pre-populated with the Provider’s previous entries

o All references listed on the original application are listed on the Transfer Application
with a status of “Current = No”./Providers should edit the References section to
indicate which references are still current;or-add new references

The Transfer (PCS) email notification is sent'to Providers only once, but the work list item to
complete the Transfer Application remains active, either until Providers complete and submit the
application, or 90 days pass without submitting the application. The email notification contains
contact information for the credentials staff at the gaining location, in case Providers encounter
problems completing their application. After the application is e-signed and submitted, it is
locked and cannot be edited by Providers, unless the CC/MSSP/CM at the gaining location
returns the application to Providers with instructions to modify it.

9.6 Processing a PCS Transfer Application for Clinical Privileges

When CC/MSSP/CMs at sending locations initiate a PCS transaction, CCQAS adds a Provider’s
pending application to a gaining CC/MSSP/CM’s Pending Applications tab list, as depicted in
Figure 267 below. With the listing on this tab, CC/MSSP/CMs at gaining locations can see the
number of days Providers take to complete and submit their privilege application after the system
generates the task.
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4%5‘

A cr Risk and ast Logon Al 2 15:23:45 -04:00 # | Submi Ticket| Security Briefing | Logoff
CCQAS Adverse Actions System Supporting Medical Personnel Readiness

3 BDICFOPS v
HEhX Fouo Akkk

[WorkList for BD1CFDPS, 0009 MEDICAL GROUP @ ]

Work List My Applications || Pending Applications |_Submited Applications |

Show appications that were initiated between 07202012 EBJ¥] ang 10182012 [EBJ| stanus: Pending - Fiter | ‘
? |Provider Application Type Status. Application Task Initiated Provider Started Completing Number of Days Completing

» | JONES, INDIANA 1st E-App Pending 09/20/2012

» | Smith, Wiliam 1stE-App Pending 09182012

» | TESTERMAN, TESTER 1stE-App Pending (703) 555-8765 08/11/2012 0911172012 kg

» | Tullis, Jethro 1stE-App Pending (703) s55-1232 08/20/2012

Figure 267: Gaining CC/MSSP/CM’s ‘Pending Applications’ Tab

After a Provider’s Transfer (PCS) application is e-signed and submitted, it disappears from the
Pending Applications listing for gaining facility CC/MSSP/CMs, who then receives a new
email notification of a task pending in CCQAS. A new work list item with “App Type =
Transfer (PCS)” is added to their work list, as depicted in Figure 268 below.

Adverse Actions System Medical

‘ ? CCQAS "A Worldwide Credentialing, Risk Management, and Last Logon Aftempt: 10/18/2012 15:23:45 -04:00 # | Submit Ticket | Security Briefing | Logoff|

BDICFDPS ~

*x% EQUIQ ****

Credentialing Privieging Syste & ll
| WorkList for BD1CFDPS, 0008 MEDICAL GROUP @ |
Work List My i |__Pending tons | Submited ions |
a cH21, Cuzt -
Status: Open Tasks ~ Role: Al = Tasks start date betlieen 10242011 [FBr| ana 10182012 [EBJe] Fiter Module e
User
2 [Urgent [DueDate Task | |Role |From (Roke) = Providerf |4paType | |comes |Task Start Date |Task Compiete Date | Curr Priv Expiration | =
v [ No Appﬁ CCBMMSSP | JONESHNDIAHAT(RrOvider) JONES/INDIANA (Mitary) | | Transfer (PCS)upiMeaicalComsy| | 10/18:2012

Figure 268: Gaining CC/MSSP/CM Task — Application Ready for Review, Transfer (PCS)

From this point, the PSV and review processes are similar to those for the 1% E-application, with
the following exceptions:

Note:

All Provider licenses, certifications, and/or registrations must be re-verified

New credentials that require PSV, but were not previously verified, undergo the PSV
process. Professional education and other static credentials which generally are not

updated over time do not have to undergo PSV if they have already been PSV’ed in
CCQAS

A new NPDB query must also be performed
CCQAS will accept a Last Query Date within the past 90 days as fulfillment of the PSV

requirement, but a new NPDB/HIPDB query should be performed in accordance with Service or
facility protocol, or any time concerns or questions arise regarding a Provider’s recent practice.
Regardless of the value entered for the Last Query Date, CC/MSSP/CMs or CVOs must click

Save in the upper left-hand corner of the NPDB Query section of the PSV Summary screen for
CCQAS to complete the PSV process.
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¢ A minimum of one PAR from the sending location must be completed (already available
in the PARs/Snapshots folder of the Documents Tab) before the application can be
routed for review at the PCS location

These requirements must be met prior to routing the Transfer (PCS) application for review and
approval.

Sections of the application edited by Providers are flagged so that CC/MSSP/CMs, CVOs, and
reviewers may easily identify what information has been changed since the last application was
approved. lcons appear next to each record that was added or changed from the original
application, indicating that data within that section may need to be verified. If the Verified box
on the right-hand side of the screen is checked, the information in that section does not have to
be verified again, as depicted in Figure 269 below.

- o Risk snd
i ffw Adverse Action s SyEiem Sepporting ledical Perann el Resdimo 35"
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FA1 - A Fosen (USAF) CAPT - Captan NG - Wedical Cirpa
AOCDERIEAF 5C: Acteasion:
44F3 - Fyeily Proyrpiclan, Cinial D& - Droci Agcemisn
[Fdemication O | |s
? | Bentification Type Wentdcaton Humber Simie
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Figure 269: Flagged Section for State License/Certification Registration Screen

After the PCS application for privileges is approved, the system imports the new privileges into
the Privileges section of a Provider’s credentials record for the assignment associated with the
gaining UIC. Based on the privileges approval date, the system automatically calculates new
Privilege Expiration and Staff Appointment Expiration dates for the Provider, for one-year
periods for initial appointments, and two-year periods for regular appointments.
CC/MSSP/CMs, however, may change these dates in the Privileges section of the Provider’s
credentials record. Any edits made to these expiration dates in the Privileges section will be
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displayed in read-only format in the new assignment record in the Assignments section of the
credentials record.

9.7 PAR for the PCS Application

When the “Complete Application” task is created for a Provider, a new work list item for
CC/MSSP/CMs at the sending location is created with “Task = Setup PAR”, as depicted in
Figure 270 below.

7 CCQAS

Credentisling

"A Worldwide Credentialing, Risk Management, and
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Privileging
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= Role: [ccicmmsse x|
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Tasks start date between [10242011 [B)v] ang [10182012 v| Fitter

|From (Role) |Provider

8 Type
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Figure 270: Sending CC/MSSP/CM Task — Setup PAR

The PCS PAR should reflect a Provider’s performance during the current or most recent
privileging period at.the sending.location. PAR Evaluators.should. complete.a PAR, with an
optional review by one or more PAR Reviewers,/prior to routing the PCS Transfer Application
through the review process.' The PAR process is explained in Section 11.

Note: In Figure 270 above; “App Type = 1% E-App” indicates that the period of evaluation for
this PAR correspondstothe privileges granted and performed under the last privilege application
approved for the Provider at this location. In this example, the Provider’s last approved privilege
application was his or her 1* E-Application. A PAR task always references the previous
privileging period and privilege application, since past performance is being assessed.

Although the exception rather than the rule, CC/MSSP/CMs may cancel a PAR as appropriate
(e.g., a Provider coming back from a remote deployment where no PAR evaluators were on
hand). Also, CC/MSSP/CMs who received the “Setup PAR” work list item may replace the
electronic PAR process in CCQAS with a paper-based PAR process (i.e., “Offline PAR”) that
occurs outside CCQAS. These processes are explained in greater detail in Section 11.

9.8 Cancelling a PCS

Administrator-level permissions to the CCQAS application are necessary to cancel a PCS
transaction. If a PCS transaction was initiated in error and needs to be cancelled, a Service-level
CCQAS Administrator should be contacted for assistance.

9.9 Changes to the CCQAS User Account after a PCS Transaction

Upon initiation of a PCS transaction, CCQAS automatically generates a new E-application so
that Providers may request clinical privileges in advance of arrival at a gaining location. This
new application is indicated on the MTF tab in a Provider’s user account. Providers should also
continue to view and open tasks generated by the sending facility, such as tasks to review and
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acknowledge the electronic PAR, generated to assess their performance over the prior privileging
period at the losing facility.

A Provider’s access to the Privileging module (and any other CCQAS module to which a user
was granted access) at a sending facility, however, is removed, since the individual is no longer a
member of the medical staff at the sending facility. If a Provider has open work list items
associated with the Privileging module tasks at the sending location at the time that the PCS
transaction is initiated, a warning message is displayed, as depicted in Figure 271 below.

If users click Cancel, the PCS transaction is cancelled. If users click OK, the PCS transaction
proceeds. If the PCS Effective Date is one or more days in the future, CCQAS sends an
automated email notification, instructing Providers to complete their tasks prior to the PCS date.
This email notification is not generated if the PCS Effective Date is the current date.

Windows Internet Explorer x|
? ) This provider is a Privileging Module User and has one or more outstanding tasks. Do you want to proceed?
S
0K I Cancel |

Figure 271: Outstanding Tasks Warning Message

As long as open tasks remain on a user’s work list (user refers to the individual who was
PCS’ed), his or her name should appearin the WUser list on thesassigned CC/MSSP/CM’s work
list screen. After open work list items are cancelled or reassigned, CCQAS automatically
removes the user’s namefrom the User list.

No Privileging module access is automatically granted to a user’s account at a gaining facility.
CC/MSSP/CMs at gaining facilities must add Module User access if and when access is
required, so that users can perform their new jobs.

10 Renewal of Clinical Privileges

As a Provider’s privilege expiration date approaches, a new application for renewal of clinical
privileges must be completed and submitted for review. Unlike the application for modification
of privileges (refer to Section 7), Providers are not required to take any action to generate the
application for renewal of privileges. At the designated time, the system will automatically
generate the renewal application and send a notification to Providers indicating that a new task
has been placed in their work list in CCQAS. CC/MSSP/CMs may also initiate the renewal
application process manually, if needed.

10.1 Auto-Generating an Application for Renewal of Clinical Privileges

In order for CCQAS to automatically generate a renewal application for a Provider, the
CC/MSSP/CM at each facility or unit must set the length of the application renewal period on the
Command Parameters screen. Providers can access this screen by clicking the System main
menu, as depicted in Figure 272 below.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 204



Version 2.0 November 1, 2012

Note: CC/MSSP/CMs are responsible for ensuring the Command Parameters screen is
populated with current and complete information about the command and contact personnel.
CCQAS uses the information on this screen to generate credentialing and privileging letters and
forms. Refer to Section 12 for detailed information on the letter generation process.

i "A Worldwide Credentialing, Risk Management, and
? ccms Adverse Actions System Supporting Medical Personnel Readiness”

kEkE FOUO kR

Credentialing Privileging Reportz System
Authority Tables

Command Paramete|

Provider Search Advanced Credentials Search | Add Cred

MTF Contacts
Applicant Processing
La=t Nams: User Processing First Nams:
Aliaz La=st Name: Change Start Page Alias Firzt Name:
Branch: v Tracker Status Corps: v
Primary UIC: Provider Remarks Aszignment UIC:
Broadcast Messages
Department: Messaging Work Center:
Provider Type:

Sort By: | Last Name b

Figure 272: Command Parameters Menu Item

On the right-hand side of the Command Parameters screen, under the Privileging section, two
data fields are available to desighate'the Active Renewal Notice'Days and Reserve/Guard
Renewal Notice Days, as depicted in Figure 273 below.

Certification Authority

Official: | COL Alsxander Smith
Title: | Commander
Priviledging
Privieging Module Activated: fes
Privilzging Authority UIC: |VWZ2HE10 m
Active Renewal Notice Days: |30

Rezerve/Guard Renswal Notice Days: [0

Figure 273: Renewal Days Parameters on the Command Parameters Screen

CC/MSSP/CMs should enter the desired number of days in advance of a Provider’s privilege
expiration date when they want the system to generate the renewal application for active duty
and civilian Providers, or reserve/guard Providers, respectively. The number of days entered
should allow sufficient lead time for the Provider to complete and submit his or her renewal
application prior to the expiration of current privileges.

CCQAS 2.10.0.0 Credentialing & Privileging User Manual 205



Version 2.0 November 1, 2012

Example: If CC/MSSP/CMs want to have their privileged active duty Providers start their
renewal application one month before the privilege expiration date, they should set the “Active
Renewal Notice Days = 30.” The Reserve/Guard Renewal Notice Days typically sets a longer
period of time according to facility or unit privileging practice and Service guidance.

Only one number may be entered in each field, and this number applies for both initial and
regular appointment expirations. After these parameters are saved, a renewal application is
generated for each Provider at the established number of renewal days prior to the Privilege
Expiration Date entered into the Provider’s credentials record. When the renewal application is
generated, the system sends an email notification to the Provider, and an active task is placed in
the Provider’s work list entitled “Task = Complete Application” and “App Type = Renewal”, as
depicted in Figure 274 below.

| Provider Seli-Service
Work List Applications Documents
O Double click on a worklizt task to epen it. Vou may view completed e-applicatiens from current or past privileging periods in the "Applications™ tab. U
in the "Documsntz" tab.
Status: | Open Tasks v Show tasks with a start date between 'l and E
? |Urgent Tazk App Type MTF
v | No Cemplste Application (Military) Renewal W2DHTE, FORT BELVOIR COMMUNITY HOSPITA

Figure 274: Provider Work List Item — Complete Renewal Application

10.2 Manually Generating a Renewal Application for Clinical Privileges

There may be times when'CC/MSSP/CMSs.need to initiate the privilege renewal process outside
of the established privilege renewal cycle, as discussed in Section 10.1. A renewal application
may be manually generated within the Credentials module. To do so, CC/MSSP/CMs search
for the desired Provider, and then select Open from the hidden menu of options on the Search
Results tab, as depicted in Figure 275 below.
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Figure 275: Open Credentials Record

After CC/MSSP/CMs open the record, they select the Work History section from the navigation
menu. When the Assignment screenvisidisplayed; CC/MSSP/CMs caninitiate'the application by
selecting the hidden menu of actions from the assignment, and then selecting Initiate
Application, as depicted in Figure.276-below.

Provider

Name: CHANNING TATUM Branch: A11 Rank: MAJ
58N: 584-12-3558 Primary UIC: W2DH78 Cred 5Status: Active

Azzignmentsz Work History Walpractice Ingurance

Add Assignment

7| UIC Provider Type Reported Date| Planned Rotation| MIL/CN| Type | Status | Start Date | End Date| Tranzferred From|

Up:r;"m'“ “——Puty Staff (non Training) MIL CRED| Current| 10/04/2012

Initiate PCS
Initiate ICTB
End As=ignment

Cancel Az=ignment

=0 — A F &0 - = F =

Letters
Initiate Application

Reactivate Privilegh

Figure 276: Initiate Renewal Application
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CC/MSSP/CMs then select Renewal from the Privilege Application Type drop-down list, and
then click Submit, as depicted in Figure 277 below.

Create Privilege Application for TATURM, CHANHING

Priviege Application Type: b

Medification
Submit | Lancel |Q

Figure 277: Initiate Renewal Screen

This action generates the renewal application for the Provider. CCQAS then sends an email
notification to the Provider, and an active task is then placed in his or her work list entitled “Task
= Complete Application” and “App Type = Renewal”.

10.3 The Renewal Application

After a renewal application is generated for them, Providers may open, complete, and submit the
Renewal Application, according to the instructions provided, as depicted in Figure 278 below.

-l "A World Wil Credentialing, RisKManageme iljahd Last Logon Altempt: 10/05/2012 11:33.59 -05:00 | Submit Ticket | Security Briefing| Logoff |
H CCQAS Aduerse Actions System Supporting Medical Personnel Readiness” Provider
e EOLQ **4E
My Applcations Submit Trouble Ticket I

[Provider Application - W2DH78, FORT BELVOIR COMMUNITY HOSPITAL, Fort Belvoir

Instructions
o FrofilePosition *
o Identification *

in any order. You
You return to

0. With theexeeption of the E-signature Whieh is the final step for submission of this application fe sections can
i If you have'1o ication before completing t, all saved informati

plete omplete e €. w ist of icons and definitio will appear as you complete your application. Complete all fields in every section to aveid
& Contact Information = clays in processing your application. You will be notified if additional information is neet formation you provide wil be reviewed, verified and acted upon accordingly by revies ving authorities.
& Lic/Cert/Reg *
Q DEACDS * Section required for E-Signature.
o EducationfTraining = Q@ Section has not been completed
o Specialty = ' Section has been completed.
Q@ Affiiation Section has been locked for the review/approval process.
Q@ Continuing Education <& section has been unlocked for updates.

< Contingency Training
@ Practios History Quast ® Need Help? _ Contact your Credentials Office
Q Health Status Quest.
Q Reference =
Q Work History
Q Privieges (W2DHT8) *
Q E-Signature =
Documents
Summary Report
Comments
Application Packet

Close.

e
Figure 278: Provider Application (Renewal)
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The following are important features of the Renewal Application:

e The application is prepopulated with a Provider’s most current credentials information
from his or her CCQAS credentials file

e Providers may not edit existing credentials information that has been previously PSV’ed,
except to update expiration or renewal dates

e Providers may add new credentials that are supported by appropriate documentation

e The application reflects the list of clinical privileges granted by a Provider’s current
privileging unit or facility during the most recent privileging action. Providers, however,
are able to edit the delineations to coincide with their current competencies and (updated)
credentials pertinent to this renewal application

e The section of the application containing the “Practice History” questions must be
completed prior to submitting the application. If a “Yes” response was submitted on a
prior online privilege application, the modification application is pre-populated with a
Provider’s previous entries

e The section of the application containing the “Health Status” questions of the application
must be completed prior to submitting the application. If a “Yes” response was
submitted on a prior online privilege application for questions 5,6 or 7, the modification
application is prepopulated with a Provider’s previous entries

o All references listed on the original application are listed on the Transfer Application
with a status of “Current = No”./Providers should edit the References section to
indicate which references are still current.or-add new references

The renewal email netification is sent to a Pravider only .once, but the work list item to complete
the renewal application remains active, either until the Provider completes and submits the
application, or 90 days pass without submitting the application. After it is submitted, the
application is locked and cannot be edited by the Provider, unless the CC/MSSP/CM returns the
application to the Provider with instructions to modify it.

10.4 Processing an Application for Renewal of Clinical Privileges

When the renewal application is generated for a Provider, CCQAS adds his or her pending
application to the CC/MSSP/CM’s Pending Applications tab list. With the listing on this tab,
CC/MSSP/CMs can view the number of days Providers take to complete and submit their
privilege application after the system generates the task.

After the application is e-signed and submitted, the Provider’s renewal application disappears
from the Pending Applications tab and the CC/MSSP/CM then receives a new email
notification of a task pending in CCQAS. A new work list item with “App Type = Renewal)”” is
added to his or her work list, as depicted in Figure 279 below.
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Figure 279: CC/MSSP/CM Task — Renewal Application Ready for Review

From this point, the PSV and review processes are similar to those for the 1% E-application, with
the following important exceptions:

e All Provider licenses, certifications, and/or registrations must be re-verified

e New credentials that require PSV, but were not previously verified, undergo the PSV
process. Professional education and other static credentials, which generally are not
updated over time, do not have to undergo PSV if they have already been PSV’ed in
CCQAS

e A new NPDB query must also be performed if the Last Query Date is greater than 90
days old

Note: CCQAS will accept a Last Query Date within the past 90 days as fulfillment of the PSV
requirement, but a new NPDB/HIPDB query should be performed in accordance with Service or
facility protocol if concerns or questions arise regarding a Provider’s recent practice. Regardless
of the value entered for the Last Query Date, CC/MSSP/CMs or CVOs must click Save in the
upper left corner of the NPDB Query section of the PSV Summary screen in order for CCQAS
to complete the PSV process.

e A minimum of one PAR covering the prior privileging period must be completed
(already available in the “PARs/Snapshots” folder of the Documents tab) before the
Renewal Application can be routed for review

These requirements must be met prior to routing the renewal application for review and
approval.

Sections of an application edited by Providers are flagged so that CC/MSSP/CMs, CVOs, and
Reviewers may easily identify what information has been changed since the last application was
approved. lcons appear next to each record that was added or changed from the original
application, indicating that data within that section may need to be verified. If the Verified box
on the right-hand side of the screen is checked, the information in that section does not have to
be re-verified, as depicted in Figure 280 below.
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Figure 280: Modified Section for State License/Certification/Registration

After the renewal application for privileges is approved, the system imports the new privileges
into the Privileges section of a Provider’s credentials record. Based on the privileges approval
date, the system autematically caleulates.new Privilege Expiration and-Staff - Appointment
Expiration dates for the Provider, for one-year periods for initial appointments, and two-year
periods for regular appointments. These dates, however, may.be changed by CC/MSSP/CMs in
the Privileges section of the Provider’s eredentials'record. Any edits made to these expiration
dates in the Privileges.section will be displayed in read-only format in the new assignment
record in the Assignments section of the credentials record.

10.5 PAR for the Renewal Application

When the Complete Application task is created for a Provider, a new work list item is also
created for the CC/MSSP/CM entitled, “Task = Setup PAR”, as depicted in Figure 281 below.
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Figure 281: CC/MSSP/CM Task — Setup PAR

The renewal PAR should reflect a Provider’s performance during the current or most recent
privileging period at the Provider’s current assignment location. A PAR Evaluator should
complete a PAR, with an optional review by one or more PAR Reviewers, prior to routing the
PCS Transfer Application through the review process. The PAR process Is explained in Section
11.

Note: In Figure 281, “App Type = 1°" E-app’/ indicates that the period of evaluation for this
PAR corresponds to-theprivileges granted.and performed under the last privilege application
approved for the Provider at this location. In this example, the Provider’s last approved privilege
application was his or her 1% electronic application. A PAR task always references the previous
privileging period and privilege application, since past performance is being assessed.

Although the exception rather than the rule, CC/MSSP/CMs may cancel a PAR due to certain
conditions (e.g., a Provider coming back from a remote deployment where no PAR evaluators
were on hand). Mechanisms are in place for the system to allow the application to move forward
when a scenario such as this occurs. Also, CC/MSSP/CMs who received the “Setup PAR”” work
list item may replace the electronic PAR process in CCQAS with a paper-based PAR process
(“Offline PAR”) that occurs outside CCQAS. This process is explained in greater detail in
Section 11.

11 The PAR

CCQAS allows users to generate, complete, and review a PAR online for a privileged Provider
for every privileging period in every duty assignment. CCQAS automatically initiates the PAR
process to document the Provider’s performance prior to the renewal of clinical privileges at the
same location, or the award of privileges at a PCS location, or following the completion of duty
at an ICTB location. The PAR process may also be manually initiated independent of these
privileging events for any Provider who has an approved electronic application in CCQAS.
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Although the exception rather than the rule, CC/MSSP/CMs may cancel the automated PAR and
replace it by initiating the offline PAR process that occurs outside the CCQAS application. The
PAR process, after it is initiated, may also be reassigned or terminated, when appropriate. These
processes are addressed in Sections 11.7 through 11.9.

11.1 Automated Initiation of the PAR Process

CCQAS was designed to initiate the PAR process in support of upcoming privileging actions for
a Provider. CCQAS automatically initiates the PAR process under the following circumstances:

e When a Renewal application is created for a Provider (refer to Section 10), the automated
PAR process initiates for the current privileging period that is about to expire

e When a PCS transaction is initiated for a Provider (refer to Section 9), the automated
PAR initiates for the most recent privileging period at the sending facility

e When a period of ICTB duty ends for a Provider (refer to Section 8), and the ICTB duty
was greater than 3 days in duration, the automated PAR process initiates for the work
performed at the ICTB location

When CCQAS generates a Renewal application or a Transfer (i.e., PCS) application for a
Provider, it also generates a new work list item for the CC/MSSP/CM entitled, “Task = Setup
PAR?”, as depicted in Figure 282 below.

Note: Figure 282 depicts the Setup.PAR task fora.Providerwhere.the“App-Type =
Transfer(PCS)” but the PAR task was generated at the same time this Provider’s renewal
application was generated. In this example, the'last E-Application the Provider completed was
his or her PCS application for privileges when/the'Provider initially transferred into this unit.
The PAR task pertains.to-the privileging period established when this Provider’s PCS application
was approved.

Werkd int o BEICFTIPR, 0007 MEDSCAL GROUP 1
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Figure 282: CC/MSSP/CM Work List Item — Setup PAR

It is the responsibility of the CC/MSSP/CM at the facility or unit where the Provider was
privileged to assign one or more PAR Evaluators to complete the PAR form for the applicable
privileging period. The Setup PAR task that is generated for a Renewal application is sent to the
CC/MSSP/CM at the current location of assignment, but the CC/MSSP/CM at the sending
location receives the Setup PAR task for Transfer (i.e., PCS) applications. The Setup PAR task
that is generated for ICTB duty is sent to the CC/MSSP/CM at the ICTB location.

The completion of a PAR is required by CCQAS so the CC/MSSP/CM can route a Renewal
application or PCS application for review and approval. Completion of future privileging actions
may also be contingent upon the completion of any ICTB PARs due on a Provider who
performed temporary duty at one or more MTFs between privileging cycles.
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CCQAS provides the option to route the completed PAR to one or more PAR Reviewers, who
may then review the completed PAR and provide their concurrence or non-concurrence with its
content. The inclusion of PAR Reviewers in the PAR process is not required by CCQAS, but
should be performed according to Service policy. The routing, completion, and review of the
PAR are discussed in Section 11.3 and 11.4.

Note: At the time of publication of this user guide, only the Navy required the inclusion of a
PAR Reviewer in the PAR routing process.

11.2 Manual Initiation of the PAR Process

The PAR process may also be initiated manually for any Provider as long as he or she has an
approved electronic application in CCQAS. CC/MSSP/CMs may initiate a PAR manually by
selecting Work List from the Privileging main menu, and then clicking the My Applications
tab. A list of all applications processed for all Providers during the default date range are
returned, as depicted in Figure 283 below. A PAR may be initiated manually for any completed
application that is listed on the Applications screen.
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Figure 283: Initiate PAR Menu Item

CC/MSSP/CMs select Initiate PAR from the list of options in the hidden menu for the
Provider’s selected application coinciding with the privileging period for the PAR. If the
Provider has multiple, completed applications in CCQAS, it is important for CC/MSSP/CMs to
select the application associated with the privileging period that requires a PAR. This is because
the PAR form that is generated by CCQAS reflects the awarded privileges associated with the
application from which the PAR was initiated manually.

11.3 Routing of the PAR

The PAR routing, completion, and review process is the same regardless of whether the Setup
PAR task was initiated automatically by CCQAS or initiated manually by a CC/MSSP/CM.
When CC/MSSP/CMs open the Setup PAR task, or initiate the PAR manually, the PAR
Routing screen appears, as depicted in Figure 284 below.
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Figure 284: PAR Routing Screen

Important features of the PAR Routing screen include the following:

e The Provider’s demographic information is displayed in read-only format on the screen
header

e The Period of Evaluation should auto-populate, displaying the time period over which
the awarded privileges apply. The dates are editable by CC/MSSP/CMs

e The Purpose of Evaluation auto-populates if the Setup PAR task was generated
automatically by CCQAS. If the PAR was initiated manually, then CC/MSSP/CMs
should make the appropriate selection from the pick list

e The Provider’s performance for each specialty in which he or she was privileged must be

reported on a separate PAR, and a PAR Evaluator must be selected for each specialty in
which the Provider was privileged

e Branch clinics are displayed in separate tabs on this screen, if the Provider possesses
privileges at that UIC PAR task

e The names of all individuals who have the “PAR Evaluator” role assigned to their user
account should appear in the PAR Evaluator pick list

e If the Provider was privileged in more than one specialty, then one PAR Evaluator should

be assigned for each specialty in which the Provider was privileged during the evaluation
period

e The names of all individuals who have the PAR Reviewer role assigned to their user
account should appear in the PAR Reviewer box
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e Assignment of one or more PAR Reviewers is optional; assignment of PAR Reviewers
should be according to Service or facility policy

CC/MSSP/CMs may perform one of the following actions on the PAR Routing screen:

e CC/MSSP/CMs may cancel the PAR task by selecting Cancel PAR. This results in the
removal of the Setup PAR task from the work list and cancel the PAR completion
requirement for the associated application

e CC/MSSP/CMs may populate all required fields on the PAR Routing screen and click
Submit to send the electronic PAR to the assigned PAR Evaluator

e |f the online PAR process is replaced by a paper-based PAR process, the radio button for
Offline PAR should be selected prior to clicking Submit. The offline PAR process is
discussed in Section 11.7

e CC/MSSP/CMs may close the PAR Routing screen and return to the work list by
clicking Close. The Setup PAR task remains open in the work list

After CC/MSSP/CMs enter all required information on the PAR Routing screen and click
Submit, each assigned PAR Evaluator receives an email notification indicating the presence of a
new task in his or her work list that requires action.

11.4 Completing the PAR — The PAR Evaluator Role

After CC/MSSP/CMs submit the routing for the PAR, each assigned PAR Evaluator receives a
new work list item with “Task = Complete PAR”, as depicted in Figure 285 below.

€ CCQAS Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research E=REeR s
—~ = ide Crafiaiing, kI “nd & Last Logon Attempt: 09119/2012 10-54-47 05-00 @ | Submit Ticket | Security Briefing | Logoff |
% CCQAS Adversé Actions System Supporting Medical Personnél Readiness” DWICFDN9 +
*ERE EO)|J (O **5*
Credentialing Privileging Risk Management Adverse Actions :
WorkList for DW1CFDN9, 0007 MEDICAL GROUP @ ‘
Work List | My Applications | Pending |
CM2013, CM2013 NC DO NOT change ~
Status: Open Tasks ~ Rale: Al ~ Tasks start date between 09/25/2011 [F5)¥| and 091912012 [F&)+| Fiter | @ Module User:
No Providers
2 |Urgent Due Date| Task Role From (Role) Provider App Type |Corps Task Sta *
» | No Complete PAR PAR Evaluator | CM2013, CM2013 NC DO NOT change (CC/CM/MSSP) Anderson, Bamney (Military) 1st E-App Medical Corps | 09/19/20
» | No Complete PAR PAR Evaluator | CM2013, CM2013 NC DO NOT change (CC/CM/MSSP) Anderson, Bamney (Military) 1st E-App Medical Corps | 09/1%/20
» | No PA Decision Complete/Action Required CC/CM/MSSP | CM2013, CM2013 NC DO NOT change (Privileging Authority) | ADAMS, BRIAN (Military) 1st E-App Medical Corps | 09/18/20
+ | No PA Decision Complete/Action Required CC/CM/MSSP | CM2013, CM2013 NC DO NOT change (Privileging Authority) | Anderson, Bamey (Military) | 1st E-App| Medical Corps | 09/14/20
+ | No Complete PSV cvo CM2013, CM2013 NC DO NOT change (PSV) AF, FIRST NC CRED (Military) | 1st E-App Medical Officer | 09/04/20

Figure 285: PAR Evaluator Work List Task — Complete PAR

When PAR Evaluators open the Complete PAR task, the Profile section of the Performance
Assessment Report is displayed, as depicted in Figure 286 below.

The Profile section provides demographic information about the Provider and the location, time
period, and Provider’s privilege category (i.e., specialty) that require evaluation. PAR
Evaluators may navigate between different sections of the application by clicking the desired
section of the form listed down the left side of the screen.
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Note: All documents that are associated with the privilege application, on which the PAR
evaluation period is based, are viewable by selecting Documents from the navigation bar that
runs vertically on the left side of the screen.

E CCQAS Version 2.10.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

B "A ide Credentialing, Risk M and ast Logon Attempt: ke ecurity Brig 0go
? ccw Adverse Actions System 5i ing Medical P: | Readi " DW1CFDN3 ~
*xxk EQUQ ****
Credentialing Privileging Risk Management ons Reports

| Performance Assessment Report Close Record

Profile Rie

Privileges Evaluated Save

Quali it Meas

o Provider

Ry D ket Mame: Anderson, Bamey
Practice Volume

Erese e BrE e Identifier: 082-92-0123 Identifier Type: Social Security Number
CimicallTechnical NPI: N/A Privilege Category: Endocrinology
Performance Questions Branch of Service: F11 Air Force (USAF) Rank/Grade: Maj Gen
Personal Evaluation ~ 5 . -
g Position: Physician Department/Senice: Endocrinology
E-Signature Period of Evaluation: 09/14/2012 v to: 09/13/2014 v Reporting Activity/Facility: DW1CFDN9, 0007 MEDICAL GROUP @
Documents
Purpose of Evaluation:  Modification/Augmentation of Privileges -
PAR Summary (PDF)
PAR Summary Comments

Figure 286: Profile Section of the PAR
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The next section of the PAR form is the Privileges Evaluation section, as depicted in Figure 287
below.

[ ccaas Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

AW ide Credentialing, Risk M il 2 [ | Last Logon Attempt: 09/18/2012 13:17:11 -05:00 & | Submit Ticket | Security Briefing | Logoff |

T
? CCQ‘S Adverse Actions System Supporting Medical Personnel Readiness”™ W2DHAA -

xxxx EQUQ ****

Credentialing Privileging Risk Management
‘ Performance Assessment Report Close Record ‘
Profile Privileges Evaluated |
Privileges Evaluated
Quality Meas. Save |
Facility Wide Measures Privilege Category: Dermatology
Practice Volume
Professional Development = -\ Dermatology =
Clinical/Technical 5
Vi 1.0
Performance Questions ] (] YR
Personal Evaluation B & Scope
Questions Privilege(s) E i A Not Observed Ci
E-Signature The scope of privileges in Dermatology includes the evaluation, Fully Competent
TrEmrET S diagnosis, and provision of consultation, and surgical treatment of
patients with diseases of the skin and adjacent mucous
PAR Summary (PDF) membranes, cutaneous appendages, hair, nails, and subcutaneous
[4 tissue. Dermatologists may admit and may provide care to patients D
PAR Summary

in the intensive care setting or the operating room in accordance
with MTF policies. Privileges also include the ability to assess,
stabilize, and determine the disposition of patients with emergent
conditions in accordance with medical staff policy.

= ‘N Diagnosis and Management (D&M):

Privilege(s) Evaluati A ble Ui ble Not Observed C
(4 Fungal cultures Fully Competent [}
C Knee Pain nc Fully Competent [}
(4 Oil preparation of scabies Fully Competent 0O
C Patch testing for delayed hypersensitivity Fully Competent &)
[4 Photopatch testing Fully Competent &)
[4 Wood's light examination Fully Competent 0
[ Wright's stain (Tzanck test) Fully Competent ]
= ‘) Procedures:
Privilege(s) Evaluati A ble Ui ble Not Observed C
(4 Advanced Cryotherapy Fully Compstent | [}
4 Cryosurgical removal of skin lesions Fully Competent 0
[4 Curettage Fully Competent 0
(4 Electrosurgical removal of skin lesions Fully Competent 0 1
< r

Figure 287: Privileges Evaluated Section for the Army PAR

In Army and Navy facilities, PAR Evaluators should indicate their assessment of the Provider’s
performance for each privilege granted to the Provider. If PAR Evaluators select
“Unacceptable” for any of the privilege items, a comment is required to save the information
entered on the screen, as depicted in Figure 288 below.

PAR Evaluators may also add a comment for any item by clicking the empty note icon (1), as
depicted in Figure 289 below. After a comment is added, the empty note icon (1) becomes a
filled note icon (B). After all items have been evaluated, click Save.
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& CCQAS Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

"A ide Credentialing, Risk M. and

Adverse Actions Sy;lem Supporring Medical Personnel Readiness™

*axk EOUQ *+%*

NO0074 -

| Performance Assessment Report Close Record

Profile Privileges Evaluated

Privileges Evaluated
Quality Management Meas_
Facility Wide Measures

Save

Privlege Category: Endocrinclogy
Practice Volume

Professional Development = 2 Physicians requesting privileges in this subspecialty must also request Intemal Medicine privileges

E= ‘=) Scope
Privilege(s] E
The scope of privileges in endocrinology. diabetes, and Fully Competent

Clinical/Technical
Performance Questions

Not Observed C

Personal Evaluation

Questions metabolism includes the evaluation, diagnosis, treatment, and
E-Signature. provision of consultation to patients (including critically ill
Documents patients) with injuries or disorders of the endocrine glands (e.g.,
thyroid and adrenal glands), metabolic and nutritional disorders,
PAR Summary (PDF) diabetes in pregnancy or gestational disorders, pituitary
PAR Summary c diseases, and menstrual and gonadal problems. Privileges D

include the performance of history and physical exams.
Practitioners may admit and may provide care to patients in the
intensive care setting in accordance with MTF policies.
Specialists in endocrinology, diabetes, and metabolism assess,
stabilize, and determine disposition of patients with emergent
conditions in accordance with medical staff policy.
2 ne
Privilege(s) E Not Observed C
(4 Knee Pain nc Fully Compstent P [h]
= {3 Diagnosis and Management (D&M)

Privilege(s) Evaluati A u

m

Not Observed C:

Interpretation of bone mineral density measurements Fully Compstent P ]
c Management of hormone delivery systems, including continuous  Fully Competent D
B subcutaneous insulin infusion via insulin pump B
Performance and interpretation of static and dynamic Fully Competent
c P y ly Comps O B
and supp! on) function tests ) : )

= ‘2 Procedures:

Privilege(s) E Not Observed Comments
Fine needle thyroid biopsy Fully Competent . 8]

= {2 Other (Facility- or provider-specific privileges only):

Figure 288: Privileges Evaluated Section for the Navy PAR with Unacceptable

[ CCQAs Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research =
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?‘ cems Adverse Actions System Supporting Medical F i "
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Performance Assessment Report Close Record

Profile Privileges Evaluated |

Privileges Evaluated
Quality Management Meas.

Facility Wide Measures 5 £ Endocrinology

= ‘= Version 1.0

5] {2y Physicians requesting privileges in this subspecialty must alsa request Interal Medicine privileges.

Privilege Category: Endocrinology

Practice Volume
Professional Development
Clinical/Technical

[=] ‘) Diagnosis and Management (D&M):

Interpretation of bone mineral density measurements

Evaluation
Fully Competent

(4 Management of hormone delivery systems, including continuous subcutaneous insulin infusion via insulin pump Fully Competent
[ Performance and interpretation of static and dynamic (stimulation and suppression) endocrine function tests Fully Compstent
[=] ©23 Procedures:
Privilege(s) Evaluation

Fine needle thyroid biopsy
[=] ‘3 Other (Facility- or provider-specific privileges only):

With Supervision

Performance Questions [ {2 Scope
Personal Evaluation Evaluation
Questions The scope of privileges in endocrinology, diabetes, and metabolism includes the evaluation, diagnosis, treatment, and Fully Competent
E-Signature provision of consultation ta patients (including critically ill patients) with injuries or disorders of the endocrine glands (e g .
Documents thyroid and adrenal glands), metabolic and nutritional disorders, diabetes in pregnancy or gestational disorders, pituitary
[4 diseases, and menstrual and gonadal problems. Privileges include the performance of history and physical exams.

PAR Summary (PDF) Practitioners may admit and may provide care to patients in the intensive care setting in accordance with MTF policies.

Specialists in endocrinology, diabetes, and metabolism assess, stabilize, and determine disposition of patients with
PAR Summary

emergent conditions in accordance with medical staff policy.

ER=.
P ege(s) Evaluation
(4 Knee Pain Fully Competent |

Figure 289: Privileges Evaluated Section for the Air Force PAR
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In Air Force facilities, this section of the PAR presents a read-only listing of the privileges
awarded to the Provider, and no action on each privilege is required on the part of PAR
Evaluators. PAR Evaluators, however, must render a general assessment of the Provider’s

competency at the end of the PAR form.

The next section of the PAR form is the Quality Management Measures section, as depicted in
Figure 290 below. When PAR Evaluators first open the PAR, this screen contains no data. To

add a measure, click Add.
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Prcbiem Deicngdon
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Figure 290: "Quality Management Measures Section of the PAR

A screen appears with a pick list of different types of measures to select, as depicted in Figure
291 below. For each-type of measure selected, different data fields are enabled to collect the

appropriate information for the measure.

lé CCQAS Version 2.10.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

T CCQAS

e — R " Last Logon Attempt: 09/18/2012 1

Adverse Actions System Supp

and
ing Medical P:

*kkk Fo U o Fkkk

(=8 Eel |

05:00 # | Submit Ticket | Security Briefing | Logoff |

DW1CFDNS -

Credentialing Privileging Risk Management Adverse Actions
‘ Performance Assessment Report Close Record ‘
Prafle Quality Management Measures |

Privilages Evaluated | Save Close

Quality M Meas.

Facility Wide Measures Measure Information

Practice Volume Type: A

Professional Development

Surgical Case Review
Blood Products Utilization Review

Clinical/Technical
Performance Questions
Personal Evaluation

Records Reviewed Medication Review

Records with Discrepancies: | Peer Review

Questions Administrative Medical Record Review

E-Signature Practice/Care within standards?- | Department Specific Review
Command Specific Review

Documents

PAR Summary (PDF)

PAR Summary Problem Description

Comments

Figure 291: Types of Quality Management Measures
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In general, a comment in the Comments section of the screen is required, if “Practice/Care
within standards? = No” is entered for any of the documented measures.

As each measure is assessed, PAR Evaluators click Save. Multiple measures, as many as are
appropriate to paint as complete a picture as possible of the Provider’s performance, may be
assessed and entered in the Quality Management Measures section of the PAR.

The Quality Management Measures and Practice Volume metrics (described below) differ,
depending on the Provider category. Physicians, allied health Providers, and nurse practitioners
have a different set of measures than those for dentists; preventive medicine physicians and
dental hygienists have their own unique sets of measures.

The next section of the PAR form is the Facility Wide Measures section, as depicted in Figure
292 below. The information entered into this section of the PAR depends on the measures being
monitored over the period of evaluation or the standard measures used by the Service or facility
for performing PARs. When PAR Evaluators first open the PAR, this screen contains no data.
To add a measure, click Add.
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Figure 292: Facility-Wide Measures Section of the PAR
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A screen appears with a pick list of different types of measures to select, as depicted in Figure
293 below. For each type of measure selected, different data fields are enabled to collect the

appropriate information for the measure.

As each measure is assessed, PAR Evaluators click Save. Multiple measures, as many as are
appropriate to paint as complete a picture as possible of the Provider’s performance, may be

assessed and entered in the Facility Wide Measures section of the PAR.
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Figure 293: Types of /Facility-Wide Measures
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The next section of the PAR form is the Practice VVolume section, as depicted in Figure 294
below. CCQAS automatically calculates the Total Number of Procedures and the Total
Number of Days Unavailable as the PAR Evaluator enters data for the individual metrics.

As already mentioned above, Practice Volume metrics differ depending on Provider category.
Physicians, allied health Providers, and nurse practitioners have a different set of measures from
those for dentists, while preventive medicine physicians and dental hygienists have their own
unique sets of measures.

@ CCQAS Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

Last Logon Attempt: 09/19/2012 10:54:47 -05:00 # | Submit Ticket | Security Briefing | Logoff|

Adverse Actions System Supporting Medical Personnel Readiness” DWICFDN9

*xex EQUQ ****

"-1!" "A Worldwide Credentialing, Risk Management, and
T CCQAs

Credentialing Privileging Risk Management Adverse Actions
‘ Performance Assessment Report Close Record ‘
Profile Practice Volume
Privileges Evaluated Save ‘
Quality Meas.
Facility Wide Measures Procedures

Practice Volume Number of Diagnostic Procedures in Radiology:

Professional Development
Clinical/Technical Number of Operating Room Procedures:

Performance Questions

Parsonal Evaluation Number of Invasive Ambulatory Procedures:

Questions Number of Non-invasive Ambulatary Procedures:
E-Signature

Documents Total Number of Procedures: 0
PAR Summary (PDF) Wonthly Data

PAR Summary Average Monthly Admissions:

Average Monthly Outpatients Seen:
Average Monthly Emergency Room Patients Seen-
Percentage of Time in Direct Patient Care: %

Leave/Absence Data

TADMTDY Days: Leave Days:
Sick Bays: Other (e.g. Administrative Duties):

Total Number of Days Unavailable: 0

Comments

Figure 294: Practice Volume Section of the PAR
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The next section of the PAR is the Professional Development section, as depicted in Figure 295
below. This section is pre-populated using data from the Continuing Education section of the
Provider’s credentials record. The sum of credits accrued in each credit category is displayed for
the PAR evaluation period and over the past three years. A summary of the associated
continuing education courses is listed on the bottom half of the screen.

PAR Evaluators should enter the number of papers published, presentations given, etc., in the
center of the screen, provide any pertinent supporting comments, and then click Save.
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Figure 295: Professional Development Section of the PAR
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The next section of the PAR form is the Clinical/Technical Performance Questions section, as
depicted in Figure 296 below. If PAR Evaluators select “Unsatisfactory” for any of the
questions, a comment is required to save the information entered on the gcreen. PAR Evaluators
may also add a comment for any item by clicking the empty note icon (7). After a comment is
added, the empty note icon becomes a filled note icon (7). After all items have been evaluated,
click Save.
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Figure 296: Clinical/Technical Performance Questions Section of the PAR
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The next section of the PAR form is the Personal Evaluation Questions section, as depicted in
Figure 297 below. If PAR Evaluators select “No” in answer to question #2, and “Yes” in answer
to the other questions, a comment is required to save the information entered on the screen. PAR
Evaluators may also add a comment for any response by clicking the empty note icon (7). After
a comment is added, the empty note icon becomes a filled note icon (7). After all questions
have been answered, click Save.
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Figure 297: Personal Evaluation Questions Section of the PAR
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At any time during the completion of the PAR, PAR Evaluators may review all information

entered into the PAR form. The PAR form may be viewed by selecting PAR Summary from
the navigation bar. When this option is selected, CCQAS returns a read-only version of the PAR
form, as depicted in Figure 298 below, which contains all information that was entered to date by

the PAR Evaluator.
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Figure 298: PAR Summary Form
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The same form may be generated as a read-only portable document format (PDF) file by
selecting PAR Summary (PDF). The PDF file may be printed or electronically downloaded to
the user’s computer hard drive or some other memory device.

PAR Evaluators click the E-Signature section of the PAR to open the E-signature tab after all
other sections have been completed and reviewed, as depicted in Figure 299 below. PAR
Evaluators then enter an overall assessment of the Provider’s performance, add any supporting
comments, and then click Submit to complete the PAR task.
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Figure 299:.E<Signature Section of.the PAR

A confirmation screen appears, as depicted in Figure 300 below. PAR Evaluators must ensure
that all sections of the PAR have been reviewed. When PAR Evaluators click OK, the screen
refreshes to display the work list. The Complete PAR task closes. After PAR Evaluators
complete the PAR, CCQAS sends email notifications to the PAR Reviewers (if any were
assigned) and the Provider, indicating the presence of a new task in their work list.
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Figure 300: E-Signature Confirmation Screen
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After the PAR has been submitted, CCQAS allows CC/MSSP/CMs to proceed with routing the
Renewal or PCS application for review and approval. Neither the assigned PAR Reviewers nor
the Provider need to review the PAR to route a Renewal or PCS privilege application.

11.5 Reviewing the PAR-The PAR Reviewer Role

After PAR Evaluators submit a completed PAR, each assigned PAR Reviewer receives a new
work list item with “Task = Review PAR”, as depicted in Figure 301 below.

Note: The Provider and any PAR Reviewer(s) who were assigned by the CC/MSSP/CM during
the routing of the PAR receive their Review PAR tasks simultaneously.

& CCQAS Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research =0 | SO

h AW ide Ci ialing, Risk and 3 i
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2 13:01:14 -05:00 & | Submit Ticket | Security Briefing | Logoff |
DWICFDNS  ~

Credentialing Privileging Risk Management

[WorkList for DW1CFDN9, 0007 MEDICAL GROUP @ ]

‘Work List My Applications ‘ Pending Appli Appli |
@ -
Status: Open Tasks ~ Role: Al v Tasks start date between 09/25/2011 [F&Jw| and 09r19/2012 [F@)w| Filter uéer;Mmu‘E NFE‘%?Q:S;SDAWSON
? | Urgent Due Date| Task Role From (Role) Provider App Type |Corps Task Start Date Task Com *
v | Mo Review PAR PAR Reviewer RICHARD, DAWSON (PAR Evaluator) Anderson, Barney (Military) 1st E-App | Medical Corps | 08/19/2012

Figure 301: PAR Reviewer Work List Task — Review PAR

When PAR Reviewers open the Review PAR task, the PAR displays in read-only format. PAR
Reviewers may review the PAR section by section or by using one of the PAR Summary
options, but they may not edit any of the PAR content. \When their review Is complete, PAR
Reviewers select the E-Signature section, as depicted in Figure 302 below.
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Figure 302: PAR Reviewer E-Signature Screen
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On the E-Signature screen, the overall evaluation and comments rendered by the PAR Evaluator
are presented. The Reviewer enters his or her assessment of the PAR and optional comments in
a second Comments box, and then clicks Submit to enter his or her concurrence or non-
concurrence with the PAR. After the Reviewer E-signs the PAR form, the screen refreshes to
display the work list. The Review PAR task then closes. The Reviewer’s concurrence with the
PAR is not required for a Renewal or PCS application to be routed for review and approval.

11.6 Reviewing the PAR-The Provider Role

After PAR Evaluators submit a completed PAR, the Provider receives a new work list item with
“Task = Review PAR”, as depicted in Figure 303 below.

Note: A Provider and any PAR Reviewer(s) who were assigned by the CC/MSSP/CM during the
routing of the PAR receive their Review PAR tasks simultaneously.

/€ CCQAS Version 210.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research ===
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» | No Review PAR (Military) 1st E-App | DWICFDNS, 0007 MERICAL GROUP @ DAWSON RICHARD (111) 222-3333 09/19/2012

Figure 303: Provider Work List Task — Review PAR

When Providers open the Review PAR task, the PAR displays in read-only format. Providers
may review the PAR section by section or by using one of the PAR Summary options, but they
may not edit any of the PAR content. When the review is complete, PAR Reviewers select the
E-Signature section, as depicted in Figure 304 below.
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Figure 304: Provider E-Signature Screen
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On the E-Signature screen, the overall evaluation and comments rendered by the PAR Evaluator
and PAR Reviewer (if one was assigned) are presented. Providers may enter optional comments
in a second Comments box, and then click Submit to acknowledge that they have reviewed the
PAR. After Providers E-sign the PAR form, the screen refreshes to display the work list. The
Review PAR task then closes. A Provider’s acknowledgement of the PAR is not required in
order for a Renewal or PCS application to be routed for review and approval.

11.7 Bypassing the Automated PAR Process

If it is determined that an offline, paper PAR process should be performed in lieu of the
electronic PAR, CC/MSSP/CMs should select the radio button corresponding to “Offline PAR”
on the top portion of the PAR Routing screen, as depicted in Figure 305 below, ]and then click
Smeit.‘[RJZ]

'é CCQAS Version 2.10.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

e “A ide Credentialing, Risk and
? ccw Adverse Actions System Supporting Medical F

W2DHAA -
*kkk FoUo kkk
Credentialing Privileging Risk Management
PAR Routing
Provider Mame: BOARD., Jeff SSN: 091320127 Provider Category:  Physician
Branch: Army (USA) Active Duty Rank/Grade: General Corps: MC
Application Submitted: 09/14/2012 Privileges Effective: 9/17/2012 Privilege Expiration: 09/16/2014
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Figure 305: ‘Offline/PAR’ Radio Button

CCQAS sends PAR Evaluators an email message that they have a PAR to complete, and a new
task, “Task = Complete’Oftline PAR”, is:also be added to the evaluator’s work list, as depicted
in Figure 306 below.
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Figure 306: Evaluator Work List Task — Complete Offline PAR
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When PAR Evaluators open the Complete Offline PAR task, the Offline PAR Notification
screen opens, as depicted in Figure 307 below. The Offline PAR Notification screen includes
the information about the Provider, PAR duty location, and time period for the PAR. PAR
Evaluators can print the information by selecting Print, close the screen and return to the work
list by clicking Cancel, or acknowledge receipt of the notification by clicking Acknowledge
PAR Requirement. After the notification is acknowledged, PAR Evaluators should proceed
with completion of the offline PAR.
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Figure 307: Offline PAR Notification

Electing to perform an.offline PAR does not remove the requirement for a PAR to be completed
prior to processing a Renewal or Transfer (i.e., PCS) application in CCQAS. However, since an
“Offline PAR” means a paper report, CC/MSSP/CMs must ensure that before routing a renewal
or PCS privilege application, the paper PAR is completed and available to the Reviewers by
scanning and uploading it into the Provider’s privilege application. The offline PAR should be
uploaded as a “Provider Document” as Type = Clinical Performance Evaluation/Performance
Assessment Reports. Individuals wishing to view the paper-based PAR may then access it via
the Provider Documents screen, rather than the PAR/Snapshots screen in the Documents
sections of the E-application.

11.8 Cancelling the Setup PAR Task

If it is determined that a PAR is not required or a PAR cannot be completed, CC/MSSP/CMs
may cancel the PAR task by clicking Cancel PAR at the bottom of the PAR Routing screen, as
depicted in Figure 308 below.

Submit | Cloze Cancel PAR

Figure 308: ‘Cancel PAR’ Button
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This action closes the Setup PAR task in the CC/MSSP/CM’s work list, and removes the system
requirement to have the PAR completed and submitted prior to the routing of a renewal or PCS
application. If it is later decided that a PAR is required, CC/MSSP/CMs may initiate the PAR
task manually, as described in Section 11.2. If a PAR has already been routed and it is decided
that the completion of the PAR is no longer needed, the PAR process must be terminated (refer
to Section 11.9 below)

11.9 Terminating or Reassigning a PAR In-Process

Occasions may arise when a PAR needs to be reassigned or terminated after the task has already
been assigned to a PAR Evaluator, particularly in situations when the assigned PAR Reviewer is
no longer available to complete the PAR task. CCQAS allows CC/MSSP/CMs to reassign or
terminate a PAR task that has already been initiated, as long as the task is still active in the PAR
Evaluator’s work list.

In order to reassign or terminate an in-process PAR, CC/MSSP/CMs must access the assigned
PAR Evaluator’s work list by selecting his or her name from the User list in the upper right-hand
corner of the work list screen. On the PAR Evaluator’s work list, CC/MSSP/CMs select Cancel
PAR from the hidden menu of items for the Complete PAR task, as depicted in Figure 309
below.
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Figure 309: Complete PAR Task Menu Options
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A warning message displays, asking CC/MSSP/CMs to confirm their intent to cancel the PAR,
as depicted in Figure 310 below.
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Figure 310: Cancel PAR Warning Message

When CC/MSSP/CMs:¢elick OK;:the.PAR task is terminated.If the. PAR task.should be assigned
to a new PAR Evaluator, CC/MSSP/CMs select Reassign Task from the hidden menu of

options, as depicted in Figure 309 above: The Re-assign Task window opens, as depicted in
Figure 311 below.

When CC/MSSP/CMs select a new PAR Evaluator from the pick list and click Submit, the

Complete PAR task is removed from the old PAR Evaluator’s work list and added to the new
PAR Evaluator’s work list.
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Figure 311: Re-assign Task Window
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Only CC/MSSP/CMs may cancel a PAR task that has already been assigned to a PAR Evaluator.
The Cancel PAR and Reassign Task menu options are not available in the PAR Evaluator’s
work list.

12 Generating Credentialing and Privileging Letters

Credentialing staff are frequently required to generate written letters for the purpose of
communicating with a variety of entities both inside and outside the DoD. CCQAS supports the
automated generation of a number of standard letters by which information is drawn from
Providers’ electronic credentials files and other locations in the CCQAS database to create a pre-
formatted, pre-populated letter that may then be printed or saved for editing by users. CCQAS
may generate letters in several different ways and for individual Providers or groups of Providers
in batch mode.

Proper use of this functionality, however, requires that the information in both the electronic
credentials file and the Command Parameters screens in the CCQAS application be accurate
and up-to-date.

12.1 Command Information for Letter Generation

The Command Parameters screen must contain complete and accurate information about the
command that is responsible for Provider credentialing and privileging actions so that users
realize the benefits of automated letter generation in CCQAS. The Command Parameters
screen may be accessed by clicking Systéem on the main menu, then and selecting Command
Parameters, as depicted in Figure 312 below.

Note: If the Command Parameters feature is notan available item from this menu, users have
not been granted the permissions necessary to edit command information for their facility or unit,
and should contact the CCQAS Administrator for further assistance.
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Figure 312: Command Parameters Menu Item
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CCQAS pulls information from the Command Parameters screen to populate the body and
signature line of the letters that are generated, as depicted in Figure 313 below.
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Figure 313: Command Parameters Screen

Users may then add or edit command and contact information according to the following
guidelines:

e The Credentials Signature Authority, Risk Management Signature Authority, and
Certification Authority are the authorities who are authorized to sign letters having to do
with function

e The Position of individuals pertains to the function they perform with that Authority, not
military rank

e The Phone field should include any area codes and special prefixes that are necessary for
individuals in another location to contact the POC. Telephone numbers should be
grouped by periods or spaces (e.g., 202.767.4144)

e The Certifying Authority Official should contain the name of the individual under
whose authority the Certification would be signed

e The Privileging Authority UIC is automatically filled in with the UIC for the MTF, but
may be edited if appropriate

e The Authority Address should be the mailing address for the office
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e The Points of Contact should be the names of individuals who should be contacted for
more information

All updated command information will be available after users click Save, and then click Close
to return to the Credentials Provider Search screen.

12.2 Generating Letters for Individual Providers

This section describes the process of generating letters for individual providers.

12.2.1 Generating a Letter from Letters Menu

Users may access letters either from the Provider search or work history. Letters may be
generated for an individual Provider by searching for the Provider’s record and selecting Letters
from the menu of available Provider actions on the Search Results screen, as depicted in Figure
314 below.
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Figure 314: Letters Menu Item Provider Search
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Users may then view the complete list of letters, as depicted in Figure 315 below.

Generate Letter - ADAMS, BRIAN ( DW1CFDN9 )

DEA / DoD Provider Multi-Purpose Administration Form
Consent and Release

Staff Appointment Motification

Staff Appointment Renewal

Expiring Credentials

Status Sheet (Snapshot)

Pre-Populated Privileging Application (off-line privileging event)

ICTB

Cancel

Figure 315: List of Provider Letters

Staff Appointment Notification Letter, Staff Appointment Renewal Letter, Expiring Credentials
Letter, ICTB Letter, and Status Sheet (Snapshot) Letter contain assignment-specific information
and must be generated-from the worlk-history section by selecting.the appropriate assignment. If
users have access to these letters from the Provider search, they are notified about assignment-
specific information associated with.these letters, and the system prompts them if they want to be
transferred to the work history. Figure 316 below depicts the Work Histaory Letters menu.
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Figure 316: Work History Letters Menu
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Users may run the desired letter by clicking the report name. Most letters are automatically

generated after they are selected, and then pre-populated with data from the Provider’s current

credentials record.

The Drug Enforcement Administration (DEA)/ DoD Multi-purpose Administration Form consist
of a set of 3 letters, as depicted in Figure 317 below. Select the Initial Application letter from

the drop-down menu.

Generate DEA Letter - ADAMS, BRIAN { DW1CFDN9 )

Select section of the DEA Multi-purpose form to populate:

Initial Application

INnt'rﬁcahun of Change of Station
| Return of Military DEA Registration Centificate

Figure 317: DEA Multi—-Purpose Letters

The Letter Initiation screen appears, as depicted in Figure 318 below. Select the radio button

next to the appropriate license, and then‘elick Submit.

Gensrate O Loser JOASTEQEN (QEICERD) g |
Select section of the DEA Multi-purpose form to populate:
Initial Application -
L et Ll s e Etrb Dk S
| AK 1343 AF 09/18/2011 Active
AR army 13 0752012 Active

Figure 318: DEA Initial Application Form State Selection
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The Initial Application Letter result screen appears, as depicted in Figure 319 below. Notice

that the top section of the letter is now populated with the user’s information.

/€ DoD Provider Administration Form - Windows Intemet Explorer provided by ASM Research E@

‘ Print Close Save Electronic Copy

*%%% For Official Use Only (FOUQ) *¥%¥*

Drug Enforcement Administration (DEA) Registration Number
DoD Provider Multi-purpose Administrative Form

(¥) Statement of Understanding (Regquired for New Applications Only)

for any other category of patients, except as allowed by official military duties. I understand that the number will be used for

military duty.

Bpplicant Name: BRIAN ADAMS RANK/SERIES
Unit/Facility: 0007 MEDICAL GROUP

Unit Address: 7 MDG 697 Louisiana Drive DYESS AFB TX 79607-1367

Social Security Number: _XMX-¥X-0121

Medical/Dental License Number: _1343 AF State of: _RK Expiration Date: _09/18/2015

applicant Signature:

Credentialing Authority Signature: Date:
Name: Ms. Renee Marie Hutchison (3GQ)
Title: Credentials Authority

Address: 2020 Mail Street
Fairfax, CA
Phone Number (Commercial): (325) 696-4262

Figure 319: Initial Application Letter Result

Before a Notification.of Change.of Station letter.can be generated, users.must select the
Notification of Change of Station letter from the Generate DEA Letter drop-down menu
(refer to Figure 317 above), and then select the radio button next to the appropriate DEA
information, as depicted in Figure 320 below.

Generate DEA Letter - ADAMS, BRIAN { DW1CFDN9 )

Select section of the DEA Multi-purpose form to populate:

Motification of Change of Station -
To Command: @
DEA Mumber DEA Type Expiration Date
@ | 234 DEA. (Fee Exempt)  10/06/2012
Submit Cancel

Figure 320: Notification of Change of Station

T understand that the DEA number assigned to me is to be used only for official duty in the care of DoD beneficiaries and may not be used

prescribing and administering only and cannot be used for purchasing or storing of controlled substances. I understand that the DEA number
will be voluntarily surrendered upon separation from military service and a separate DER number is required for work outside of official
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Before a Return of Military DEA Registration Certificate letter can be generated, users must
select the Return of Military DEA Registration Certificate letter from the Generate DEA
Letter drop-down menu (refer to Figure 317 above). Users then select the radio button for the
appropriate DEA information, depicted in Figure 321 below, and then click Submit.

Generate DEA Letter - ADAMS, BRIAN ({ DW1CFDN9 )

Select section of the DEA Multi-purpose form to populate:

Return of Military DEA Registration Certificate -

DEA Mumber DEA Type Expiration Date
@ | 234 DEA (Fee Exempt) 10/06/2012
Submit | Cancel |

Figure 321: Return of Military DEA Registration Certificate

When users select the Expiring Credentials letter from the list of Provider letters menu (refer to
Figure 315 above), the Generate Expiring Credentials Letter screen appears, as depicted in
Figure 322 below. Users select the appropriate items for the letter, and then click Submit.

Generate Expiring Credentials Letter - MRAZ, JASON L { DWI1CFDN9 ) |

Credentials that have or will expire within next 90 days. | Filter

State License/Certification/Registration

. ; ADM
Type | State| Mumber Field Status Expires VWaiver
License AK 56 Allopathic Physician  Active  10/06/2012 0
Mational Certification/Registration
Type Mumiber Field Status Expires
Certification 45 Allopathic Physician Active  10/06/2012
Contingency Training
Type Expires
CTTC-Combat Treatment Training Course 08/26/2012
Submit | Cancel |

Figure 322: Expired Credentials Letters Selections
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Since the Pre-Populated Privileging Application letter has assignment-specific information, as
mentioned above, the system prompts users about being transferred to the work history, where
they can select the assignment from which the letter can be generated. Figure 323 below depicts
the pre-populated privileging letter transfer message. Click OK to open the Work History
screen.

Generate Letter - ADAMS, BRIAN { DVW1CFDNS )

DEA / DoD Provider Multi-Purpose Administration Form
Consent and Release

Staff Appointment Motification

Staff Appointment Renewal

Expiring Credentials

Status Sheet (Snapshot)

Pre-FPopulated Privileging Application {(off-line privileging ewent)

Message from webpage @

% This letter has assignment specific information. Do you want to be
¥ transfered to work history screen?

[ oK ] [ Cancel |

Figure 323: Pre-Populated Privileging Letter Transfer Message

When users select a specific assignment and Pre-Populated Privileging Application letter, a
list of privileges displays, as depicted in Figure 324 below. Users select a desired privilege
category, and then click Submit to'generate the blank letter.

= http esd.disa Letters/L P Pri a5 - Internet Explorer pre
Specify the a o the leter:
Paosition
Provider Categery:  Allied Health - | Filter |
Duty Section
Cuty Phona
D et [TE]-

Frojected Rotation/Permanent Change of Station Date [=]+
Frivilege Category

O Select all privilege categories that apply
Erivilege Category

Adr Reserve Components (UTA) - Allied Health

“ Audiology
Chiropractic
Chin

Paychology

Social Waork

Diatitian

Licensed Professional Counsalar (LPC)
Marriage and Family Therapy
Occupational Therapy

Optomatry

Pharmacist

Physical Therapy

Physician Assistant (PA)

Paodiatry
Speech Language Patholagy
Substance Abuse Counselor

Submit Cancel |

Figure 324: Pre-Populated Privileging Letter with listed Categories
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After the selected letter has been generated, the following actions may be taken by clicking one
of the buttons at the top of the screen:

e The Print button allows users to print the letter directly from the CCQAS application
(refer to Section 12.3).

e The Save button allows users to save the report to their work station as a text file or PDF.
e The Close button closes the letter report generator and returns users to the list of letters.

ICTB letters require users to enter additional information prior to generating the letter. Users
then enter the required information and select Generate Letter. A new browser window opens,
displaying the selected letter.

12.2.2 Generating a Letter from Inside a Credentials Record or Privilege Application

Certain letters may be generated while a CC/MSSP/CM is actively working on a Provider’s
credentials file. These include a renewal letter, which may be run by clicking the Renewal
Letter button in the License/Certification/Registration section. In addition to the letters
described above to support the PSV process of an active privilege application, the Verification
References letter is available from the hidden menu of actions for each reference record. The
letter reflects the data included in a Provider’s current privileging application, as depicted in
Figure 325 below.

[ CT0AS verson 2100 - Cartraoed Credenser: Gusity Axrines ey — p————TT

- o A Wonlchiche Crodestialing, Rnk Managsmont, and
§ €CCQAS Adverss Actions Syslien Supporting Medical Btebanel Fodding

Figure 325: Verification Reference

12.3 Printing a Letter from CCQAS

Users may print a letter directly from the CCQAS application by clicking Print at the top of the
report, as depicted in Figure 326 below. Since the letter is generated directly from the Internet,
the upper or lower margins may contain the URL, date, page, and index information according to
a user’s browser settings. Alternatively, many users prefer to save the letter to a text file, which
may then be opened in Microsoft® Word to format their letter prior to printing.
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Print Ciose Save Electronic Copy
*kkk For Official Use Only (FOUQ) *dkk
5 My PDF[1 ] pdf - Adobe Reader W=
f2daE8| L] | (=) Comment | Share
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Figure 326: Letter Print

12.4 Exporting a Letter to Microsoft® Word

Users may edit a letter using Microsoft® Word and for manipulation by clicking Save As. After
clicking this button, users must read.and@agree to a QA statement by clicking OK. The Save
HTML Document screen then appears, as depicted in Figure 327 below.

& hitpe .Lsd.dl:.a.ln|I!h=&!d}L=ll=rsa’Lelm‘ﬂ.ahp(ﬁ.red_pruvmllllm - Windows Intern... !. M= =]

STATUS SHEET (Snapshot)

A

SF o9/27/2012

1. Provider

JASOM L MEAZ , Doctor of Medicinoe

A#&x&xx For Ollicial Use Only (FOUO)

HAHH WX 0122

* A A A

DOB: 09/ & save HTML Document
Military ki m
Commander]|

civilian "-_-_} e
Duty Stat] RecenlPlaces

gl
|| Ay
Desiton .

Filearmar encrypted

S l File falde

@ 1

Computer

Systern Folder

2. Educaty

Type

=] o

F105

Systermn Folder

MNetwork:

Systermn Folder

= [T~

Mataliya Chernyavekays

Liwraries [ s

e o ! - herme FOIS L0 et Cffic e < Shortout
Qualilyir “& @ HTML Dacument F Sh 1r
Degrec Computer s 14.4 KB 1.76 KB

=y Ll
Metwark
Internshi
(PGY—-1) Fie name. [snapstrt-miaz_iason L -] save |
Save st type. [HTML File: ¢~ 1t = hermd) | Cancel
Language:  [Unicode =]

3. Licensure/certification/Registration

Figure 327: Exploring the Letter
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The letter can be saved in PDF format when users click the Save Electronic Copy button at the

top of the screen, as depicted in Figure 328 and Figure 329 below.

B Consent and Release - Windows Internet Explorer provided by ASM Research

= =]r=]

Print Close ‘ Save Electronic Copy ‘

*%¥¥% For Official Use Only (FOUQO) ¥k

Ll MyPDF(1],pdf - Adobe Reader
[ Edit View Window Help

(E=8(HER =5

%

b o w0 B[ ]| 3 0 © @ |

[ CreatePDF Online...

BN ADAMS hereby authorize the MEDICAL GROUP, TEXAS, 7 MD@, 637 Louisiana Drive, DYESS

Save Cirles B 79607-1367 and the clinical staff and their representatives to comsult with
- the clinical staff of this facility, and any other facilities,
Save As PDF... Shift+Ctr+S | wnich I have been associated and with others, including past
Tet Exs, who may have information bearing on my professional
I Share Files Using SendNow Online... L. fical qualifications
ARl TG he inspsctions by this facility, the clinical staff and their
R REatives of all records and documents (not otherwise restricted) including medical
evert B at other hospitals and facilities that may be material tc an evaluation of my
Close Ctrl+W fional qualifications and competence.
Properties... Ctrl+D [y release from liability any and all individuals and organizations who, in good faith
- hout malice, provided any and all information to the officials of the MEDICAL
B print. Ctrl+p | TEEAS, 7 MDG, €97 Louisiana Drive, DYESS AFB, TX, 70607-1367 including medical facility
- s or to the authorized medical staff representatives, concerning my professional
1 C:\Users\chernyavskayam\ Desktop\MyPDF[L].pdf be, competence, ethica, character and other qualifications for staff appointment and
- k1 privileges, and I hereby comsent to the release of any and all such information to
2 C:\Users\chernyavskayanl...\MyPDF[1].PDF reatment facility.
3 C:..\CCQAS_RDTE_Creden... Test_IntlV[1].pdf
4 C...\CCQAS RDTE_Creden... Test IntIV[1].pdf ure: Date:
5 C\Users\chernyavskayan\...\Snapshot{2].pdf
Exit Curl+Q
|
gnacure: Date:

Comment Share

*%¥¥% For Official Use Only (FOUQO) ¥k

Figure 328: Save Electronic Copy

After clicking Save, users may now open the saved file and edit the file as appropriate.

B Dot et e n.wnmn_._:gnﬂﬂ \ W 4 \ W |

| Prid Cioss S Blaciric Cogny

wheww For Official Use Only (FQUQ) wwww
r'_.. L4EDE]] | 0 - Akt Raciihes

v -
. =

220 e - a3 e
Baty = L
‘2 " L Vit Chrraaiy 5
[ - |%. . '
1. 1 et Mk 5 !

cdig 1 [ tartaion
Sl [ a
Evudog

I'-='1! & ol bl O 0 - Sl
epanf . | | caarmar pranpind T
¥

= -

by LA
and
an § _*
T Crmps
any ‘i
ine;
comg [T
L Fs roet WyLET) = [ e |

Tt ot F{W oy gl = T

BiqNTEErRT TREE

wkew For Official Use Only (FOUQ) wewe

Comuvegret L)

Figure 329: Save PDF Document
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12.5 Generating Batch Letters

As noted in the previous section, letters may be simultaneously generated for multiple Providers
in batch mode. Batch letter generation allows user to generate the same type of letter for a group
of selected Providers. For example, a batch ICTB letter may be generated for all Providers that
are being are ICTB’ed to the same location with the same start and end dates. If the ICTB
location or ICTB dates differ for some Providers, the ICTB letters for those Providers should be
generated individually.

All batch actions, including batch letters, are initiated from the Credentials Provider Search
screen, as depicted in Figure 330 below. Provider records may be batch-processed by selecting
the appropriate batch action in the Action section of the screen.

Additional search criteria may be entered in the upper portion of the Credentials Provider
Search screen if users wish to limit the batch action to only certain groups of records (e.g., only
Providers in a specific Department, Work Center, Corps, or UIC). After users enter all
appropriate search criteria and select the desired batch action, they click Search.

2 CCQAS Version 210.0 - Centralized Credentials Quality Assurance System - Windows Intemet Explorer provided by ASM Research

e AV ide Credentialing, Risk Manag — B v s(1) | Last Logon Attempt: 09/20/; E]
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness™ DW1CFDNS ~

*kkk FOUO dedkekk

Privileging Risk Management Adverse Actions

c e
Batch Processing
First Name:

Branch: - Corps: - Civilian Role: -
Primary UIC: Assignment UIC: Other UIC
Department: Work Center: File Manager:
Provider Type: A
Batch Job Type
- Batch Training Batch NCCPA
-/ Batch Initiate PCS - Batch ICTB Letters
* Batch Initiate ICTB * Batch Application Letters
-/ Batch Cancel ICTB - Provider Mailing Labels
Record Count: Search ‘ Clear Screen ‘ Close | Record Limit: 100

Figure 330: Action Section of the Credentials Provider Search Screen
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A list of Providers who meet the search criteria specified is displayed, as depicted in Figure 331
below. In the example below, a user is batch-generating ICTB letters. The user may check
which Providers from the search list should be included in the batch, indicate whether the active
duty or reserve letter ICTB is desired, then clicks General Letters at the bottom of the screen.

€ COQAS Versian 23000 - Centraliced Credentials Quality Assurance System - Wenedows Intermet Exploeer provaded by ASM Research
a ide C ialing, Risk = Meszages{1} | La:
Cﬁms Adverse Actions System Supporting Medical Personnel Readine
wxxx EOUIO ****
v Actions
Batch Processing Saarch Batch Lattars ICTE | Help?
Name 55N uic Type Brch Crps. Start Date End Date
ADAMS, DRIAN 091-82-0121 DWICFDNS CRED F11 MC 0s/10/2012
AF. NC INC NPDB 099-72.0121 DWICFDNS CRED 08072012
AF. TERM_REGENERATE 083-92.0121 DWACFDNS CRED cn MO 08/29/2012
4| Anderscn. Bamay 082-52-0123 DWICFDNS CRED F11 MC 08/29/2012
#| Brooks, Tom ra2-02-0121 DWICFDND CRED A3 MO 020/2012
41 FORD. JOE 291420121 DWICFONS CRED 081472012
| | Record Count: 6 Genorato Lottors | Cancal | Record Limie. 100

Figure 331: Batch ICTB Letter Screen

On the next screen, depicted in Figure 332 below, users are prompted to enter information
regarding the ICTB location and dates, and additional text forthe ICTB letter. This screen may
vary in content and appearance, depending on'Service.

€ Additional Information for ICTE Letter - Windows Internet Explorer provided by ASM Research = | =
ICTB Information T

Start Date: 09/25/2012 =

End Date: 09/26/2012 =i

7] Evaluation (PAR/OER)

Provider Information
Type of Duty: Active Duty Special Work (ADSW) -
Current PED:
ICTBE Duty Status: @ pMilitary ' Civilian
Credential Signature Authority Information
Credential Signature Authority / NMame: Renee Marie Hutchison
Credential Signature Authority / Position: Credentials Coordinator
Credential Signature Authority / Command: MEDICAL GROUP

Credential Signature Authority / Location: TEXAS

1

Credential Signature Authority / Phone: (916) 465-1232

Additional license information in Credentials File
Additional information in Credentials File - Please Call

Additional comments for paragraph 14:

@ None

cc:

| e —= | ]
Figure 332: Additional ICTB Information Screen
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When users click Generate Letter, a sequential list of ICTB letters for each Provider included in
the batch displays, as depicted in Figure 333 below. The letters may then be printed directly
from the CCQAS application or saved. Other batch letters may be generated in a similar manner
as the example below.

[ Interfacility Credentials Transfer Brief ICTB) - Windows Internet Explorer provided by ASM Research == ==

Print Close Save Electronic Copy | e
**%* For Official Use Only (FQOUQ) **x*x

Interfacility Credentials Transfer Brief (ICTE)

m

From: 0007 MEDICAL GROUP @, DYESE AFE
To: 0002 MEDICAL GROUP, Barksdale AFB
Date: 08-20-2012

Subject: Credentials and Privileging Transfer Brief
1. Provider

ERIAN ADAME , Doctor of Medicine 2C0I{-XX-0121

DOB: 09-18-1986, Gender: M, WPI:

Military Status: COL, F11, MC, 44A1 - Chief, Haspital ~ Clinic Services, Trainee
Civilian Status: H/A

ICTB Duty Status: Military

2. Education Training
Type Deyree<Field of Study Institution Attended To Completed Date of PSW

Qualifying Degree MD Uniformed Services University of Health Sciences b4 09-18-2012
Internship (PGY-1) 1343 3 MDG b4 09-18-2012

Figure 333: ICTB Batch Letter

13 Generating Standard Credentials and Privileging Reports

A number of standard credentialing and privileging reports are available from CCQAS.
Although these reports enable some customization of report format and content, the query logic
is hardcoded into CCQAS and cannot be changed by users.” In several instances, the standard
reports are built to address business questions that cannot be answered using the ad-hoc report
tool, particularly in cases where Providers are missing critical credentialing information in their
CCQAS record. As such, users are encouraged to use the standard reports whenever possible
before trying an ad-hoc report to answer their business question.

13.1 Generating a Standard Credentials Report

Users may access a list of available standard reports by selecting Reports on the main menu bar,
as depicted in Figure 334 below. Users then select Standard and Credentialing.

g:ru&sm,‘.lﬂﬂW‘,‘ e - Wondans

.
"4 Vinriswde Cresentamg. B3k Wamgemess s
CCOAS et A SrbbossSopmirtig Mot Pariane Resiiess®

Bk Priviiege Applicaion Form
Beara Cemfusnon Eaprpton
Comtingency Traiming Exstration - 5L, A7LS, PALE WGP, ATLS, BTLS, PWTLS. THCC. 4150
Do Credessaied Provider Coum Report

Daphcate Current Cregermals Records

Figure 334: Accessing the CCQAS Standard Credentialing Reports
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A list of standard reports is displayed, as depicted in Figure 335 below. Users may run a selected

report by clicking the report name.
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Figure 335: kistof Standard CredentialssReports

The Training Expiration Report is depicted in Figure 336 below as an example.
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Figure 336: Parameter Screen for the Training Expiration Report
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In general, the generation of standard reports is a two-step process, as follows:

Step 1. Under the Select Columns section, users may select/deselect the columns that will
comprise the columns in their report by clicking the data fields listed. Standard demographic
data fields are listed first, followed by a list of data elements that are specific to the selected
report. CCQAS defaults to selected columns that users may change. Any number of columns
may be checked, but at least one demographic data field must be selected to run the report. It is
important to remember that the width of the report grows with each column included on the
report, so users should include only those columns needed to make the report useful.

Hint: The Clear All button automatically deselects all the data fields and the Select All button
automatically selects all data fields for inclusion in the report.

Step 2. Under the Parameters section, a series of required and optional query parameters are
presented. Most standard reports offer the user the following options:

e A Report Header that may be edited from this screen. Users may wish to add more
descriptive information to the default report name provided by CCQAS

e A Sort Order function that enables users to sort the rows of their report alphabetically or
chronologically, using any of the data fields available for reporting. The system defaults
to sorting by first letter of a Provider’s last name if another sort option is not selected.
(Note: If users select Rank for the sort order, the report is sorted alphabetically by the
first letter of the rank, rather than by the military rank hierarchy)

e A Department Code filter that allows users to enter a partial department code
designation that acts as a filter.for the report query. For.example, if users enter “ped” in
this field, only those records with the phrase “ped” included in their Department Code
field, such as-*“pediatric clinic” or."“pediatrics” would be queried to generate the report

e A File Manager filter that allows users to enter a partial file CC/MSSP/CM name that
acts as a filter for the report query. For example, if users enter “Smi” in this field, only
those records with this sequence of characters in the File Manager field, such as *Smith”
or “Smiddy” would be queried to generate the report

e A Record Status indicator that enables only inactive, current, pending, or all record
types to be included in the report query

e A Record Type indicator that enable only Primary Credentials, Any Credentials, ICTB,
or ALL record types to be included in the report query

e UIC Criteria is a pick list of UICs for which CC/MSSP/CMs may generate the report. If
CC/MSSP/CMs only have permission to access credentials records for one UIC, only that
UIC appears in the pick list. If CC/MSSP/CMs have permission to access credentials
records for multiple UICs, results for all UICs are reported unless only one UIC is
selected from the pick list

e Expiration Dates filter that allows users to enter applicable date ranges that should be
used to generate the report

The entry of a date range is required to generate this report.
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For the Training Expiration Report, additional fields, Training Type and For Expiration
Dates, are also listed in the Parameters section to enable CC/MSSP/CMs to specify the type of
training. If they select the Training Type value, all training types are included in the report.

Other query parameters are available for specific reports. A description of each report and the
required and optional query parameters associated with the report are listed in Table 4 below:

Table 4: Descriptions of CCQAS Standard Credentialing Reports

Standard
Report Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

Additional
Training

Expiration Date
range; Record
Status; Record

Type

Department Code;
File Manager;
Corps, UIC Criteria

Lists Providers who have CDE, CHE, CME CEU,
CNE, MIL ED, PSRV/GRD Other or Unknown -
training completion dates between the date
range specified. If multiple training certifications
are selected as columns for the report, all
Providers that meet any one of the completion
date criteria are included on the report.

The columns of this report are fixed; users may
specify one, and only one, type of additional
education (e.g., CME, CNE, etc.) for inclusion in
a single Provider report. This report is not
available for export to \Word or Excel.

Blank Consent
and Release
Form

None

Consent and.Release Provider liability empty
Statement.

Blank Privilege |Provider Duty Section, Duty |Empty report for specific privilege category with
Application Category, Phone, Assignment |Current Assignment and Projected Station
Form Privilege Date, Station Date |dates.

category
Board Expiration Date |Department Code; |Lists Providers whose ABMS, AOA, or ADA
Certification range; Record |File Manager; board certification expires within the specified
/Expiration Status; Record |Corps; UIC Criteria |date range. If a Provider holds multiple

Type

certifications that meet the expiration date
criteria, each certification is reported as a
separate row of the report. This report is
generated from data entered on the Specialties
tab of the electronic credentials record.
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Standard

Report Title

Required
Query

Optional Query
Parameters

Description of Report

Contingency

Parameters
Expiration Date

Department Code;

Lists Providers whose selected training

Training range; Record |File Manager; certifications expire within the date range
expiration Status; Record |Corps; UIC Criteria |specified. If multiple training certifications are
Type selected as columns for the report, all Providers

who meet any one of the expiration date criteria
are included on the report.

DoD UIC, Provider Lists all Providers count by status for the DoD

Credentialed Status Credentialed Provider as of the date specified by

Provider Count the report by Primary UIC, Group by Status,
Group by Branch, Group by Corps/role, Filter by
UIC, or Contractors only.
Count Report available at Service level and
DoD level only.

Duplicate None Lists duplicate Provider’s records.

Current

Credentials

ECOMS Provider Status |Region Lists the Providers with the specified Provider
Status and the person with whom their file
currently resides. The report enables users to
submit comments and recommendations for
each Provider included in the report. This report
queries on CRED records only (not ICTB
records) and looks at only the most recent status
entered for the Provider.

ECONS Provider Status |Region Lists the Providers with the specified Provider

Status and the person with whom their file
currently resides.
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Standard

Report Title

Required
Query

Optional Query
Parameters

Description of Report

Global Remarks
Report

Parameters

Provider
Privilege Status;
Record Status;
Record Type

Department Code;
File Manager;

Corps; Most Recent

File Status for
specified Date
range; CCS; UIC
Criteria

Lists each Provider's most recent global remark,
or all global remarks for each Provider entered
as of a specified date.

HHS/OIG List of
Excluded
Individuals/
Entities (LEIE)
Comparison

This report is
generated
automatically
upon selection;
no query criteria
are entered by
users.

None

This report provides a listing of all Department of
Health and Human Services (DHHS) Providers
assigned to, or working at the user’s facility, who
have been DHHS-sanctioned.

MC Providers

Record Status;

Branch Rank

Lists all medical corps Providers who do not

Without Active |Record Type; have at least one active state license.

Licenses

National Expiration Date |Department Code; |Lists Providers whose national certifications or

Certification/ range; Record |File Manager; registrations expire within the specified date

Registration/ Status; Record |Corps, UIC Criteria |range. If a Provider holds multiple national

Expiration Type certifications that meet the expiration date
criteria, each certification is reported as a
separate row of the report. This report is
generated from data entered on the National
section of the
Licenses/Certifications/Registration tab of the
electronic credentials record.

NPI Count This report is None The report counts the number of Providers with

generated
automatically
upon selection;
no query criteria
are entered by
users.

an NPI, the number of Providers without an NPI,
and the total number of Providers broken down
by facility.
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Standard

Report Title

Required
Query

Optional Query
Parameters

Description of Report

NPI
Discrepancies

Parameters

This report is
generated
automatically
upon selection;
no query criteria
are entered by
users.

None

Report is a listing of Providers with Active
Credential Records that have had their NPI
changed by Defense Medical Human Resources
System - internet (DMHRSI).

NPI Import NPI Import Date |Branch; Rank; Corp; |Lists Records updated by the NPI DMHRS:i feed.
Range; uiC

Privilege Expiration Date |Department Code; |Lists privileged Providers whose privileges

Expiration range; Record |File Manager; expire within the specified date range, or clinical
Status; Record |Corps; CSS, UIC support staff whose CSS review date expires
Type Criteria within the specified date range.

Privileged Record status Displays a count of Providers by UIC, command,

Provider Count

Record Type

and location for the specified Record Type and
Record Status.

Provider
Documents

Upload Date
Range

Department Code;
File Manager;
Corps; UIC Criteria;
Record Status;
Record Type;
Document Type

The report displays a list of Provider documents
uploaded between the specified date range in a
record at the facility the user is assigned to
maintain, for the specified record status and

type.

Provider Listing

Record Status;
Record Type

Department Code;
File Manager;
Corps; Shared
(between DoD and
Department of
Veterans Affairs
[VA]); UIC Criteria

Lists all Providers who are assigned to the user's
UIC. If both CRED and ICTB records are
included as query criteria, individual Providers
may be listed twice if they have both a CRED
and an ICTB record.
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Required .
Standa(d Query Sl Qe Description of Report
Report Title Parameters
Parameters
Provider PA decision Application Status; |Lists all Providers with E-Applications who have
Privilege Date range Provider status, arecord in a facility with average completion
Expiration Civilian Role; days.
Assigned
CC/CM/MSSP
Provider PA decision Application Status; |Lists all Providers with E-Applications who have
Privilege Date range Provider status, a record in a facility with completion time.
Application Civilian Role;
Completion Assigned
Time Report CC/ICM/MSSP
Providers Record Status; |Department Code; |Lists Providers who do not have a photo loaded
Without Photo |Record Type File Manager; into the Photo tab. If both CRED and ICTB
Corps; UIC Criteria |records are included as query criteria, individual
Providers may be listed twice if they have both a
CRED and an ICTB record.
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Standard
Report Title

Required
Query

Optional Query
Parameters

Description of Report

State License/
Certification/
Registration
Expiration

Parameters

Expiration Date
range; Record
Status; Record

Type

Department Code;
File Manager;
Corps; CSS, UIC
Criteria

Lists Providers whose state license, certification,
or registration expires within the specified date
range. If a Provider holds multiple state licenses
that meet the expiration date criteria, each
certification is reported as a separate row of the
report. This report is generated from data
entered in the State section of the
Licenses/Certifications/Registration tab of the
electronic credentials record.

Tracker Status

Record Status;
Record Type

Department Code;
File Manager;
Corps; Privilege
Expiration Date
Range; Provider
Status for specified
date range

Lists specified Providers and their relevant file
status. This report queries only active,
credentials (e.g., CRED) records. This report is
not available for export to Word or Excel.

Tracker Status

Privileged or
Clinical Support
Staff

Department Code;
File Manager; File
Status for specified
date range; Corps;
Privilege Expiration
Date Less Than
date; File Status
Date Greater Than
date

Lists specified Providers and their relevant file
status. This report queries only active,
credentials (e.g., CRED) records. This report is
not available for export to Word or Excel.
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Standard
Report Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

Training
Completion

Completion
Date range;
Record Status;
Record Type

Department Code;
File Manager;
Corps; UIC Criteria

Lists Providers who have C4, CTTC, or
MMBWCC training completion dates between
the date ranges specified. If multiple training
certifications are selected as columns for the
report, all Providers who meet any one of the
completion date criteria are included in the
report.

Example: Robert runs the Training Expiration Report to determine which members of the
Medical Corp need to be recertified in BLS in the next 6 months. He also wants the results to be
sorted by Department. For the purposes of this example, assume the current date is January 1,

2007. Robert’s Training Expiration Report Parameter screen would look like the one
depicted in Figure 337 below.

After users select the desired columns and query parameters, the standard report may be
generated by clicking Run Report at the bottom of the screen.
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Figure 337: Example of Training Expiration Report Parameter Screen
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The report should display on the screen after a few seconds. Larger or more complex queries
may take more time. The query criteria used to generate the report is listed below the report
header, and a description of the query logic is provided at the foot of the report. After a report is
generated, users may either click Print, Cancel, or Copy Data to Memory for import into
Word or Excel, as depicted in Figure 338 below.

Print | Cancel | Copy data to Metnory for Import into Wiord or Excel |

Figure 338: Reporting Options

#f Prers
Oate Fiaparted 13 Cumm Assigreren: =
=

Gpsech Luiuige Pathotigy
- Susstince Abuse Coumaela

_Swwt_ || Cow |

Figure 339: Blank Privilege Application Report

These options are explained in more detail in Sections 13.3-13.5.

13.2 Generating a Standard Privileging Report

Users may access a list of available standard reports by clicking Reports on the main menu bar,
and then selecting Standard and Privileging, as depicted in Figure 340 below.

E CCQAS Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

‘t‘ "A Worldwide Credentialing, Risk Management, and
¥ CCQAS

Adverse Actions System Supporting Medical Personnel Readiness”

*kkk FOUO Fekkk

Credentialing Privileging Risk Management

Credentialing

Provider Search | Advanced Credentials Search | Add Credentials Provider | Ad-Hoc
Privileging [

Figure 340: Accessing the CCQAS Standard Privileging Reports
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A list of standard reports display, as depicted in Figure 341 below. Users may run a report by
clicking the report name.

“A Woridwide Crodentialing, Risk Mansgement, snd
s 5 ‘Supportiesy Medical Perscassd Roadiness™

vurse Artioes

Figure 341: List of Standard Credentials Reports

The available reports are listed in Table 5 below:

Table 5: Descriptions of CCQAS Standard Privileging Reports

Required Optional
Standard o
. Query Query Description of Report
Report Title p
arameters Parameters

Service-Level |Privilege None This report lists all privilege items included in the master

Master Categorny. Servicedlist for thesselected privilegescategory.

Privilege

Report

Provider MTF, Provider,/|Start Date, After therentry of initial parameters, users are directed to

Privilege Start Date End Date select the assignment for which granted privileges should
be displayed. Users than select View from the hidden
menu of actions for the assignment record to display the
Privileged Provider Information Report. If a Provider
only has one assignment record for the period of time
specified, the Privileged Provider Information Report
automatically generates without requiring users to select
the assignment.

Privilege Code Delineation Lists Providers with selected Privilege(s).

Finder Description
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Codn Dascriptice: O | Provege Lookup

Provider Type
Avadlablo Provider Types Safectad Provider Types

Dubneation:

Fully Competunt | With Supesvision

Samech | Close |

Figure 342: Privilege Finder Report[ri]

LAfter a report is generated, users may either click Print or Close.\[RM] These options are
explained in more detail in Sections 13.3-13.4.

13.3 Printing a Standard Report

Users may print a standard report directly from the CCQAS application by clicking Print at the
top of the report. Since the report is generated directly from the Internet, the upper or lower
margins may contain the URL, date, page, and index information, according to a user’s browser
settings. Alternatively, many users prefer to export the report to Microsoft® Word or Excel to
format their report priorte.printing.

13.4 Cancelling a Standard Repeort

Users may cancel a standard report by clicking Cancel or Close at the top of the report. These
actions return users to the Query Criteria Selection screen, where they may either rerun the
report, click Report Selection to return to the list of standard reports, or click Close to close the
reporting function.

13.5 Exporting a Report to Microsoft® Word or Excel

Users may export a standard report to Microsoft® Word or Excel for editing and manipulation as
a tab separated text file by clicking Copy data to memory for import into Word or Excel, as
depicted in Figure 343 below.

Figure 343: Exporting a Report to Word or Excel
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Users must then read and agree to a QA statement in a pop-up window by clicking OK, as
depicted in Figure 344 below.

ﬂ
"'_\. The data was copied to the dipboard as a tab separated text file.
-

Paste the contents of the dipboard into your spreadsheet or text editing software to save the data locally.

Figure 344: Data Copied Message Window

After users click OK to close this message, they may open the desired Microsoft® Word or
Excel document into which the report will be imported. The contents of the clipboard may be
pasted into a new or existing document by opening the Edit menu (in the Microsoft® Word or
Excel application), and then selecting Paste. Each column and row of the CCQAS report is
pasted into a column and a row, respectively, in a Microsoft® Word or table or a Microsoft®
Excel spreadsheet, as depicted in Figure 345 below. The report may then be manipulated, saved,
and printed as a regular Microsoft® Word or Excel file.

A B Gy D E E G H 1 4 Ky L M N
1 |Full Name Branch  Rank Corps uic Dept Work Cen Provider TRec. Type Mumber HPTC Specialty Field Status Expiration
2 ADAMS, BRIAN F11 coL Medical Corps W2DHAA ADM CRED 1343 AF Allopathic Physiciar Active 9/10/2012
3 |Carmen, Eric All MAJ Medical Service Corps W2DHAA ADS CRED 123 PR Physician Assistan Physician Assistants Active 9/1/2013
4 | Clarkson, KELLY 1 A11 LTG Medical Corps W2DHAA ADM CRED 23 Allopathic Physiciar Active 10/6/2012
2

Figure 345 Sample Excel Spreadsheet with CCQAS Report

Note: Only the columns and rows of the CCQAS report are pasted into the Microsoft® Word or
Excel document; the report header and report description are not transferred with the data. Users
must manually create a new report header and other descriptive information, as needed.

14 Generating Ad-Hoc Credentials Reports

14.1 Generating an Ad-Hoc Credentials Report

14.2 Saving an Ad-Hoc Report Query for Future Use

14.3 Running an Ad-Hoc Report from a Saved Query
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14.4 Deleting a Saved Query

14.5 Printing an Ad-Hoc Report

14.6 Exporting an Ad-Hoc Report to Microsoft ® Word or Excel

14.7 Sample Ad-Hoc Reports

15 System Management

16 Branch Clinic Management

Branch Clinic Management is a new function within CCQAS 2.10.0.0 that allows service level
users to designate specific UICs as branch clinics to create a hierarchy. Service level users can
add what are called “branch” UICs to a “parent” UIC to create the hierarchy. This is done
through the Branch Clinics Management module within the MTF Contacts page.

16.1 Adding a Branch Clinic

To navigate to the MTE Contacts page, service level users select the System menu, and then
select MTF Contacts. The MTF Contacts page opens, which displays all MTFs for all
services. Service level users can then filter by service by selecting the radio button for that
service, which is located at the top of the screen. After service level users filter the MTF
Contacts page by service, they select the UIC they would like to view by clicking the Hidden
Menu arrow, as depicted in Figure 346 below.
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Figure 346: MTF Contacts Page
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When service level users select the UIC, the MTF page displays the following sections: MTF,
Credentials Coordinator, Branch Clinics, Risk Manager, and Remarks. To search for a
branch clinic, select the ]Binoculars icon, [risjand then enter search criteria. After they enter the
search criteria and click Search, service level users can select the UIC they want to add as a
branch clinic, as depicted in Figure 347 below.

- “A Viorldwide Credentialing, Risk Management, and Messages(5) | Last Logon Attempt: 09/28/2012 12:48:15 -05:00 # | Submit Ticket| Security Briefing | Logoff|
? ecms Adverse Actions System Supporting Medical Personnel Readiness”

#xxx EOQ ****

Credentialing Privileging Reporis System Help I]

MTF

MTF Branch Clinics

UIC: w3zR10 Pl UIC Search (You may enter partial criteria) ‘
Activate Privileging Module: Privileging Module

MTF Name: |USA DENTAC - 1| W3ZR20 - USA DENTAC - FT SAM HOUSTON - Ft Sam Houston, TX Location
Address 1: |£431 68th Street,

Address 2: |ATTN: Ms. Slaugl

City: |Ft Hood

State: | TX - Texas OK Cancel

Zip: |78544-5054

Country: | United States - US v

DMIS:
Head Officer: |COL Thomas Herning

Credentials Coordinator Risk Manager

Name: |Tatiana Slaughter Name: |Tatiana Slaughter

Commercial Phone: |(254] Z87-Z705 Commercial Phone: |(254) 287-270%

DSH Phone: |737-2705 DSH Phone:

T3T-2705

Fax Phone: |(254) 2871788 Fax Phone: |(254) 287-1786

Email Address: tatiana.slaughter@us army. mil Email Address: |tatiana slaughter@us.army.mil

Remarks

The address given above is both a mailifi@@nd a Fed Ex addfess,

-y
NN N - 0§

Figure 347: UIC Selection for Branch Clinic
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When service level users select the appropriate UIC, it displays in the UIC field, as depicted in
Figure 348 below. To add the UIC as a branch clinic, click the Add Branch Clinic button.

B = T e ———
CCOAS Aderas ACTnE Spviem Supgorming Hedcal Personnl Sesdasts®

e EELC T

Actvate Priviegng Module: 7
ETF R |5

= LaLdnas

Agoress 1 | sa]11 880 Sres

Address & |ATTH u. Becghaarrpdenien
Chy |Fr=aa
State:
B

Counilry | Lrte St - 0
Fadinh.

Meed Officar: | COU TRoma meeeg

Crecmnisia Coomimator Findk Lisrager

W | T Mame | Teace Lasgre

Commercial Phosss |74 Commem roisl Phones | 74
D5N Phona: | 7370 O Pne: | 727
Fian Pt | (204 2871788 Fan Praanes | (134) JET.1708
D AGEEOE | AT 8T N B L T L
Bernarks
Tt dn3arieh (ois bcw W 5058 i miieg 0l m Pt B ptrmn
Savw Lt

Figure:348: AddsBranch Clinic

When service level users click the Add Branch Clinic button, the new branch clinic displays in
the Branch Clinics section, as depicted'in Figure 117 below. Service level users have
successfully added a branch clinic to the parent UIC’s hierarchy.

Branch Clinics

uic: [@)| 2dd Branch cinic
uic Mame Location
v [Wazrzo US4 DENTAC - FT SAM HOUSTON Ft Sam Houston, TX

Figure 349: Branch Clinic Record
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Service level users can remove this branch clinic by clicking the Hidden Menu button, and then
selecting Delete from the down-down list, as depicted in Figure 350 below.

Note: A UIC that has previously been established as a branch UIC cannot be a parent UIC in
any other parent/branch UIC privileging relationship. Also, a UIC that has been added to a
parent/branch UIC privileging relationship cannot be a branch UIC in any other parent/branch
UIC privileging relationships.

AlTate Pirewegeng Rioduse &,
WITF M | LS4 CENTAS

Address 11 | 411 BEn Soeat
Addrens F |aTTU i S

City: |t =s0a
State: | T - Tmi -
D | THE4LTGEL
Country
CamE:
W Offeper | COU Troman =
et § w
[T S e Usmer Twan
Commmrcial Phosas |54 2202728 Commancial Phone: | (354 727300
DSH Fhome: | T30.270 Odm Frone: | TI7.2728
Fas Phores | (284 J87-1T, Fan Prones | (384 JIT.9718
o ASSreRn; | btacn g Gt Ty Ermadl Addrane: | Sasa vasgtier Sy o

tee | e
Figure 350: Delete Branch Clinic

16.2 Privileging at a Branch Clinic

Providers who have the ability to add a branch clinic to a parent clinic can also request privileges
not only at the parent UIC, but the corresponding branch UICs. On the Position tab of their
electronic application, Providers have the option to request privileges at the parent UIC and any
associated branch UICs. Figure 351 below depicts a sample Provider’s application, which
displays parent and branch clinics.
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Figure 351: Branch Clinics on ‘Position’ Tab for Provider E-App

When Providers selectthe,parent UlC and corresponding branch ' UICs, the Privileges section for
each UIC displays/on the Navigation mefu on the left (refer to Figure 352 below). Each UIC
displays as a different privileges seetion on the lectronic application. Providers must go
through each Privileges section and request privileges specific to that UIC.

[Teeaas s

LLLLS an LIl
EEECTETTTT

Taw B2 ek b g Med Sy L nemed 1 T S el

T
Figure 352: Privileges Section for Branch Clinics
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After Providers complete their electronic application with requested privileges, they must submit
it for PSV through the PAC at their MTF. Primary PACs at parent UICs receive a notification to
PSV. After PACs complete the PSV for the electronic application, they route it to at least one
level of review for each UIC and PA. A PA is selected from the Primary/Parent UIC. Figure
353 and Figure 354 below depict the Routing page.

Figure 354: Reviewer Routing Page for Branch Clinic
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After the Reviewers and the PA are selected, PACs can view the summary of the application
routing before submitting it. Figure 355 below depicts the Summary page.

B3 A ide C. g, Risk ,and Last Logon Aftempt: 10/04/2012 12:17:55 -05:00 & | Submit Ticket| Security Briefing | Logoff |
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness” V2DHTE
wxxe EQUO *e*

Credentialing Privieging Risk Management Syste el I

Application Routing - CHANNING TATUM, 534123568 |

Summary W2DH78 | W2DHAA | W20HB1

W2DH73 - FORT BELVOIR COMMUNITY HOSPITAL

Completed: Yes

Task Due Date Reviewers
REVIEVER100, REVIEWER100
PA100, PA100

Completed: Yes

Task Due Date Reviewers
REWIEWER101, REVIEWER101
PA100, PA100

Completed: Yes

Privilege Category Task Due Date Reviewers
|Allergy and Immunelogy REVIEVER102, REVIEWER102
Al Categories PA100, PA100

Submit a Close.

Figure 355: Summary Page for Reviewer Routing

After PACs submit the application for routing, the Reviewers can view new tasks in their Work
List after they log into review the application. The Reviewers can only see the privileges that
the Provider requested at his or UIC. After all Reviewers approve the electronic application, a
task is added in the PA’s Work Listitorapprove the requested-privileges. \When PAs open the
Application Ready for Review task, they can review privileges requested at the parent and
branch UICs, as depicted in Figure 356 below.
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Figure 356: PA Review of Privileges for Parent/Branch Clinics
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After PAs review all privileges for all UICs, they click the PA Decision tab. On this tab, PAs
must check each box under the Reviewed column before approving the application. After all
boxes are checked, the Provider clicks either the Approve or Approve with Modification
button at the bottom of the page, as depicted in Figure 357 below.

This completes the task for reviewing the Provider’s application. The Provider is now privileged
at the parent UIC and branch UICs for the privileges that he or she requested and were approved.

.-r BEEAR e e hris busserany o et At

Figure 357: PA Decision Screen

17 Custody Transfer
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Appendix A - Credentialing and Privileging Data Dictionary

This data dictionary provides the following information for every data field in the Credentials
and Privileging application:

Field location: Module(s), tab(s), and/or screens on which the field is located

Field name: Field name as it appears in the module

Field type: Radio button, date, drop down menu, free text, etc.

Valid values: List of valid values that may be used to populate the data field

Field requirement: Indicator of whether the field is required or optional

Field definition: Description of meaning of the data field

System business rules: Automated system edits associated with the data field
Service business rules: Service-specific business rules associated with the data field
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Appendix B - Directives, Regulations, Instructions, HA Policy

Memoranda, and References

The following documents govern access to and administration of data contained within the
CCQAS application:

American Medical Association. State Medical Licensure Requirements and Statistics,
2013

DoD Directive 5400.11, DoD Privacy Program, November 16, 2004
http://www.dtic.mil/whs/directives/

DoD Directive 6025.13, Medical Quality Assurance (MQA) in the Military Health
System (MHS), February 17, 2011

DoD Directive 6025.14, Department of Defense Participation in the National Practitioner
Data Bank (NPDB), November 1, 1990

DoD Directive 6025.18, Privacy of Individually Identifiable Health Information in DoD
Health Care Programs, December 2, 2009

DoD Instruction 6025.15, Implementation of Department of Defense Participation in the
National Practitioner Data Bank (NPDB), October 12, 2000

DoD Regulation 5400.11-R, Department of Defense Privacy Program, May 2007

DoD Regulation 6025.13-R;Military Health System (MHS) Clinical Quality Assurance
(CQA) Program Regulation, June 11, 2004

DoD Regulation 6025.18-R, DoD Health Information Privacy Regulation, January 2003

Hoppa M., & Cooper, J. (2010). The Greeley Company Guide to Medical Staff Bylaws,
Third Edition. Marblehead, MA: HCPro.

https://catalog.ama-assn.org/Catalog/product/product detail.jsp?productld=prod2040049)

Matzka, K. (Ed.). (2010). 2010 Credentials Verification Desk Reference. Marblehead,
MA: HCPro.

Memorandum for Assistant Secretary of the Army (M&RA), Assistant Secretary of the
Navy (M&RA), Assistant Secretary of the Air Force (M&RA). Subject: Waivers of
Licensure Requirement for Quality Military Physician Assistants, January 15, 2004
[HA Policy: 04-002]

Memorandum for Executive Director, TRICARE Management Activity. Subject: Drug
Enforcement Administration (DEA) Numbers for DoD Providers, April 7, 2000

Memorandum for Secretary of the Army, Secretary of the Navy, Secretary of the Air
Force. Subject: DoD Policy on Physician Licensure, January 29, 1999 [HA Policy
99-007] - http://www.health.mil/libraries/HA Policies_and_Guidelines/99-007.pdf

Memorandum for Secretary of the Army; Secretary of the Navy; Secretary of the Air
Force; Director, Defense Logistics Agency; Director, TRICARE Management Activity.
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Subject: DoD Participation in the Health Integrity and Protection Data Bank, October 31,
2000 [HA Policy 00-009]

e Memorandum for Surgeon General of the Army, Surgeon General of the Navy, Surgeon
General of the Air Force. Subject: Permissible Waivers of State Physician Licensure
Inharmonious with Federal Policy, May 14, 1999

e Memorandum for Surgeon General of the Army, Surgeon General of the Navy, Surgeon
General of the Air Force. Subject: Additional Guidance Regarding DoD Policy on
Physician Licensure, September 28, 1999

e Memorandum for Surgeon General of the Army, Surgeon General of the Navy, Surgeon
General of the Air Force. Subject: An Additional Permissible Waiver of State Physician
Licensure due to Administrative or Financial Requirements Inharmonious with Federal
Policy, April 19, 2000

e Memorandum for Surgeon General of the Army, Surgeon General of the Navy, Surgeon
General of the Air Force. Subject: Codification of Business Rules for Mandatory
Inclusion of Certain Providers/Practitioners in the Centralized Credentials Quality
Assurance System, April 22, 2003 [HA Policy: 03-027]

e Memorandum for Surgeon General of the Army, Surgeon General of the Navy, Surgeon
General of the Air Force. Subject: Policy on Reporting Joint Commission on
Accreditation of Healthcare Organizations-Reviewable Sentinel Events in the Military
Health System, July'13, 2004 [HA Policy: 04-018]

e Memorandum for Surgeon-General of the Army, Surgeon-General of the Navy, Surgeon
General of the Air Force. Subject: Department of Defense Centralized Credentials
Quality Assurance System, September 1, 2006 [HA Policy]

e U.S. Code, Title 10, Section 1102, Confidentiality of medical quality assurance records:
qualified immunity for participants, January 3, 2012
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Appendix C - FAQs - Creating and Maintaining CCQAS 2.10.0.0 User
Accounts

FAQ: A user received his username and temporary password via email a few weeks ago, but
CCQAS will not accept the password that was given to the user. What should I do?

Answer: If more than 60 days have lapsed since the user received the email message containing
his new username and temporary password, then the user’s password has expired and a new
temporary password will need to be issued. This can be done through the User Processing
function. Open the System menu and select User Processing. Then open the user’s account and
click Issue New Password on the Demographics tab. The user will then receive a new
temporary password via an email message. The user will then have 60 days to log in to CCQAS
using the temporary password and select a new password.

FAQ: A user’s CCQAS password has expired. What should | do?

Answer: If a user’s password has expired, a new temporary password will need to be issued.
Follow the guidance provided in the previous FAQ to issue the new password.

FAQ: A user forgot his password. \What should |.do?

Answer: If a user has forgotten his or her password, a new temporary password will need to be
issued. Follow the guidance provided in the first-FAQ to issue the new password.

FAQ: CCQAS will not allow one of my users to log in, but I know he is using a valid password.
What should 1 do?

Answer: If a username and password are both current and valid, it is likely that the user’s
account has been locked. An account is locked after three consecutive login attempts fail using
the same username. Most often, lock outs occur as a result of user error when entering the case-
sensitive password.

FAQ: CCQAS 2.10.0.0 is currently being implemented at my MTF, and my facility commander
needs immediate access to CCQAS to enable him to approve privilege applications online. His
privileges are also expiring and need to be renewed. Thus, he needs access to CCQAS both as a
“Provider” and a “Privileging Authority.” How do | create his user account to assign him both
roles?

Answer: Your commander needs access to CCQAS both as a “Provider” and a “Module User.”
The easiest way to create his user account would be as follows: use the Grant Provider Access
function (refer to Section 3.2.6 to create the new user account for his role as a Provider. Then
add Module User permissions to the account to grant him access to the Privileging Module as
the PA (refer to Section 3.3.2).
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FAQ: A new civilian nurse practitioner was just hired at my facility and she needs to be
privileged. How do | generate her electronic privilege application?

Answer: The 1% E-application may be generated for a new accession or a new employee in one
of two ways. You may either direct her to self-register for a new user account or initiate the
creation of her new user account yourself. The user account may then be processed according to
the process described in Section 5. The creation of her new user account as a Provider will
automatically generate her 1% E-application.

FAQ: A Provider has just PCS’ed into my facility, but says he has never completed an online
CCQAS privilege application or had a CCQAS user account. How do | generate his online
privilege application now?

Answer: If this Provider has not received and completed his 1* E-application, he has not yet
been integrated into the CCQAS privileging process. The best way to integrate a Provider who
already has an active credentials record in your facility, is by using the “Grant Provider Access”
function. Using this function generates the 1** E-application for the Provider. If the “Grant
Provider Access” menu item is not available from the hidden menu of actions for the Provider’s
credentials record, the user account has already been associated with their credentials record at
some time in the past. The “Initiate Application” menu item may then be used to generate an E-
application for the Provider.

FAQ: A Providerihas just PCS’ed into my facility. He says he has never completed an online
CCQAS privilege application, but-he-did use CCQAS at his former-duty station to review
privilege applications. How do | generate hisonline privilege application now? Should I create
a new user account forhim?

Answer: Do not create a new user account for this Provider since he already has a CCQAS user
account. This would result in multiple user accounts, username, and passwords for the same
person, which is not appropriate. Use the “Grant Provider Access” function within the
Credentials module to add Provider access to his current user account. If CCQAS does not
recognize that the Provider already has a user account, contact your Service CCQAS
representative for assistance.

FAQ: I amthe CM at a small facility and sometimes need to request clinic staff at other
locations to review privilege applications for my location. These Reviewers have CCQAS user
accounts to review applications at their own location. How do I give these individuals access to
CCQAS to review privilege applications for my facility? | cannot access their user account via
my User Processing function. Should I create a new user account for them?

Answer: Do not create a new user account for any individual that already has a CCQAS user
account. This would result in multiple user accounts, username, and passwords for the same
person, which is not appropriate. To have these individuals function as Reviewers for your UIC,
your UIC must be added to the MTF tab in their existing user account. You should first contact
the CM at the facility where the Reviewer is currently assigned, to determine if the CM has
permission to add UICs to the Reviewer’s account. If the other facility CM does not have this
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permission, contact your Service-level CCQAS administrator to have your UIC added to the
Reviewer’s account. After your UIC has been added to a user account, the Reviewer’s user
account should be accessible through your User Processing function, and you can assign the
appropriate roles to the his or her account.
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Appendix D - FAQs - Managing Facility Privilege Lists
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Appendix E - FAQs - Processing the 1st E-Application for Clinical
Privileges
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Appendix F - FAQs - Modification of Provider Credentials and Clinical
Privileges

FAQ: One of my Providers created a Modification Application and then decided that he did not
want to request modified privileges. The task to complete the modification application is still
active in his work list. What should he do?

Answer: After a period of 90 days, if not acted upon during that time, the application will
become a “non-compliant” application and will be closed, thus disappearing from his open work
list. After 90 days, he may initiate another application for modification of privileges, or the
CC/MSSP/CM may reinstate the application to the status of “Pending” and notify the Provider of
the status change. The Provider may then complete the application.
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Appendix G - FAQs -ICTB Process

FAQ: One of my Providers is deploying to a classified location that is not supported by
CCQAS. When Il initiated the ICTB, he received a work list task to complete his ICTB
application. What should I instruct him to do with this task?

Answer: Instruct the Provider to ignore the task on his CCQAS work list. He does not have to

open the task and complete that application. After 90 days, the task will be closed and disappear
from his “open” work list. The paperwork for the ICTB should be handled outside CCQAS and
should follow current Service policy.
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Appendix H - FAQs - Renewal of Clinical Privileges

FAQ: One of my Providers holds privileges that will expire in 60 days. The Provider, however,
expects to PCS close to the time his privileges expire and does not wish to renew them at this
facility. He already has the Renewal Application as an active task in his work list. What should
he do?

Answer: He does not have to open the task and complete the renewal application. After 90
days, the task will be closed and disappear from his ‘Open’ work list. Once you generate an
“Initiate PCS” task, the system will automatically send the Provider an email tasking him to
complete a PCS application, and a new task will be added to his work list, thus: “Task =
Complete Application (PCS)”.
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Appendix | - FAQs - The PAR

FAQ: One of my Provider’s PCS’ed and a PAR was completed by the evaluator. However, the
evaluator wants to do another because he feels that the PAR he completed was not accurate. Can
he do this even if the Provider already completed his PCS application?

Answer: Yes. You can manually initiate a PAR task by selecting the Work List menu item
from the Privileging module, and then clicking the My Applications tab. From the summary
listing, select the appropriate Provider and his last approved or completed application. Click the
hidden menu and select Initiate PAR. You may have to select a reason for the PAR from the
pick list and change the dates for the “Period of Evaluation.” You can then set up the PAR
routing to include the evaluator who wishes to accomplish this PAR. After he completes the
PAR, it will become part of the Provider’s record and will be available to Reviewers and the PA
at the Provider’s gaining facility.
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Appendix J - FAQs - Generating Ad-Hoc Credentials Reports
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