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1 Introduction

1.1 Intended Audience

The intended audience of this document includes all Centralized Credentials Quality Assurance
System (CCQAS) users. Current users who are familiar with the previous version may use this
guide as a reference to understand the latest version, and new users may use this guide to
familiarize themselves with the application in general.

1.2 Objective of This Guide

The objective of this guide is to provide an on-the-job reference for CCQAS users at military
treatment facilities (MTFs) and units. This guide is designed to assist users with the
management of CCQAS user accounts, maintenance of credentials records, and online privilege
applications. It is assumed that users already have a good working knowledge of the business
processes pertaining to the credentialing and privileging of health care providers. Policy and
procedural guidance have been incorporated into this guide to the extent dictated by Service
leadership. Users should direct questions regarding policy and procedures not addressed in this
guide to their respective Service-level credentialing office.

Information within this document, including screenshot images, is current as of the date of
preparation. Any differences noted between this document and the current version of the
CCQAS application are due to modifications and enhancements made after this document was
prepared.

1.3 System Overview

CCQAS is a standard Department of Defense (DoD) system jointly undertaken, operated, and
controlled by the Army, Navy, and Air Force medical departments within the overall corporate
sponsorship and policies of the Office of the Assistant Secretary of Defense for Health Affairs
(OASD/HA). The Defense Health Services System (DHSS) is responsible for the development,
deployment, and maintenance of CCQAS and any subsequent versions. CCQAS is a Web-based
worldwide credentialing, privileging, risk management, and adverse actions application that
supports medical personnel readiness. CCQAS enables the military medical community to
electronically manage Provider credentialing and privileging, malpractice and disability claims,
and adverse action investigations of physicians, dentists, nurses, pharmacists, and other medical
support personnel as defined in DoD 6025.13 series.

CCQAS supports personnel at all levels of DoD with credentialing and privileging activities.
The system provides the following features:
e Maintains and tracks the credentials and privileging history of all military and civilian
health care providers, including Active Duty, Reserves, and National Guard
e Contains comprehensive Provider demographic, specialty, licensing, training, education,
privileges, assignment history, and Provider photographs for identification purposes
e Enables Providers to complete and submit an application for clinical privileges online
e Automates the online review and approval of a Provider’s application for privileges and
renewal of privileges
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e Expedites the transfer of Provider credentialing and privileging information for
temporary change of assignment (i.e., Inter-facility Credentials Transfer Brief [ICTB]) or
Permanent Change of Station (PCS)

e Enables the online completion of Provider Performance Assessment Reports (PARS)

e Enables the automated generation of routine letters and forms that are needed to manage
a Provider’s professional credentials

e Provides a robust standard and ad hoc reporting capability

e Optimizes accuracy and efficiency of credentials review activities

e Meets DoD, The Joint Commission (TJC) and the Accreditation Association for
Ambulatory Health Care (AAAHC) requirements

e Improves the ability of the Services to respond to medical readiness requirements

1.4 Hardware and Software Requirements for CCQAS Users

CCQAS is a Web-based, Common Access Card/Personal Identity Verification (CAC/PIV)
enforced application that is housed on a secure server, maintained by the Defense Information
Systems Agency (DISA). All CCQAS data is stored in this server, which is maintained in
accordance with DoD security requirements in order to protect the confidentiality of the data it
contains and to permit access only to approved users. Approved users can access CCQAS via
the Internet from any workstation configured for connectivity to the Internet. In order for
CCQAS to function properly, users must access the application using the Internet Explorer (IE)
Web browser (see CCQAS logon page for version requirements). CCQAS is not compatible
with other Internet browsers or non PC hardware. CAC middleware software is required to
access or to use CCQAS. Contact your local system administrator for questions related to CAC
middleware.

Note: The version of IE that is currently on the user’s workstation may be viewed by clicking the
IE icon and then selecting About Internet Explorer from the Help menu. If a version upgrade is
needed, users should coordinate with their local network administrators to have the new version
installed. The upgrade is readily available on the Internet at no charge.

1.5 User Resources

A number of resources are available to support CCQAS users on-the-job. These include links
within the CCQAS application to relevant documentation and websites, as well as tools
embedded within the CCQAS interface that help users populate individual data fields.

1.5.1 The Help Menu
CCQAS users may access a list of resources within the CCQAS application by selecting Help
from the main menu bar along the top of the screen, as depicted in Figure 1.
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Figure 1: Help Menu

1.5.1.1 What's New Link

This link, which is located on the Help menu, takes users to a listing of change requests (CRs)
that have been implemented in CCQAS. The CRs are grouped into numbered releases; each time
a group of CRs is implemented, the version number for the CCQAS application is increased
incrementally. The version number associated with the release and the release date are listed at
the top of each grouping of CRs. Details pertaining to CRs in each release may be viewed by
clicking the Release Notes link.

1.5.1.2 User Manuals Link

This link takes users to read-only versions of this and other CCQAS user documentation. These
user manuals are designed to provide on-the-job functional support for CCQAS users who are
already proficient in system navigation. Users may open these manuals directly from the
CCQAS application or save them to their workstation for later use.

1.5.1.3 ECFMG Link

This link takes users to the home page of the Educational Commission for Foreign Medical
Graduates (ECFMG) website and provides general information, requirements, publications, and
schedules pertaining to ECFMG certifications.

1.5.1.4 Service POCs Link

This link takes users to a listing of Service points of contact (POCs) for Service credentialing and
privileging, risk management policies, and the CCQAS application in general. Phone and email
contact information is provided for each POC.
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1.5.1.5 Submit Trouble Ticket Link

This link opens a window that enables CCQAS users to submit a trouble ticket. Users are
directed through a series of questions about the nature of the problem they are experiencing.
Users are encouraged to submit a trouble ticket only after the problem has been investigated by
the local network staff and CCQAS administrator to confirm the problem is not a result of
network or user account management issues.

1.5.2 MHS Help Desk

Users may also contact the Military Health System (MHS) Helpdesk for any questions pertaining
to CCQAS, including system security, system operation, training, functional and technical issues,
system errors, usernames and passwords, access issues, and system recommendations. Helpdesk
personnel may be reached at 1-800-600-9332 (Continental United States [CONUS]) or 1-866-
637-8725 (Outside the Continental United States [OCONUS]). In the event that the MHS
Helpdesk is unresponsive by phone, users may contact the Helpdesk via email:
mhssc@tma.csd.mil. Users are advised to contact their local CC/MSSP/CM (‘CC’ stands for
Credentials Coordinator [Army]/’MSSP’ stands for Medical Staff Services Professional
[Navy]/‘CM’ stands for Credentials Manager [Air Force]), local information technology (IT),
and/or their Service-level database administrator (DBA) prior to contacting the MHS Helpdesk
when they attempt to resolve a CCQAS-related problem.

1.5.3 User Aids inside a CCQAS Record

Throughout the CCQAS application, mouse-enabled tools are embedded to make CCQAS more
user-friendly. These tools are designed to ease the entry of data into a record or provide users
with information that allows them to better understand the meaning or definition of a data field.
These tools are described in more detail in the following sub-sections.

1.5.3.1 The Calendar Function

Users may enter dates into CCQAS date fields in one of two ways. They may enter the date
manually into the field using one of three acceptable date formats. The acceptable date formats
for any date field are MM/DD/YYYY, MM-DD-YYYY, or MMDDYYYY. In all cases, the 4-
digit year is required for CCQAS to accept a manually-entered date correctly.

Users may also use the Calendar function to populate a date field by clicking the Calendar icon
, as depicted in Figure 2.

Add Provider

¥ U5, lssued Perzon Identifier =3:J‘1:';.-:| United States - US

|4

Perzon di‘T.:i'ZI Verify Perzon di‘t:é’il
_ast'la”e:l ='3:'Ia”e:|
Date of Birtl :I Eﬂ'l Gender: " Male " Female © Unknown
e l— <<|<||Se;tember VIIZLHZ 'l >|>>|
Status: € Miltary Provider {] Sat

3| | s 6 7
IRE DI
16 17| 18] 19 2] | = 200 _I"E”CS'
BRI EEE 29

3] 24
30 1

Figure 2: Calendar Icon
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To enter the desired date, users first select the year and month from the pick lists at the top of the
calendar. After users select the correct year and month, they click the desired day of the month.
When users select the day, the calendar function automatically closes and the selected date
populates the date field. If an error was made in the entry of the date, users may simply reopen
the calendar and enter a new date.

1.5.3.2 The Search Function

For some data fields, the list of possible values are too numerous to fit in an on-screen pick list.
When this occurs, CCQAS provides users with a search function to help them find a specific
value to populate a data field. Search functions are identified by the Binoculars icon #4 next to
the data field. By clicking this icon, a window opens that allows users to enter search criteria.
When searching for a value using the search function, users should enter key words or phrases
that will help to narrow the search quickly. Each of the available search functions in CCQAS
operates a little differently, and are discussed in more detail throughout relevant sections of this
manual.

1.5.3.3 The A-Z Sort Function

Some pick lists contain data values that include both a code and a code description. CCQAS
enables users to sort the list of values in the pick list numerically by code or alphabetically by
code description. For example, Figure 3 depicts the pick list for Field (in the
License/Certification/Registration section of the credentials record). The values are listed in
numerical order by field code.

State License/Certification/Registration

Type: h I State: -
Number: lz=uing Country/Entity:

Expiration Date: 'l - Expiration Indefinite

o N p < ina:
Status: | o0 e In Good Standing: 7

Nuclear
istants

— Prime Source Verification (PS
Current | H14p -

Practical Nurzes

@ = This field mus| 150 -Nurses Aides Source:
170 - Paychiatric Technicians
# Method: ~ written Corr| 200 - Dieticians # Werified Date: '
210 - Nutritionists
*# Contact Name: I 250 - Emergency Medical Technicians, Basic —kition: I Institution:
; 260 - Emergency Medical Technicians, Cardiac
Email I 270 - Emergency Medical Technicians, Intermediat [Irs I URL:
Entered By Name: 280 - Emergency Medical Technicians, Paramedic tion: Entered By UIC:
N e i
371 - Paychologist
372 - School Peychologist LI
272 - Paycholegical Assistant, Azsociats, Examin:
400 - Audiologists
410 - Occupational Therapists
420 - Occupational Therapy Assistants Save loze |
430 - Phyeical Therapists
440 - Phyeical Therapiste Assistant: b

Figure 3: Numerical Sort Function for Field Code

When users close this pick list and click the Sort icon 24, the pick list is re-displayed in
alphabetical order by field description, as depicted in Figure 4.
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Save I

Close

Figure 4: A-Z Sort Function for Field Description

In the CCQAS Credentialing and Privileging Data Dictionary, pick lists that have this sort
function are denoted by [A-Z] in the Field Type column.

1.5.3.4 The Record Advance Keys

Users may advance to the same section of an adjacent credentials record on the Search Results
screen by clicking one of the two buttons in the upper right-hand corner of the credentials record.
This function enables users to move directly to the previous or next record in the search results
listing without having to execute the extra mouse clicks necessary to close one credentials record
and open another. The Record Advance keys are depicted in Figure 5.

Messages(10)| Last Logon Attempt: 09/11/2012 12:57:02 -05:00 ¥ | Submit Ticket| Security Briefing | Logoff]

I COMCRVPY "I

Cloze Provider Record

|4’1| [ 13

Corps: NMC
Input Clerk: CMS

AQC/DesigiAFSC: 20C0

Figure 5: Record Advance Keys
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1.5.3.5 Hidden Menu Button

The Hidden Menu button, which is to the left of a record in a listing, reveals a hidden menu that
allows users to execute additional functionality on a selected record. Figure 6 depicts the
Hidden Menu button next to a sample record.

! fﬂm “A Worldwide Credentialing, Risk Management, and

Adverse Actions System Supporting Medical Personnel Readiness”™
*1x EQU

Credentaling Privieging Reports

Provider Search | Advancad Credentials Search||  Search Resuts | Add Cradentials Provider |

55N Primary LIC Start Date

J—I Hame
‘ ' STERMAN, TESTER F 123-45-ETE9 BO1CFDPS oaM1zm2

Figure 6: ‘Hidden Menu’ Button

The menu options vary depending on where the hidden menu is located in the application. Users
may also view the hidden menu by right-clicking on the specific record, as depicted in Figure 7.

: "A Worldwide Credentialing, Risk Management, and
? ecms Adverse Actions System Supporting Medical Personnel Readiness"

RERE Fouo REER

Credentialing Privileging Risk Management Adverse Actions
Provider Search Advanced Credentialz Search || Search Results | Add Credentials Provider |
? Name | zsN | Primary UIC | Start Date Branch
p | CAROLLA, ADAM 100-55-7474 BP2ZFBLS 11/08/2012 F11
" Open

Reguest Custedy Transfer|
Letters
Grant Module Access

Figure 7: Hidden Menu
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2 Overview of the CCQAS Credentialing and Privileging Process
Credentialing and privileging are processes in which health care provider’s education, training,
experience, and other credentials are verified and assessed prior to providing health care services
in the Military Health System. CCQAS supports these processes by providing online facilitation
of the entry, update, validation, and review of a Provider’s credentials in an efficient and timely
manner. The CCQAS Provider credentials record and the CCQAS privilege application are the
two electronic documents that provide the basis for the CCQAS credentialing and privilege
processes.

It is important to note that the benefits of CCQAS as a documentation, tracking, and reporting
tool may only be fully realized if users understand and comply with their facility’s and Service’s
credentialing and privileging policies and guidelines. Users should maintain a good working
knowledge of these references and consult with their Service leadership if questions arise.

2.1 The CCQAS Single Credentials Record

Credentialing is the process of compiling, validating, and verifying qualifications of Providers to
provide health care services. The core component of the CCQAS Credentials module is the
single electronic credentials file, which enables the capture and update of all of a Provider’s
qualifications that are relevant to his or her ability to render health care services to patients.
CCQAS also enables the documentation of the date, method, and details when primary source
verification (PSV) is performed on credentials that require PSV. A single credentials record is
organized into sections that are accessible by clicking the section name in a navigation bar on the
left side of the screen, as depicted in Figure 8. Each section of the credentials record is discussed
in detail in Section 6, Managing Provider Credentials Records.

A Warihw Credeatisbng, Rk 1
§ CCQAS T eetae hita by Yoo e e R

oa ; Do o e DATNTION 3-:| CHcmsnip Lsted Soates - U5 - No Photo
& Comimangliecsion | - * $arcs puned Available

Figure 8: Provider Credentials Record
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A single credentials record is a dynamic record that grows as Providers gain additional
qualifications and experience, and follows them as they move to new duty stations within the
MHS. Data may only be directly entered into a credentials record by the facility credentials staff
at the primary or custodial UIC. For non-primary UICs, updates can only be made to
assignment specific data or upload documents. This process is discussed in detail in Section 6.

2.2 The CCQAS Privilege Application

Privileging is the process of determining specific procedures and treatments that Providers may
perform in the facility. This process requires facility personnel (CLP Administrator role) to
identify the clinical procedures and treatments or “privileges” that are supported at their facility,
as well as the training and experience requirements necessary to authorize a Provider to perform
each privilege. A Provider’s qualifications are then reviewed to determine if he or she meets the
requirements to perform requested privileges. CCQAS supports this privileging process by
compiling all relevant credentials and other data needed to make a privileging decision into an
online privilege application package. The structure and content of a privilege application is
similar to that of a credentials record, with some additional sections that are required for the
privilege application review process. Figure 9 depicts the structure and content of a sample
Provider privilege application.

"A Worldwide Credentialing, Risk Management, and Last Logon Attempt: one | Submit Ticket | Security Briefing | Logoff |

T €caas

Adverse Actions System Medical

w=ex EQUO **

Submit Trouble Ticket Il

|| My Applications. System

ion - BD1CFDPS, 0009 MEDICAL GROUP @, BEALE AFB |

[Provider
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@ ProfieiPostion *
+ Identification *

+ Contact Information *
@ Lic/CertiReg *

@ DEACDS

@ Education/Training =
& Specialty *

Your application consists of several sections listed to the left of this screen. With the exception of the E-signature which is the final step for submission of this application, the sections can be completed in any order
ou must click on the Save bution wherever avaiable so you do not lose any information you have entered. If you have to leave the application before completing t, all saved information will be availble when you
return to compiete the appiication. As you complete each section, the icon next to t wil change. Below is a st of icons and definitians that wil appear as you complete your appiication. Complete al fiekis in every
section to avoid delays in processing your application. You wil be notified if additional information is needed. Allinformation you provide will be reviewed, verified and acted upon accordingly by reviewing and
approving authorties.

*  Section reguired for E-Signature.
@ Section has not been compieted.
% Section has been completed

Q@ Affiliation
@ Continuing Education
@ Contingency Training

Section has been locked for the review/approval process.
<P Section has been unlocked for updates.

@ Practice History Quest. *
@ Health Status Quest, =

Need Help?  Confact your Credentials Office

@ Reference

Q@ Work History

Q@ E-Signature =
Documents
Summary Report
Comments
Application Packet

Close

Figure 9: Provider Privilege Application

The privileging process is repeated a minimum of every two years at each location where a
Provider renders care to patients. A privilege application is created each time a Provider needs
to request or renew privileges at a given location. The privilege application is pre-populated
with data residing in the Provider’s credentials record at the time the application is created, so
that the Provider only needs to add any new credentials that he or she has obtained since the last
privileging cycle. After the Provider completes and E-signs his or her application online, the
application package is routed through a formal review process. This review process is discussed
in more detail in the next section and throughout Section 5 Processing the E-Application for
Clinical Privileges.
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A privilege application is only *active’ while privileging is in process. After a privilege
application is approved by the Privileging Authority (PA), the application itself becomes a view-
only historical document. Any new credentials information entered into the privilege application
is automatically imported into the Provider’s credentials record after the application has passed
through the PSV process. This ensures that the CCQAS credentials record remains current with
the most recent, validated credentials data available for the Provider.

2.3 The CCQAS Privilege Application Review Process

CCQAS facilitates the application review process by providing access to the online application
package according to the individual user’s role in the privileging process. The CCQAS roles that
pertain directly to the privileging process include the roles of “Provider,” “Reviewer” (includes
individual and committee Reviewers), “PA,” and the “CC/MSSP/CM.” Other roles are also
defined for individuals involved in the PAR process.

The CCQAS privilege application review process may be summarized as follows:

e A Provider completes and submits his or her application for clinical privileges online.

e The assigned CC/MSSP/CM receives, reviews, and performs the required PSV on the
application. In Air Force facilities, the PSV may also be performed by a Centralized
Verification Office (CVO). Following completion of the PSV, the Provider’s credentials
record is updated with any new or updated credentials data present in the Provider’s
privilege application.

e The CC/MSSP/CM routes the verified application to selected Reviewers, according to the
review procedures established by the facility and the specialty(ies) in which the Provider
IS requesting privileges.

e The Level 1 Reviewer issues his or her recommendation for granting the requested
privileges to the Provider after reviewing the application. This Reviewer is typically the
department head or clinical supervisor under which the Provider is working. CCQAS
requires all privilege applications to undergo Level 1 review.

e Other individual and committee levels of review are performed. CCQAS has made these
levels of review optional so that each facility may tailor the review process to meet their
own requirements.

e The PA reviews the application and issues the final approval decision. CCQAS requires
all privilege applications to undergo review by the PA.

e The CC/MSSP/CM routes the notification of awarded privileges to the Provider and other
individuals that should be informed of the award.

e The Provider acknowledges the award of privileges.

e The CC/MSSP/CM accepts the acknowledgement which completes the application
process.

The CCQAS application review process is summarized in Figure 10.

Email notifications are generated by CCQAS to alert each individual in the review process when
it is time to take action on the application. Throughout the review process, the CC/MSSP/CM is
responsible for ensuring the process continues to move forward until the application process is
closed. The CC/MSSP/CM may retrieve an application currently in review, add or change
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assigned Reviewers, or return the application to the Provider at any time during the review
process if the privilege application needs changes or additions.

During the application review process, Reviewers have access to Provider’s privilege application
and additional information they need to render a decision to recommend the award of privileges
to the PA. A recommendation in favor of the requested privileges must be rendered at all levels

of review before a privilege application can be reviewed and approved by the PA. If a situation

arises where a Reviewer does not concur with the privileges requested by the Provider, the

application is returned to the CC/MSSP/CM. The CC/MSSP/CM coordinates resolution of the

issue outside of CCQAS and re-routes the application through the review process to obtain
consensus on a recommendation in favor of the requested privileges. It is important to note that

CCQAS is designed to facilitate the forward processing and award/denial of clinical privileges.
If a decision is made to deny a Provider’s request for clinical privileges, consult your service

policy to ensure the Provider’s rights to due process are preserved.
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Figure 10: Privilege Application Review Process
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3 Creating and Maintaining CCQAS User Accounts

All facility personnel who participate in the online privilege application, review, and approval
process require a CCQAS user account. In addition to the administrative personnel who use the
credentials and risk management functionality, Providers who are applying for clinical privileges
online and those personnel who are responsible for evaluating clinical performance of staff
members also require access to CCQAS. In most cases, the responsibility for creating user
accounts is assigned to one or more CC/MSSP/CMs at each facility or unit. The processes
associated with the creation of new CCQAS user accounts are addressed in Sections 3.1 and 3.2.
After a user account is created, the maintenance of user accounts becomes the joint responsibility
of an account holder and a CC/MSSP/CM, who are responsible for managing user accounts.
Over time, it is likely that a user’s account might require updating to reflect changes in
personal/contact information, job responsibilities, or location. Guidance regarding updating user
information, roles/permissions, and maintaining user accounts is provided in Sections 3.3
through 3.6.

All individuals who require access to CCQAS and do not yet have a user account are considered
“new CCQAS users.” New user accounts must be created for individuals involved in the
privileging process, including Providers, Reviewers, the PA, and those who are responsible for
assessing performance of their clinical staff. The creation of new user accounts may be initiated
in one of three ways:
e Prospective users may self-register for a new user account. The request form is then
processed by a CC/MSSP/CM via the “Applicant Processing” function
e CC/MSSP/CMs may create a new user account through the “User Processing” function
e CC/MSSP/CMs may initiate the creation of a user account for a Provider with an existing
credentials record in CCQAS via the Credentialing module. This is the preferred method
for integrating Providers into the CCQAS electronic privileging process who already hold
privileges in the facility or unit

The sections below discuss the creation of a new user account by each of these methods.

3.1 Self Service Registration
Prospective CCQAS users may apply online for an account using the self-service registration
function. Users can access the online registration form from the CCQAS login screen.

Note: Prospective CCQAS users need a valid Common Access Card (CAC) or Personal Identity
Verification (PI1V) card to access the site.

The self-registration process begins when users click the Registration button on the left-hand
side of the screen, as depicted in Figure 11.
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Figure 11: “‘CCQAS User Registration’ Button

Before completing a registration, users must read and verify the CCQAS Privacy Act Statement
by selecting the Affirmative radio button, as depicted in Figure 12. The system does not allow
prospective registrants to continue unless they select this radio button.
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Figure 12: CCQAS Privacy Act Statement
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Instructions for completing the online form are provided at the top of the screen. Those data
fields labeled with red text are required for CCQAS to accept the application, as depicted in
Figure 13.

The requirements for completing the registration form vary depending on the value selected for
User Type. For the purposes of user account creation, applicants are classified either as
Provider Applicant or as Module User.

Lty FOUO Lty
INSTRUCTIONS
To request a CCQAS user ID and password, complete the sections below. After completing the required sections, click the SUBMIT button to transmit your reguest. Once a user ID and password have been assigned, you wil be notified via email
The CCQAS Security Manager at your activity will then grant permissions to your user I, enabling you to access specific data and functions within CCOAS based upon your work assignment.
REGISTRATIOH
Sysiem Reguest
User Type -
uic: [
User Information
Person ID Type -
Person ID Confirm Person ID
Last Name: First Hame Middle Initial:
Gender: &) male ©) Female Birth Date = Email
Phone Type: - Phone
Submit || Reset | PrintForm || cencel |
*xxx EOUQ ****

Figure 13: CCQAS Registration Screen

Applicants should select User Type = Provider Applicant if they are a Provider who requires
access to CCQAS for the purpose of requesting clinical privileges or submitting credentials as a
member of the Clinical Support Staff. When applicants select User Type = Provider Applicant,
they are also required to designate themselves as a military or civilian Provider. Provider
Applicants do not need to complete the Registration Validation section. Figure 14 depicts the
CCQAS Registration screen.

= OO ***

INSTRUCTIONS

To request a CCOAS user ID and password, complete the sections below. After completing the requirsd sections, click the SUBMIT button to transmit your request. Once a user ID and password have been assigned, you will be notified via email
The CCQAS Security Manager at your activity wil then grant permissions to your user ID, enabling you to access specific data and functions within CCOAS based upon your work assignment

REGISTRATION

System Request

User Type: Provider Applicant +

A Enter the Unit Identification Code (UIC) for the
uie: Bo1CFoPS () facility where you will be applying for privileges.
User Information
Person ID Type: Social Security Number -
Person I sesssssss Confirm Person I sesssssss

Last Name: Testerman First Name: Tester Middle Initial: F
Gender: @ Male Female Birth Date: 04/23/1968 v Email: email@emailDemain.com
Phone Type: Home - Phone: (703) 555-1234
Status: (7) Wilitary Provider () Civilian Provider

Submit ‘ Reset | PrmlForm| Cancel

55 EOUQ ##5*

Figure 14: CCQAS Registration Screen — Provider Applicant

Note: Applicants should designate their Status = Military Provider if they are applying for
privileges or Clinical Support Staff positions at the designated facility or unit as uniformed
service members (i.e., active duty service members, reserve or guard Providers, service members
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on temporary assignment, or deployed service members). Applicants who apply to render
patient care as civilian employees or contractors at that facility or unit should designate their
Status = Civilian Provider.

Applicants should select User Type = Module User (depicted in Figure 15) if they intend to
review or approve applications for clinical privileges, or if they are administrative staff members
who require access to CCQAS for the purpose of managing credentials records or other functions
supported by the Risk Management or Adverse Actions functionality in CCQAS. If applicants
select User Type = Module User, they are required to select the modules to which they are
requesting access. CC/MSSP/CMs, Reviewers of privileging applications, the PA, personnel
responsible for generating and reviewing clinical performance appraisals, and staff members who
manage facility privilege lists should request access to the Privileging module. Module User
applicants are also required to complete the Registration Validation section of the application.
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Figure 15: CCQAS User Registration Screen — Module User

All applicants must specify the Unit Identification Code (UIC) for their application. They must
select the UIC associated with the location where the Provider, Reviewer, or staff member will
be working.

Though not all remaining fields on the form are labeled as required, applicants should be
encouraged to populate the form as much as possible, since CC/MSSP/CMs use the information
on this form to verify an applicant’s identity and need for system access. An accurate email
address is critical, since the applicant will be issued an individual username and temporary
password via email.
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Message from webpage S I.ﬁ

I . You must supply an AKO email address if you entered an Army UIC.

Figure 16: AKO Email Address Message (Army Users)

After applicants have entered all information on the form, they click Submit, as depicted in
Figure 16 above. The process by which CC/MSSP/CMs create a new user account for an
applicant is discussed in the next section.

CCQAS returns a confirmation of application submission, as depicted in Figure 17. Applicants
may either print or close this application. Click Close, and applicants are returned to the login
screen.
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Figure 17: CCQAS Registration Confirmation Screen

3.2 Processing Requests for New User Accounts
This section describes the process for processing new user accounts.

3.2.1 Verifying Applicants’ Need for Access to CCQAS

CC/MSSP/CMs who are assigned the responsibility for managing user accounts at a facility or
unit must verify each applicant’s need for access to CCQAS prior to processing the request for a
user account. It is important for CC/MSSP/CMs to understand the applicant’s job
responsibilities and role clearly in the privileging process in order to assign the correct roles and
permissions to the account. CC/MSSP/CMs should confirm the ‘need to access’ with the
appropriate departmental supervisor where the applicant will be using CCQAS.

3.2.2 Processing the Application
There are three different user types in CCQAS:
e Provider User — User with a credentials record and a privileging application.
e Module User — User with no credentials record, but access to one or more CCQAS
Modules.
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e Dual User — User with a credentials record, privileging application, and access to one or
more CCQAS modules.

CCQAS alerts CC/MSSP/CMs to new requests for user accounts with a message, as depicted in
Figure 18. This message displays when CC/MSSP/CMs log in to CCQAS.

l\\ There are 2 applicants waiting to be processed.

Figure 18: New Applicant Message

After CC/MSSP/CMs are logged in, they may process a new user’s application by selecting
Applicant Processing from the System menu, as depicted in Figure 19.

Note: Applicant Processing is only used to process applications submitted via the self-service
registration screen. CC/MSSP/CMs may also initiate the creation of a new user account through
the User Processing function, as discussed in the following sections.

-l "A Worldwide Cr Risk gement, and Last Logon Attempt: 09/17/2012 13
? eea‘s Adverse Actions System Supporting Medical Personnel Readiness"

*kkk F 0 U 0 *kkk

Credentialing Privileging

Work List My A

{ TF Contacts

Status: Open Tasks ~ Role: Al = Tasks start date betweRicant Processing § .y 0o/17/2012 '| Fitter

User Processing

7 |Urgent Due Date Task Role From (R{ESE

App Type Corps Task Start Date Task Complete Date
Mo Records Found.

Broadcast Messages
Messaging

Change Password

Figure 19: Applicant Processing Menu Item

CC/MSSP/CMs may open the new application record by selecting Process from the hidden
menu of actions for the applicant’s record, as depicted in Figure 20.
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Figure 20: Applicant Processing Screen
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The Module User Application displays, as depicted in Figure 21. The application contains the
information submitted by the applicant. Any updates to the applicant’s personal information
may be made on the Module User Application screen. When all information is correct, click
Save, and then click Process to set up the roles/permissions for the applicant’s new user account.

Figure 21: Module User Application Screen

When CC/MSSP/CMs select Process, they receive a message, as depicted in Figure 22. The
message indicates that a new user’s account has been added to CCQAS. Also, the user being
added receives two (2) emails. One announces that his or her account has been created in
CCQAS and contains the user’s username. The second email contains the user’s password. The
user needs both of these credentials and a valid CAC or PIV card to initially log in to the system.

evanr o webngre X3

[y, Module User dded

oK

Figure 22: Module User Added Message

CC/MSSP/CMs should exercise care to ensure that multiple user accounts are not created for the
same CCQAS user. When CC/MSSP/CMs select Process, CCQAS searches its database for an

existing user account. CCQAS displays a Similar User Account(s) Found screen when it finds
existing user accounts with a matching social security number (SSN) (for Provider accounts), or
a combination of matching first and last name and date of birth (refer to Figure 40).
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CC/MSSP/CMs should follow the instructions on the screen to either access the existing user
account or continue to process the request for a new user account. CC/MSSP/CMs should not

create multiple user accounts for the same individual.

3.2.3 CC/MSSP/CM-Generated Applications

CC/MSSP/CMs may wish to create the CCQAS Module user account directly, without requiring
the applicant to complete the online registration form. Using this method, CC/MSSP/CMs may
create a new user account directly via the User Processing function, which is accessed through
the System main menu. Figure 23 depicts the selection of the Module User Processing menu

item.

% "& Worldwide Credentialing, Risk Management, and

? ccms Adverse Actions System Supporting Medical Personnel Readiness”
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Credentialing Privileging Reports

|WnrkLisl for BD1CFDPS, 0009 MEDICAL GROUP @

Work List Wy Appii | Pending Applical

and 09/18/2012 v| Fitter

7 Urgent Due Date Task Role From (R{ESE ge App Type Corps Task Stal
No Records Found

Status: Open Tasks ~ Role: Al * Tasks start date betw il

Meszaging

Change Password

Figure 23: Module User Processing Menu Item

The Module User Search screen appears, as depicted in Figure 24. CC/MSSP/CMs may add a
new user by clicking the Add User tab or the Add User button at the bottom of the screen.

e EOLIO

Figure 24: Module User Search Screen
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The Module User Application screen appears, as depicted in Figure 25. A CCQAS
Administrator then completes the application on behalf of the applicant. As long as the
CC/MSSP/CM has already validated the applicant’s need to access CCQAS and the level of
permissions required, the CCQAS Administrator may then initiate the creation of the new user
account by clicking Process.

" Wy e e —
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|
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Figure 25: Module User Application Screen

Note: From this point forward, the application process is the same regardless of whether the
applicant applied for the user account via the Self-Service Registration screen, or the user
account was created by a CC/MSSP/CM through the Module User Processing screen.

Once again, CC/MSSP/CMs should exercise care to ensure that multiple user accounts are not
created for the same CCQAS user. If CCQAS finds existing user accounts with a matching SSN
(for Provider accounts), or a combination of matching first and last name and date of birth, it
displays a Similar User Account(s) Found screen, as depicted in Figure 40. CC/MSSP/CMs
should follow the instructions on the screen to either access the existing user account or continue
to process the request for a new user account. CC/MSSP/CMs should not create multiple user
accounts for the same individual.

3.2.4 User Accounts for New Provider Applicants
After a user has been added to CCQAS, his or her account is displayed on the Update User
screen as a series of tabs, as depicted in Figure 26.

The first of the three tabs, the Demographics tab, may be used in the future to update the user’s
personal information, lock and unlock the user’s account, and issue new passwords to the user as
necessary. The user account displayed on the Demographics tab is an account for a Provider, as
indicated by the “Provider User Only” text in red at the top of the tab.
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Figure 26: ‘Demographics’ Tab for a Provider Applicant

Note: If the applicant is a “Provider Applicant,” no further action is needed. The creation of the
user account and first e-application has been completed. Providers will receive their username
and password via two separate emails sent to the email address listed on the Demographics tab.
Providers will also receive a third email notification, indicating the presence of an item in his or
her work list with Task = Complete Application. The work list is discussed in detail in Section
5. If the applicant is for a “Module User,” processing must be continued to designate the
roles/permissions that are assigned to the user’s account. This action is described in more detail
in the next section.

The second of the three tabs, the MTF tab, provides two important pieces of information. The
upper portion of the screen lists the UICs for the facilities and units where the user requires
access to CCQAS as a “Module User.” The user depicted in Figure 27 is a Provider applicant
only, and therefore has no UICs listed in this section of the screen.

The UICs listed on the lower portion of the screen are the facilities and units where the user, in
the role of a Provider, has an application for clinical privileges currently pending or under
review. The sample Provider in Figure 27 has one privilege application in progress at one UIC.
This privilege application was created when the user was granted access to CCQAS as a
“Provider Applicant.”
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J CCQAS Version 2.8.14.0 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

-l 7 A C g, Risk
? CCQAS Adverse Actions System Supporting

Last Logon Attempt. 06/10/200 :24:21 -0

WIHHAA

Cregentiaing Priviieging Reports System Help

Update User — PIERCE, BERJAMIN |

Demographics. WTF Permissions
- Module User
@ This User has been granted module level access at the MTFs listed below.
The permissions for each WTF can be set on the Permissions tab.
Click the "Add Wodule Access” butian to grant Module-Level access at your WTF

Add odule Access |

uic Name. | city State.
o Records Returned

- Provider User Access
©  Tnis User nas application(s) in progress at the LTFs listed below.

uic |name |cy |state
WIHRAA USA LANDSTUHL RMC AE

Close

Figure 27: “MTF’ Tab for a Provider Applicant

The third tab, the Permissions tab, is where roles/permissions are assigned to a user’s account.
The Permissions tab is depicted in Figure 28.

a CCQAS Version 2.8.14.0 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

e A C g, Risk 1, and
? ecms Adverse Actions System Supporting Medical Personnel Readiness”

WIHHAA

Update User — PIERCE, BENJAMIN
Demographics | WTF | rermissions |

THIS USER IS A PROVIDER USER. NO PERMISSIONS ARE NECESSARY.

Figure 28: ‘Permissions’ Tab for a Provider Applicant

For “Provider Applicants,” no roles/permissions need to be configured for their user account. By
processing the user registration as described above, a Provider is automatically granted the
appropriate level of access needed to complete and submit applications for clinical privileges and
the Provider’s 1% E-Application for clinical privileges is automatically generated (refer to
Section 5). After the Provider user account is created, additional roles/permissions as a “Module
User” may be added. The process of adding roles/permissions to an existing account is discussed
in Section 3.3.

3.2.5 User Accounts for Module Users

The Demographics tab for “Module Users” is similar to that for “Provider Applicants,” but also
includes an indication of the CCQAS modules to which the user has access. The user account
displayed on the Demographics tab in Figure 29 is an account for a user who has been granted
access to the “Credentialing” and “Privileging” modules in CCQAS.
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Figure 29: ‘Demographics’ Tab for an Other (Module Users)

The upper portion of the MTF tab lists the UIC where the “Module User” was granted access to
CCQAS, as depicted in Figure 30. This record was automatically created by CCQAS when the
sample user was granted access to CCQAS. If the user has access to CCQAS at more than one

facility or unit, multiple UICs are displayed here.

The lower portion of the screen reflects the facilities or units where the user, in the role of a
Provider, has an application for privileges currently pending or under review. The sample
Provider depicted in Figure 30 has access as a “Module User” at UIC BD1CFDPS and no active
privilege applications anywhere in CCQAS.

"A Worldwide Credentialing, Risk Management, and

CCQAS

Last Logon Attempt: 08/18/2(

riefing | Logof

BD1CFDPS

No Records Returned

Adverse Actions System Medical "
*xx EQUO ****
Credentiaing Privileging
Update User — Tull, Jethro
Demographics | WTF Roles/Permissions
Module User Access
©  This User has been granted module level access at the MTFs listed below
The permissions for each MTF can be set on the Permissions tab.
Ciick the "Add Module Access” bution to grant Nodule-Level access at your TF.
‘ Add Module Access
uic Name chy State
BDICFOPS 0008 MEDICAL GROUP @ BEALE AFB ca
Provider User Access
@  This User has application(s) in progress at the MTFs listed below
uic Name City State

Close

Figure 30:

‘MTF’ Tab for a Module User
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The individual roles/permissions for each UIC are assigned on the Roles/Permissions tab, as
depicted in Figure 31.

[L—— I

Update User — MS5P1511, MS5P1511 |
Demographics | MTF [ roesizermiesions |
s is the MTF for these specified Permis NOOOED
Credentials ‘ Privileging | Risk lManagement Adverse Actions System Admin Reporting |

Privileging Module C o & ves

PAC & o Oy

PAC Supervisor & No Cv

cvo & o Oy

CVO Supervisor ® no oy

Reviewer © no Oy

Privileging Authority C e & ves

PAR Evaluator & o Oy

PAR Reviewer & o Oy

CLP Administrator [T Oy

State License Waiver Endorser * g oy,
Note: Permissions are cumulative.
INSERT includes UPDATE and READ Llﬂl
DELETE includes INSERT, UPDATE, and READ

On the

Figure 31: Privileging Roles/Permissions for a Module User

privileging tab, each user is granted a specific set of roles/permissions based on his or her

role in the privileging process. The CCQAS privileging module defines nine (9) unique roles to
which are attached a pre-defined set of permissions for the Privileging module:

Professional Affairs Coordinators (PACSs) (also known as CC/MSSP/CMs):
Professional Affairs office staff who are responsible for ensuring Providers’ credentials
are in order, for tracking and managing the review and approval of an application for
clinical privileges, and for managing CCQAS user accounts for their facility or unit
PAC Supervisors: CC/MSSP/CM staff members who are responsible for overseeing
and managing the privileging workload assigned to credentials staff members within a
uIC

CVOs: CVO staff members or other credentialing personnel who perform the PSV of
Provider credentialing data. The PSV function may also be performed by individuals
who are assigned the CC/MSSP/CM role

CVO Supervisors: CVO staff members who are responsible for overseeing and
managing the workload assigned to CVO staff members

Reviewers: Clinical staff privileging committee members who have been assigned the
responsibility for reviewing and recommending actions on applications for privileges.
Reviewers may include the Provider’s supervisor, the specialty, service or section chief,
the department chair, and/or the members and chair of the executive committee of the
medical or dental staff (i.e., Executive Committee of the Medical Staff [ECOMS],
Executive Committee of the Dental Staff [ECODS])

PAs: Usually MTF commanders or other designated personnel who are responsible for
final approval of applications for clinical privileges

Common Language Privileging (CLP) Administrators (a.k.a. Master Privilege List
[MPL] Administrators): The individual(s) who has or have been assigned
responsibility for managing the privilege catalog at their unit or facility. Depending on

CCQAS
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the size of the MTF or other determining factors, this role may also be assigned to
CC/MSSP/CMs.
e PAR Evaluators: Supervisors, service chiefs, department chairs or other clinical
personnel who are responsible for completing and submitting a PAR on a Provider
e PAR Reviewers: Clinical staff members who are responsible for reviewing a PAR
submitted by a PAR Evaluator

In CCQAS, the Credentials, System Administrator, and Reporting section permissions have been
replaced with roles. To view the permissions for each role, select the role by clicking it, as
depicted in Figure 32. A screen appears and displays the Read-Only permissions for that
particular role selected (refer to Figure 33). When users select the Close button at the bottom of
the screen, the roles/permissions screen closes and returns them to the Role screen. When users
select “Yes” or “No” for the role, the permissions within that role are set.
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Figure 32: Credentials Roles
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Figure 33: Credentials Supervisor Role

All roles default to “No”’, so that action must be taken only on those that should be granted to the
user. With the exception of the “CC/MSSP/CM” and “CVO” roles, most users only require
access to the Privileging module, and appropriate roles. Role selections are saved by clicking
Save and then clicking Close to complete the processing of the application.

Individuals who perform the “CC/MSSP/CM” and “CVO” roles typically require access to
multiple sections to include Credentials, Privileging, System Admin, and Reporting tabs. Access
to other sections may be granted by designating tab- and screen-level roles/permissions from the
Roles/Permissions tab.

The Credentials tab contains the most extensive list of roles/permissions (refer to Figure 32 and
Figure 33), which determines the extent to which the account holder can view, edit, delete, or
transact Provider credentials records or the information contained therein. The levels for the
permissions within each role are cumulative going from left to right across the screen. For
example, if a user is given “Insert” permissions for “Specialty,” he or she can view the Specialty
section of the Provider credentials record, “Update” information contained therein, and “Insert”
new specialty records, if appropriate. The account holder, however, cannot “Delete” any
specialty records contained in the Specialty section of any credentials record.
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Figure 34: Privileging Roles

The Privileging tab contains roles that determine whether account holders may view and process
electronic applications (i.e., e-Apps) for Providers. This tab determines the role users have in the

e-App process, as defined earlier in this section. Users may have multiple roles in the e-App
process (e.g., PAC, PAC Supervisor, Reviewer, or PAR Evaluator) depending on what

roles/permissions are set for them. Figure 34 above depicts the privileging roles/permissions for

a sample user.

Note: The Risk Management and Adverse Actions tabs will be described in detail in a future

version of this user guide.

The System Admin tab, depicted in Figure 35, contains roles/permissions that determine

whether account holders may process new user accounts, access the Command Parameters and
MTF Contacts, and set other roles/permissions associated with the management of the

credentialing process at the facility or unit. Most roles/permissions listed on this tab are binary,

meaning a “Yes” assignment provides account holders with full permission to view, edit, or
delete information associated with these screens or functions. If “No” is assigned, the account
holder does not have access to the screen or its functionality.
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Figure 35: System Admin Permissions

Note: The role “Superuser Admin” is located on the System Admin tab, which controls
additional role-based permissions (refer to Figure 36). When users select “Yes” for this role,
these permissions are set but are not seen on this tab. To view these permissions, click
Superuser Admin. A “read-only” screen appears with a list of permissions specific to the

“Superuser” role. Click Close to return to the System Admin tab.

Credentialing Privileging Reports
*** Permissions for "Superuser Admin" Role =™~

User Accounts

User Roles/iPermissions

Command Parameters Maintenance
MTF Contacts

Tracker Status Lookup

Provider Remarks Lookup

Batch IIPDB Request Flag

Password Unlock

Password Reset

e “A Worldwide Credentialing, Risk Management, and
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

#=ix EQUQ %

None
No
No
No
No
No
No
No
No

Last Logon Attempt: 08/18/2012 16:11:45 -04:00 &

Update

Submit Ticket| Security Briefing | Logofi
BDYCFDPS

Insert

© Delete

Close

Figure 36: “Superuser Admin” Role Permissions
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The Reporting tab, depicted in Figure 37, contains permissions that allow account holders to

access the standard and ad hoc reporting functions and the letter-generation capabilities for each
CCQAS module, as well as the National Practitioner Data Bank (NPDB) query function.

Credentialing

Privieging

Risk Management

Adverse Actions Reports

Update User — CM3, CM8

MTF [ rolesipermissians

*** This is the MTF for these specified Permissions

Credentials Privileging | Risk Management Adverse Actions. System Admin ”
Superuser C 1o
Standard Privileging Report User o
Standard Credentials Report User [T
Ad Hoc Credentials Report User (ST
Standard Risk Management Report User & 1o
BM Letters User & o
Ad Hoc Risk Management Report User o
Standard Adverse Actions Report User & o
Ad Hoc Adverse Actions Report User & o
DoD Report Ussr & o
NFDB Query C o

clelfellielie]le]le]iclke]lelio]

Reperting

Pl

Note: Permizzions are cumulative.
INSERT includes UPDATE and READ
DELETE includes INSERT, UPDATE, and READ

Save Cloze

Note: The “Superuser role” is located on the Reporting tab, which controls additional role-
based permissions. When users select “Yes” for this role, these permissions are set but are not
seen on this tab. To view these permissions, click Superuser. A “read-only” screen appears

Figure 37: Reporting Roles Permissions

with a list of permissions specific to the Superuser role. Click Close to return to the Reporting

tab, as depicted in Figure 38

*** Permissions for "Superuser” Role =™

Crodentisis Reporis

User Permissions fepar

Ability 1o Hun RM Letters

g, Risk

, an,
b Supposting Medical Peraonel Readineas™

e EQUIQ *

come |

Figure 38: “Superuser” Role Permissions
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The User Processing function within CCQAS allows anyone who has roles/permissions to grant
other users roles/permission(s) up to what the “grantor” already holds. Roles/Permissions to
access the Reporting section (refer to Figure 37 above), for example, cannot be granted by
CC/MSSP/CMs or CVO staff who do not already have permission to access the Reporting
section. CC/MSSP/CMs who have been assigned the responsibility of processing CCQAS user
accounts are able to assign roles on the Privileging tab that they themselves are not assigned.
For example, CC/MSSP/CMs may assign the role of “Reviewer” to one of their department
heads, without having the role of “Reviewer” assigned to their own user account.

CC/MSSP/CMs’ ability to grant permissions to the Credentialing and other CCQAS modules,
however, is limited to only those permissions that they hold. CCQAS does not allow
CC/MSSP/CMs to grant to others roles/permissions in these modules that are more expansive
than their own.

Finally, all permissions are UIC-specific, so that an account holder may have different roles or
permissions at different facilities, depending on his or her job responsibilities at each location.
The permissions for each UIC must be assigned by the UIC user account administrator. For
example, if COL Smith functions as a Reviewer at San Antonio Military Medical Center
(SAMMC) and a Reviewer and PAR Evaluator at William Beaumont Army Medical Center
(WBAMC), the CC at SAMMC would assign the “Reviewer” role to COL Smith for the
SAMMC UIC. The CC at WBAMC would assign the roles of “Reviewer” and “PAR Evaluator”
to COL Smith for the WBAMC UIC. Service-level personnel and some selected facility
personnel, however, do have the ability to assign roles and permissions across all UICs. Users
should consult with their supervisor if questions arise concerning the granting of roles and
permissions at multiple locations.

3.2.6 Granting Module Access from Existing Provider Credentials Records
CCQAS allows CC/MSSP/CMs to grant Module Access to a Provider user who already has an
active credentials record and user account in CCQAS. This is the preferred method for creating
new module user accounts for Providers.

To initiate this process, CC/MSSP/CMs perform a search for the Provider’s record in the
Credentialing module. On the Search Results tab, click the hidden menu of actions for the
Provider’s credentials record, and then select Grant Module Access (refer to Figure 39).
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Figure 39: Grant Provider Access Menu Item

After the user account is created, additional roles as a Privileging module user may be added to
the Provider’s user account. The process of adding roles to existing user accounts is addressed in
Section 3.3.

3.2.7 Granting Provider Access from Existing Provider Credentials Records

If a provider already has a user account, the grant provider access option will not be available.
CCQAS uses the information inside the Provider’s credentials record to create the new user
account, and redirects CC/MSSP/CMs to the Roles/Permissions tab of User Processing.
CC/MSSP/CMs may then proceed with processing the user account.

The Grant Provider Access function has several important features:

e This function only associates the “Provider” role with the user account; it cannot be used
to grant other roles such as “Reviewer” or “Privileging Authority” to the individual

e This function may only be performed once. The menu item disappears after an active
credentials record has been associated with a user account

e The Provider’s 1* E-Application for clinical privileges automatically generates. This
application pre-populates with the credentials data from his or her current credentials
record at the time the menu option was selected

3.3 Adding Roles to Existing User Accounts
This section describes the process of adding roles to existing user accounts.

3.3.1 Adding the Provider Role to an Existing “Module User" Account

In most cases, individuals who use the Privileging module, such as Reviewers, the PA, and PAR
Evaluators are also Providers. If an individual initially applies for a user account as a
“Privileging” module user, he or she likely requires the role of “Provider” added to the
individual’s user account at some later time when his or her privileges need to be renewed.

Note: The role of “Provider” should not be added to the user’s account until the Provider is due
to fill out a 1% E-Application for privileges in CCQAS either to renew current privileges or apply
for privileges at another facility or unit for a PCS.
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The addition of the “Provider” role may be initiated in one of several ways:

If a Provider already has an active credentials record in CCQAS, CC/MSSP/CMs may
use the Grant Provider Access function in the Credentialing module (refer to Section
3.2.6). If Grant Provider Access is not available from the menu of actions, it means the
Provider’s credentials record has already been linked with a user account
CC/MSSP/CMs may use the Initiate Application menu item to generate the 1% E-
application for a Provider. This is located in the Work History section on the
Assignments tab, which is discussed in Section 5 of this guide.

The Provider may re-register for a user account and specify Type = Provider Applicant
on the registration form. CC/MSSP/CMs may then begin processing the request via the
Applicant Processing function (refer to Section 3.2.2)

CC/MSSP/CMs may initiate the process of adding a new user via the User Processing
function, and specify Type = Provider Applicant on the User Application screen (refer
to Section 3.2.3)

Regardless of whether users or CC/MSSP/CMs initiate the creation of a user account, after the
processing begins, CCQAS checks against the existing user accounts to determine if an
individual with the same name and birth date is already a CCQAS user. If a match is found,
CCQAS enables CC/MSSP/CMs to link the registration form with the existing user’s account via
the Similar User Account(s) Found screen, as depicted in Figure 40.

e el Ll Tnan

Figure 40: Similar User Account(s) Screen
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The registration form may be linked to the existing user account by clicking the small arrow to
the left of the matching user’s record. CCQAS opens the existing user account for the
individual. The MTF tab in the user’s account reflects the addition of the “Provider” role by
displaying a record line on the bottom half of the screen, as depicted in Figure 41.

w “A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 08/20/2012 18:28:40 -04:00 ¥ | Submi Ticket | Securiy Briefing | Logoft
¥ CCQAS Adverse Actions System Supporting Medical Persannel Readiness” BD1CFDPS
L2223 Fouo KKK
Credentialing Privieging
Update User — TESTERMAN, TESTER
Demographics WTF Roles/Permissions
1odule User Access
©  This User has been granted module level access at the MTFs listed below.
The permissions for each MTF can be st on the Permissions tab.
Click the "Add Module Access” button to grant Module-Level access at your MTF.
| Add Module Access
uic Hame City State
BD1CFDPS 0009 WEDICAL GROUP @ BEALE AFB CA
Provider User Access
©  This User has application(s) in progress at the NTFs listed belowr
uic Hame city State
BD1CFOPS 0008 MEDICAL GROUF @ BEALE AFB cA
Note: Permissions are cumulative
INSERT includes UPDATE and READ Close
DELETE includes INSERT, UPDATE, and READ

Figure 41: “MTF’ Tab for a Dual User’s Account

The Permissions tab should continue to reflect the roles and permissions that were originally
assigned to the user account. The addition of the “Provider” role does not alter any of the
previously-assigned roles or permissions at the UIC. When the role of “Provider” is added to the
user’s account, the 1% E-application is also generated for the Provider to request clinical
privileges online using the CCQAS application.

Note: If the Similar People Found screen appears but none of the users listed on the screen
matches the Provider who is being added to CCQAS, CC/MSSP/CMs may click Close to cancel
the process, or click Add New User to proceed with the process of creating a new user account
in CCQAS for the Provider.

3.3.2 Adding “Module User” Role to an “Existing Provider User” Account

Depending on where they are in their privileging cycle when they become CCQAS users, some
CC/MSSP/CM may require access to CCQAS in the role of “Provider” first, and later need
access as “Module User”. Users may initiate the process for adding one or more “Module User”
roles to an existing Provider account by selecting User Processing from the System main menu.

The User Search screen appears, as depicted in Figure 42. To locate an existing Provider’s user
account, enter the Provider’s Last Name or other search criteria, and then select the radio button
for User Type = Provider Users. Click Search.
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Figure 42: User Search Screen

The User Listing screen appears, as depicted in Figure 43. This screen displays all existing user
accounts at the facility or unit that meet the search criteria.

CCQAS

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”
**** FQUO ****

Securty Briefing| Logoff

00 # | Submit Ticket
BDACFDPS

Last Logon Aftemat. 0

Credentiaing Privieging
UserSearch |  SearchResuls | Add User
| Name | User D | Type Primary UIC_| Position |  Primary Phone | Primary Email Last Logon Expiration Temporary | Acct Locked | Intent Locked Deactivated Date
+ |JONES, NDIaNA JONES120120 | Provider (703) 5557878 email@emall.com 11192012 |Yes Ho Ho

Figure 43: User Listing Screen after a Search
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After the user account is opened, the process of adding the “Module User” role(s) is initiated on

the MTF tab. Initially, the Provider’s user account has no UICs listed on the upper half of the

screen, as depicted in Figure 44.

"A Woridwide Credentialing, Risk Management, and

5 CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

*xx% EQUIQ ****

y Brief
BDICFDPS

Update User -- JONES, INDIANA

Demographics NTF Roles/Permissions

Module User Access
©  This User has been granted module level access at the MTFs listed below.
The permissions for each MTF can be set on the Permissions tab.
Click the "Add Module Access” button to grant Module-Level access at your MTF.

‘ Add Module Access

uic Name City

Frovider User Access
©  This User has application(s) in progress at the HTFs listed below

State

uic Name cty
BD1CFDPS 0009 MEDICAL GROUP @ BEALE AFB

State.

Close

Figure 44: “MTF’ Tab for a Provider User Account

To grant the Provider access to the Privileging module, click Add Module Access at the top of

the screen. This action automatically creates a UIC record in the upper portion of the screen, as
depicted in Figure 45. This record indicates that Module User access has been added to the

Provider’s account.

The appropriate roles and permissions must be assigned to the user on the Roles/Permissions

tab. After the changes on the Roles/Permissions tab are saved, and the user’s account is closed,
the Provider will have access to CCQAS, with assigned roles and permissions associated with his

or her user account.
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Figure 45: “MTF’ Tab for a Dual User’s Account

3.4 Deactivating and Reactivating User Accounts

Under most circumstances, CC/MSSP/CMs should not deactivate a user account while the user
associated with the account is still actively working within the MHS. If a CC/MSSP/CM wishes
to restrict a user’s CCQAS access at a specific unit, then the user’s roles at that particular unit
should be adjusted to reflect the restriction for that UIC only (refer to Section 3.2.5).
Deactivating a user account prevents the user from logging in at any unit and therefore should
only be done if it is the CC/MSSP/CM’s desire to prevent the user from logging in to CCQAS
from any unit.

CCQAS automatically deactivates a user’s account if 365 days elapse without the user logging in
to the system. This will happen to provider user accounts where the associated Provider user
infrequently accesses CCQAS (e.g., providers who only log in to renew their clinical privileges
at their current location or apply for clinical privileges at a new duty station).

Occasionally, however, it is appropriate for CCQAS administrators to deactivate a user account
when the user has entered an inactive status, separated from military service, or terminated
employment with the DoD. CCQAS administrators may deactivate a user account through the
User Processing function, which is available from the System main menu. On the User Listing
screen, select Deactivate from the menu of actions available for each record, as depicted in
Figure 46.
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Figure 46: Deactivate Menu Item

After a user account is deactivated in CCQAS, only users with permissions to reactivate user
accounts may enable it again. Thus, prudent CC/MSSP/CMs must ensure it is appropriate to
deactivate a user account before actually doing so. When CC/MSSP/CMs select Deactivate,
they are asked to confirm the intent to deactivate the user account, as depicted in Figure 47.

|el Are you sure you want te Deactivate this User?

Figure 47: Deactivate User Confirmation Message

Authorized users may reactivate a deactivated user account at any time by selecting Activate
from the menu of options for the account, as depicted in Figure 48.
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Figure 48: Activate Menu Item

When authorized users select Activate, they are asked to confirm their intent to reactivate the
user account, as depicted in Figure 49.

% This User has a deactivated account. Click "OK" to reactivate the
' account click "Cancel” to terminate this process.

| ok || cancel |

Figure 49: Activate User Confirmation Message

After the intent to reactivate the user account is confirmed, the Update User screen displays with

a message, as depicted in Figure 50. The message indicates that an email was sent to the user
which contains a new temporary password.

Since the new password has already been sent to the primary email address in the user’s account,
it is prudent to confirm that the primary email account is still valid. If it is not, then

CC/MSSP/CMs should update and save the new email address in the user account, and then click
Issue New Password.
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Figure 50: New Password Issued Message

After a user account has been reactivated, the user will begin to receive the automated email
notifications and work list items consistent with roles and permissions assigned to the user
account at each UIC where he or she has access to CCQAS. If the user is a Provider, then
CCQAS does not automatically generate a new privileging application when the user account is
reactivated. This section describes the process of using CCQAS for the first time.

3.4.1 Receiving a New Username and Temporary Password

After a new user account has been processed, CCQAS notifies the new user of his or her
username and a temporary password via two (2) automated email messages. Passwords for
CCQAS conform to DoD Information Systems security requirements.

The username and the password are both case-sensitive.

Note: Do not use the Caps Lock feature when entering the username and password.

The temporary password issued to a new user is valid for 60 days from the date the account was
created. If the new user does not log in to the application at least once within this 60 day time
period, the CCQAS-issued password will be deactivated and the user will have to request a new
password from the CC/MSSP/CM or MHS Helpdesk.

3.4.2 Accessing CCQAS for the First Time

Before users access CCQAS for the first time, they need to ensure they have a valid CAC or PIV
card. This card is required to authenticate users both on the DoD secured network and in the
application. CCQAS does not allow access without a valid CAC or PIV card.

A number of actions are required the first time users access CCQAS, which include the
following:

e Loading security certificates

e Reviewing and acknowledging the security briefing
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e Changing the temporary password
e Verifying user roles and permissions

Optional actions that help users streamline their access to the CCQAS include the following:
e Creating a desktop icon for CCQAS
e Changing the start page

Each of these actions is described in the sections below.

3.4.2.1 Loading Security Certificates

Certain rules pertaining to security have to be adhered to when accessing an automated
information system within the DoD network. When accessing CCQAS for the first time,
network protocols may present first-time users with a message requiring security certificates to
be loaded into their computer to protect data that is sent across the Internet. Refer to the CCQAS
main page, in the Security Certificate Add On section, there are links and instructions for
downloading and installing these certificates.

3.4.2.2 Loggingin to CCQAS

To log in to CCQAS, users must insert a valid CAC or PIV card in the card reader of their
computer. The logon process begins when the users click the Logon button on the left hand side
of the screen. The CCQAS Privacy Act Statement screen appears, as depicted in Figure 51.
Users select the Yes radio button after they have read the statement. CCQAS does not allow
access to the system without users selecting the Yes radio button. Users are then directed to the
DoD Network Authentication screen, where the electronic credentials from their CAC or PIV
card is authenticated as depicted in 40.
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Privacy Act Statement

Before proceeding into the CCOAS logon windows, users must acknowledge that they are aware of the Privacy Act Statement associated with using this system.

1102 PROTECTED STATUS

CCOAS includes Sensttive but Unclassified (SBU) information that is subject to the Privacy Act of 1874, as amended. Consequently, copying, printing, or distributing data from CCQAS to support administrative functions is authorized by, and subject to the
limitations of, DoD Regulation 5400.11-R, Department of Defense Privacy Program. Certain information contained within CCQAS is accessible under the Freedom of Information Act. The use and disclosure of some information in CCQAS s protected from

legal discovery under 10 U.S.C. 1102. No other distribution is permited without the express written permission of the Tricare Management Activity Functional Propenent or Service CCQAS Representatives, who will coordinate with appropriate legal counsel
prior to rendering an opinicn regarding release of information

PRIVACY ACT STATEMENT

This statement serves to inform you of the purpose for collecting personal information required by the Centralized Credentials Quality Assurance System (CCQAS) and how it will be used.

AUTHORITY: 10 U 5.C. 1102, Confidentiality of medical quality assurance records: qualified immunity for participants; £2 U.S.C. Chapter 117, Encouraging good faith professicnal review activities; DoD Instruction 8025 13, Medical Quality Assurance (MO&)
and Clinical Quality Management in the Miitary Health System (MHS); DoD Regulation 5025.13-R, Mitary Heatth System (MHS) Clinical Qualty Assurance (CQA) Program Regulation; and E.O. 9397 (S5N), as amended

PURPOSE: To obtain information necessary to credential a health care provider and determine whether that individual should have privileges to work, or continug werking, in a miltary treatment faciity (MTF) or otherwise within the Wiltary Health System
(MHS), including information on malpractice claims and adverse privilege actions. Information is alse collected to report malpractice claims or agverse priviege actions fied against a heatth care provider in connection with a service performed at an MTF or
within the MHS.

ROUTINE USES: information coliected may be used and disclosed generally as permitted under 45 CFR Parts 160 and 164, the Health Insurance Portabiity and Accountability Act (HIPAA) Privacy Rule, as implemented by DoD 6025.18-R, the DoD Heatth
Information Privacy Regulation. Information may be used and disciosed in accordance with 5 U.5.C. 552aib) of the Privacy Act of 1974, as amended, which incorporates the DoD *Blanket Routine Uses” published at:
hitpidpelo.detense.goviprivacy/SORNs/blanket_routine_uses.html. Collected information may be shared with government boards, agencies, professional societies, or organizations if nesded to license or monitor professional standards of heatth care

pracitioners. It may be released fo civilan medical institutions or organizations where the practitioner is applying for staff privileges, o already privieged, regardless of whether the practitioner is stil privileged at an MTF. Information may also be used to
conduct trend analysis for medical quality assurance programs.

DISCLOSURE: Voluntary. However, failure to provide information may resutt in an individual's ineligibility to serve at an MTF or within the MHS.

HEALTH INSURANCE PORTABILITY AND ACCOUNTABILITY ACT WARNING

This system centains protected health information as defined in the Health Information Portability and Accountability Act of 1998 (HIPAA) and the HIPAA Privacy Rule (45 CFR Parts 180 and 164). DoD's implementation of the HIPAA Privacy Rule is in DoD
6025.18-R, DoD Health Information Privacy Regulation. The HIPAA Privacy Rule and DoD 6025.18-R apply to protected health information and may place additional procedural requirements on uses and disclosures of such information beyond those found in
the Privacy Act or mentioned elsewhere in this notice. This information may only be used andior disclosed in strict conformance with that authorty. The MHS is required to, and wil, appropriately sanction individuals who fail to comply with fts privacy
policies and procedures,

€ Yes, | understand the contents of the above Privacy Act Statement.

© la, | da nat understand the contents of the abave Privacy Act Statement.

s FOUQ #o
Figure 51: CCQAS Privacy Act Statement

U.S. Department of Defense iDENTITY

. - AUTHENTICATION
Military Health System SERVICES

This Website has been Public Key Enforced

Please click an "CAC/PIV Access" below to access the application using yvour DoD Common
Access Card (CAC) or Department of Veterans Affairs (VA) Personal Identification Verification
(PIV) card.

PKE Make sure that your DoD CAC or VA PIV is inserted into the CAC/PIV reader so that your
identity certificate is available to the web browser.

If you need to update your Enterprise Profile click Authenticate with your DoD CAC or VA PIV:
the link below:

+ Update your Enterprise Profile

This is 2 web site of the Military Hezalth System - The Pentagon, Washington, D.C. 202301-1200
For Help, please contact MHS Helpdeszk. For Official Use Only.

Figure 52: DoD Authentication Screen
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After users CAC/PIV certificate is authenticated, they enter their username and password in the
appropriate fields on the Login screen, as depicted in Figure 53, and then click Login. Both the
username and password for CCQAS are case sensitive. Press the [Shift] key, rather than the
[Caps Lock] key. The username is always upper case.

*xx EOUO *rxr

‘g‘ccms A Worldwide Credentialing, Privileging, Risk Management, and

Adverse Actions System Supporting Medical Personnel Readiness®

Enter your user name and password to login. Please note that user name and password ARE case-sensitive.

User Name:

Password:

Login Cancel

For Additional Assistance
Please address all questions regarding CCQAS to include System Security, System Operation, Training, Functional and Technical issues, System Errors, Userid and Passwords, Access Issues and Recommendations to the MHS Help Desk phone: 1-300-
600-9332 (CONUS).

*xx EOUO *rxx

Figure 53: Login Screen

If users unsuccessfully attempt to log in more than twice, they receive a message that their
account has been locked, as depicted in Figure 54. Users must contact their CC/MSSP/CM or
the MHS Helpdesk to have their account unlocked before proceeding.

The Password you entered is temporary and requires you to change
I . your password on the first logon, Your new password will be effective
immediately.

Figure 54: Temporary Password Alert

3.4.2.3 Changing a Temporary Password

After users log in for the first time, they are prompted to change their temporary password, as
depicted in Figure 55. The username remains unchanged, and CCQAS randomly generates a
new password. Users click the I like this password button if the password is acceptable;

otherwise, the system generates a new one every time users click the I do not like this password
button.
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Figure 55: Random Password Generator Screen

After users successfully log in to the system for the first time, their Electronic Data Identifying
Person Number (EDIPN) from their CAC or P1V card is linked to the CCQAS user account in
the database. From this point, they only need to have their CAC or PIV card for access,
eliminating the need for a username and password.

3.4.2.4 Security Briefing

After users log in, they are presented with a security briefing, as depicted in Figure 56. Users
must read the briefing and acknowledge their understanding of the information it contains by
selecting the appropriate radio button at the bottom of the briefing, and then clicking Submit.
This action completes the login process.
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Figure 56: Security Briefing

3.5 Maintaining CCQAS User Accounts
This section describes the process for maintaining CCQAS user accounts.

3.5.1 Updating User Personal and Contact Information

CCQAS users should make updates to demographic and contact information as soon as possible
after changes occur. Reviewers and other Privileging module users should be encouraged to
update their own information through the User Profile feature in CCQAS, which account
holders may access directly through their System main menu, as depicted in Figure 57.
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a CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

""" "A Worldwide Credentialing, Rizsk Management, and
Adverse Actions System Supporting Medical Personnel Readiness"

WorkList for LADJF Ut A e
Uszer Profile

Show tazks with a start date between IUW&QUUE 'I and IUE\HGJ'ZUUG 'I Fitter I

|Frnm (Role) |Prnvider |App Type
CC12, CC12 (CC/ICMIMSSP) WELB'Y, Marcus (Military) 1st E-App

» | Privileging Motifid El 1 Reviewer

Messaging

Figure 57: User Profile Menu Item for a Module User

The first tab from the user account, the Demographics tab, displays, as depicted in Figure 58.

/3 CCQAS Version 2.8.14.0 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer - ol =]|

ce Submit Ticket | S

Last Logon Attempt: 06/10/2008 09:12:07 -05:00 & ecurity Briefing | Logoff|

WAHHAA

€ g, Risk 3
Adverse Actions System Supporting Medical Personnel Readiness”

Update User — Mulcahy, Francis |
System Access
Module: T cCredentiaing ¥ Privileging I Risk Management [T Adverse Actions
Primary UIC: W1HHAA
User
Password:[sesasssass
Ace kssue New Password |
- User Information
Last Name: [Mulcahy First Name: [Francis Middle Name:
Birth Date: [03/2611956 [EE]] Gender: ¥ pale { Female Posttion
Phone: 345362562534 Email: francis.mulcahy@army.mi
Add | Update Phone_| Add } Update Email |
- Supervisor
Last Hame: [Smith First Name: [John Middie Name:
Comm Phone: [(526) 236-8121 DSH Phone Emait
Comm Fax DSH Fax Rank/Position
Save Close ‘

Figure 58: Update User Screen for Other (Module Users)

Users may add or update their own contact information or that of their supervisor. After the
changes are saved, the account holder’s information is updated in CCQAS.

Note: Users with “Provider” access only in CCQAS do not have access to the System main
menu; therefore, they cannot access the User Profile functionality. Providers should update
their contact information when they submit their next privilege application. If their contact
information changes between privileging cycles, they should contact the credentials office
directly to have updates made to their user account.

CC/MSSP/CMs may also update demographic and contact information for any user in their
facility or unit through the User Processing function, as depicted in Figure 59.
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tions

Risk Management

Privileging

Add Credentials Provider

Advanced Credentials Search

Provider Search

Last Name:

Alias Last Name:
Branch: ~ ~ Civilan Role: ~

Primary UIC: Other UIC:

Department File Manager

Provider Type: -
SortBy: LastMame =

Assignment Status. Search Type
[Z] nactive @) All (Primary UIC or Assignment UIC)
Current @ Primary UIC
[7] Pending (@) Assignment UIC

© icTe

© Provider Locator

Record Count: Search | Clear Screen | Add Provider | Record Limit: 100

Figure 59: User Processing Menu Item

When CC/MSSP/CMs select User Processing, the User Search screen appears, as depicted in
Figure 60.

 saiswr |

Uner

Figure 60: User Search Screen

CC/MSSP/CMs have the ability to search for their own record and update personal information
on the Demographics tab. CC/MSSP/CMs may also use this screen to search for a desired
account holder’s record. When CC/MSSP/CMs locate and open the desired user account, the
Update User screen appears, displaying the Demographics tab. The user’s contact and
supervisor information may then be updated, as appropriate. When CC/MSSP/CMs click Save,
the changes are updated immediately in the CCQAS database. Changes to the user’s access to
CCQAS are performed on the MTF and Permissions tab, as discussed in Section 3.3 above.
CC/MSSP/CMs have limited ability to change the permissions assigned to their own account.
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CC/MSSP/CMs should contact their CCQAS facility or Service administrator to have
permissions adjusted in their account.

3.5.2 Password Reset
Users may update a password using the Reset Password function at any time prior to the
password expiration date.

Note: Users with “Provider” access only in CCQAS do not have access to the System menu;
therefore, they cannot initiate a password change. When Providers need to have their password
changed, they should contact the credentials office for assistance.

CC/MSSP/CMs, using the User Processing function, may also initiate a password change on
any user account by selecting Reset Password from the hidden menu of actions on the User
Listing screen, as depicted in Figure 61. An Initiate New Password button is also available on
the Demographics tab of the user’s account as depicted in Figure 62.

After CC/MSSP/CMs initiate the password change, the user will receive an automated email
notification that contains his or her new temporary password, which is valid for the next 60 days.

3 e ——— s
W EEQAS i s s Seprorie 1o Farassase Begamss”

Figure 61: Reset Password Menu Item

3.5.3 Locking and Unlocking User Accounts
CC/MSSP/CMs may lock or unlock user accounts on the Update User screen. A CCQAS user
account may be automatically locked by the application under the following circumstances:
e The account holder has failed to enter the correct password during each of three
consecutive attempts to log in to the CCQAS application.
e The password on the user account has expired.

The account holder must then contact the CC/MSSP/CM to unlock the account. When a user’s
account has been locked in this manner, the Administrator may unlock the account by clicking
the Account Locked box to remove the check mark. If a new password is required, verify that
the user's primary email address is correct and click the Issue New Password button. This action
generates an automated email message to the account holder with a new temporary password.

Under certain circumstances, it may be appropriate to lock a user’s account intentionally to
prevent him or her from accessing CCQAS. If a CC/MSSP/CM initiates the locking of a user
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account, the screen displays a message indicating the account was intentionally locked, as
depicted in 50.

After the issue with the account has been resolved, the account may be unlocked by clicking the
Account Locked box again to remove the check mark.
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Figure 62: Account Locked Indicator
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4 Managing Facility Privilege Lists

This section provides instructions on how to use the DoD MPLs. Changes to the MPL can only
be made at the DoD level after concurrence from all Services. Each facility or unit configures its
own privilege lists using the DoD MPL as a starting point.

At least one CC/MSSP/CM at each privileging facility should be designated as the MPL
Administrator (with Common Language Privileging (CLP) role for Parent and Branch UICs),
and is responsible for managing the privilege catalog for their facility. This privilege catalog
consists of privilege lists for all specialties, and serves as an indicator of which privileges in each
specialty are supported by the facility.

4.1 The Privilege Management Function

The process of managing the facility privilege catalog is initiated by selecting Privilege
Management from the Privileging main menu, as depicted in Figure 63. Only users who have
the CLP role have access to the Privilege Management function in CCQAS.

w "A Worldwide Credentialing, Risk Management, and Messages(139) |
}’ Ccms Adverse Actions System Supporting Medical Personnel Readiness"

EEdd Fouo k323

Credentialing Privileging Ri=k Management

Work List
Provider Search| Privilege Management ialz Search

Figure 63: CCQAS Privileging Management Menu Item

When users select Privilege Management, the Privilege Management screen appears, as
depicted in Figure 64. From this screen, users may select a privilege category (i.e., specialty)
from the Privilege Category pick list.
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Adverse Actions System Supporting Medical Personnel Readiness"
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= | *Tosearch, select a Privilege Category.  Sort by: I Entered Ordel

Acute Care Nurze Practitioner

Adult Nurse Practitiener

Adult Peychiatric Mental Health Nurse Practitioner
Aerospace Medicine

Ajr Rezerve Components ( - Allied Health

Air Rezerve Components (UTA) - Dentist

Air Rezerve Compensnts ( - Murze Practitioner
Ajr Rezerve Components (UTA) - Physician
Allergy and Immunelogy

Anesthesiology

Audiclogy

Cardiclogy

Cardiothoracic Surgery

Certified Murse Midwife (CNM}

Certified Regiztered Nurze Anesthetist (CRN
Chirapractic

Clinical Peycholegy

Clinical Zocial Work

Comprehengive Dentiztry

Critical Care- Internal Medicine

Critical Care-4nssthesia

Critical Care-Emergency Medicing

Critical Care-Surgery

Dermatology

Diagnostic Radiclogy

Distitian

Emergency Medicing

Endocrinology

Endodontics &~

Figure 64: Privilege Management Screen and Category Pick List

Figure 65 displays the privilege list for the Family Medicine category. The Army and Air
Force use itemized privileges that enable Providers to request each privilege independently.

= A Viorldwide Credentialing, Risk Management, and
? ccmﬂ Adverse Actions System Supporting Medical Personnel Readiness”

sxxx EQUIQ **

Credentiaing Frivileging Risk Management Adverse Actions Reports

= MTF Privilege Management

MDG/SGHC

Frivege Cat amily hiedicine

ER=] Family Medicine
=] Version 1.0
23 Scope

Privilege(s Supported
¢ # Thescope of priviieges in Famly Medicine includes the evaluation, diagnosis, treatment, and consuftation for patients of all ages with any symetom, iiness, injury, C

or condition. Fami sicians may admi an: are to patients in the intensive care sefting in conforman h MTF policies. They may

assess, stabilize, and determine dispostion of patients w conditions

B8 Diagnosis and Management (D&M
Privilege(s Supported
© & Obstetrical Care (sl
€ # EKG performance and interpretation (ol
€ # Pulmonary function testing and interpretation (o
# Basic synovial fluid analysis (ol
# Mechanical Ventiatory support (invasive and noninvasive) (ol
# Supervise andior perform basic spirometry with flowivolume loops and prefpost bronchodilator if needed (ol
© # Cardiac stress test (ol
EL=] D & M Advanced Privieges (Reauires Addtional Trainngl:
Privilege(s! Supported
# Agroallergen skin prick testing (NOT intradermal) (ol
# Administer (allergy shots) for and venom patients ol
28 Procedures
Privilege(s Supported
€ # Topical and Iocal infitration anesthesia (ol

HNot Supported

I

lot Supported

SR IC B I S O]

lot Supported

I

o

lot Supported

ol

Save | Close | Print |

Figure 65: Privilege List for Family Medicine
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The Navy uses core privileging, which requires most Providers to request a complete core set of
privileges for their specialty; only supplemental privileges may be requested independently.

Thus, privileges included in the Core list of a category are identified with a & , at the beginning
of each privilege as depicted in Figure 66. Core designation can only be changed at the
direction of the Navy Service level.

Note: Privilege lists may be sorted by entered order (default), description, set order, or Core
order. The following is an explanation to each sort function:
e Entered Order = displays the privileges as they were entered when the list was created
e Description Order = displays the privileges in alphabetical order by sub-category
e Set Order = allows a privilege to be moved to a new position (To change the order of a
privilege, left click a privilege description and drag it to a new position. Only privileges
under the Other Privileges section may be re-positioned).
e Core Order = displays privileges with the core icon at the top of the list.

Ef=| Family Medicine
=23 Versien 1.0
=R Scope
Privilege(s)

% C # The scope of privileges in Family Medicine includes the evaluation, diagnosis, treatment, and consultation for patients of all ages with any
symptom, illness, injury, or condition. Family Medicine physicians may admit and may provide care to patients in the intensive care sefting in
cenfermance with MTF policies. They may assess, stabilize, and determine disposition of patients with emergent conditions.

= Diagnosis and Management (D& ):
Privilegeis)
C # Obstetrical Care
C 7 EKG performance and interpretation

'& 4 Pulmonary function testing and interpretation

Figure 66: Examples of Family Medicine Core Privileges

The process of building the facility privilege catalog is the same for all Services. Facility MPL
Administrators must (have the CLP Role) and designate the privileges that are supported within
each specialty at their facility. While MPL Administrators are the individuals who enters the
information in CCQAS, department heads and other appropriate clinical staff members must
review and approve each list to ensure the accuracy of the information.

Facility support for each privilege item within a specialty is performed on the MTF Privilege
Management screen (refer to Figure 64 and Figure 65 above). The following are important
features of the MTF Privilege Management screen:
e The privilege lists may be expanded (+) or collapsed (-) by clicking the folder icon next
to each list name.
e All privilege items are set to a default value of Not Supported until such time as the
MPL Administrator changes the setting.
e Users must designate whether or not the facility supports each individual privilege item
by selecting the radio button in either the Supported or Not Supported column.
e If most or all privilege items within a given privilege folder are supported by the facility,
users may click the header Supported to default all radio buttons to that value.
Individual privilege items may then be changed, as appropriate.
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e If few or no privilege items within a given privilege folder are supported by the facility,
users may click the header Not Supported to default all radio buttons to that value.
Individual privilege items may then be changed, as appropriate.

e All changes made to the privilege items are maintained in an audit log.

A hidden menu is available for each privilege item by clicking the # icon next to the privilege
name. View Privilege and Limitation/Restriction are the menu options, as depicted in Figure 67.

3 "A Worldwide Credentialing, Risk Management, and Messages(19) | Last Logon Attempt: 09/19/2012 09:2
? ccms Adverse Actions System Supporting Medical Personnel Readiness"

Ekk% F o U o Ekk%

Credentialing Privileging Risk Management Adverse Actions Reports

[=| MTF Privilege Management

UIC: CLALFCOF Organization: 628 MEDICAL GROUP Address: 628 MDG/SGHQ

Privilege Category: I Family Medicine = | *To search, selecta Privilege Category.  Sort by: I Entersd Order x|

= '_j Family Medicine
= '_j Verzion 1.0
= '_j Scope

Privilege(s)
C #_The ecansnfnriileges in Family Medicine includes the evaluation, di iz, treatment, and c ltation for patients of all ages with any symptom, ilness, injury,
m Medicing physicianz may admit and may provide care te patients in the intensive care setting in conformance with MTF policies. They may
Limitation/Restriction pd determine dizposition of patients with emergent conditions.
= '_j Diagnesiz and Management (D&M ):

Figure 67: View Privilege Menu Item

The View Privilege option opens the View/Edit Privilege window, as depicted in Figure 68.
This option provides a view-only description of the privilege item, and a check box indicator as
to whether or not it is a Core privilege. When users click Close, they are returned to the MTF
Privilege Management screen.

Last Logon Attempt: 07/09/2013 12:13:30 -04:00 # | Submit Tj

"?‘ce a I s "A Worldwide Credentialing, Risk Management, and

Adverse Actions System Supporting Medical Personnel Readiness"

wkkk FOUO kkkk

Credentialing Privileging Reports System

ViewiEdit Privilege

Core Privilege: 74

Description: The scope of privileges in Famiy Medicine includes the evaluation, diagnosis, ;[
treatment, and consultation for patients of all ages with any symptom, illness, =
injury, or condition. Famity Medicine physicians may admit and may provide care L‘

Figure 68: View Privilege Option

The Limitation/Restriction option also opens the View Edit Privilege window, as depicted in
Figure 69 below. This option allows MPL Administrators to edit the privilege description to
apply facility-specific limitations on the privilege item. Figure 69 depicts the Description text
field, where a sample MPL Administrator has updated Cardiac MRI Interpretation to Cardiac
MRI Interpretation-Adult Only.
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Credentialing Privieging Risk Management Adverse Actions Reports

Limit/Restrict Privilege

Core Priviege: =

Description: | Cardiac MRl interpretation-Adutt Only d

Figure 69: Limitations/Restrictions Option

When MPL Administrators click Save, the screen refreshes to display the MTF Privilege
Management screen, as depicted in Figure 70. The new privilege item, Cardiac magnetic
resonance imaging Interpretation-Adult Only, has been added immediately below the original
item and is automatically identified as Supported. Note that the original privilege item, Cardiac
MRI Interpretation, is retained in the list of privilege items and should be changed to Not
Supported. This feature allows MPL Administrators to make appropriate modifications to
privilege items to narrow the scope of the privilege that may be performed at their facility.

-‘%’,ﬂ- “A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 07/09/2013 12:13:30 -04:00 ¥ | Submit Ticket | Security Briefing | Logoff|
? ccms Adverse Actions System Supporting Medical Personnel Readiness" CD1CFVPV vl
*xnx EOQ *H**
Credentialing Privileging Reports System Help I |

= MTF Privilege

Parent UIC; CD1CFVPY Qrganization: 27 SPECIAL OPERATIONS MEDICAL GROUP @ Address: 27 MDG/SGHC

uIC: CUWCFVPVL‘ Privilege Category: | Cardiclogy LI *To search, select a Privilege Category.  Sort by: | Entersd Ufﬂefﬂ
=23 Cardiology =5
== Version 1.0
Ek=| Physicians requesting privileges in this subspecialty must also request Internal Medicine privieges.
a3 Scope
Privilege(s Supported Not Supported
(7 # The =cops of privieges in cardislogy includes the svaluation, diagnosis, treatment, and provision of consultation to patients of all sges presenting with diseases I o

of the heart, lungs, and blood vessels. Cardiologists also manage complex cardiac conditions. Practitioners may provide care to patients in the intensive care
setting in accordance with MTF policies. Privileges also include the ability to assess, stabilize, and determine the disposition of patients with emergent conditions:
in accordance with medical staff policy

k=] Diagnosis and Management (D&M)
Privilege(s’ Supported Not Supported
# Cardiac computerized tomography (CT) scan performance and interpretation [ s
# Cardiac magnetic resenance imaging (MRI) interpretation s I
#  (Limited) Cardiac magnetic resonance imaging (MR} interp dult Only - (o] Lo] o

Figure 70: Limitations/Restrictions View

4.2 Maintenance of Facility Privilege Catalogs

Facility Privilege Catalogs are required for the Parent UIC and any Branch Clinics. All privilege
categories are initially defaulted to Not Supported. MPL Administrators are responsible for
updating the facility privilege catalog to reflect changes in the facility or unit’s support for an
individual privilege item as a result of changes in staffing, equipment, or mission. MPL
Administrators may change the designation of support for individual privilege items at any time,
according to the guidance provided in Sections 4.1.

After the initial configuration of a privilege item is performed, CCQAS requires MPL
Administrators to enter explanatory comments for any subsequent changes made to the privilege
item, as depicted in Figure 71. CCQAS does not permit the entry of comments for status
changes entered by clicking the group header. Thus, it is suggested that all changes made to
privilege lists after the initial configuration effort be performed by updating each individual
privilege in a group, so that privilege-specific comments may be entered.
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Figure 71: Comment Option for Change to Privilege Designation

When MPL Administrators enter and save the explanatory comments, the screen refreshes to
display the updated list of supported privileges, as depicted in Figure 72. The date and time
stamp and the comment associated with the change to the privilege item may be viewed by
clicking View Privilege from the hidden menu of actions for the privilege item.

The Privilege Audit Trail section, on the lower half the screen, presents the audit information
for each change made to that privilege item from the time of initial configuration going forward.

Credentialing Privileging

ViewiEdit Privilege

Core Privilege: =

% Description: ‘The scope of privieges in Famiy Medicine includes the evaluation, diagnosis, ;I
treatment, and consultation for patients of all ages with any symptom, ilness, —
injury, or cendition. Family Medicine physicians may admit and may provide care LI

Privilege Audit Trail
Modified By Start End Status |Cummams
CM33 CM33 HETIZ013 11:45:27 AN Supported

Figure 72: Privilege Audit Trail

When MPL Administrators change a privilege item from Not Supported to Supported,
Providers who wish to be granted the newly supported privilege must submit a modification from
approved applications on the provider’s worklist. The modification application is discussed in
more detail in Section 7.

When MPL Administrators change a privilege item from Supported to Not Supported, some
Providers may actively hold one or more of the privileges that are no longer supported at that
location.

MPL Changes made at the DoD/Service level are Global changes and triggers an automated
email message to all CCs/MSSPs/CMs with the CLP Administrator Role, alerting them to the
change(s). Any change other than CORE designation change(s) automatically defaults the new
or revised privilege(s) to Not Supported. Action to update the facility privilege catalog is
required if the facility supports the new/modified privilege(s).
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5 Processing the E-Application for Clinical Privileges

CCQAS provides a full online privilege request, review, and approval capability designed to
support the privileging process at the facility- or unit-level. In order to realize the benefits of this
capability, all individuals involved in the privileging process must have a user account in
CCQAS with permissions that support their individual role(s) in the process. The creation of
user accounts is addressed in Section 3 of this user guide. The following sections describe the
online privilege application process in the context of these user roles.

5.1 User Roles in the Privilege Process
The following roles are needed to process an application for clinical privileges in CCQAS:

e Providers: Individual Providers seeking the approval of requested clinical privileges at
their unit or facility

e Primary PACs (also known as CC/MSSP/CMs): Professional Affairs office staff who
are responsible for ensuring Providers’ credentials are in order, for tracking and
managing the review and approval of an application for clinical privileges at their
primary UIC, and for managing CCQAS user accounts for their facility or unit

¢ Non-Primary PACs are responsible for tracking and managing the review and approval
of an application for clinical privileges at their UIC. If there is a question concerning
credentials, the Non-Primary PAC will coordinate with the Primary PAC.

e PAC Supervisors: CC/MSSP/CM staff members who are responsible for overseeing
and managing the privileging workload assigned to credentials staff members within a
uIC

e CVOs: CVO staff members or other credentialing personnel who perform the PSV of
Provider credentialing data. The PSV function may also be performed by individuals
who are assigned the CC/MSSP/CM role

e CVO Supervisors: CVO staff members who are responsible for overseeing and
managing the workload assigned to CVO staff members

e Reviewers: Clinical staff privileging committee members who have been assigned the
responsibility for reviewing and recommending actions on applications for privileges.
Reviewers may include the Provider’s supervisor, the specialty, service or section chief,
the department chair, and/or the members and chair of the ECOMS/ECODS

e PAs: Usually MTF commanders or other designated personnel who are responsible for
final approval of applications for clinical privileges at that UIC

In CCQAS, one individual may have multiple roles in the privileging process. For example:
e PACs or CC/MSSP/CMs may also be MPL Administrators (CLP Role)
e Reviewers may also be electronic PAR Evaluators

It is also important to note that some roles are not involved in the processing of every privilege
application. For example:
e |fa CC/MSSP/CM at a facility performs the primary source verification of all the
Provider’s credentials, then the CVVO role will not be involved in the application review
process
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Each role/permission in CCQAS is differentiated from the others according to the
roles/permissions assigned to the user’s account. An individual can be assigned more than one

privileging role. Refer to Section 3 for details pertaining to the creation and maintenance of
CCQAS user accounts.

Sections of the application that were modified by the Provider are flagged with new or modified
icons so that the CC/MSSP/CM, CVO, and Reviewers may easily identify what information has
been changed or added since the original application was approved. Icons appear next to each
data element that was changed from the original application, indicating that the section needs to
be verified on the basis of new or modified information. During PSV, if the “Verified” box on
the right-hand side of the screen is checked, the information in that section does not require re-
verification. Figure 73 below depicts the flagged credentials.

| Prime Source Verification (PSV) for GIDEON CROSS

Prowider PSYW Summary | Privieges Documents

? | DEA Mumber
Mo Records Found.

=l Profes=ional Education 3

? |Degree Type Institution
¢ |[Doctor ef Medicine Qualifying Degree Unifermed

Post Graduate Training [Mo Data] [
=l Specialty [

? | Specialy Sub Specialy

» ﬁ“ Family Practice ALuddiction Medicine
| Malpractice Coverage [Mo Data][

Figure 73: Flagged Credentials

5.2 The Work List
CCQAS provides a work list to organize each Module user’s work list tasks. The work list,

depicted in Figure 74 below, may be designated as the first screen users see after they log in to
CCQAS.

i "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 09/25/2012 13:11:52 -05:00 # | Submil Ticket | Securiy Briefing | Logofi
CCOAS Adverse Actions System Supporting Medical Personnel Readiness” COICFVPY =

xxxx EOQUQ *4*

Risk Management Adverse Actions Reports System Help

Credentialing Privileging

WiorkList for CD1CFVPVY, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List | vy Appicat | Pending Appications | Submited I
0 =l
status: [Ooen Tasks x| Roke: [A1 =] Tasks start date between [1002/2011 [ ang [0sz82012 [FEe| Fiter & Hodule

e Ha Providers

7 |Urg5r|t ‘DueDalE "asl:
» | No

Date |'as|:tomplelenate Curr Priv Expiration |;

‘From-Ro\E; ‘Pmiider App Type Corps

CMg, CM9 (PSV)

» [No

081772012

» [No 08417/2012

PETERS, ROBERT (Provider) PETERS, ROBERT (Miltary) Ei e Corps 8727 2

v | Mo Application Ready for Review

Figure 74: Work List Screen for the CC/MSSP/CM

The following are important features of the Work List screen, which is depicted in Figure 75
below:
e The work list defaults to display tasks with Status = Open, which means users need to
take some type of action with respect to the listed application
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e When users select Completed from the Status pick list, the work list displays tasks that
have already been completed

e For those users who have multiple roles in the privileging process, they may display all
tasks in the same list by selecting Role = All; conversely, they may display only those
tasks associated with a particular role by selecting the desired role from the pick list

e The work list defaults to display tasks for the past year (360 days); days; the date range
for displaying work list items may be changed by entering the desired Start and End
dates, and then clicking the Filter button.

|WorkList for CD1CFVPY, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work Ligt | Wy Applications | Pending Applications | Submitted Applications |
Status: | Open Tasks ¥ | Role: | Al =] Tasks start date between [10022011 [F8%] ang

Figure 75: Status, Role, and Date Options for Work List

CCQAS sends an email notification to a user each time a new task is added to his or her work
list. The notifications function is explained in more detail in the following section.

5.3 Notifications

Efficient and timely processing of the online application package requires coordination between
all individuals involved with the privileging process without relying on face-to-face
communication. CCQAS supports notifications that consist of automated email messages sent to
individuals when action on a privilege application or other CCQAS-managed object is required.
This notification is sent to the primary email address associated with a user’s CCQAS account or
credentials record. It is important that any changes to this email address be updated in a timely
manner by either the user or the CC/MSSP/CM to ensure these notifications continue to reach
the targeted individual.

5.4 Types of Electronic Privilege Applications

CCQAS classifies privilege applications according to a Provider’s privileging status at a given
facility or unit, for a given assignment. There are several different types of electronic
applications, as listed in Table 1 below.

After an application is submitted and processed through the CCQAS workflow for the first time,
all subsequent applications are identified as one of the other application types.
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Type Description

1st E-App The first online application that is submitted by a Provider in CCQAS.

Modification An application for a modification of clinical privileges that were previously granted
or approved through the CCQAS workflow process at the assigned duty station. A
modification application maintains the original expiration date

Transfer (ICTB) Initiating an ICTB immediately generates an application for privileges at the
temporary duty location (i.e., gaining facility), unless specifically suppressed or the
UIC is not active on the privileging module.

Transfer (PCS) Initiating a PCS immediately generates an application for privileges at the new duty
location (i.e., gaining facility) if the UIC is active on the privileging module.

Renewal An application for renewal of clinical privileges which are due to expire, including
auto renewals which were previously granted through the CCQAS workflow process
at the same duty station. This also refers to any EAP completed after the first EAP
that is not a modification or transfer.

Table 1: Types of Electronic Privilege Applications

The following are important features of the electronic application:

e The application is pre-populated with a Provider’s most current credentials and
assignment information from the CCQAS credentials record

e Providers may not edit existing credentials information that has already been verified via
the PSV process, except to update expiration or renewal dates

e Providers may add new credentials to the application along with uploading supporting
documentation

e The application reflects the list of clinical privileges that were granted during the most
recent privileging action by a Provider’s current privileging unit or facility

e The section of the application containing the “Practice History” questions must be
completed prior to submitting the application. If a “Yes” response was submitted on a
prior online privilege application, the application pre-populates with the Provider’s
previous entries

e The section of the application containing the “Health Status” questions of the application
must be completed prior to submitting the application. If a “Yes” response was
submitted on a prior online privilege application for questions 5 ,6 or 7, the application
pre-populates with the Provider’s previous entries

e References are pre populated from the Credentials Record with a status of Current = No.
Providers should edit the References section to indicate which references are still current
or add new references

e Providers may upload scanned documents to the application, as appropriate

Newly-accessed clinical support staff (CSS) personnel and others who typically are not eligible
for privileging may also complete and submit an E-application that is used to update the CCQAS
Credential Record. This ensures their credentials information is completely and correctly
entered into the CCQAS database. Modification applications only apply to privileged Providers,
but CSS may also have Transfer (ICTB or PCS) or Renewal applications.
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A record of all privilege applications processed through CCQAS by an individual CC/MSSP/CM
is maintained on his or her My Applications screen, and may be accessed by clicking the My
Applications tab, as depicted in Figure 76 below.

Cregdentialing Privieging Risk Management Adverse Actions Reports

ViorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @
Work List | Ity Applications | _Pending Applications_|_Submitied Appications |
Provider Last Name: Show applications that were submitted between |10/11/2011 [l an [1o0sz0z | [ 3| Fiter

? |Urgem ‘Franjer |App\|calmn Type |Appl|calmn Status |Prn¢|15r Phone |App Submitted Priv Effective Priv Expiration =
_rl o ALLEN, PAUL 1stE-App Closed 123458 10/01/2012 10i01/2012 08/30/2014
i Lhin INRS_STFV/E 1stE-App Closed 0aMTz012 09172012 0gMTz012
| View LogiComments 15t E-App 0 Rev 09 12
TePR  f TstEAp Sutmited
| Cred Priv Letter o .
__| Urgent Application E TstE-App I Revew

oeneanz 08AE2012 08M7/2014

Figure 76: My Applications Screen

The following are important features of the My Applications screen:

e Users may search for a particular Provider application by entering the Provider Last
Name, and then clicking the Filter button

e The My Application screen defaults to display applications submitted in the past year.
The date range for displaying submitted applications may be changed by entering the
desired Start and End dates, and then clicking the Filter button

View Log/Comments
Initiate PAR:

Cred Priv Letter
Urgent Application

Terminate Application

Complete Application Process Remove
Figure 77: My Application Hidden Menu

The Pending Applications tab gives CC/MSSP/CMs visibility of all outstanding applications
that have not yet been submitted at their facility or unit. It also displays the time elapsed since
the application was created and the first email notification directing the provider to complete an
E-application in CCQAS was sent. Figure 78 below depicts the Pending Applications tab.

WorkList for CD1CFVPY, 27 SPECIAL OPERATIONS MEDICAL GROUP @
Work List My Applications || Pending Applications | A |
Show applications that were initiated bet'.';eenl“"ﬁ-""zmz [ ane I"G"GE"ZG'I2 | staws: Ipfﬂdiﬂg |=| | Fiter
2 |Provider | &ppiication Type | status ider Phone | 2pplication Task iniiated Number of Days Completing
+ | BISHOP, BRIAN st E-App Pending 2-147 0 10
v | CAROLLA, ADAM Pending 0 10
ST T Pend 0

| Notification Log nang

_ Terminate Application Pending 0

| Set Noncompliant Pending 0
v | ROSEN, ALLISON Pending 0 09/25/2012 10
+ | SIMMS, DAVE Pending 0 0 012 10
v | TEST112233554, WiLL Transfer (ICTB) Pending 08172012

Figure 78: ‘Pending Applications’ Tab
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When CC/MSSP/CMs select the Notification Log option from the hidden menu, the
Notification Log screen appears, as depicted in Figure 79 below. This screen indicates that a
Provider at a facility has a new, pending E-application that requires action. The message under
the Email Message section provides a detailed description of the action that needs to be
performed, as well as contact information for questions about the action. While the E-
application is in a pending status the provider is sent an email notification every 5 days up until
90 days when the E-application is deleted.

V’E" "A Worldwide Credentialing, Risk Management, and Messages(7)| Last Logon Attempt: 12/07/2012 10:19:37 -05:00 # | Submit Ticket | Security Briefing | Logofi
? Ccms Adverse Actions System Supporting Medical Personnel Readiness" W3ZR10

KEXK F OUO ERERR

Credentialing Privileging Reports

iy
Provider Date Sent |Email Address Email Message

JAMES, ALBERY | 12/068/2012 nchernyavskaya@asmr.com ‘You have a new, pending E-application for privileges that reguires action at W3ZR10 - USA DENTAC FT HOOD, Ft Hoed. To receive privileges to practice in this
facility, your application must first be submitted to the Credentials office. Please log in to CCQAS to complete and submit your application as scon as possible. To
access your work list in CCQAS, please use the link: __https:/iccgas. ced.disa. mil If you have any questions or concerns please contact the Credentials Office
below: W3ZR10 - USA DENTAC FT HOOD, Ft Hood Name: Marityn Delp Phone: (254) 287-2705 DSN Phone Number: 737-2705 Email Address:

Maritlyn Delp@amedd.army.mil Fax Number: (254) 287-1786 ™ This is an automated message. PLEASE DO NOT REPLY TO THIS E-MAIL. This address is not
monitored. == == If you cannot reach the Credentials Office and need access to CCQAS please contact the MHS Helpdesk email at (mhssc@tma.osd.mil) or call 1-
800-600-9232. *

Close

Figure 79: Notification Log Screen

Applications are assigned a status of Pending, Terminated, or Noncompliant. Applications are
considered Pending if they were generated during the date range specified at the top of the tab,
but have not yet been completed and submitted by the Provider. Applications in Terminated or
Noncompliant status are applications that were closed by a CC/MSSP/CM during the specified
date range, prior to completion of the review and approval process.

In order to terminate an application or designate it as noncompliant, CC/MSSP/CMs select the
desired action from the hidden menu for the application record. If CC/MSSP/CMs select
Terminate Application, they are required to enter comments explaining the reason for the
termination. Typically, an application is terminated if it was generated in error, or a Provider no
longer needs to request privileges at that time. If necessary, CC/MSSP/CMs may select the
option of Set Noncompliant.

Applications that are terminated or designated as noncompliant are removed from the Provider’s
work list and no further action may be taken on the application by Provider user.

CC/MSSP/CMs may reactivate a noncompliant application at any time by selecting Reactivate
from the hidden menu of actions, as depicted in Figure 80 below.
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i g "A Worldwide Credentialing, Risk Management, and

? Ccms Adverse Actions System Supporting Medical Personnel Readiness"

:I wkkk FDUD REEE

Credentialing Privileging Rizk Management

WorkList for CD1CFWVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List | Myapplications | Pending Applications | Submitted Applications |
Show applications that were initiated be‘fweenlﬂfv"ﬂwzm?% 'l and ID&-‘EIEJZIMB 'l Status: ITerminated x| | Fiter |
? |F‘r|:|vil:ler |A|:||:|Iicatiu:|n Type |Statu5 |Pruvider Phone |A|:||:|Iicatiu:|n Tazk Initiated
v | ML ER KFILLE Renewal Terminated 123458 072472013

~ MNotification Log

Figure 80: Reactivate Menu Item

5.5 Initial Review of a Privilege Application

After the Provider E-signs and submits his or her application online, the CC/MSSP/CM receives
a new work list item with Task = Application Ready for Review. The application may be
viewed from the work list by selecting Open from the hidden menu, as depicted in Figure 81
below, or double-clicking anywhere on the record line item.

ViorkList for CO1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List |_ MyAppiications | Pending Applications | Submitied Applcations |
& Hodul Mg, CNS =l
Status: [ Open Taske =] Role: [ Al =] Tasks start aate between [1071172011 [EB| ang [10052012 [EJs] | Fiter U“_'“ e
ser No Providers
2 [urgent [Due Date [Task |Role [From (Roke) [Provier |4pp Type |corps |Task Start Date [ Task Complete Date _|curr Priv Expiration | =]
i o cation Ready for Revisw CC/CMAMESP | TAYLOR, JAMES (Provider TAYLOR, JAMES (Mitary, 1stE-App | Wedical Service Corps | 10/05/2012

Figure 81: Work List Task — Application Ready for Review

CCQAS displays a message window asking CC/MSSP/CMs if they wish to assume
responsibility for processing the application. This message window is depicted in Figure 82
below. This feature was built into CCQAS to accommodate larger facilities and units in which
multiple staff members share the credentialing and privileging workload. 1f the CC/MSSP/CM is
the only staff member at his or her facility or unit who manages privilege applications, he or she
must select Yes. If the privileging workload is shared across staff members, CC/MSSP/CMs
only select Yes for those applications for which they are personally responsible.

Assign PAC

Would yvou like to take responsibility for processing this application?

Yes I Mo |
Figure 82: Assign PAC Screen

In order to move forward in the review process with this application, CC/MSSP/CMs must click
Yes; otherwise, the work list item remains active in all CC/MSSP/CMs’ work lists for the facility
or unit until ownership of the application is accepted. After it is accepted, the item disappears
from the work list of the other CMs/MSSPs/CCs, and is viewable only in the work list of the
responsible party.
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Accepting responsibility for processing the application has several implications:

e The accepting CC/MSSP/CM becomes the sole custodian of the privileging application
and the only credentialing staff member at his or her facility or unit who may route the
application for PSV, review, or approval; return the application to the Provider; or
terminate the processing of the application

e The accepting CC/MSSP/CM becomes the only credentialing staff member who receives
email notifications or work list items pertaining to the privilege application

e The accepting CC/MSSP/CM may reassign the application to another CC/MSSP/CM in
his or her unit or facility at any time during application processing, but, in doing so, will
lose custody of the application after it is reassigned

e The accepting CC/MSSP/CM receives the Electronic PAR associated with these
applications

After a CC/MSSP/CM accepts responsibility for the application by clicking Yes, the E-
application is returned as a series of tabs, which are explained in more detail in the following
sections.

5.5.1 The Provider Summary Tab

The Provider Summary tab is the first tab in the privilege application, as depicted in Figure 83
below. This tab displays demographic information that Providers entered into the Profile,
Identification, and Contact sections of the electronic application.

o use of Dt
e

Sani Corpa:

Beturn te Pravder 3 Re-awvgn COCUMESS Temrate

e FOUD

Figure 83: ‘Provider Summary’ Tab

The remainder of the credentials information in the application may be viewed by clicking the
View Credentials button, as depicted in Figure 84 below.
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Figure 84: *‘Expanded Provider Summary’ Tab

The screen refreshes to display all credentials entered into the privilege application for the
Provider. The following are important features of the expanded Provider Summary screen:

The credentials information is presented in read-only format; if changes or additions are
required, CC/MSSP/CMs must return the application to the Provider, who makes the
appropriate changes as instructed by his or her CC/MSSP/CM through either a comment
within the application itself, or outside the system through a telephone call or email
Specific sections in the application include data fields for documenting PSV information;
these fields may not be populated until the application is submitted for PSV

Each section of the application may be expanded or collapsed by clicking the [+] or [-] to
the left of the section label

A hardcopy listing of the whole electronic application package may be printed by
clicking Print Summary in the upper right-hand corner of the Provider Summary tab
CC/MSSP/CMs may add a note to the Reviewers by clicking the Empty Note ([3) icon
for a section. After a note is added, the Empty Note icon ([3) becomes a Filled Note (E)
icon. Only CC/MSSP/CMs have this capability. When routed to the Reviewers, the
Filled Note icon is replaced by a Red Flag icon (H) to indicate to the Reviewers that a
CC/MSSP/CM has added a note and that the Reviewers need to pay particular attention to
the section. Notes entered by a CC/MSSP/CM are viewable by the Reviewers during the
review process, but are not visible to a Provider.

Prior to processing the application, CC/MSSP/CMs should review all credentials information
entered by the Provider for accuracy and completeness.

5.5.2

The Position Tab

The Position tab, depicted in Figure 85 below, is the second tab in the privilege application.
This tab displays the information that Providers entered in the Position section of the electronic
application.
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Credentialing Privieging Risk Management

Provider Application Review - PARKER SMTH, 244838883

Provider Summary \ Position Privieges Documen s Comments
[— ey
- Position

Provider Category: | Dentist
putysecton: [ |
Duty Pnune:l—
Date Reported to Current Assignment: [ [5|
Projected Rotation/Permanent Change of Station Date: |—

Are you requesting privieges at this time? & ves o
Type of Privieges Requested. 'I
Type of Appointment Requested vI

© The E-app allows for privileges to be requested at multiple UICs

|uie Name | Location Request Admitiing Privileges?

[¥ CDICFVPV 27 SPECIAL OPERATIONS MEDICAL GROUP @ 27 MDG/SGHC, NM = Parent
[# | FFLOLD 161 MDG @ 3200 E Old Tower Road, AZ [ Branch Clinic
© The E-app allows for Age Groups to be set at multiple UICs.
Neonates Infants Children Adolescents “Young Adults Adutts Geriatrics.
uic (Birth-28 days) (1-24 months) (2-12 years) (13-17 years) (18-23 years) (24-85 years) (85 years)
CDICFVPY = = ] | ] F -
FFLOLO | | r | r - r

| Return to Provider | PSV | Re-assion coicumisse | Terminate | Close \

Figure 85: Provider Privilege Application ‘Position’ Tab

The Position tab allows CC/MSSP/CMs to determine what type of Provider submitted the
application and whether or not clinical privileges are being requested with the application. If the
Provider is a member of the CSS, his or her application does not include a request for clinical
privileges. The Position tab also allows CC/MSSP/CMs to view all UICs where the Provider
has requested privileges via his or her e-application, as depicted at the bottom of the screen in
Figure 85.

Providers who request admitting privileges must do so by checking the Requested Admitting
Privileges check box on the Position tab.

Note: It is imperative for CC/MSSP/CMs to verify whether the Provider is requesting privileges
with this application. If the Provider selected the No radio button, but it is believed that this
Provider should be privileged, CC/MSSP/CMs should consult the Provider and/or the clinical
supervisor to confirm. The application should be returned to the Provider with the instructions to
edit the application with his or her request for privileges.

CC/MSSP/CMs can edit the type of appointment and type of privileges requested fields on the
Position tab. This is the only information in the application packet that CC/MSSP/CMs may edit
at this point in the application process.

CC/MSSP/CMs can edit the remainder some of the fields on the Position tab. This is the only
information in the application packet that CC/MSSP/CMs may edit at this point in the
application process. If CC/MSSP/CMs change any information previously entered by the
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Provider, the Provider should be notified regarding the nature and justification for the change;
otherwise, CC/MSSP/CMs may return the application to the Provider for him or her to make the
change as instructed.

Based on the privilege approval date, CCQAS automatically calculates the privilege expiration
date based on the type of appointments Providers select for one year for initial appointments, or
two years for all other appointments.

Based on the privilege approval date, CCQAS automatically calculates the privilege expiration
date based on the type of appointment one year for initial appointments, or two years for all other
appointments.

5.5.3 The Privileges Tab

The Privileges tab, depicted in Figure 86, lists all of the privileges associated with the specialty
or specialties in which a Provider is requesting privileges, at parent and branch clinics, and his or
her requested delineation for each privilege item.

Note: CC/MSSP/CMs or MPL Administrators should already have configured the privilege
catalog to indicate which privileges their facility can or cannot support. The system
automatically displays non-supported privileges as Not Supported when the application is
routed to the Reviewers. Providers, however, should be instructed to request all privileges they
are qualified to perform, regardless of what is or is not supported.

Credentialing Priviieging Risk Management Reports I
[Provider Review - PARKER SMITH, 244388888 ]
Provider Summary | Posttion I Privieges | Documents Comments.
CDICFVPY | FFLOLO
Priviiege Category: | General Dentistry (=] sart by: [Entersd Order x|

General Dentisiry
Hospial Bentisiny =
= 3 General Dentistry ¥~

= =3 Version 1.0

=) =y Scope
Privilege(s, Provider
C The scope of privileges in general dentistry includes the evaluation, diagnosis, consuttation, management, and provision of therapy and treatment for patients of all ages presenting with

condtions or disorders involving the oral cavity and its associated structures. Dentists may assess, stabilize, and determine dispostion of patients with dental dissases and disabilties or e
dysfunctions. They order and interpret radiograghs and diagnostic tests to determine the type and extent of dental diseases. Dentists restore health and function of carious, fractured, =
otherwise defective testh and perform routing preventive, periodontal, aral surgery, endodontic, and prosthodontic treatments
=) 4 Diagnosis and Management (D&M ):
Privilege(s, Provider

Jaw relations records Fully Competent

=) ‘=3 DaM Advanced Priviieges (Requires Addtional Training)

Privilege(s| Provider
Cephalometric radiograph analysis Fully Competent
Nensurgical management of temporomandibular disorders: Fully Competent

= 3 Prosthodontics:
Privilege(s Provider J

Return to Provider | PSV || Reassign coicumsse | Terminate J Close

Figure 86: ‘Privileges” Tab for General Dentistry
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The following are important features of the Privileges tab:

e All privilege delineations are read-only to CC/MSSP/CMs; if changes in privilege
delineations are needed, CC/MSSP/CMs must return the application to the Provider with
a request to make the appropriate changes

e Privilege lists contained within folders (:-3) may be expanded or collapsed by clicking
the [+] or [-] to the left of the icon

e The Privileges tab is inactive for applications submitted by CSS personnel or Providers
who are not requesting clinical privileges with their application

CC/MSSP/CMs should review the Privilege Category drop-down list (depicted in Figure 86
above) on the Privileges tab to identify all specialties for which the Provider is requesting
clinical privileges. This information is required when assigning individuals to review the
application, since multiple Level 1 Reviewers are generally needed if the Provider is requesting
privileges in more than one specialty.

5.54 The Documents Tab
CCQAS enables users to upload documents into the Documents tab that are needed to support
the privileging process and maintain current credentials records.

Credentialing Privieging Risk Management Adverse Actions:

Provider Application Review - JAMES TAYLOR, 100554444

Frovider Summary | Fosition Frivileges | Documents Comments

© Providger Decuments  (* PARs/Snapshots

Fiter by File Type: | Al =

? ‘I-I'F ‘Apphcancn Type ‘FHE Type ‘Dea:r\pt\cn Created Date ‘
» | CD1CFVPY, 27 SPECIAL OPERATIONS MEDICAL GROUP @, CANNON AFB 1st E-App Application Packet E-Signature Complete 10/5/2012 8:58:58 AM

Figure 87: ‘Documents’ Tab for PAR Snapshot

Privieging Risk Management

Provider Application Review - PARKER SMITH, 244398385

Provider Summary | Posttion Privileges || Comments.

= provider Documents ¢ PARs/Snapshots

Filler by File Type: | Al =

‘ Add | Scanning Tips ‘

7 |FHe Type |User‘s Name Users UIC Upload Date File Name File Short Description Status ‘
» | Licenses CM33 CM33 CDI1CFVPV 8/5/2013 1:30:03 PM Snapshot PA Review Complete State License

Figure 88: “Documents’ Tab for Provider Documents

The following are important features of the Documents tab:

e Provider Documents or PARs/Snapshots documents may be displayed by selecting the
appropriate radio button at the top of the tab, as depicted in Figure 87 and Figure 87
above.

e The list of documents associated with the application may be searched by selecting the
desired document type from the Filter by File Type pick list

e The document may be viewed by double-clicking on the line item, after which a File
Download dialog box appears. Click Open to view the document, or click Save to save
the document in your hard drive or some other storage device

e Provider Documents:

CCQAS 2.10 User Guide 66



In order to be uploaded into CCQAS, each individual document must be 5 megabytes
(MB) or less in size and have a .pdf, .jpeg, or .gig file extension

The summary line for each uploaded document includes the type of document, when
it was uploaded and by whom, and the name of the file that was uploaded

The User Name reflects the individual who uploaded the document to the application
and the Upload Date reflects the date and time the document was originally uploaded

PAR/Snapshots:

Snapshots are CCQAS-generated PDF files of the privilege application created each
time the application is E-signed by a Provider, when the PSV is completed and when
the PA’s final decision is entered.

After PA approval, all previous snapshots will be removed for that privileging action
For Clinical Support Staff, PSV complete is the last snapshot saved

CCQAS allows Providers to upload specific types of documents into their application prior to
submitting it, including the following:

License, certification and/or registration

Diploma

Specialty Board Certifications

ECFMG Certification

Training Certificates

Continuing Medical Education/Continuing Education Units (CMEs/CEUS) (continuing
education training documents)

Proof of contingency training (e.g., Basic Life Support [BLS]; Advanced Cardiac Life
Support [ACLS]; Pediatric Advanced Life Support [PALS]; Combat Casualty Care
Course [C4]; Chemical, Biological, Radiological, and Nuclear [CBRNE], etc.)

When Providers upload any documents into the application, they are listed on the Documents
tab when a CC/MSSP/CM receives the application. CC/MSSP/CMs may also upload a
Provider’s documents into CCQAS, as well as other document types that the Provider does not
have permission to upload, by clicking the Add button. Figure 89 below depicts the Add
Documents screen, where Providers and CC/MSSP/CMs can upload documents.
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Credentialing Privileging Rizk Management Adverse Actions

Provider Application Review - JANMES TAYLOR, 100554444

Documents

- I
File Short De=cription: [ ing Information

dix-0 - Request to Exercize Privieges — e I
Applications for Privilegez and Medical Staff Appointment
Certifications
Clinical Performance Evaluations/Performance Aszesament Reports
Clinical Privilege Liste/Delinsations
Contingency Training Decuments (BLS, ACLS, CERNE, stc.}
Continuing Health Education Listings/Recerds (CME, CDE, CEU, tc.)
Curriculum Vitag
DEA/DoD Fee-Exempt Statements of Understanding
OPDB Report
Diplomas
ECFMG Certification
FSMB Query Results
Historical
ICTH=
Legal Decument (court erders, &tc.)
Licenses
Malpractice Information
MECS File
NPDB/HIPDB Query Resultz
Motification of Privieges Granted (outzide CCQAS)
Other
Postgraduate Training Certificates
Privacy Act Statement
Provider Activity File (PAF) Documents
Reference Forma/Letter
Regiztrations
Specialty Board Certification(z) ;I

Figure 89: Add Documents Screen for CC/MSSP/CM

File to be Uploaded:

Cloze

During the EAP completion process Providers can view all documents uploaded in CCQAS,
regardless of who uploaded the document into their application. Prior to the submission of an
application, Providers may delete documents they uploaded and associated with their application.
After an application is submitted and PSV’ed, the attached documents may no longer be deleted.
After the application is routed for review, documents uploaded by Providers can no longer be
deleted.

5.5.5 The Comments Tab
The Comments tab displays a summary record for all comments entered into the application as it
proceeds through the review process. Figure 90 depicts the Comments tab.

ot "4 Worldwide Credentialing, Risk Management, and Last Logon Attempt: 08/02/2013 17:56:28 -04:00 # | Submit Ticket | Security Briefing | Logoff|
? Ccms Adverse Actions System Supporting Medical Personnel Readiness” CDICFVPV
#rx EQUO ****

Credentiaiing Privieging Risk Management Reporls |}

| Provider Application Review - PARKER SMITH, 244898989 |

Provider Summary _ | Posttion [ Privieges Documents || Comments

| Add Role: | A1l Roles »
? |Roke |user | ction Comment Date
+ |Provider SMITH, PARKER Provider Submit 04152013

Figure 90: ‘Comments’ Tab

The complete record of the comments may be viewed by selecting View from the hidden menu
of actions for the summary record. A new comment may be added by clicking the Add button,
as depicted in Figure 91.
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Provider Application Review - JANES TAYLOR, 100554444

Comment

Comments: :I

Cloze |

Figure 91: Add Comments Screen

Providers may or may not be able to view comments entered into the submitted application,
depending on when they were entered. Comments that Providers can view include the
following:
e Comments entered by Providers when they submit their application
e Comments entered by CC/MSSP/CMs if/when an application is returned to Providers
with a request for edits or additional information on the application

Providers cannot view comments generated during the application review process, such as those
entered by CC/MSSP/CMs on the Provider Summary screen or comments entered by
Reviewers when they issue their recommendation for or against approval of the application. All
review comments are maintained as part of the historical record for the application, but viewable
only to those directly involved in the application review process.

5.5.6 Taking Action on a Privilege Application

After reviewing the privilege application for completeness, CC/MSSP/CMs are ready to take
action on the application. To do so, they must select one of the buttons provided at the bottom of
any tab within the application package (see Figure 92 below):

e The Return to Provider button routes the application back to a Provider who originally
submitted it. CC/MSSP/CMs are required to unlock the section(s) and enter comments or
instructions to Providers when they select this option. Providers then receive an email
notification and a task, instructing them to access CCQAS, review the CC/MSSP/CM
comments and modify the application accordingly

e The PSV button submits the application for PSV, which may be done by CC/MSSP/CMs
or CVOs. Further processing of the application may not be performed until the PSV
process has been completed

e The Re-assign CC/MSSP/CM button allows users to turn over ownership of the
application to another CC/MSSP/CM in their respective facility or unit (refer to Section
5.5.7)

e The Terminate button halts the application process immediately. The application may
no longer be processed, but CCQAS retains a read-only copy of the terminated
application, which may be accessed from the Applications tab

e The Close button closes the application, which users may reopen later. When users click
this button, they are returned to their work list
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Return to Provider | PSV | Re-az=ign CCICM/MSSP | Terminate Cloze

Figure 92: Action Options for E-Applications

5.5.7 Reassigning Ownership of an Application to Another CC/MSSP/CM

If a CC/MSSP/CM has already accepted responsibility for an application and determines that the
application should be handled by another CC/MSSP/CM in the same facility or unit, the custody
of the application may be transferred to the other individual by clicking the Re-assign
CC/MSSP/CM button, as depicted in Figure 92 above. When selected, a window opens as
depicted in Figure 93 below. It contains a pick list of all available CMs/MSSPs/CCs in the
facility or unit to whom responsibility for the record may be transferred.

Re-assign CCICM/MSSP

Current CC/CM/MSSP: CM33 CM33
Available CC/CMMSSP UEEFEZI CW34, CM34 LI

Submit | Cancel

Figure 93: Re-assign Screen

After CC/MSSP/CMs click Submit (refer to Figure 93above), full ownership of the application
is transferred to the individual they selected.

CCQAS also allows users that have been granted the “PAC Supervisor” role the ability to
reassign applications on behalf of CMs/MSSPs/CCs in their UIC. The “PAC Supervisor” role is
explained in more detailed in Section 5.18 — Managing Privileging Workload: The PAC
Supervisor Role.

5.5.8 Taking Ownership of an Application from another CC/MSSP/CM

The Application Reassignment function may be used in situations where ownership of one or
more privilege applications must be transferred to a different CC/MSSP/CM, but the
CC/MSSP/CM who is currently responsible for the application(s) is not available to initiate the
reassignment. The Application Reassignment button is located at the bottom of the work list
tab, as depicted in Figure 94 below.

Application Reassignment |

Figure 94: ‘Application Reassignment’ Button

When CC/MSSP/CMs click the Application Reassignment button, the Application
Reassignment screen appears, as depicted in Figure 95 below. This screen displays all
applications submitted within the last year that are associated with a user’s facility or unit.
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Application Reassignment for WiHHAA , USA LANDSTUHL RMC

8 Thiz application reazsignment process iz & backup measure to allows CCICMMSSER users to take over ownership of a priviege spplication that was originally assigned to another CCICMMSSP user. T
CCICMMSSP iz not avallable to reassion the priviege application.

Provider Last Mame: I Showr applications that were submited between IDTMBQDDB 'l and ID”DBQDDT 'l Go |

? |Providar Application Status ‘Provider Phone |App Submitted ‘App Effective
v HOULIHAN, MARGARET In Revigw (416) 263-8366 07062007

+ |PIERLCE, BEMJAMIN Complete (915) 569-2800 062172007 06/2142007

¢ PIERCE, BEMJAMIN Complete (913) 563-2800 0672572007 07 0452007

Submitte:d (454) 098-6746 07082007

Figure 95: Application Reassignment Screen

The following are important features of the Application Reassignment screen:

e Users may search for a particular Provider’s application by entering the Provider Last
Name and clicking the Go button at the top of the page

e The Application Reassignment screen defaults to display applications submitted in the
past year; the date range for displaying submitted applications may be changed by
entering the desired Start and End dates, and then clicking Go

e Users obtain ownership of an application by selecting Reassign to Self from the hidden
menu of actions, as depicted in Figure 95 above

The Application Reassignment functionality only allows applications to be reassigned to
another CC/MSSP/CM within the facility or unit where the application was submitted.
CC/MSSP/CMs may not take custody of a privilege application in a different facility or unit for
which they do not have the appropriate permissions to function in the role of a CC/MSSP/CM.
An application may be reassigned to another CC/MSSP/CM at any point in the application
process.

5.5.9 Setting an Application as Urgent

In situations where applications require immediate attention by the clinical staff, CCQAS allows
CC/MSSP/CMs to flag an application with an urgent status. This action is performed by
selecting Urgent Application from the hidden menu of actions on the My Applications screen,
as depicted in Figure 96 below.

Vork List |ty agpicatons | Pending Applications | Submitted Appiic
Provider Last Name: I Show applications that were gubmitted between
? (Urgent |F‘r|:x-id5r |Applicaticn Type A
b |H.n. A1 1LER B&LL 1Et E-n;; [
— View Log/Commentz 1stE
st E-App (
| Intiate PAR o
" Cred Priv Letter 1stE-App I
B Urgent Application T et E-App

Figure 96: Urgent Application Menu Item
The Urgent Application window opens, as depicted in Figure 97 below. Users select the Add
Urgent Status radio button, enter Comments explaining the details of the urgency, and click
Submit.
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0 By adding/removing urgent status to thiz application all azzociated worklist tems wil be marked as well from thiz
peint forth.

% add Urgent Status " Remove Urgent Status
Comments:
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Figure 97: Urgent Application Window

A confirmation message is displayed, as depicted in Figure 98 below.

Windows Internet Explorer EI

I?-.

\_.\/ Are you sure you want to mark this application as urgent?

K I Cancel |

Figure 98: Urgent Application Confirmation Message

After users click OK, the work list is refreshed and the Urgent column for the application is now
set to Yes. The explanatory comment that was entered may be viewed by selecting View Urgent
Comment from the hidden menu of actions for the task on the Work List tab, as depicted in
Figure 99 below.

WorkList for CB1CFVPW, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List | My Applications | Pending Applicatiocnz | Submitted Applications |
Status: | OpenTaske 7| Role: |4l =] Tasks start date between [10/11/2011 [E¥] ana [100572012) ] | Fiter |
? |Urgsnt |Dus Date |_ask |F‘.0Is |Fr0miF‘.uIs; |Pru-.-i:|sr
L E;ﬁen =~} CompletedAction Reguired CC/ICM/MSSP | CMS, CMS (PSWV) KENT, TRACY (Military)

lication Ready for Review ce

WMSSP | TAYLOR, JAMES (Provider) TAYLOR, JAMES (Miltary)

v 0 P= CompletelAction Required CC/ICMMMSSP | CMS, CMS (PSW) REDDING, OTIS (Military)

+ | No Setup PAR CC/ICMMSSP | Nia JOBS, STEWVE (Military}

Figure 99: Urgent Application Task

If CC/MSSP/CMs wish to remove the urgent status of the application, they may do so at any
time during application processing using the same steps listed above. When CC/MSSP/CMs
select the Remove Urgent Status option and click Submit in the Urgent Application window
(depicted in Figure 97 above), the urgent status is removed.

5.6 Routing a Privilege Application for Primary Source Verification

After CC/MSSP/CMs review the application package and determine that it is ready for
processing, they may submit the application for PSV by clicking the PSV button located at the
bottom of the application screen, as depicted in Figure 92.
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Return to Provider | PSV | Re-assign CL/CHMSSP | Terminate | Clos |

Figure 100: Action Options for E-Applications

A new window opens, and users select whether the PSV function will be performed in the
CC/MSSP/CM or CVO role. After selecting the appropriate option, click Submit. Figure 101
below depicts the Select PSV screen.

Select PSV

Pleaze =elect from the following:

¥ P2V by CO/CMMEEP (Wil not include VO in Application Routing) Task due date if required

" psv by CVO (Will include CWO in Application Routing) '

Submit | Cancel |

Figure 101: Select PSV Screen

e When users select PSV by CC/MSSP/CM, a new work list item is generated for all
CC/MSSP/CM personnel in the facility or unit who hold PAC Role permissions; one of
those individuals must then assume responsibility for the application prior to conducting
the PSV

e When users select PSV by CVO, a new work list item is generated for all individuals
who have CVO Role permissions in the designated CVO unit; one of those individuals in
the CVO unit must assume responsibility for the application prior to conducting the PSV

e Users may enter a task due date if the PSV is required by a specific date

e Regardless of who performs the PSV function, the individual conducting the PSV
maintains ownership of the application until PSV is completed or the application is
returned to the responsible CC/MSSP/CM. The application cannot be routed for review
until all required PSVs have been completed

The processes for PSV of the privilege application are addressed in the following sections.

5.7 Primary Source Verification of a Privilege Application by CC/MSSP/CM
When users select PSV by CC/MSSP/CM as the means for PSV, a new task is generated for all
individuals who have permissions to perform PAC Role functions for their facility or unit.
Figure 102 below depicts the new PSV task that displays when users select this option. Users
may view the application from the work list by selecting Open from the hidden menu, or by
double-clicking anywhere on the record line. The PSV task may also be reassigned to another
CC/MSSP/CM by selecting Reassign Task from the hidden menu.

WorkList for COMCFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List ‘ My Applications | Pending Applications | i Auulicatinns‘
CMg, CMg
Status: [ OpenTazke 7] Rl [ 41 =] Taske start date between [10/1172011] [ESIF| ang [10052012) [Es] | Fiter | ' Hodule

ez Ho Providers

? |Urgsnt |Du5 Date |’ﬂs|z
v Wes PSV

j::z _7:

v | Ne

|Role [From (Role) [Proviger |4pp Type  |corps Task Start Date | Task Complete Date | Curr Priv B>
cere Mg, CMS (PSV) KENT, TRACY (Miltary} IstE-App | Medical Corps DeM92012
cne (PSV TAYLOR, JAMES (Mitary) 1stE-A

pletelaction Reguired

Medical Service Corps

lete/Action Required

REDDING, OTIS (Miltary) 1stE-App  Dental Corps

JOBS, STEVE (Miltary) 1stE-App Medical Corps 08172012 081772012
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Figure 102: Complete PSV Task

A window opens, as depicted in Figure 103 below, with a message asking CC/MSSP/CMs if
they accept responsibility for the PSV of the application. This feature was built into CCQAS to
accommodate larger facilities and units, in which multiple credentials staff members share the
PSV workload.

Assign PAC

Would you like to take rezponsibility for the PSV of thiz application?

Yes | No I

Figure 103: Assign PSV Screen

After CC/MSSP/CMs click the Yes button, the application package opens and displays a series
of tabs. The first tab is the Provider PSV Summary tab, as depicted in Figure 104 below. The
Provider PSV Summary screen displays expanded sections of the privilege application that
require PSV action.
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Figure 104: Provider PSV Summary Screen

Important features of the Provider PSV Summary screen include the following:
e Sections of the application which contain no data automatically collapse and display “(No
Data)” next to the section header
o All sections of the application may be expanded or collapsed by clicking Expand All or
Collapse All, respectively, in the upper right-hand corner of the screen

CCQAS 2.10 User Guide 74



¢ Individual sections of data may be expanded or collapsed by clicking [+] or [-],
respectively, to the left of the section header

e Comments may be associated with each section of the application by clicking the empty
notes icon ([3); the presence of comments for that section is indicated by the filled notes
icon (B)

e The presence of a Verified checkbox on the right-hand side of the screen indicates the
sections of the application that contain data requiring PSV; after the PSV of that section
is complete, CCQAS auto-populates the Verified checkbox with a check mark

e When processing the 1% E-application for existing Providers, none of the Verified
checkboxes are checked, unless the PSV information for previously verified credentials
was documented in the Provider’s CCQAS credentials record. A paper copy of the whole
application package may be obtained by clicking Print Summary in the upper right-hand
corner of the Provider Summary tab

CC/MSSP/CMs may perform one of several actions using the buttons provided at the bottom of
any tab within the application package:
e Print sends the Provider PSV Summary screen to the printer configured for a user’s
workstation
e Complete PSV completes the PSV process. This button is only enabled after all PSV
requirements have been met for the application package
e Complete PSV by CVO allows the CC/MSSP/CM to reassign the Complete PSV task to
the CVO
e Return routes the application back to the CC/MSSP/CM who has ownership of the
application; the person in the role (whether it is CVO or CC/MSSP/CM) performing the
PSV is required to enter comments explaining why the application is being returned. The
CC/MSSP/CM then receives a new work list item indicating that the application has been
returned without a completed PSV
e Print Consent generates an e-signed Statement of Consent for Release of Information
and Release from Liability form that may be submitted, as needed, to obtain primary
source verification of a Provider’s credentials information
e Close closes the application, which may be reopened later

Users may view the details and/or document the PSV information for each credential by
selecting Update from the hidden menu, or double-clicking the record line.

The PSV Information block of each section requiring PSV should be completed as the
individual credential is being verified, according to the method of verification that is used.
Figure 105 below depicts the PSV Information section.

Any unusual circumstances surrounding the credential or the verification of the credential should
be noted in the Remarks box. Users may edit information pertaining to the credential being
verified, but they may not edit information that uniquely identifies the credential. Following
PSV of the credential, users click Save to return to the PSV Summary screen. The name and
position of the user who conducted the PSV is automatically recorded in the PSV Information
block after users enter and save all PSV information.
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Figure 105: PSV Information Section

Note: Inthe PSV Information block, different data fields are required, depending on which
PSV Method radio button users select. Users must complete as much of the PSV Information
block as possible, according to the PSV method used.

The sections of the application that require PSV include the following:

State License/Certification/Registration: All currently-held state
licenses/certifications/registrations must undergo PSV each time a privilege application is
processed. All current active licenses/certifications/registrations must undergo PSV each
time a privilege application is processed. Inactive or Expired licenses which were not
previously PSV’ed must all be PSV’ed at least one time.

National Certification/Registration: All currently-held national
certifications/registrations must undergo PSV each time a privilege application is
processed. If a Provider holds no national certifications/registrations, the Verified
checkbox is automatically checked (NCCPA)

Professional Education: The Qualifying Degree, Qualifying Certificate, or ECFMG
certification, requires a one-time PSV

Post-Graduate Training: All post-graduate training records listed in this section of the
application require a one-time PSV

Specialty: CCQAS requires PSV of board certification for physicians and dentists who
are American Board of Medical Specialties (ABMS), American Osteopathic Association
(AOA), or American Dental Association (ADA) board certified. Specialties with a level
of training other than Board Certified do not require documentation of PSV in CCQAS
References: All current references listed in a Provider’s application may undergo PSV
when a privilege application is processed. It may be appropriate to select the radio button
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for PSV Not Required on a renewal application. The PSV section must be completed
for all current references. If a letter or other written reference was submitted, the
document should be scanned into CCQAS and the name and date on the letter should be
entered in the PSV Information section for the reference with Method = Written
Correspondence

Note: If a PSV is performed via email and the email address of the point of contact (POC) is
documented in CCQAS, Privacy Act rules dictate that the individual, whose email address is
being stored in CCQAS, must be notified of this fact in writing. Until such time as CCQAS
provides an automated notification capability, the user should generate an email to the POC,
informing him or her that “the POC’s email address information is being stored in CCQAS for
quality assurance (QA) purposes.”

After all required PSVs have been completed in the credentials sections of the application, the
Request Query box on the NPDB section (refer to Figure 106 below) of the application
becomes enabled. The performance of the required NPDB query should then be completed
according to established Service and facility procedures. All NPDB queries for Navy facilities
are performed centrally by the NPDB Manager.

The performance of the required NPDB query should then be completed according to established
Service and facility procedures. All NPDB queries for Navy facilities are performed centrally
every two days by Service-level personnel only. Air Force CVOs also perform queries centrally
for Air Force facilities, but Army and Air Force personnel may perform the queries locally. All
three Services use the automated NPDB Batch Query function, but Army and Air Force
personnel may also perform queries without using this function.

If the automated NPDB Batch Query function is used to perform NPDB queries,
CC/MSSP/CMs must check the Request Query box. This action results in the inclusion of a
Provider’s name and information in the NPDB batch query report generated by CCQAS to
perform NPDB queries. When the system has included the Provider’s name in the batch query
report, it automatically un-checks Request Query, checks the Query Result Pending box, and
places the corresponding date in the Last Query Date field. When the query results are
received, CC/MSSP/CMs must manually enter the result for each query by selecting one of the
options under the Adverse Information on File block for each record. Click the Save button,
located on the left-hand side of the NPDB section header, to complete the NPDB section of the
PSV process.

CCQAS 2.10 User Guide 77



/= NPDB /HIPDB | FSMB [ Verified
| Help?
~National Practitioner Data Bank (NPDB) Information
T . =] Resut Date - =] Adverse Information On File: Remarks
— - - - O ves -
[~ Request Query ™ Query Resutts Pending = E
€ o
€ o, but was previously Yes =l
NPDB Website
~Healthcare Integrity and Protection Data Bank (HIPDB) Information
e L. =] Resut Date - =] Adverse Information On File: Remarks
. o - - O ves -
[~ Request Query ™ Query Resutts Pending = E
€ o
' No, but was previously Yes =l
~Federation of State Medical Boards (FSME) Infor
Lastoueryate:| | [EE) pesutpae: | | B Adverse Information On File: Remarks
_— B - 3 © ves -
[T RequestQuery ™ Query Resutts Pending = El
€ o
€ o, but was previously Yes =l
~Other Reporting Agency
by - = pesstoae:| | (B Adverse Information On File: Remarks
0 ves —
Databank or Agency ™ Query Resutts Pending B
© no
' No, but was previously Yes |

Figure 106: NPDB/HIPDB Section

Army and Air Force users may also perform NPDB queries manually without using the NPDB
Batch Query function. For manual NPDB queries, Army and AF users should enter the Last
Query Date, the Result Date, and the results of the NPDB query directly onto the PSV screen
and save the information by clicking the Save button in the upper left-hand corner of the section.
Regardless of how the query is performed, the Last Query Date and Result Date must be
entered and one of the radio buttons under Adverse Information on File must be selected in
order to save and complete the NPDB section of the application. Any findings returned from the
NPDB query should also be uploaded as a document under the Documents tab in the application,
according to the Service and facility procedures.

A warning message displays, informing users that the new Last Query Date does not match the
most recent entry into the Provider’s credentials record. Figure 107 below depicts the warning
message. Under most circumstances, this situation is expected, and an overwrite of the date in
the credentials record is appropriate.

Windows Internet Explorer x|

9P The MPDB query date you have entered is not the same as the query date entered in Credentials.
‘3/ Are you sure you want to overwrite this date?

Click OK to continue or Cancel to use Credentialz date.

0K I Cancel |

Figure 107: NPDB/HIPDB Update Warning Message

If users click OK, CCQAS automatically updates the Last Query Date and the Result Date in
the credentials record to reflect the most recent query date.

Note: The requirement to perform Federation of State Medical Boards (FSMB) queries is
generally limited to Providers working in Air Force facilities with a practice history prior to
January 1, 1995. Questions regarding FSMB query requirements should be directed to your
Service Functional Representative.
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The PSV may not be completed until all required credentials have been verified and the results of
the NPDB query have been entered and saved on the PSV screen.

Note: CCQAS allows any NPDB query performed within the past 90 days to fulfill the NPDB
query requirement for the PSV process. Thus, if the Last Query Date in the NPDB section of
the privilege application is less than 90 days old, a new NPDB query is not required by CCQAS.
Users may simply click Save to accept the previous query information and complete the PSV
requirement. A new NPDB query, however, should be performed in accordance with Service
policy or if specific questions arise regarding a Provider’s competency or performance.

The remaining tabs in the PSV view of the privilege application, the Documents tab, and
Comments tab, are similar in form and function to the tabs described in Section 5.5.4, and 5.5.5,
respectively.

After all PSVs have been completed, and the NPDB query information has been saved, the
Complete PSV button at the bottom of the screen is enabled. When users click the Complete
PSV button, a message displays that confirms the completion of the PSV process, as depicted in
Figure 108 below.

Windows Internet Explorer x|

L] 'j The Prime Source Verification process has been successfully completed.
L

Figure 108: PSV Complete Message

The completion of the PSV process has the following implications:

e The application is returned to the CC/MSSP/CM who has ownership of the application

e The application is ready for the responsible CC/MSSP/CM to route it through the review
process

e The credentials information entered into the electronic application is used to populate or
update the Provider’s permanent credentials record in CCQAS. If the Provider is newly
accessed into military service or employment, the application is used to populate the
credentials record; if the Provider already has an active credentials record in CCQAS, any
new information in the privilege application is used to update the credentials records
already residing in CCQAS

e For Clinical Support Staff, PSV completes the application process

5.8 Primary Source Verification of a Privilege Application by the CVO

The process for PSV by CVO staff is identical to the process described in Section 5.7. The only
difference is that custody of the record is transferred to the UIC associated with the CVO
function for the PSV process. Following completion of the PSV, the privilege application is
automatically routed back to the CC/MSSP/CM who has ownership of the application.

If the CVO and the CC/MSSP/CM at the unit share the PSV responsibility, they must do so in a
manner that allows only one or the other to have ownership of the application at any given time.
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For example, the CC/MSSP/CM may perform some of the PSV on an application, and then click
the PSV by CVO button at the bottom of the application to submit the application directly to the
CVO. After the CVO performs his or her portion of the PSV, the application may be returned to
the CC/MSSP/CM by clicking the Return button, or the PSV may be completed by clicking the
Complete PSV button.

5.9 Building Workflow for Application Review

Following completion of the PSV, the application is returned to CC/MSSP/CMs for routing
through the application review process. CC/MSSP/CMs receive a new work list item, Task =
PSV Complete/Action Required, as depicted in Figure 109 below.

WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List | My Applications ‘ Pending Applications | Appl\catinns‘

Statua'loﬁfﬂ Tasks =l Rcls'ln" x| Tasks 3tarldatsr:stwssnI‘W"‘H"ZG‘H [HBl=| ana |1U.-‘US.-‘ZU1Z 'I Fitter U(irl-mdu

‘Prc-.-idsr

KENT, TRACY (Miltary)
TAYLOR, JAMES (Miltary}
REDDING, OTIS (Miltary})
JOBS, STEVE (Military)

Task Start Date “ﬂal: Complete

? ‘Urgsnt |Dus Date |_53}.
e

Figure 109: PSV Complete/Action Required Task

Note: If the application was submitted by a CSS member or a Provider that is not requesting
privileges, at the completion of the “Complete PSV” task the application is automatically closed
by CCQAS. A read-only version of the application is permanently stored in the Provider’s
Applications tab as part of the Provider’s historical record and the PSV Complete,
PARs/Snapshot is available in the Documents section of the Provider credentials record. The
My Applications tab only stores the Task Log for the application that a CC/MSSP/CM has
ownership of.

If a Provider is requesting clinical privileges with his or her application, CC/MSSP/CMs may
initiate application routing by clicking the Routing button at the bottom of the screen within the
Provider’s application, as depicted in Figure 110. The Routing button is only enabled after PSV
of the application is completed.

Return to Provider | Reouting | Re-az=ign CC/CMMSER | Terminate | Cloze |
zellle]!

Figure 110: ‘Application Routing’ Button

When selected, the Application Routing screen is displayed. The Summary tab is displayed
first, as depicted in Figure 111 below, and then the UIC tab, as depicted in Figure 112 below.
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Figure 111: ‘Application Routing Summary’ Tab

s

==
=
(=)

Figure 112: ‘Application Routing UIC’ Tab

Figure 113 below depicts the Application Routing Summary tab after routing is completed.
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" Weridass Cradantaling, Risk Masagamant, and
Adverse Actions System Supporting Bedical Perscast] Readinesa™

o EQUQ P

Completud: o |
Task Dus Date RFAPWEIT
REVIEWFR 104 REVIFWER 104
ALLEN, PALL
Beiry, Greg

[ suomt Close

Figure 113: “‘Application Routing Summary’ Tab after Routing is Completed

Note: There are additional rules for processing branch clinic applications that differ from what
is listed below. For those rules, refer to Section 16 (Branch Clinic Management):
Important features of the Application Routing screen include the following:

CCQAS requires a Level 1 and PA review for all applications. CCQAS allows optional
use of Levels 2-6, according to the privileging process for the individual facility or unit
and in accordance with Service policy

Levels 2-6 may be expanded or collapsed by clicking the [+] or [-], respectively, to the
left of the section header

For each level, the list of all available Reviewers associated with the facility or unit
appears in the Available Reviewers box on the left (The names of all individuals who
hold Reviewer Role are included in pick list for available reviewers.

For each level, the list of all available Reviewers associated with the facility or unit
appears in the Available Reviewers box on the left

One or more Reviewers may be selected at each level by clicking the desired Reviewer’s
name, and then clicking [>] to move the Reviewer’s name to the Selected Reviewers box
on the right. When users double-click the name, it moves to the Selected Reviewers box
A Reviewer’s name may be removed from the Selected Reviewers box by clicking the
desired Reviewer’s name, and then clicking [<] to move the Reviewer’s name back to the
Available Reviewers box. When users double-click the name, it moves to the Available
Reviewers box

When users click [>>], all Reviewers’ names are moved from the Available Reviewers
box to the Selected Reviewers box

When users click [<<], all Reviewers’ names are moved from the Selected Reviewers
box to the Available Reviewers box

Levels 5 and 6 are committee levels, whereby when the level is used, at a minimum a
committee chairperson must be selected to participate in the review process

The names of all individuals who hold PA role for the facility or unit are included in the
pick list for Available PAs
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e An application is routed by selecting the appropriate Route To radio button, but all
routing must be done in review level order and concludes with the PA review

e The Reviewer’s position is shown in parenthesis in the Available Reviewers box, if the
Position field is populated in the Reviewer’s CCQAS User account

e Level 1 review should be assigned to a Provider’s clinical supervisor ; if the Provider has
multiple clinical supervisors (as may be the case with Providers requesting privileging in
more than one specialty), each supervisor should be assigned as a Level 1 Reviewer for
the application

e An application cannot move to the next level until the current level of review has been
completed. If multiple Reviewers are associated with the current level, all Reviewers
must complete their review so the application can move forward

o If all Reviewers at the current level take an action of Recommend, the application is
automatically advanced to the next level of review without being returned to the
responsible CC/MSSP/CM

e If any one Reviewer elects to take an action of Recommend with Modification, Do Not
Recommend, or Return without Action, the application is returned to the responsible
CC/MSSP/CM, who then takes the appropriate action before submitting the application
back into the review process

e Levels5and 6, the committee levels, require all committee members to complete their
reviews before the committee chair renders the committee’s recommendation

e The final committee recommendation for Levels 5 and 6 reflect the recommendation
submitted by the committee chair

e |f an application is returned to the responsible CC/MSSP/CM, he or she may reroute the
application to the appropriate level following resolution of the issue; Reviewers may be
changed, added, or removed from the routing screen prior to rerouting the application

CC/MSSP/CMs select the appropriate Reviewers for Level 1, the PA, and other levels deemed
appropriate for their facility or unit’s privileging process. After Saving the routing on the UIC
tab, the CC/MSSP/CMs selects the Summary tab and clicks Submit to initiate routing. When
CC/MSSP/CMs click Submit, the application is sent to all individuals who were selected as
Level 1 Reviewers. Each Level 1 Reviewer receives an email notification indicating he or she
has a new task in his or her work list that requires action.

5.10 Tracking an Application in Review

Throughout the application review process, CC/MSSP/CMs may view the status of an
application at any time without disrupting the workflow process. This is done from the My
Applications tab. For applications currently in the review process, the Application Status = In
Review is displayed, as depicted in Figure 114 below.
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| WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Wiork List [ 1y appicatons  |_Pending Applications | Applications |

Provider Last Name: Show applications that were submitted between |10/11/2011 ang |10/05/2012 M

? |Urgem |Pruﬂ:lsr |App|\catiun Type |App|\catiun Status |Prwi:|er Phone ‘App Submitted Priv Effective Priv Expiration

es ALLEN, PAUL 1stE-&pp Closed 123456 10/01/2012 10/01/2012 09/30/2014

v | Ne JOBS, STEVE 1stE-App Closed 08M7I2012 08172012 08M17/2012
=] KENT, TRACY p In Review

v | Ne PETERS, ROBERT 1stE-App Submitted

+ [ No REDDING, OTIS 1stE-4pp In Review (3

» [ Mo SMITH, MARK 1stE-&pp Closed 1234 08182012 081182012 08M7Z014

v | Ne TAYLOR, JAMES 1stE-4pp In Review 123456789 10/05/2012

Figure 114: In Review Status Indicator

CC/MSSP/CMs may view a detailed summary of actions performed to date for the application by

selecting View Log/Comments from the hidden menu of actions for the application, as depicted
in Figure 115 below.

The Task Log tab, depicted in Figure 115 below, displays a summary line for every completed
or pending action associated with the privilege application, in order of completion, with the most
recent task listed first. Those tasks with Status = Closed have been completed. Tasks that have
no date in the Complete Date column are still pending with Status = Open.

Provider Application

Provider Name: TRACY KENT Application Status. In Review

Application Submitted: 08/18/2012
Application Effective:

SSN:

Branch: A

RankiGrads: Major General Application Expiration

Task Log Comments

Task Status Stari Date Complete Date
per 10/05/2012

Application Ready for Review
PSV Complete/Action Required

n Ready for Review
spplication

RACY KENT (Provider)
ADMIN ADMIN

Cloze

Figure 115: ‘Task Log’ Tab

The Comments tab, depicted in Figure 116 below, allows CC/MSSP/CMs to view comments

entered at each step during the application process. Recommendations for application approval
are also visible from this tab.
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Provider Application

Provider Name: TRACY KENT Application Status: In Review
SSN: 100-22-2442 Application Submitted: 09192012
Branch: Air Ferce (USAF) Application Effective:
RankiGrade: MWajor General Application Expiration:

Task Log ‘ Comments |

Role |Uasr Action Comment
PALC CM8 Add Urgency dfzdf
Complete Add Urgency dfsdf
PSV CM3, CM3 PSV Complete

Provider KENT, TRACY Provider Submit

Close
Figure 116: ‘Comments’ Tab

Any comments entered into CCQAS during the application review process are retained on the
Comments tab as a permanent part of the historical record. Providers, however, cannot view the
Comments tab at any time during or after the review process. Comments are not required for all
actions made on a privilege application, so some entries on this tab may contain no comments.

5.11 Pulling an Application Out of the Review Process

CC/MSSP/CMs have the ability to retrieve privilege applications currently in the review process.
This may be necessary when an application was inadvertently routed to a Reviewer inappropriate
for the application, or the assigned Reviewer is unable to take necessary action on the
application.

To pull an application out of the review process, CC/MSSP/CMs must first determine where the
application is in the review process. CC/MSSP/CMs may determine who currently has custody
of the application by examining the Task Log tab to identify the Reviewer(s) whose tasks are in
an “Open” status, as depicted in Figure 114 above. After the Reviewer has been identified,
CC/MSSP/CMs can open the Reviewer’s work list by selecting the individual’s name from the
Module User pick list, located in the upper right-hand corner of the work list, as depicted in
Figure 117 below.
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Messages(1)| Last Logon Attempt: 12/102012 10:04:47 -05:00 # | Submit Ticket| Security Briefing| Logoff
EDTHFNDS =
i FOUO i
© Module User: PAIT, PATT v
() Provider:
Provider App Type Corps Task Start Date: Task Complete Date: Curr Priv Expiration
ZETA, ZENA (Civilian) 1stE-App Dental Corps Mz0Emz2

Figure 117: Retrieving an Application in Review

The Module User pick list contains the name of all individuals who have been assigned to take
some action on applications at the facility. By selecting a user’s name, CC/MSSP/CMs gain
limited access to that individual’s work list. CC/MSSP/CMs select the specific application that
needs to be retrieved, open the active work list item associated with that application, and click
the Return w/out Action button. This action results in custody of the application going back to
the CC/MSSP/CM who originally routed the application for review. CC/MSSP/CMs may then
change the assigned Reviewers and re-initiate the routing of the application.

Note: Return w/out Action and Close are the only options available to CC/MSSP/CMs when
they access the work list of a Reviewer or PA. CCQAS does not permit CC/MSSP/CMs to
render a recommendation decision on behalf of the task holder.

5.12 Level 1 Review of an Application

After CC/MSSP/CMs route an application for Level 1 review, each Level 1 Reviewer receives
an email notification of a new task in CCQAS and a new task, Task = Application Ready for
Review (depicted in Figure 118 below), is added to his or her work list. The application may be
viewed from the work list by selecting Open from the hidden menu, or double-clicking
anywhere on the record line.

Privileging

| WiorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

=1 Roie:[20 [=] Tasks start date between [10111:2011 [FEJs| ang [10/0572012 'I Filter

7 |urgent |Due Date_[Task [roie |From (Roke) Proviger |Aop Type  [corps Task Start Date | Task Complete Date | Curr Priv Expiration

‘Application Ready for Review Level 1 Reviewer CMS8, CM8 (CC/CM/MSSP] KENT, TRACY (Military, 1=t E-App Medical Corps 10/05/2012

Figure 118: Work List for a Level 1 Reviewer

The electronic privilege application is displayed as a series of tabs. Reviewers can see the same
tabs and screens that CC/MSSP/CMs see during their initial review of the application, with the
following important exceptions:
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e Ared flag (F), on the Provider Summary tab, alerts Reviewers to any notes entered
into the credentials portion of the application by a CC/MSSP/CM. Reviewers may view
the notes by clicking on the red flag (A) but cannot enter notes into the credentials
portion of the application

e All information entered on the Position tab is read-only for Reviewers

e The Privileges tab displays privileges items requested by the Provider and defaults the
Provider’s requested delineation into the Level 1 column, as depicted in Figure 119
below.

| Provider Application Review - TRACY KENT, 100224444

Provider Summary__ | Postion I Frivieges Documents Comments
CDICFVPV
‘ 8 “You must view all Privilege/UIC combinatiens before an Rec /Recommer we/Medification or Net Recommended.
pmwiksscahgcry_|Family\-Ied\cins;l Sort by: | Entered Ordsrll

= &4 Family Medicine
g =3 Version 1.0

= 3 Scope
Privilege(s Provider Level1 Comment:
C The scope of privieges in Family Medicine includes the evaluation, diagnosis, treatment, and consultation for patients of all ages with any symptom,
illness, injury, or condition. Family Medicine physicians may admit and may provide care to patients in the intensive care setting in conformance with Fully Competent Mot Supported D

WTF policies. They may assess, stabilize, and determine disposition of patients with emergent conditions
[ =3 Diagnosis and Management (D&M
Privilege(s Provider Levelt Comment:

c Obstetrical Care Fully Competent [Fuly Competent =] [B]

c EKG performance and interpretation Fully Compstent [Fuly competent =] [}

(4 Pulmenary function testing and interpretation Fully Competent m 0O
Basic synovial fluid analysis Fully Competent Im k]
Wechanical Ventiatory support (invasive and noninvasive) Fully Compstent [Fuly Competent =] [}
Supervise and/or perform basic spirometry with flow/volume loops and pre/post bronchodiiator if needed Eully Compstent IWI [}

FA Cardi test Fully Competent Im 0O

B 2 D&M Advanced Privieges (Requires Additional Training):
Prowirl 1 evel1 Commen ts

Privilenals)

Save Progress | Recommend ‘ Recommend w/ Modification ‘ Not Recommend | Return wio Action ‘ Close

Figure 119: ‘Privileges’ Tab for a Level 1 Reviewer

Level 1 Reviewers are required to select a delineation for each privilege item requested by the
Provider for those privileges that are supported at the facility or unit. Reviewers take no action
on privilege items that are designated as “Not Supported.” If Reviewers elect to assign a
privilege delineation that differs from that which the Provider requested, they can select a
different delineation from the pick list and enter the required comment in the New Comment
text field, on the Reviewer Comment screen, explaining the reason for the difference. Figure
120 below depicts the Reviewer Comment screen.
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Reviewer Comment

Plzaze state the reason you have chosen the designation: With Supervision
* Mew Comment: ;I

Comments from Reviewers

Reviewer Lewvel Date Recommendation Comment

Save |

Figure 120: Reviewer Comment Screen

The presence of a comment is indicated by the filled notes icon (Ei) next to the disputed privilege
item. Discrepancies between a Provider’s and a Level 1 Reviewer’s privilege delineation are
also noted with a red flag (f) to alert subsequent level Reviewers of the change.

Reviewers may also enter a comment against any privilege item without changing the delineation
requested by the Provider, by clicking on the empty notes icon (03) for the item, entering a
comment and responding to the following “Yes/No” question: “Are you recommending approval
of this privilege as requested by the Provider?” Reviewers’ change of privilege designation or a
“No” answer results in the Recommend option being disabled, and the application must be
returned to the responsible CC/MSSP/CM, rather than moving forward in the review process.

Note: If a Provider requests privileges in multiple specialties, several Level 1 Reviewers will
likely be assigned to review the requested privileges. Multiple Level 1 Reviewers may also
endorse the same set of privileges.

Each Reviewer should enter his or her own endorsement and comments, but if the two Reviewers
differ in their recommendations regarding a particular privilege item, the privilege item is
flagged (A), because at least one (1) Level 1 Reviewer differs from the Provider’s request, and

the Level 1 column will contain a yellow diamond ( ® ). When the yellow diamond is selected,
it displays all Level 1 Reviewers’ delineations and comments. If the application proceeds to the
PA, the PA will be the tie breaker and must select a delineation from the drop-down.

Note: It is recommended that all yellow diamonds are resolved prior to the application going to
the PA. After reviewing and assigning privilege delineations, each Level 1 Reviewer then
submits his or her overall recommendation for the privilege application by selecting one of the
following buttons at the bottom of the screen:
e Save Progress allows the Reviewer to review part of an application, then save his or her
progress to return and complete the review at a later time/date.
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e Recommend indicates that the Reviewer recommends approval of the Provider’s request
for privileges with the delineations listed in the Level 1 column

e Recommend with Modification indicates that the Reviewer has elected to enter a
delineation or delineations that may be different from what the Provider has requested, or
has entered comments related to individual privileges. If this action is selected, the
Reviewer is required to enter general comments explaining the reason for his or her
choice of endorsement

e Do Not Recommend indicates that the Reviewer does not support the granting of clinical
privileges to the Provider, regardless of any changes he or she may have made on the
Privilege tab. If this action is selected, the Reviewer is required to enter comments
explaining his or her reason for not recommending the Provider for privileges. This
option has negative repercussions for the Provider and should therefore be selected only
after serious, thorough, and thoughtful consideration of all factors related to the Provider
and his or her application

e Return without Action routes the application back to the responsible CC/MSSP/CM
without a recommendation. If this action is selected, the Reviewer is required to enter
comments explaining his or her reason for returning the application. This is usually the
appropriate choice if a Reviewer, rather than create an adverse privileging action with a
Do Not Recommend action, prefers to return the application to the CM/MSSP/CC,
pending satisfaction of issues regarding the application or with the Provider

e Close closes the application, which the Reviewer may then reopen at a later time to
complete the review

After Reviewers select Recommend, Recommend with Modification, Do Not Recommend, or
Return without Action, the application is either returned to the CC/MSSP/CM or advanced to
the next level of review. Reviewers are given an opportunity to enter comments with their
submission, and comments are required if they selected either Recommend with Modification,
Do Not Recommend, or Return without Action. All comments entered during the review
process become a permanent part of the privileging application. Figure 121 below depicts the
Reviewer Recommendation screen, where Reviewers enter their comments.
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Recommendation:
Recommend w bodification

Comments:

Feview of training requirements for cardiovascular privileges is required| d

cancel_|

Figure 121: Reviewer Recommendation Screen

Note: CC/MSSP/CMs, other Reviewers, and PAs can view comments entered during a review
process, but Providers cannot view these comments either during or after the processing of their
application.

If multiple Reviewers are assigned as Level 1 Reviewers, each one must issue a Recommend
vote on the application for it to advance to the next level of review. If any Level 1 Reviewer
issues a Recommend with Modification, Do Not Recommend, or Return without Action
vote, the application is returned to the CC/MSSP/CM who holds responsibility for the
application. The Task = Application Returned/Action Required appears in his/her work list, as
depicted in Figure 122 below.

Credentialing Privileging Risk Management Adverse Actions
WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @
Work List ‘ By A | Pending | Submitted A ‘
& Wodule CMg, CHg I
Status: IOFH‘ Tasks = Role I";-” x| Tasks start date between [10/11/2011 [E] ana [100572012 [ESR| | Fiter Ua=r.0 =
o Ho Providers
? |Urger|t|Du5 Dalel’asl: |ROIe |Fr0m {Role} |Pro.-|:15r App Type |Corps sk Start Date |’as}: Complete Date | Curr Priv Expiration | 2
v Yes Application Returned/Action Required SS KENT, TRACY (Military’ 1st E-App | Medical Corps 2
No te PS) TAYLOR, JAMES (Mitary) pp | Medical Service Corps
Ng PS e/Action Required REDDING, QTIS (Military} & Dental Corpe
Ho Set JOBS, STEVE (Miltary) 1st E-App | Medical Corps 091772012

Figure 122: Application Returned/Action Required Task

After CC/MSSP/CMs open the work list item, they use the Comments tab to identify the
Reviewer’s concerns, as depicted in Figure 123 below.

Credentialing Privileging Risk Management Adverse Actions Reports
|meder Review - TRACY KENT, 100224444
Provider Summary ‘ Position Privileges Documenis " Comments
i ‘Ru\e |User ‘Ac‘liun ‘Cummenl Date

T REVIEVYERS, REVIEWERS Return to PAC The Reviewer selected Recommend with Modification. Please review the izsue and re-route to continue processing 10/05/2012

WERS, REVIEWERS Recommend w/ Modification 10/05/2012
Clia Add Urgency dfzdf 10/08/
CHIS, Cg PSV Complete 0!

+ |Provider KENT, TRACY Provider Submit 0818/2012

— Recommendation Detail

Figure 123: ‘Comments’ Tab of a Returned Application

Comments entered by a Reviewer concerning specific privilege delineations may be viewed by
selecting Recommendation Detail from the hidden menu of actions for the Reviewer’s
recommendation record, as depicted in Figure 124 below.
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Credentialing Privileging Risk Management Adverse Actions

Reviewer Recommendations/Comments

Provider Nams: TRACY KENT Application Status:  In Review
SN 100224444 Application Submitted: 081572012
Branch: Air Force (USAF) Application Effective:
Rank/Grade: Major General Application Expiraticn:

Reviewer Name: REVIEVWERS, REVIEVWERS

Privilege Location: 27 SPECIAL OPERATIONS MEDICAL GROUP @
Privilege Category: Family Medicine
Privilege: Obstetrical Cars
Provider Designation: Fully Competent
Reviewer Recommendation: With Supervizion
Comments: test

Figure 124: Recommendation Detail Screen

CC/MSSP/CMs are responsible for facilitating resolution of a Reviewer’s concerns to enable the
application to move forward. If it is determined that changes need to be made to a Provider’s
application package, CC/MSSP/CMs return the application to the Provider by clicking the
Return to Provider button. CC/MSSP/CMs must enter comments or instructions for the
Provider as well as unlock the appropriate sections of the application where the Provider needs to
make edits, as depicted in Figure 125 below.

Return to Provider

Select the sections that you wish to unlock for the provider to provide more information:
I Profile/Position Continuing Education

ldentification Contingency Training

r
T Contact Practice History
- LicenzeiCertification/Regiztration Health Status
[T  DEAICDS
r
r
r

References

Profezzional Education/Training Work History

o R

Specialty Privileges
Affiliation

Comments/inatructions:

Submit | Cancel |

Figure 125: Return to Provider Screen

The Provider then receives an email notification and a new work list item, indicating that his or
her application needs to be edited. The Provider performs the requested edits, and e-signs the
application to resubmit.

CM/MSSP/CCs may then reroute the application to the Level 1 Reviewers. After a
Recommend decision has been rendered by all assigned Level 1 Reviewers, the application
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automatically advances to the next assigned level of review. CM/MSSP/CCs may also reroute
the application directly to the next assigned level of review, by selecting the appropriate Route
to radio button on the Routing screen, as depicted in Figure 112 above.

After a Reviewer completes an application review task, the application may be viewed in read-
only format from the Work List tab, Status=Completed Tasks. The Reviewer, however, may
not make further edits to privilege delineations unless the CC/MSSP/CM who is responsible for
the application routes it back to him or her for a second review.

5.13 Levels 2, 3, and 4 Review of an Application

After an application has cleared the Level 1 review, it advances to the next level of review
assigned to the application. The review process at subsequent levels of review is similar to that
described in the previous sections for the Level 1 review, with one exception. Levels 2, 3, and 4
Reviewers do not have the capability to select a delineation for individual privilege items in the
electronic application, but they do have full visibility of all comments entered into the
application by the CC/MSSP/CM, and the privilege delineations and comments entered by the
Level 1 Reviewer.

The yellow diamond ( & ), depicted in Figure 126 below, denotes a change made to a privilege
delineation by a Level 1 Reviewer. Reviewers at subsequent levels of review may click on the
(&) to the right of the privilege item to view the Level 1 Reviewer’s rationale for changing the
privilege delineation. More information regarding how the disputed privilege request was
resolved is available by examining the Comments tab.

Note: When the yellow diamond is selected, it displays all Level 1 Reviewers’ delineations and
comments.

Provider Level 1 Comments

Fully Competent  Fully Competert
e ot Reguested L)

Mot Requested Mot Requested
Mot Recuested Mot Requested
Mot Recuested Mot Requested
Mot Requested Mot Supported
Mot Reguested Mot Regquested

o000 MO

Figure 126: Yellow Diamond Icon for Review Levels 2-6

Levels 2, 3, and 4 Reviewers may also enter their own comments against any privilege item, by
clicking on the empty notes icon (0) or filled notes icon (&) for the item. Their comments are
then added to other Reviewer comments already entered for the privilege item. The entry of a
comment with a “No” response to “Are you a recommending approval of this privilege as
recommended by the Provider?” disables the Recommend option, and the application is returned
to the CC/MSSP/CM, rather than being forwarded in the review process.

After reviewing the privilege application and comments left by the previous levels of review, the
Level 2, 3, or 4 Reviewers submit their reccommendation decisions on the application as a whole.
If all Reviewers at a given level render a Recommend decision, the application automatically
advances to the next assigned level of review. If any Reviewer at the assigned level issues a
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Recommend with Modification, Do Not Recommend, or Return without Action vote, the
application is returned to the CC/MSSP/CM who holds responsibility for the application. All
Reviewers are given the opportunity to enter comments with their recommendations, which then

become a permanent part of the privileging application.

5.14 Levels 5 or 6 (Committee) Review of an Application

Levels 5 and 6 in the review process are reserved for committee review of privilege applications.
Levels 5 and 6 consist of two layers of review within each level to accommodate reviews by
each of the committee members, followed by a review by the committee chairperson. After an
application is routed for committee review, each committee member assigned to review the
application receives an email notification and a new task, Task = Application Ready for Review.

After all committee members have performed their review and submitted their individual

recommendations, the committee chairperson receives his or her email notification and a new

work list item to review the application. The committee chair can view a tally of all

recommendation decisions rendered by the committee members and prior levels of review by
selecting Recommendation Count from the hidden menu of actions on the Comments tab, as

depicted in Figure 127 below.

""-t"‘ “A Worldwide Credentialing, Risk Management, and
7 CCQAS

Adverse Actions System Supporting Medical Personnel Readiness™

Privileging

|Pr0|lider Application Review - BENJAMIN PIERCE, 272845424

Provider Summary | Poszition | Privileges Documents " Comments

‘ Add

7 |ROIe |User |Acti0n Commert

b |LeveI5Reviewer REVIE\NIiRSBQ,REVIE\.-'\IERS& Recommend
| it CnirE RSS9, REVIEWERSSS  Recommend
R561, REYIEWERSE1 Recommend

— Recommendation Detail
’

| Fcommendation Count
»

LEEMJ AN Provider Subimit | have discussed training requirements vwith the Department Head and acjust

Figure 127: Recommendation Count Menu Item

The Recommendation Count screen tallies recommendations made at each level of review, as

depicted in Figure 128 below.

Privileging

Recommen dation Count

Provider Name: BENJAMIN PIERCE Application Status: Submitted!
SSN: 272648424 Application Submitteck  06/1302007
Branch: Ay (USA) Active Duty Application Effective:

RankiGrade: Captain Appication Expirstiare

Reviewer Level |

Do lot Recommend|

Level 1 Reviewer
Level 2 Reviewer
Level 5 Reviewer
Totals |

FN

alolols

0
0

Ul

Figure 128: Recommendation Count Screen

Note: The total count may exceed the number of Reviewers who rendered a recommendation
decision on the application. For example, if a Level 1 Reviewer initially selected Recommend

with Modification during the first review, and then Recommend following the Provider’s

revision of the application, both decisions would be reflected in the final count. The committee
chair should carefully review all comments associated with Recommend with Modification or
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Do not Recommend decisions prior to rendering a final committee decision to ensure the issues
raised with the application are understood and resolved.

After the committee chair evaluates the individual recommendations of the committee members,
he or she then submits the final committee recommendation.

The review process at Levels 5 and 6 are similar to that described in the previous section for
Levels 2, 3, and 4 in all other respects. Level 5 and 6 Reviewers do not have the capability to
enter a delineation for individual privilege items in the electronic application, but they have full
visibility of all comments entered into the application by the CC/MSSP/CM, the privilege
delineations assigned by the Level 1 Reviewer and his or her comments, and any other comments
entered into the electronic application at Levels 2, 3, and 4. They may also enter their own
comments against a specific privilege item or when rendering a recommendation decision on the
application as a whole. Level 5 or 6 reviews are complete after the committee chairs submit their
recommendation.

Note: The entry of a comment with a “No” response to “Are you a recommending approval of
this privilege as recommended by the Provider?” disables the Recommend option, and the
application is returned to the CC/MSSP/CM, rather than being forwarded in the review process.

5.15 Review of an Application by the PA

The PA performs the final review of the application. PA review is required for all applications
requesting privileges. The PA provides the final determination of whether the application is
approved or disapproved, and only one PA may be assigned to approve an electronic application.
After an application is routed for PA review, the PA assigned to review the application receives
an email notification and a new task, Task = Application Ready for Review. After the PA opens
the task, the application is displayed, as depicted in Figure 129 below.
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Provider Application Review - ALLISON ROSEN, 100356666

Provider Summary_| Fosition | Privieges Documents Comments
co1cFvPy | DFICFDNT | Reviews Completed |
© “Vou must view all Privilege/UIC combinations before an Approved/Approved w/llodification or Disapproved |
Privilege Category: | Endodontics (7] sort by: [Entered Order (=]
= ‘3 Endodontics
g =3 Version 1.0
= ‘) Dental providers requesting privileges in this specialty must also request privieges in General Dentistry.
0 53 Scope
Privilege(s; Provider Level 1 Privileging Authority ~Comments
(4 The =cope of privileges in endodontics includes the ability to evaluate, diagnose, consult, manage, and provide
therapy and treatment for patients of all ages presenting with conditicns or disorders invelving the dental pulp and Fully Competent Fully Competent Fuly Competent | 0O
periapical tissues of the teeth. Endodontists may assess, stabilize, and determine dispesition of these patients.
[ 2y Diagnosis and Managment (DEM):
[ =3 Procedures
Privilege(s, Provider Level 1 Privileging Authority Comments
(4 Complicated nensurgical root canal therapy for all permanent teeth Fully Competent Fully Competent Fully Competent |+ 0
(4 Surgical root canal therapy including reot-end resection, root- end filing, decomprezsion, root resection, S B S— m
bicuspidization, hemisection, perforation repair, traphination, and incision and drainage FLyErnize et Fully Competent a
Pulpal regeneration (immature permanent tooth with a necrotic pulp Fully Compstent Fully Compstent Fully Compstent = ]
c Osseous grafts (intraoral autografte, allografts and alloplaste Fully Compstent Fully Compstent Fully Compstent = ]
[ =3 Other (Facilty- or provider-specific privileges only):
Review Complsted =i
W Approve wi Hodification | Disapprove [|  Retum wio Acton | Close |

Figure 129: *

PAs can see the same tabs and screens that the previous Reviewers saw during their review of

Privileges’ Tab for Privileging Authority Review

the application, with the following differences:

e The Privileges tab contains an additional Privileging Authority column with a drop-

down pick list of delineations for the PA’s use in endorsing each privilege item requested

by the Provider

e The PA submits final approval/disapproval of the application

PAs are required to assign a delineation for each privilege item requested by a Provider. For
their convenience, however, the delineations are already defaulted to those entered by the Level
1 Reviewer, so keystrokes are generally required only if a PA wishes to override the

recommendations previously made. When the Privileging Authority column is blank for a
privilege item, (resulting from a difference in delineation entered by one or more Level 1
Reviewers), PAs are required to enter the delineation and comment for which the Provider’s

application will be approved. As is the case with the Level 1 Reviewer, if a PA elects to assign a

privilege delineation that differs from that which the Provider requested, the PA is required to

enter a comment explaining the reason for the difference. Discrepancies between the Provider’s
and a Level 1 Reviewer’s privilege delineation are also noted with a red flag (Fe).

Note: When the yellow diamond is selected, it displays all Level 1 Reviewers’ delineations and

comments.

Note: PAs may either select a set of privileges from the Privilege Category pick list or scroll

continuously through the Privileges tab to review all privileges from all categories.
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PAs have full visibility of all the Reviewers’ recommendations and comments entered into the
application during the review process. Comments pertaining to specific privilege items may be
viewed by clicking the filled note icon (&) next to the privilege item.

As with previous levels of review, the Comments tab provides access to all comments entered
during the review process. Application-level comments are displayed directly on the Comments
tab in abbreviated form, and may also be viewed in their entirety by selecting View Comment
from the hidden action menu. Detailed comments entered for individual privilege items may
then be viewed by selecting Recommendation Detail, and a tally of all recommendation
decisions rendered may be viewed by selecting Recommendation Count from the hidden menu
of actions.

After reviewing the privilege application, recommendations, and comments from previous levels
of review, a PA must select the Review Completed button (refer to Figure 130 below) at the
bottom of the privilege list, and then submit his or her decision by clicking one of the following
buttons at the bottom of the screen:

Privileging System Help
Provider Application Review - TONYA WILLIAMSON, 100474747
Provider Summary | Position H Privileges ‘ Documents | Comments |
cotcFvey | FFLOLD || Reviews Completed |
@ You must view all Privilege/UIC combinations and click the "Review Completed” button, at the bottom of each UIC's list of privileges, befere an Approved/Approved w/Modification or Disapproved butten can be clicked
Privilege Category |Urﬂlﬂgv;| Sort by: | Entered Order |

C Transurethral resection of bladder tumor. Not Mot Requested T Not Requested 7 (]
¢ Transurethral resection / incision of bladder neck Not Not Reg Not Reg - ]
C Transurethral resection / incision of prostate. Not Not Requested Not Requesied  x ]
C Transurethral resection / incision of urethral valves. Not Mot Requested Not Requested = ]
C Endoscopic incision / dilation / treatment of ureteral abnormalities. Not Requested Not Requested W ]
C Ureteroscopy. Not Mot Requested Not Requested v ]

Cystorurethroscopy with or without biopsy Not Not Reqg Not Reg hd D

[ =3 Anesthesia procedures

Privilege(s} Provider Level1 Privileging Authority ~ Comments
c Topical and local infitration anesthesia Not Mot Requested lm (]
c Peripheral nerve block anesthesia Mot Mot Req Not Reg - 0
c Regional nerve block anesthesia Not Mot Requested Not Requested |+ 0
c Moderate sedation Not Mot Requested Not Requested |« 0O

[ =3 Other (Facilty- or provider-specific privieges only):
Review Completed

N

‘ Agprove N Approve wiModification | Disapprove || Retum wio Action | Close

Figure 130: PA Review Complete Button

e Approve should be selected if a PA wants to approve a Provider’s request for privileges
with no changes to the delineations, as indicated on the Privileges tab

CCQAS 2.10 User Guide 96



Approve with Modification should be selected if a PA changed a delineation or may
have entered comments pertinent to a specific privilege. If this action is selected, the PA
is required to enter a general, application-level comment

Disapprove should be selected if a PA wants to disapprove a Provider’s application for
clinical privileges, regardless of any changes that may have been made on the Privileges
tab. If this action is selected, the PA is required to enter comments explaining his or her
reason for not approving the Provider for privileges. This is an adverse privileging action

and triggers the peer review process

e Return without Action returns the application to the CC/MSSP/CM without any
approval action by the PA. If this action is selected, the PA is required to enter
comments explaining his or her reason for returning the application

e Close closes the application, which the PA may then reopen at a later time to complete

the review

Since a PA is the last level in the review process, regardless of which action he or she selects, the

application is routed back to the CC/MSSP/CM. The only action that may require rerouting of

the application back to the PA is Return without Action. A PA is given an opportunity to enter

comments with his or her submission, and comments are required if Approve with

Modification, Disapprove, or Return without Action is selected. All comments entered by a
PA during the review process become a permanent part of the privileging application. Figure

131 below depicts the PA Decision screen.

Provider Application Review - OTIS REDDING, 100887474

Provider Summary | Position ” Privileges Documents Comments.

cotcrvey PADecision |

| @ You must view all Priviege/UIC combinations before an Application can be Approved/approved willodification or Dizapproved

 Privileges Revi i
Reviewed ‘U\IZ Name Category

¥ CD1CFWPY 27 SPECIAL OPERATIONS MEDICAL GROUP @ Endedontics

Approve | Approve wi Modification | Disapprove ‘ Return wio Action Close

Figure 131: PA Decision Screen

Note: CC/MSSP/CMs and other Reviewers can view comments entered during the review

process, but Providers cannot view these comments either during or after the application review

process.
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After an application has been returned to the assigned CC/MSSP/CM, the PA continues to have
access to the application in read-only format from the Work List tab, Status=Completed Tasks.
The PA, however, cannot make further edits to privilege delineations unless the CC/MSSP/CM
routes the application back to him or her for a second review.

5.16 Completing the Application Approval Process

After a PA submits his or her final decision to approve the application for clinical privileges, the
application is routed back to the CC/MSSP/CM. The CC/MSSP/CM receives a new work list
item, Task = PA Decision Complete/Action Required. The CC/MSSP/CM completes the
approval process by routing approval notifications to the Provider, Level 1 Reviewers, and other
individuals involved in the review process that should be notified. The notification process is
initiated by opening the task and selecting Notifications at the bottom of the screen, as depicted
in Figure 132 below.

Note: The automated notification functionality in CCQAS should be used in cases where a
Provider’s application for clinical privileges is approved by a PA. In situations where a PA
disapproves a Provider’s application, communications with the Provider should be handled
outside CCQAS, and Service and MTF protocols should be followed.

Notifications | Re-assign coicmmsse | Terminate | Close

Figure 132: “‘Notifications’ Button

The Notification Routing screen appears, as depicted in Figure 133 below.

Notification Routing - OTIS REDOING, 1002887474
r— Provider
Motify Provider? * ves N

Acknowledgement Dus{days) I?

[=I Level 1 Reviewers

Available Users Selected Users

CM8, CM&

REVIEVWERS, REVIEVWERS

HEEE

Level 2 Reviewers

Level 3 Reviewers

Level 4 Reviewers
Level 5 Committee Chair
Level 6 Committee Chair

Submit Cancel

Figure 133: Notification Routing Screen

CCQAS 2.10 User Guide 98



Important features of the Notification Routing screen include the following:

e CC/MSSP/CMs are required to select the appropriate radio button for Notify Provider,
but notification at other review levels is not required by CCQAS

e If Notify Provider = Yes is selected, CC/MSSP/CMs are required to enter the number of
days in which the Provider acknowledgment is due

e Levels 2-6 may be expanded or collapsed by clicking the [+] or [-] respectively, to the
left of the section header

e For each level, the list of all Reviewers appears in the Available Reviewers box

e One or more Reviewers may be selected at each level, by clicking on desired Reviewer’s
name, and then clicking [>] to move the Reviewer’s name to the Selected Reviewers
box. When users double-click the name, it moves to the Selected Reviewers box

e A Reviewer’s name may be removed from the Selected Reviewers box by clicking the
desired Reviewer’s name, and then clicking [<] to move the Reviewer’s name back to the
Available Reviewers box. When users double-click the name, it moves back to the
Available Reviewers box

e When users click [>>], all Reviewers’ names move from the Available Reviewers box to
the Selected Reviewers box

e When users click [<<], all Reviewers’ names move from the Selected Reviewers box to
the Available Reviewers box

After CC/MSSP/CMs select the desired recipients for the approval notification, they click
Submit. A notification email is then distributed to all recipients simultaneously. If a Provider is
required to acknowledge the approved application, he or she receives a new work list item with
Task = Privileging Notification, as well as the email notification. Providers should
acknowledge the award of privileges within the specified number of days. Reviewers are not
required to acknowledge the approved application, and will receive only one email notification.
They are not required to take any further action regarding the application. To close the
notification task in their work list, Providers merely have to open the task, and then select Close
from the list of options at the bottom of the application record.

When Providers receive a new work list item with Task = Privileging Notification, they may
acknowledge the approved application by first opening the task. At the top of the Provider
Summary tab is a statement regarding the type of appointment and privileges the Provider has
been granted, and instructions on acknowledging the appointment. Figure 134 below depicts the
Summary tab statement.

Providers may view the list of awarded privileges by clicking the word “here” displayed in the
acknowledge message as green text.

[ Provaier By Fragon [—— | Em—— Somreris Epenaad| Colesasad| FurSue

e s 0o iy - o E

Ak el

Figure 134: Provider ‘Acknowledge’ Button on Summary Page
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The view-only Privileged Provider Information Report is then displayed, as depicted in Figure
135 below. The Privileged Provider Information Report may be printed by clicking the Print

button at the bottom of the screen. If Providers click Close, the acknowledgement statement is
displayed again.

My Applications. s Submit Trouble Ticket
PRIVILEGED PROVIDER INFORMATION REPORT
SERVICE: Air Force
UIC: CD1CFVPYV MTF: 27 SPECIAL OPERATIONS MEDICAL GROUP @
PROVIDER SSH HILTARY/CIVILIAN
REDDING, OTIS KXA-XKK-T474 Military
ORGANIZATION UNIT HMILTARY/CIVILIAN ADMITTING TYPE OF PRIVILEGES
27 SPECIAL OPERATIONS MEDICAL GROUP @ Military No
PRIVILEGE CATEGORY: Endodontics
Version 1.0
Dental providers requesting privileges in this specialty must also request privileges in General Dentistry.
Scope
PRI¥ILEGE ITEKM (S) REQUESTED APPROYVED
The scope of privileges in endodontics includes the ability to evaluate, diagnose, consult, manage, and provide therapy and treatment for patients of all ages
presenting with conditians or disorders invalving the dental pulp and periapical tissues of the teeth. Endodontists may assess, stabilize, and determine disposition Fully Competent Fully Competent
of these patients,
Diagnosis and Managment (D&HM):
Procedures:
PRI¥ILEGE ITEKM (S) REQUESTED APPROYVED
Complicated nonsurgical root canal therapy for all permanent teeth Fully Competent Fully Competent
Surgical roet canal therapy including root-end resection, root- end filling, decompression, root resection, bic hemisection, repair, Fully Competent Fully Competent
trephination, and incision and drainage ’ ’
Pulpal regeneration (immature permanent teoth with a necrotic pulp Fully Competent Fully Competent
Osseous grafis (intracral autografts, allografts and alloplasts) Fully Competent Fully Competent

Figure 135: Privileged Provider Information Report

When Providers click the Acknowledge button (refer to Figure 134 above), a page with all the
statements regarding duties and responsibilities, and compliance with Service/MTF regulations
and staff by-laws displays, as depicted in Figure 136 below.

Providers must select | accept, or I do not accept. When either option is selected, the
Provider’s work list item is closed.

My Appiications System Submit Trouble Ticket

Acknowledgment

. BESE:I upun the recommendations of the credentials committee, | hereby award you a Medical Staff Appulnlm‘n( Ilh privieges at CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @, CANNON AFB effective, 12/10/2012 and expiring

4. As a member of the medical taff, you are expected to participate fully in all accompanying r functions and duties within the medical staff IAW Medical Staff Bylaws. You are not authorized to exercize any privieges that
‘nulgranl‘d by the Privieging Authority.

he renewal of privileges is based upon the demenstration of current clinical competency. Quality Improvement/Quality Assessment monitering and evaluation processes that include data reflecting productivity, peer reviews, medication use, surgical
infection rates, element-specific reviews, and timely record completion will be obtained and used in the performance-based privileging process

To help maintain the currency of your credentials file, it is your ility to forward ir ion to the Credentials Office concerning CPRAACLS, continuing medical education, changes required in privileges, licensure status, board certification,
and malpractice actions. The credentials fils is available for your review and periogic review of its contents i encouraged

* Plase ac receipt of this by completing the below

within 14 days. I you do not concur with the award of privieges and medical staff appointment, you may submit an appeal as outlined in the Taciity's bylaws
@ Accept

€ 1 do not concur and wil submit an appeal as outined in the faciity's bylaws

Complete Acknowledgment | Cancel |

Figure 136: Provider “Acknowledgment” Page
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Message from webpage 5[

' "_q,, You have successfully acknowledged the notification,
L

Figure 137: Provider Acknowledgement Notification

Reviewers who are included in the notification routing process also receive new work list items
for Task = Privileging Acknowledgement. Reviewers are not required to take action on this
task, but the task remains in “Open” status on their work list, until they open the task. After they
view the awarded privileges and click Close, the status of the task changes to “Completed”.

A Provider’s acknowledgment is returned to a CC/MSSP/CM in the form of a new work list item
with Task = Privileging Acknowledgment Received. When CC/MSSP/CMs open the work list
item, the Provider acknowledgment is visible at the top of the Provider Summary page, as
depicted in Figure 138 below. CC/MSSP/CMs then click the Complete button, which ends the
automated processing of the privilege application, regardless of whether the Provider chooses to
accept the awarded privileges or not. If the Provider chooses not to accept the PA’s decision and
wants to submit an appeal, the appeal process is handled outside of the system.

| Provider Application Review - OTIS REDDING, 100887474

Provider Summary | Position Privieges Documents Comments Expand &ll| Collapse All| Print Summary

Provider Acknowledgment: Accept

Complete |

Figure 138: ‘Complete’ Button

After CC/MSSP/CMs click the Complete button, the application review process is closed. The
assigned CC/MSSP/CM, PA, and Reviewers may access a read-only version of the approved
application from the Work List tab, Status=Completed Tasks at any time, as depicted in Figure
139.

Credentialing Privileging Risk Management Reports I

WorkList for CO1CFWPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Work List |y Appi |_Pending A | submitted jons |
B | o [41 T=] Tasks start date between [0810/2012) and [0810572013 _Fier | b < "'(_”“:‘E U:EFIW—_I =
rovider: =
7 Urgem‘ Due Date‘% ‘Ro\e ‘From (Role) |Prwiuer App Type ‘Curus |Task Start DatelTask Complete Date‘ Curr Priv Ex & |

Yes PSV Comy /Action Required CCICMMSSP CM33, CM33 (PSV) PINSKY, DREW (Military) Modification | Medical Corps. 024252013 04/08/2013
] Yes Complete PSV PSV CM33, CM33 (PSV) PINSKY, DREW (Miltary) Modification | Medical Corps. 024252013 021252013
D Yes Application Ready for Review CCICM/MSSP PINSKY, DREW (Provider) PINSKY, DREW (Miltary) Modification | Medical Corps 024252013 021252013
o Yes Complete PSV PSvV CM33, CM33 (PSV) BLACK, JACOB (Miitary} 1stE-App | Biomedical Sciences Corps | 10/09/2012 100092012
0 es Application Ready for Review CC/ICMMSSP BLACK, JACOB (Provider) BLACK, JACOB (Miltary} 1stE-App  Biomedical Sciences Corps | 10/08/2012 100092012
] No Application Ready for Review CCICMMSSP SMITH, PARKER (Provider) SMITH, PARKER (Military) 1stE-App | Dental Corps. 044152013 0840542013
] No Application Ready for Review CCICM/MSSP KIMMEL, JOHN (Provider) KIMMEL, JOKN (Military) 1stE-App | Medical Corps 04122013 041122013
T o P& Decision Completelction Required | CC/CM/MSSP PA9, PAS (Privileging Authority) EVERDEEN, CATHISS (Miitary) | 1stE-App | Medical Corps 032723 | 0MTIZ0N3
0 No Application Returned/Action Required | CCICMIMSSP REVIEWER4S, REVIEWER4S (Level 1 Reviewer) | EVERDEEN, CATNISS (Miltary)  1stE-App | Medical Corps 03027/2013 0302712013
] No PSW Complete/Action Required CCICMMSSP CM33, CM33 (PSV) EVERDEEN, CATNISS (Miitary) | 1st E-App | Medical Corps. 03427/2013 03427/2013
] No Complete PSV PSV CM33, CM33 (PSV) EVERDEEN, CATNISS (Miitary) | 1stE-App | Medical Corps. 034272013 034272013 s
D No Application Ready for Review CCICM/MSSP EVERDEEN, CATNISS (Provider) EVERDEEN, CATNISS (Military) | 1st E-App | Medical Corps 03272013 0342712013
o No PA Decision Complete/Action Required | CCICMMSSP PAS, PAS (Privileging Authority) 0TS, MISTER (Miitary } Medification  Medical Corps: 027282013 027282013 02/271201¢
0 Ne PSW Complete/Action Required CC/ICMMSSP CM33, CM33 (PSV) OTS, MISTER (Military } Modification Medical Corps 02/26/2013 02/28/2013 0227i201¢
] No Complete PSV PSV CM33, CM33 (PSV) QOTS, MISTER (Military) Modification | Medical Corps. 024282013 02/28/2013 02/27/201¢
] No Application Ready for Review CCICM/MSSP 0TS, MISTER (Provider) 0TS, MISTER (Military ) Modification | Medical Corps 02/282013 02/282013 02277201

Figure 139: ‘“My Applications’ Tab with Completed Applications
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The Provider may access a read-only version of the approved application from the Applications

tab (for provider only users) or from the My Applications, Applications tab (for Dual users) at
any time. The App Status will be Closed.

5.17 The Updated Provider Credentials Record

Following the completion of the PSV process, the credentials information entered into the
electronic application updates the Provider’s credentials record in CCQAS. The Provider’s
CCQAS credentials record is explained in detail in Section 6.

The updated credentials record at the primary UIC will be editable (refer to Figure 140 below),

and the updated record at the non-primary UIC will be primarily read-only (refer to Figure 141
below).

Provider ‘ “ ‘ d ”

Close Provider Record

Name: ROBERT PETERS Branch: F11 Rank: lia] Gen Corps: NC ADC/Desig/AFSC: 4000
SSH: 123-95-0000 Primary UIC: CO1CFVRY Cred Status: Active Input Clerk: CHg Provider Status: Dual
N Profile |
R | save Help?
v
| |||@ 1 known under ancther name, pleas complete the alias section
& ||/ Provider
A Last Name: [PETERS First Name: [ROBERT e Suffix: e[
v Person ID Type: | Social Security Number Person ID: |122-95-0000
1
o Gender: [Male =] Date of Birth: [08/01/1973 = Citizenship: - No Photo
H Wartal Status: [ Married v wee [ Source DMHRSI Available
File Mgr:

Upload, Edit Photo

~ ¥ military Information

Branch: [F11 - Air Force (USAF) = ADC/DesigAFSC: [40C0 - Medical Commander =l
Rank: IHﬂJ Gen - Major General LI
Corps: [MC - Medical Corps = Accession: [DA - Direct Accession =
- Alias Information
‘ Add | |
7 |Alias Last Name s First Name [ sias w1 [sufiec 1PDE |
Ho records returned

Figure 140: Editable Data at Primary UIC
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Provider Close Provider Record ‘ “ ‘

Name: ROBERT PETERS Branch: F11 Rank: Maj Gen Corps: MC AQC/Desig/AFSC: £0C0
SSN: 123-99-0000 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM3 Provider Status: Dual
[ pore |
- Provider
Last Name First Name: R I l— Suffix l— Title: l—

Person ID Ty Person ID

Date of Birth: |08/01/1973

= Citizenship 3] No Photo
NPE Source DHHRS Available

=O——4>0—<>=|

File r.|gr:|

Upload, Edit Photo

r ¥ wilitary Information

Branch:|=" ;I A ig/AFSC | LI
Ranl\:l ﬂ
corps:[ e - =1 Accession: [ DA - Direct Accession =
[ Alias Information
‘ Add ‘
i |Allaa Last Hame Alias First Name Alias Ml Suffix NPDB ‘

No records returned.

Figure 141: Read-Only Data at Non-Primary UIC

The PA’s approval of the application results in the update of the Privileges section of the
Provider’s credentials record, as depicted in Figure 142 below. Following this update, the
appointment information from the Position tab of the approved application then appears in the
Privileges section. The Privileges section of a Provider’s credentials record contains a summary
record line for each privilege application that has been approved at all facilities.

Credentialing Privileging Rizk Management Adverse Actions Reports

Provider Close Provider Record | «‘ H

Name: OTIS REDDING Branch: F11 Rank: Brig Gen Corps: DC AOC/Desig/AFSC: 4764
SSH: 100-88-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: I3

Privieges |

& anuics © currentUic Help?
? ‘U\C |Statua ‘App'ype Provider Category ‘Cnrpa |I-1Hrtary;‘[:wi|ian Type of Appointment Type of Privileges App Date Effective Date Expiration Date
’ ‘CBWF‘.”P‘.” Active 1stE-App Dentist oc WL 08i26/2012 10/052012 10/04/2014
~ Open |
View Privieges

B D - < o=

Figure 142: Privileges Section in the Credentials Record

The same privileging information is also updated and available in the Work History,
Assignments tab of the credentials record. Open the assignment and then select the Privileges
tab. All approved privilege applications for the specific assignment are listed and can be edited
as described above in the Privileges section.

To view the approved electronic privileges, select View Privileges from the hidden menu of
actions for the privilege application. This returns the Privileged Provider Information Report, as
depicted in Figure 143 below.
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k&% PFOTO *&+*

ikmant - Priv. Granted

REDOIRG, OTIE, Az
LfCiv: Military Corps: DC Pr

ogas: Priv. Expiration Dabe: 04 oot 14

PRIVILEGED PEOVIDER INFOEMATION REFORT

SEBEVICE: Alr Force
UIC: CD1CFVEV  MTF: 27 SPECIAL OPERATIONE MEDICAL GROUP &

PROVIDER EEN MILTAEY/CIVILIAN
REDDIKG, OTIS | IXE-EX-T4T74 Military
ORCANIZATION DHIT MILTAEY/CIVILIAK ADMITTING TYPE OF
FRIVILEGES

17 EPECIAL OFERATIONS MEDICAL CROUF @ | Military | No

PEIVILECE CATECORY: Ecmdodomtics
Voersiom 1.0

Dental providers raguasting privilegas in this spacialty must also raguest
privilegeas in Gameral Dastistry.

Bcope

PRIVILECE ITEM (B) REQUEETED APPROVED

in endodon

Fully Competent|Fully Compatant

determine d

Diagnosis aod Mamagmamkt (D&aM):
Proceduras:
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Figure 143: Privileged Provider Information Report

Based on the privilege approval date, CCQAS automatically calculates the privilege expiration
date for one year for initial appointments, or two years for all other appointments.

CC/MSSP/CMs may view and edit these expiration dates in the Privileges section of a
Provider’s credentials record by selecting from the hidden menu of actions for the application.
The Provider Privileges page opens, as depicted in Figure 144 below.

Credentialing Privieging Risk Management System |
Provider Close Provider Record | “ | »
Name: ADAM COROLLA SSH: 100-95-5858 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM33 Provider Status: Wi

Privieges
@ Anuics © current UiC _Help?
2 Jue | status App Type Provider Category Corps | Miitary/Civiian Type of Appointment Type of Privieges App Date Effective Date Expiration Date
+ | cotcruew Inactive | 1stE-App Physician Me I Active Regular 0212172013 0212172013 02/22/2013
Open

=Z 0 =-4Fr60-<Pr=

Figure 144: Selecting to View Provider Privileges
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Figure 145: Provider Privileges

The expiration dates entered on the Privileges screen also dictates when the renewal notices are
generated, according to the time period entered on the Command Parameters screen (refer to

Section 10).
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Note: The Privileges section of a Provider’s credentials record is only active or visible for
Providers who are eligible for privileging. There is no Privileges tab in credentials for clinical
support staff or non-privileged Providers.

5.18 Managing Privileging Workload: The PAC Supervisor Role

In larger facilities where multiple credentials staff members manage the credentialing and
privileging workload for one or more UICs, the “PAC Supervisor” role may be assigned to a
CC/MSSP/CM who has oversight responsibility of the credentials staff. The individual assigned
the “PAC Supervisor” role has visibility of all the applications submitted to the unit, regardless
of processing status, and may reassign responsibility of active applications across staff working
within the UIC.

Note: CCQAS also has a “CVO Supervisor” role that functions in a similar manner. The “CVO
Supervisor” has visibility of all the applications submitted to the CVO and may reassign
responsibility of active applications across staff working within the CVO.

The “PAC Supervisor” role is listed on the Privileging tab in the Permissions section of the user
account, as depicted in Figure 146 below. In most cases, Service-level CCQAS Administrators
assign the “PAC Supervisor” role to the appropriate facility personnel.

- o A Worlberide Credentialing, Tak Banagerme i, and
§ CCQA3S Adverse Actions Syster Supporting Medical Personnel Reatiness™
AEEE Fouo R
(Cresentiain Privinging Arepora. Eypated
Iser — CONEY, COMRTY
Demagraghics i T —
Bia o the MIT for Mese apbofied Farmasions ™ WIZRW
Crednilish ] Prwinging Rk Adverse Actuns | System Adein Regurlig |
v oYy

€.
and READ
DELETE incudes IRSERT, UPOATE. nnd READ

Figure 146: PAC Supervisor Role on the ‘Roles/Permissions’ Tab

gﬁmu;:\‘ﬁ Save Ciose

If an individual is assigned the “PAC Supervisor” role and does not already have “PAC” role
permission, CCQAS automatically assigns that user the “PAC” role. CCQAS only allows for
either CVO Supervisor or PAC Supervisor roles.

Users who have “PAC Supervisor” permissions can see an additional tab labeled Submitted
Applications when they access the Privileging module, as depicted in Figure 147 below.
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Figure 147: Submitted Applications Screen

The following are important features of the Submitted Applications screen:

e Users may search for a particular application by entering Provider Last Name in free
text, and then selecting a value from the Status or Assigned CC/CM/MSSP pick lists

e If no Provider Last Name is specified, CCQAS displays all Providers whose
applications are in the selected Status

e If no Provider Last Name or Status is specified, CCQAS displays all Providers whose
applications are assigned to the selected Assigned

e If no Provider Last Name or Assigned CC/CM/MSSP is specified, CCQAS displays all
Providers whose applications are assigned to the selected Status

e The date range defaults to display applications for the past 360 days; the date range for
displaying work list items may be changed by entering the desired Start and End dates,
and then clicking the Filter button.

To reassign an application from one CC/MSSP/CM to another, click Application Reassignment
at the bottom of the page. The Application Reassignment screen appears, as depicted in Figure
148 below. Users are given a list of Provider Application tasks available for re-assignment, and
they can select Reassign to Self or Reassign to Other. (Refer to 5.57 reassigning ownership of
and application.)

Application Reassignment for CO1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

© This application reazsignment process iz a backup measurs o allows CC/CH/MSSF users to take over ownership of a priviege application that was originally assigned to another CC/CHMSSF user. This process should only be used in the event that
the originally assigned CC/CHAMSSP is not avallable to reassign the priviege application.

Provider Last Name, Show applications that were submitted tet'.'.'eenlWZ-"WZ-"Zc'l'l [l ana |12’11’2012 [+ o

> |provider | Asplication Status Provider Phone | App Submited | 4pp Effective | 20p Expration Current CC/CI/MSSP
Toem 2 e, one

R r— Submitted o
— Reassign To Self

HNotification Sent
B eassion To Other -
» [TAYLOR, JAMES
b |ALLEN, PAUL Clos
» [GRISWALD, CLARK Close

d
» |JOBS, STEVE Closed
» [NEWTON, SAMANTHA Closed
¢+ |PEETA, MALARK Closed 101102012 101172012
» [RAFALIK, DAVID Closed
» |REDDING, OTIS Closed 10/05: 10/11/2012
b |SMITH, MARK Closed 09/18/2012 101572012

Figure 148: Application Reassignment Screen

If “The Reassign To Other” button is selected users are then given a choice of Available
CC/CM/MSSP Users, as depicted in Figure 149 below. Click Submit.
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Re-assign CC/ICMIMSSP

Current CC/ICM/MSSP: CMS, CMS
Available CC/ICMMSEP Uzera: [{e R i

Submit I Cancel |

Figure 149: Re-Assigh CC/CM/MSSP Screen

A message displays in a pop-up window, as depicted in Figure 150 below. Users must confirm
or deny their intent to re-assign responsibility of the record by clicking either OK or Cancel.
After one of these two options is selected, the screen refreshes. Users click Close to return to the
Submitted Applications screen.

Message from webpage 5[

:{) Are wou sure you wank ko re-assign this application to the selected CCCMIMSSP?

(0] 4 I Cancel |

Figure 150: Reassign Confirmation Screen
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6 Managing Provider Credentials Records

While a Provider’s privilege application is only “active” during the submission, review, and
approval process, his or her credentials record is active at all times while the Provider is assigned
to a facility or unit. The credentials record functions as the permanent repository for the
Provider’s credentials, assignment history, and past and present privileges held. Section 5 of this
manual describes how a Provider’s credentials record may be updated through the processing of
his or her E-application for clinical privileges. This section addresses the creation and
management of a Provider’s credentials record by the primary facility’s credentials staff using
the CCQAS Credentials module.

e Primary UIC: UIC that has current custody or ownership of the provider’s credentials
record and is responsible for its maintenance.

e Non-Primary UIC: Assignment UIC that does not have custody of the provider’s
credentials record. They have Read-Only access to the credentials record. They can
update their own assignment information, and add documents to the record.

6.1 Creation of a New Record by the Credentials Staff

The process of adding a new provider credentials record by CC/MSSP/CMs is initiated from the
Credentials Provider Search screen. CC/MSSP/CMs may access this screen by selecting
Credentialing from the main menu bar, and then selecting Provider Search from the menu, as
depicted in Figure 151 below.

"A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/18/201:

ccms Adverse Actions System Supporting Medical Personnel Readiness"

EEx% F o U o Ekk%

Credentialing Privileging Risk Management Adverse Actions

Provider Search

PV, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Transaction Table

Batch Update | WMy Applicationz | Pending Applicationz | Submitted Applicationz |
Batch Processing = Role:l"'ﬂ'" =] Tasks start date bet'.'.'&enlm vI ol Im vl Fitter |

Figure 151: Provider Search Menu Item

The resulting screen contains three tabs, the first two of which enables users to search for
existing credentials records (See Figure 152 below).
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Figure 152: Credentials Search Screen

The third tab, Add Credentials Provider, allows users to create a new credentials record.

Note: CC/MSSP/CMs may also create a new credentials record by clicking Add Provider at the

bottom of the screen.

The Add Provider screen appears, as depicted in Figure 153 below. CC/MSSP/CMs are
required to populate all data fields on this screen (except Middle Initial and Suffix) to create a

new credential record.

Add Provider
¥ U.5. lssued Persen ldentifier Country |U"itEd States - US B3|
Person Idsnmisr:l Verity Person ldentifier:
Last Ilame:l First Name Widdle Innial:l Suffm:l
Date of E\rlh.l E= Gender: {” Male ' Female { Unknown
Pr:.ldsr’;;;&'l LI
Status: € Wiitary Provider ¢ Civilian Provider
Add Cancel I

Figure 153: Add Provider Screen with SSN

Add Provider

I u.s. issued Person Identifier

Unique ID: |Generated
Last Nams:l—
Dateofmitn:[ | [
Provider ‘yps:l ;l
Status: ' Mitary Provider © Civilian Provider

Country: [ United States - US

FiratNamsI

Gender: ” pale ' Female ' Unknown

Widdle Initial:

Suffix I

Add Cancel I

Figure 154: Add Provider Screen with FIN (Unique ID)
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Important features of the Add Provider screen include the following:

e U.S. Issued SSN is automatically checked (Figure 153); if this box is unchecked (Figure
154), the user is required to enter a country code and CCQAS automatically generates a
Foreign Identification Number (FIN).

Note: System defaults to SSN; be careful that FIN is not selected for American
providers.

e The Country refers to the Provider’s country of origin

e Users are required to enter the Provider SSN twice to ensure the correct number is
entered

e The value selected for Provider Type should be selected to best describe the position or
assignment held by the Provider at this unit or facility

e The Status should reflect the individual’s position or assignment at this unit or facility

After all required information is entered into the Add Provider screen, users click Add to create
the new record. CCQAS systematically checks its database to ensure that no record exists for
this Provider. If a record does not exist, CCQAS creates a new record for the Provider,
populated only with the demographic information entered to create the record.

If a record already exists with the same unique combination of First Name Last Name, and
Date of Birth, CCQAS alerts users by displaying a “Similar Person Found” message. If this
message displays, users must not proceed with the creation of a new credentials record until they
have confirmed that a new Provider record is needed and the data used to create the record is
correct.

If a record already exists in CCQAS with the entered SSN, a “Matching Person Identifier”
message displays (refer to Figure 155 below) with information regarding the UIC to which the
Provider with the matching SSN is currently assigned. If this message displays, the system will
not allow users to proceed with creating a new credentials record. The user should verify they
are entering the correct SSN, and then contact the credentials personnel where the Provider is
assigned to determine if the entered SSN is correct, and discuss the appropriate course of action.
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Figure 155: Matching Person Identifier Message

For detailed information on the custody transfer process, refer to Section 17.

6.2 Searching for a Provider’s Credentials Record
The ability to query the CCQAS database to locate credentials records for one or multiple
Providers using user-specified search criteria is a core feature of the CCQAS application.
CCQAS offers the following mechanisms for locating a Provider’s credentials record:

e Credentials Provider Search (basic search)

e Advanced Search

e Provider Locator

Each of these search functions is described in detail in this section. Users must understand that
database searches utilize the data that is entered into each Provider’s record. If credentials
records are incomplete or populated with inaccurate data, a user’s ability to locate the desired
record(s) may be diminished.

6.2.1 Searching for Records within the Facility /Unit

Roles in CCQAS are structured to limit users” access to only those credentials records that they
are responsible for tracking. The Basic and Advanced Search functions only query the subset
of the CCQAS database that users have permission to access.

6.2.1.1 Using the Basic Search Function
The Credentials Provider Search screen allows users to query the database to retrieve a
specific record and/or group of records, as depicted in Figure 156 below.
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Figure 156: Credentials Provider Search Screen

The key features of searches conducted on the Credentials Provider Search screen include the
following:

e Users may populate any of the data fields shown on the Credentials Provider Search
screen as criteria for their search

e Users may enter one or many characters in free text data fields as search criteria. For
example, users may enter Last Name = pierce to search for all Providers with this last
name, or they may enter Last Name = pie to search for all Providers whose last name
begins with the letters ‘pie’

e Search criteria entered into free text data fields are not case sensitive

o |f data fields that are populated from pick lists are used for querying CCQAS, users must
select one of the pick list values; free text or partial values are not accepted

e Users may sort the list of retrieved records using any of the data fields available on the
Credentials Provider Search screen using the Sort by pick list

e Users may query records of different Assignment Status, Provider Credentials Status
and Search Type

e Users may specify the number of records returned when querying the database by
adjusting the Record Limit

e Only Providers whose Primary UIC is, or who have a current, prior or pending
assignment at the UIC listed in the upper right-hand corner of the Credentials Provider
Search screen, are included in the query

e |fasearch is conducted for a specific Provider, and that Provider is assigned to a UIC
other than the UIC being searched, CCQAS will not find the record. In this instance,
users should use the Provider Locator function to gain access to that Provider’s
credentialing information
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The process for conducting a basic search of the CCQAS database consists of the following
steps:

Selecting the criteria for the search

Selecting the Assignment Status

Selecting the Provider Credentials Status

Selecting the Search Type

Setting the Record Limit

Clicking Search to produce search results

Step 1: Selecting Search Criteria

The data fields available for use as search criteria are shown in the top half of the Credentials
Provider Search screen, as depicted in Figure 156 above. These data fields are associated
primarily with Provider demographic and assignment information. If users wish to conduct a
search based on other types of Provider information such as specialties or licensure data, they
need to conduct their query using the Advanced Search tab (refer to Section 6.2.2). The data
fields available on this screen consist of a combination of free text fields (Last Name, First
Name, SSN, etc.) and pick lists (Branch, Corps, Civilian Role, etc.). Search criteria entered in
the free text fields are compared to records in the database, and those records that are populated
with the value for the selected data field that match or begin with the same characters are
retrieved. For example, if users enter Work Center = ped, CCQAS retrieves all records where
the Work Center is populated with a value beginning with the letters “ped’, such as pediatrics,
pediatric clinic, pediatric oncology, etc. Search criteria entered in the pick list fields is
compared to the database, and records are only returned if there is an exact match. For example,
if Civilian Role = Physician is selected, only credential records for civilian physicians are
retrieved.

Users can specify search criteria in multiple fields to further refine their search. For example, if
users select Civilian Role = Physician and Provider Type = (Specify Provider Type), CCQAS
only retrieves those records that match both criteria (e.g., civilian physicians with selected
Provider type). Using multiple search criteria allows users to better focus their queries and has
the added advantage of potentially improving overall system performance and response time,
since CCQAS is required to retrieve a smaller volume of records. Care must be taken, however,
when selecting multiple query criteria to ensure that the criteria may logically be used together.

Step 2: Selecting the Assignment Status

Assignment Status options allow users to search for Provider records based on the Provider’s
assignment status at their facility/unit. The default value is Assignment Status = Current,
which indicates that only records for Providers who are currently performing duty at the
facility/unit are included in the query (e.g., only Providers whose assignment records at that
facility/unit have no end date). The Assignment Status = Inactive indicates records associated
with Providers who performed duty at the facility/unit in the past, and the assignment at that
facility/unit has ended. Assignment Status = Pending indicates assignments for Providers who
are projected to begin performing duty at the facility/unit at some future date (e.g., a scheduled
incoming ICTB or PCS that has not yet commenced). To view records for all assignments,
regardless of assignment status, select all status checkboxes.
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Step 3: Selecting Provider Credentials Status

The Provider Credentials Status radio button options allow users to search for provider’s
credentials records based on the records being active or inactive. The default value is Provider
Credentials Status = Active. Active credentials records include all records that have not been
deactivated. Inactive credentials records include all records that are no longer active.

Step 4: Selecting the Search Type
Search Type options allow users to search for records based on the nature of the Provider’s
assignment at their facility/unit.

e All: Includes all Provider records with the facility/unit as the Primary UIC or the
Assignment UIC in the query.

e Primary UIC: Limits the search to only records for which the facility/unit has primary
custody.

e Assignment UIC: Includes all assignments regardless of whether the Provider is
permanently or temporarily (ICTB) assigned to the facility/unit.

e ICTB: Includes all incoming ICTBs (i.e., sent from another facility) are included in the

query.

Step 5: Setting the Record Limit

The Record Limit located in the lower right-hand corner allows users to specify a maximum
number of records to be returned from a search of the CCQAS database. This feature was built
into CCQAS to ensure that system performance is not degraded by returning inordinately large
numbers of records. The default value is Record Limit = 100. Users should attempt to set the
Record Limit to a value slightly higher than the anticipated number of records that will be
returned from a typical database query. The Record Count listed in the lower left hand-hand
corner of the Search Results tab indicates the actual number of records returned in the search, as
depicted in Figure 157 below. If the Record Count < Record Limit, users may be assured that
all records meeting the query criteria were returned on the Search Results screen. If the Record
Count = Record Limit, the query should be repeated using a higher Record Limit.

Step 6: The Search Results

After users enter all search criteria on the Credentials Provider Search screen, they then click
Search at the bottom of the screen to execute the query, as depicted in Figure 157 below. The
results of the query are returned on a newly-created Search Results tab.
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Figure 157: Search Result Screen

Each Provider record that meets the query criteria is listed as a row on the Search Results tab.
From this screen, users may open a selected credentials record by double-clicking anywhere on
the record line or single-clicking the small arrow to the left of the selected record, to open a
menu of Provider actions, and then selecting Open. The other menu options are discussed in
other sections of this manual.

In addition to the Search button, two other buttons are available at the bottom of the Credentials
Provider Search screen, Clear Screen and Add Provider. Following the execution of the
query, users click Clear Screen to refresh the search screen, remove any previously entered
criteria, and reset all fields to their default values. Users click Add Provider to initiate the
process of adding a new Provider credentials record to the CCQAS database (refer to Section
6.1).

6.2.2 Using the Advanced Search Function

Users may use the Advanced Search screen to query the CCQAS database using criteria that are
not available on the Credentials Provider Search screen. This functionality allows users to
query the database using any combination of data fields in the electronic credentials file. Users
may access the Advanced Search screen by clicking the Advanced Credentials Search tab
from the Credentials Provider Search screen, as depicted in Figure 158 below.

CCQAS 2.10 User Guide 116



T CCQAs

Credentiaing

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

xeex EQUO *#*

Not

Provider Search | Adv

Add Credentials Provider

Last Logon Attempt: 10/19/2012 14:13:43 -05:00 # | Submit Ticket | Security Briefing | Logof
HOOOT4

Search Results

eria entered on the Provider Search tab.

PR

Im
El

eI =

Iy m
5 o

I;'I—I—I—I—I—I—I—I—I—I—I—I—I‘r"

Record Count: 10 search || ClearScreen | Ada Provider | Record Limit.] 100

Figure 158: Advanced Search Screen

The Advanced Search screen functions in a manner very similar to the CCQAS ad-hoc
reporting tool. Like the ad-hoc tool, mastery of the Advanced Search functionality requires a
good working knowledge of CCQAS data, an understanding of the limitations of the tool, and
practice. Users are encouraged to review the discussion and sample problems in Section 14 prior
to using the Advanced Search functionality to perform system queries.

The process for conducting an advanced search of the CCQAS database consists of the same
steps required to perform a basic search, plus:

e Select the Advanced Credentials Search tab

e Set the Record Limit

e Select the criteria for the search

e Click Search to produce search results

6.2.2.1 Selecting Search Criteria

The selection of criteria for an advanced search is a two-step process. First, users select the
categories of data that will be used as criteria for their query in the Select Criteria section on the
left-hand side of the Advanced Search screen. The categories listed are similar, but not
identical, to the tabs and sections in the electronic credentials record. The selection of data
categories on this screen determines which data fields will be made available for use as query
criteria. The following mapping between categories of data in the electronic credentials record
and the categories list on this screen may aid users in identifying the categories to select on this
screen. Table 2 below lists the mapping of data from the credentials file to the Advanced
Search function (see Figure 158 above.)
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Credentials File Credentials File Tab or Example Data Fields Advanced Search Category

Section Subsection

Profile all Person Last Name Profile

Identification all Identification Type Profile

Contact Information | Address Address Type Address

Contact Information  |Email Primary Email Email

Contact Information  |Phone Phone Type Communication

Lic/Cert/Reg State Number, State, Field State
License/Certification/Registration

Lic/Cert/Reg National Type, Field, Agency National Certification/Registration

Lic/Cert/Reg Unlicensed Information |Reason

DEA/CDS all DEA Number, DEA DEA/CDS

Expiration Date

Education/Training Professional Education | Degree, Institution Name  |Education/Training

Education/Training ECFMG Certificate Number ECFMG

Education/Training Post Graduate Training | Type, Field of Study Post Graduate Education

Specialty all HPTC Specialty, Level Specialty

Affiliation Academic Affiliations Institution Name, Position | Affiliation

Affiliation Organizational Institution Name, Position |Affiliation

Memberships

Continuing Education |all Type, Course Title, Continuing Education
Training Location

References all Current Reference, References
Reference Name

Databank Queries NPDB/HIPDB Last Query Date, Result NPDB, HIPDB
Date

Databank Queries FSMB/Other Last Query Date, Result FSMB, Other
Date

Work History Assignments Assigned UIC, Provider Assignment
Type

Work History Work History Facility Type, Facility Work History
Name

Work History Malpractice Insurance Name, Policy Number Malpractice

Remarks all Type, Remarks Text Remarks

Documents all File Name, Document Type | Documents

Table 2: Mapping of Data from the Credentials File to the Advanced Search Function

When users select a category of data, a window opens (as depicted in Figure 7a below), allowing
them to select the desired data field, operator, and value for their query. A listing and description
of available operators is provided in Table 3 below.
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Operator Data Types Description
Equal to All To query all records with a specified value
Not Equal to All To query all records other than those with a specified value
Less Than Numeric, Dates | To query all records with a value less than a specified number or earlier

than a specified date

Less Than or Equal to

Numeric, Dates

To query all records with a value less than or equal to a specified number
or earlier than or equal to a specified date

Greater Than

Numeric, Dates

To query all records with a value greater than a specified number or later
than a specified date

Greater Than or Equal to

Numeric, Dates

To query all records with a value greater than or equal to a specified
number or later than or equal to a specified date

Between Numeric, Dates | To query all records with a value between (or equal to) a specified range
of numbers or dates

Is Null All To query all records that contain no data in the data field, e.g., the field is
empty

Is Not Null All To query all records that contain data for the data field, e.g., the field is
not empty

Begins with Alphanumeric | To query all records in which the value for the data field begins with a
specified letter or number

Ends with Alphanumeric | To query all records in which the value for the data field ends with a
specified letter or number

Contains Alphanumeric | To query all records in which the value for the data field includes a

specific sequence of one or more letters or numbers

Like (wildcard = %)

Alphanumeric

To query all records in which the value for the data field includes a
specific sequence of one or more letters or numbers and any additional
characters where the % is placed

Not Like (wildcard = %)

Alphanumeric

To query all records except those in which the value for the data field
includes a specific sequence of one or more letters or number and any
additional characters where the % is placed

Table 3: Operators for Advanced Search Function

If users wish to use more than one data field to query the CCQAS database, they may add other
query criteria from a different category by checking the second category. User may add another
query criterion from the same category by clicking Add Criteria. In order to combine query
criteria from the same category, users must specify how the two criteria are related. If users
select AND, only those Providers who meet both criteria will be selected for inclusion on the
report. If users select OR, those Providers who meet one or the other of the criteria will be

included on the report.

Note: Users must specify AND or OR when combining query criteria from the same category.
If users apply query criteria from different categories, CCQAS automatically applies AND logic

for the query.
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Steps 1 & 2. Selecting the Assignment Status, Provider Credentials Status and Search
Type

Users select the desired Assignment Status, Provider Credentials Status and Search Type
options for the “Advanced Search” query on the Credentials Provider Search screen.

Note: Any criteria that users enter on the Credentials Provider Search screen before they click
the Advanced Search tab is automatically applied to the “Advanced Search” query using AND
logic.

Step 3. Setting the Record Limit
Users may set the Record Limit for the query on either the Credentials Provider Search screen
or the Advanced Search screen.

Step 4: The Search Results

After users enter all desired search criteria on the Credentials Provider Search screen and
Advanced Search screen, they click Search, at the bottom of the screen, to execute the query.
Each Provider record that meets the query criteria is listed as a row on the Search Results
screen. From this screen, users may then access each of the credentials files individually.
Following the execution of an advanced query, users should click Clear Screen to refresh the
search screen, remove any previously entered criteria, and reset all fields to their default values.

The following example illustrates the advanced search functionality:

Example: Robert, an experienced CCQAS user, wishes to query CCQAS for all Active Duty
Providers at his facility, who have a specialty of Internal Medicine or Family Practice.

Robert needs to use multiple query criteria to generate this query. He needs to identify Active
Duty Providers by selecting Branch = A11, N11 or F11, etc. via the Basic Search, and then use
the Advanced criteria to identify a specific Specialty. He then selects Specialty from the
Advanced Search tab, and selects operator ‘equal to’. He uses the binoculars to look up the
Specialty of “Internal Medicine”, then adds and OR operator, and uses the binoculars to look the
Specialty of “Family Practice.”

Credentiaing rivileging Risk Management Adverse Actions eports Syste I

Provider Search vanced Creds
i a

Note: This search is independe

Search Resutts Add Credentials Provider | Help?

— Select Criteria

| Column | Operator | Value |
[HPTC Specalty =] [Equalto = [internal l1edicine

#|
|HF"E Specialty ;I |E:ua|lc ;I |Family Practice ﬂl

™ profiie

™ Address

™ communication
™ Email

r State License/Certification/Registration

™ National Certification/Registration
™ pesscos

™ Education/Training

™ Post Graduate Education

™ Ecrue

2 Specialty

[T arfiiation
T [ —— i
4 12

Record Count: 14 Search Clear Screen Add Provider Record Limit: 200
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Figure 159: Example Query Using Advanced Search Functionality

Written as a parenthetical expression, Robert’s query would display as follows:
Branch is Active Duty AND (Specialty is equal to Internal Medicine OR Family Practice.)

6.2.3 Locating Provider Records at Other Facilities or Units

CCQAS only permits CC/MSSP/CMs to access a Provider’s credentials files for Providers with
current or previous assignments at that UIC. CCQAS does, however, permit CC/MSSP/CMs to
perform a search across all CCQAS locations to identify if a Provider’s credentials record exists,
and, if so, where it is located. The Provider Locator function allows users to search the entire
CCQAS database for one or more Provider’s credentials records using the basic search criteria
available on the Credentials Provider Search screen.

6.2.3.1 Using the Provider Locator Function

Searches for Provider credentials records may also be conducted using the Provider Locator
function. The Provider Locator function does not allow users to access the credentials record
for a given Provider, but it does provide contact information for the CCQAS POC who currently
has custody of the credentials record. To use the Provider Locator function, CCQAS users
enter the appropriate search criteria on the Credentials Provider Search screen, select the
Provider Locator radio button under Search Type, and then click Search. Figure 160below
depicts the Provider Locator function.
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Previder Type: -
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Agsignment Status Prowvider Cracantials Status. Search Type
nacive Fibttve AN {Prierary UIC of Assiptment UiC)
4] Curent @ actve Primary UIC
Pending Asaignment UIC
e
0 Providar Locator

T

=
—
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Figure 160: Provider Locator Function

The Provider Locator screen appears, listing all Provider records in CCQAS that meet the
search criteria.
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e

Credentialing Privileging Rizk Management Reports.

Provider Search ‘Advanoed Credentials Search || Search Results ‘ Add Credentials Provider ‘ Help?
? Name ‘ SSN Primary LHCl Start Date | Branchl Cnrpsl Stalus‘ Cred Slatus‘ Facility Name | Credentials Coordinator DSM Phone ‘ Commercial Phone
SMITH, PAUL 100-89-8888 | COMCFVPY | 07/08/2012 ML | Active 27 SPECIAL OPERATIONS WMEDICAL GROUP@ | Mrs. Karen Bair (SGHC) 681.6608 575.784.6608
SMITH, PARKER | 244-39-8888 CDICFVPV | 041572013 | F11 DC ML | Active 27 SPECIAL OPERATIONS MEDICAL GROUP @ | Mrs. Karen Bair (SGHC) 681.6608 575.784.6608
SMITH, HOLLY | 200-33-6668 BPZZFBLS | 0TME/2013 | F11 BSC ML | Active AF MEDICAL OPS AGENCY FO Mz, Janet Young / Ms. Kathy Smith | 969-9086 / 969-9084 | (210) 395-9088 / (210) 395-9064

Figure 161: Provider Locator Search Results screen

Note: Users may also obtain the POC information provided to them on the Provider Locator
function from the MTF Contacts screen in CCQAS. It is important that users update their own
contact information on the MTF Contacts screen, so that other CCQAS users are able to contact
them as needed. See Section 15 for additional details on MTF Contacts.

Note: If MTF Contacts is not an available menu item, users have not been granted the role
necessary to edit MTF Contact information, and should contact their CCQAS Administrator for
further assistance.

The Provider Locator function also allows gaining facilities to request an ICTB or PCS transfer
from the location where a Provider is currently assigned. This is explained in detail in Sections 8
and 9.

6.3 The Provider Credentials Record

The CCQAS credentials record functions as the permanent repository for a Provider’s
credentials, assignment history, and past and present privileges granted. To access a Provider’s
credentials record, CC/MSSP/CMs must perform a search for the desired record using the Basic
or Advanced Provider search functionality (refer to Sections 6.2.1 or 6.2.2). CC/MSSP/CMs
may open the desired Provider record by selecting Open from the menu of available actions, as
depicted in Figure 162 below. CC/MSSP/CMs may also open the record by double-clicking
anywhere on the summary record line.

Note: The CC/MSSP/CMs can only update records for which they have custody. Non-Primary
UICs can request credentials updates via the documents section of the credentials record.
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Figure 162: Opening a Credentials Record

The credentials record is organized into sections that are accessible by clicking the section name
in the navigation bar on the left-hand side of the screen, as depicted in Figure 163 and Figure 164
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ow.

Note: Moving the cursor over the navigation bar will expand or collapse it.
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Figure 163: Navigation Bar
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Figure 164: Navigation Bar Expanded

Summary information about the Provider is listed in the header portion of the credentials record.

This header is read-only and viewable from any section within the record. Though the header
cannot be edited directly, changes made to associated fields in the credentials record will be
reflected in the header after users save, close, and then re-open the record. Each section of the

credentials record is explained in the following sections. The reader is also referred to the

“Credentialing & Privilege Data Dictionary” for definitions and business rules associated with

individual data elements within each section of the record.

Note: Per the CCQAS convention, all fields labeled in red text denote required fields, that is,

fields that must be populated so the information on the screen can be saved.

6.3.1 The Profile Section
The Profile section in the credentials record contains a Provider’s personal demographics, Photo,
Military and Alias information, as depicted in Figure 165 below.
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Figure 165: Profile Section

All required data fields on the Profile screen were pre-populated when the credentials record was
first created, and changes to required data fields are generally not needed. This screen also
includes optional fields to document any alias or other names that Providers have used during
their professional career.

If credentials management is divided among two or more credentials staff members in a facility
or unit, use of the File Mgr field is highly recommended. Users should populate the File Mgr
field with their name, or their designated alias, to identify the record as one for which they are
responsible. Standard and ad-hoc reports may then be run to assist individual staff members
manage their workload. Users may then save all information entered in the Profile section by
clicking Save in the upper left-hand corner of the screen.

Note: The NPI field is imported from an authoritative source for this information, the Defense
Medical Human Resource System — internet (DMHRSI). If entry or changes are needed to the
NPI, they must be performed in DMHRSI.

The Upload, Edit Photo feature allows CC/MSSP/CMs to upload and store a photograph of a
Provider in his or her credentials record, as depicted in Figure 166 below. The addition of a
photo to the credentials record is important to support visual confirmation of a Provider’s
identity. The Photo is present in a Provider’s E-Application for the CC/MSSP/CM, the
Reviewers and the PA. It is the responsibility of CC/MSSP/CMs to upload an authenticated
photo of a Provider into the Provider’s credentials record in accordance with Service guidance.

CCQAS 2.10 User Guide 125



"A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 08/05/2013 14:30:19 -04:00 & | Submit Ticket | Security Briefing | Logof]
CCQAS Adverse Actions System Supporting Medical Personnel Readiness” B |
k% FOUO k%

Credentialing Privieging Risk Management Reports System |

L

‘Prcw%der Close Provider Record | “ ‘ »

Name: JACOB BLACK S5H: 100-76-6666 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM33 Provider Status: MIL

H — Photo r— Select File

A h | Browse
v o Upload Phote | Daiste Photo cose |

|

G fi ) — Phote Upload Properties

A | 0N Date: 08/05/2013

T ® 7 s CDICFVRY - 27 SPECIAL OPERATIONS WEDICAL GROUR
1 ‘2

o v User: C133, CM32

Figure 166: Profile Section, Upload, Edit Photo

The photograph must be 1 MB or less in size to be uploaded to CCQAS; have a .pdf, .jpeg, or
.gif file extension; and already be loaded onto a user’s workstation or electronically accessible on
a local network. To upload the photo, users click the Browse button and enter the file pathway
that describes the photo’s location on their hard drive or network. After the file pathway is
specified, click Upload Photo.

A Provider’s photo should be updated periodically. To update a photo, the existing photo should
first be deleted by clicking the Delete Photo button. A new photo may then be uploaded using
the process described above.

CCQAS requires every Provider to be assigned a status of Military or Civilian. Military
information is captured on the Profile page, as depicted in Figure 167 below. Civilian
information is captured on the Work History, Assignment screen, as part of the civilian
assignment information. Military Providers encompass all active duty and guard/reserve
personnel.
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Figure 167: Military Section of Profile

When users enter a checkmark for Military Information, the fields for that status are activated.
For Providers designated as Military, data fields must be populated in the following order:
Branch, Rank, Corps, AOC/DESIG/AFSC, and then ASI (Army Providers only), since the
value selected for each field creates the pick list for subsequent fields. The Accession captures
the pathway by which the Provider began working for the DoD.

Users may save all information entered by clicking Save in the upper left-hand corner of the
screen.

6.3.2 The Identification Section

Users may create a record of a Provider’s SSN or FIN in the Identification section at the time
the credentials record is first created, as depicted in Figure 168 below. This number is used to
uniquely identify each credentials record in CCQAS. After users create the credentials record,
the SSN or FIN associated with the record may not be edited.

h "A Viorldwide Credentialing, Risk Management, and Last Logon Aftempt: 10/5/2012 11:41:58 -05:00 # | Submi Ticket| Securiy Briefing | Logof
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness”
wxxx EQUIQ 5%
Credentialing Privieging Adverse Actions Reports

Provider Close Provider Record | «|w

Hame: ADAM CAROLLA Branch: Rank: corps: AOCiDesigIAFSC:

S5N: 100557474 Primary UIC: CO1CFUPY Cred Status: Active Input Clerk: CHS

[l |
A | Add | Help? |
v

2 | dentification Type |igentification Number State |
l Social © Humb 100-55.7472
& || | socal securty number 557474

Figure 168: Identification Section

Additional forms of personal identification, however, may be documented in CCQAS. To
document another form of personal identification, click Add. The Identification screen appears,
as depicted in Figure 169 below.

CCQAS 2.10 User Guide 127



Both the Identification Type and Identification Number are required. Users may then save the
information by clicking Save at the bottom of the screen. With the exception of the SSN or FIN,
other forms of personnel identification entered in CCQAS may be edited or deleted later, as
appropriate.

If it is discovered that a SSN or FIN for an existing credentials record is incorrect, consult your
Service CCQAS Administrator for further guidance.

Credentialing Privileging Adverse Actions Reports.

Provider

Name: ADAM CAROLLA Branch: Rank: Corps:
§5N: 100-55-7474 Primary UIC: CD1CFWRY Cred Status: Active Input Clerk: CM%

N Identification

: ldentification Type: | -
Identification Mumber: Foreign Drivers License
U.5. Certificate of Naturalization
U.S. Drivers License

U.S. Miltary identification Card
U.5. Resident Alien Card |

Figure 169: Add Ildentification Screen

6.3.3 The Contact Information Section

The Contact Information section consists of three tabs to document address, email, and phone
information for a Provider, as depicted in Figure 170 below. CCQAS requires that one, and only
one, home address, work address, email address, and phone number be designated as “primary”
for the purposes of communicating with the Provider.

g "A Worldwide Credentialing, Risk Management, and
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Figure 170: Contact Information Section

The Add button in the upper left-hand corner of each tab allows the addition of a new contact
record, as appropriate. CCQAS supports multiple contact records of each type, but only one of
each type may be designated as primary. Over time, it is likely that primary contact information
for a Provider will change. It is imperative that these changes be made in CCQAS as soon as
possible to ensure that communications with the Provider are not disrupted.

The most direct method for updating primary contact information in a Provider’s record is to add
the new record, designate it as Primary, and then click Save. For example, if a Provider’s
primary phone number needs to be changed, users may enter a new primary number by clicking
Add. When users enter the Type and Phone Number and select the Primary Phone = Yes
radio button, the new number is automatically designated as the primary phone number when
users click Save. Figure 171 below depicts the screen to update a Provider’s primary phone
number.
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Figure 171: Updating a Primary Phone Number

Users may designate existing contact records as “primary” by selecting Update from the hidden
menu, selecting the Primary = Yes radio button, and then saving the record. The Update
function also allows users to make changes to the contact information, but it should only be used
if corrections or additions to an existing contact record are needed. Users should create a new
contact record for each unique physical address, email address, or phone number associated with
the Provider.

6.3.4 The License/Certification/Registration (Lic/Cert/Reg) Section

The Licensure/Certification/Registration section contains State and National tabs to support
the documentation of state and national licenses, certifications, and/or registrations held by a
Provider. It also contains a third tab, Unlicensed Information, to document circumstances
where a Provider does not currently hold an active U.S. license. Figure 172 below depicts the
Licensure/Certification/Registration section.

w “A Viorldwide Credentialing, Risk Management, and Last Logon Attempt: 10/18/2012 11:41:53 -05:00 | Submit Ticket | Security Briefing| Logo
5 CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

xxxx EOLQO *rxx

Credentialing Privieging Adverse Actions Reports:

|Prowder Close Provider Record |« o

Name: ADAM CAROLLA Branch: Rank: Corps: AOC/Desig/AFSC:
SSH: 100-55-7474 Primary UIC: CDTCFVRY. Cred Status: Active Input Clerk: Clig

State | National Uniicensed Information |

| Add | RenewalLetier | Help? ‘

2 [Type State |Humber Field Status Expires ADM Waiver |
+ |License Arzona 122 Dentists Active 10012012 o

Verification Letter

1— AP0 -2 =

Figure 172: Lic/Cert/Reg Section

Users should document all past and present state and national credentials held by the Provider in
his or her credentials record. In general, Providers should update this information each time a
new E-application for privileges is submitted. Occasionally, however, CC/MSSP/CMs may need
to add or edit this information between privileging cycles.

6.3.4.1 Documenting State Licenses, Certifications, or Registrations

Every Provider who is subject to licensing at the state-level must hold at least one current, valid
state license to render care to patients in DoD facilities. This includes physicians, dentists,
physician assistants (PAs), nurse practitioners, and registered nurses. Dental hygienists are not
state-licensed, but they may be required to be state-registered. In general, military, civilian and
contract Providers, with the exception of Non-Personal Service Contractors (NPSCs), may
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render care in any DoD facility worldwide as long as they hold one current and valid license
from any U.S. state or territory (in accordance with current DoD and Service policy). Under
specific circumstances, however, Providers may require a waiver in cases where state
requirements cannot be practically applied to DoD Providers. These exceptions are discussed in
the next section.

Users may view or update existing state license records by selecting Update from the hidden
menu of actions for the record. Users may create state-level licenses, certifications, and
registrations by clicking Add on the State tab, as depicted in Figure 173 below.
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Figure 173: State License/Certification/Registration Screen

Users are required to enter the Number, State, Field, Status, and Type for each state license,
certification, or registration record created.

Hint: The Field field includes an A-Z sort function 24 that allows users to display the pick list
in numerical order by field code or alphabetic order by field description.

The remaining fields on the screen should be populated with information provided on the
Provider’s license/certification/registration certificate. In the few cases where the license has no
associated expiration period or date, users should check Expiration Indefinite in lieu of entering
an Expiration Date. When a license’s expiration date is earlier than the current date, the license
is flagged as expired.

The PSV Information section at the bottom of the screen displays the pertinent information
from the most recent PSV of the credential. If the credential has not been previously PSV’ed or
requires a new PSV, CC/MSSP/CMs should complete the PSV and document the details in the
PSV Information section of the screen. If the PSV was previously performed, but not
documented in CCQAS, CC/MSSP/CMs should populate the PSV Information section with the
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verification date and method indicated in the original PSV document. When the screen is saved,
the name, UIC, and position of the individual who entered the current PSV is auto-populated,
and a PSV entry is added to the PSV History tab.

After an active license has been verified and deemed to be in good standing, users must select the
In Good Standing checkbox. If the In Good Standing checkbox is not checked, users must
enter explanatory Remarks to save the record. Users then click Save to return to the State
tab.Depending on the state(s) in which they hold an active medical license, military physicians
may require an administrative waiver. PAs may also require a state license waiver, depending on
their practice circumstances. Waiver requirements for military physicians and PAs are explained
in detail in Sections 6.3.4.2 and 6.3.4.4, respectively.

Foreign National Local Hires (FNLH) and other foreign-trained Providers who hold active
licenses issued in the country where they practice should be documented on both the State tab
(by selecting State = issuing country) and the Unlicensed Information tab. The Unlicensed
Information tab is explained in Section 6.3.5.5.

6.3.4.2 Documentation of Social Worker License Level
When Social Workers field (300) is chosen, the user must designate the level of the license. The
drop down menu has selections for the following (mouse over seen in Figure 174):
e Entry Level- First license, post-master social worker. Requires 2 years of supervision.
This selection is valid for Army and Air Force provider.
e Independent-Licensed Clinical Social Worker (LCSW)

Provider Ch

Name: JACOB BLACK SSN: 100-75-5555 Primary UIC: CDCFWPY Cred Status: Active Input Clerk: CM33

v | [State ICertificati

-
- Type: | License ;I State I OR - Oregon ;I
1 Number: |8541
- — - A
Field I 300 - Social Werkers, Clinical LI zl
lzsue Date: v
Status ;I

Remarks Independent: Licensed clinical social
worker (LCSW).

Figure 174: Social Workers License Level Information

Entry Level: 12t icense, post-masters
social worker, reguires 2 years

supervision. Valid selection for Army ang  [tion Indefind
Aijr Force providers.

Expiratio

In Good St

[=RE I i ]

6.3.4.3 Administrative Waivers for Physicians

DoD has a requirement that all physicians must be state licensed and fulfill all of the state's
requirements for practice unless this provision is expressly waived. In order to provide health
care services independently as a health care professional in the MHS, physicians must hold at
least one current, unrestricted state medical license. A physician’s license must meet all the
clinical and administrative requirements and be no different than his or her civilian counterpart’s
license. Renewal fees are not subject to waiver. See DoD guidance and Service
regulations/instructions for additional guidance.

Waiver requests are considered on a case-by-case basis and must be requested for each period of
license renewal.
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CCQAS allows users to document whether or not a waiver has been granted by activating the
Admin Waiver field on their state license record when a physician is licensed in one of the DoD
approved waiver states. Figure 175 below depicts the Admin Waiver field.

Credentialing Privieging Adverse Actions Reports

|Prowuer Close Provider Record | |

Name: ADAN CAROLLA Branch: F11 Rank: Lt Gen Corps: NC ADCiDesigiAFSC: 44F4
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| [state LicenseiCertification/Registration

A Type: [License = State: [ 07 - Oregon =
. Number: Admin Waiver -
i | a2 E
. P Mo
T Issue Date: izl Expiration Date pe B+ T exprration ncefinte
I Status: - In Good Standing: [
@ emarks:

L L

Figure 175: Admin Waiver Field

If a physician has only one active license and the state of licensure is a waiver state, DoD policy
requires him or her to have a valid waiver for that state. If a physician holds an active,
unrestricted medical license in a non-waiver state, waivers are not required for active licenses
held in waiver states, unless the license from the non-waiver status loses its active status. If a
physician holds active licenses from multiple waiver states, only one of those licenses requires a
waiver.

6.3.4.4 Documenting National Certifications or Registrations

Every Provider who is subject to certification at the national level must hold at least one current,
valid national certification to render care in DoD facilities. This includes PAs, nurse
practitioners, and allied health professionals.

Note: Specialty board certification information is documented on the Specialties tab (refer to
Section 6.3.8), and not on the Licensure/Certification/Registration tab.

Users may view or update existing national records by selecting Update from the hidden menu
of actions for the record. Users may create National-level certifications and registrations by
clicking Add on the National tab, as depicted in Figure 176 below.
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Figure 176: National Certification/Registration Screen

Users are required to enter the Number, Field, Specialty, Agency, Type, and Status for each
national certification or registration record created. To ensure data consistency, the pick list
values for the Specialty and Agency are driven by the value selected for Field.

Hint: The Field field includes an A-Z sort function 24 that allows users to display the pick list
in numerical order by field code or alphabetic order by field description.

The remaining fields on the screen should be populated with information provided on the
Provider’s certification/registration certificate. In the few cases where the certification has no
associated expiration period or date, users must select Expiration Indefinite in lieu of entering
an Expiration Date. When a license’s expiration date is earlier than the current date, the license
is flagged as expired.

The PSV Information section at the bottom of the screen displays the pertinent information
from the most recent PSV of the credential. If the credential has not been previously PSV’ed or
requires a new PSV, CC/MSSP/CMs should complete the PSV and document the details in the
PSV Information section of the screen. If the PSV was previously performed, but not
documented in CCQAS, CC/MSSP/CMs should populate the PSV Information section with the
verification date and method indicated in the original PSV document. When the screen is saved,
the name, UIC, and position of the individual who entered the current PSV is auto-populated and
a PSV entry is added to the PSV History tab.

After an active certification has been verified and deemed to be in good standing, users must
select the In Good Standing check box. If users do not select the In Good Standing checkbox,
they must enter explanatory Remarks to save the record. Users then click Save to return to the
State tab.
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6.3.4.5 Waivers of Licensure Requirements for Qualified PAs
PA’s are certified by the National Commission on Certification of PA’s (NCCPA) and may also
be licensed by state medical boards as competent to practice medicine. The DoD has established
the Health Affairs (HA) Policy 04-001 to waive the state licensure requirement for qualified PAs
employed by the DoD under other than non-personal services contracts.

If a PA has a valid, unexpired NCCPA certification, and has been granted privileges via an E-app
or offline privileges entered into the system, CCQAS automatically creates an administrative
waiver on the State Licensure/Certification/Registration tab. In order for CCQAS to generate
the PA waiver, all of the following conditions must be met:
e PAs may not have the Accession = NPSC — Non Personal Service Contract on the Work
History, Assignment screen
e PAs’ National Certification records must include the following:
- Field = 642 — Physician Assistants or 645 — Physician Assistants, Osteopathic
- Specialty = Physician Assistant
- Agency = NCCPA - National Commission On Certification of PA’s
- Expiration Date that has not expired
- The Privilege Expiration Date must not be expired

If these conditions are met, CCQAS automatically generates a PA Waiver entry on the State
Licensure/Certification screen, which has the following characteristics:

e Number = PA Waiver

e Field = The value enter for Field on the PA’s national certification record

e Status = Active

e Expiration Date = The lesser of NCCPA Expiration Date or the Privilege Expiration

Date
e In Good Standing = Yes
e ADM Waiver = Yes

The waiver record is available as a summary record only and cannot be opened, edited or
deleted. The waiver remains current and valid as long as the national certification and privilege
expiration dates are not expired. The PA waiver automatically expires when either (or both) a
PA’s privileges or national certification expire(s) or are revoked. The PA waiver is
automatically renewed as privileges and the national certification is renewed and will continually
reflect the lesser of these two expiration dates. The PA waiver is automatically transferred
during an ICTB transaction in the same manner as other license or certification records. The PA
waiver, however, is not transferred for a PCS transaction, since a new waiver must be generated
based on privileging at the new location. PA’s who are contracted under non-personal services
contracts are not eligible for a PA waiver, and must hold a valid state license in the state where
the MTF is located.

6.3.4.6 Unlicensed Information Screen

The Unlicensed Information screen, depicted in Figure 177 below, is used to document any
situation where Providers do not hold an active state license in the U.S. or one of its territories.
This includes Providers who do not hold any active licenses, as well as those whose only active
licenses are held outside the U.S.
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Figure 177: Unlicensed Information Screen

Users are required to select one of the explanations from the Reason pick list. If users select
Reason = | am currently involved in the licensure application process, they are required to
enter the Available State, and then click Add to have the state included in the Licensure State
list. The selection of Reason = “I have let my license lapse ..... ”” requires users to enter
explanatory Remarks.

As a Provider’s situation changes, the information maintained on this screen should be updated.
For example, when a previously unlicensed Provider obtains an active, U.S. license, he or she is
no longer considered ‘unlicensed’, and users may delete the information on the screen by
clicking Delete in the upper left-hand corner of the screen.

6.3.5 The Drug Enforcement Agency/Controlled Dangerous Substances Section
The Drug Enforcement Administration/Controlled Dangerous Substances (DEA/CDS)
section supports the documentation of all federal and state certifications issued to Providers,
allowing them to prescribe or dispense medications to patients. All past and present DEA or
CDS certifications issued to Providers should be documented in their credentials record. In
general, Providers should update this information each time a new E-application for privileges is
submitted. Occasionally, however, CC/MSSP/CMs may need to add or edit this information
between privileging cycles.

Users may view or update existing DEA/CDS records by selecting Update from the hidden
menu of actions for the record. Users may create new DEA/CDS records by clicking Add in the
upper left-hand corner of the tab, as depicted in Figure 178 below.
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Figure 178: DEA/CDS Section

Users are required to enter the Number, Expiration Date, and select Type for each DEA or
CDS record created. When documenting a fee-exempt DEA number obtained by a qualifying
Provider, use Type = DEA (fee exempt). A fee-exempt DEA certification may only be used
when the individual is performing official duties. It is not valid for use when a Provider is
rendering care during off-duty employment or functioning in another non-military capacity. For
all other (i.e., fee-paid) DEA numbers, use Type = Federal. CDS numbers should be
documented with Type = State. Any records with Type = Other should be accompanied by
explanatory text in the Remarks section. The Verified Date should reflect the date when the
number is PSV’ed. In the few cases where the registration has no associated expiration period or
date, user should check Expiration Indefinite in lieu of entering the Expires date, as depicted in
Figure 179 below.

A button to access the DEA website is provided for reference purposes at the bottom of the
screen. After users enter all information, click Save to save the data entered and return to the
DEA/CDS Summary screen.
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Figure 179: DEA/CDS Screen

6.3.6 The Education/Training Section

The Education/Training section supports the documentation of the academic and practical
educational credentials for Providers that is required for their professional specialty. This section
consists of three tabs to document a Provider’s professional education, ECFMG certification (if
applicable), and post-graduate training.

In general, Providers should update all new education and training information each time they
submit an E-application for privileges. Occasionally, CC/MSSP/CMs may need to add new
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credentials to a Provider’s record between privileging cycles. CC/MSSP/CMs may add a new
record to the appropriate screen by clicking the Add button in the upper left-hand corner of the
screen, as depicted in Figure 180 below.
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Figure 180: Education/Training Section

6.3.6.1 Documenting Professional Education

The Professional Education tab is designed to capture a Provider’s academic credentials.
Providers may only have one Qualifying education entry. Depending on the type of Provider,
this primary academic credential may either be a degree (e.g., physician, nurse, etc.) or a
certificate (e.g., Licensed Vocational Nurse [LVVN]/Licensed Practical Nurse [LPN]), where
Type = Qualifying Degree or Type = Qualifying Certificate, respectively. The qualifying
degree or certificate is required for submission of an E-Application, so most credentials records
will already have this information documented and verified, as depicted in Figure 181 below.

d Last Logon Attempt: 10/18/2012 11:41:58 -05:00 # | Submit Ticket | Security Eriefing | Lo

e "A Worldwide Credentialing, Risk Management, an:
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” CO1CFVPY =

axxx EQUIQ #4%*

Credentialing

Privieging Adverse Actions Reports

| Provider

Close Provider Record

[«

Name: ADAN CAROLLA
SSN: 100-55-T474

Primary UIC: CO1CFVRY

Branch: F11

Rank: Li Gen
Cred Status: Active

Corps: lC
Input Clerk: CI13

ADC/Desig/AFSC: 44F4

| [Professional Education

Foreign Medical Graduate:

Degree

Insitution Name:

Check here f instiution not found: [

Address 1
ciy|

Postal Code:

Fifth Pathway: [T

Address 2

State: [

Attended To: [10/15/2007 E=

—Prime Source Verification (PSV) Information

Current History

© * This field must be entered to complete verification.

= Method: & yyritten Correspondence (" Telephone ¢ nternet ¢ Email

* Contact Name: |LESLIE
Email

Entered By Name: 11SSP152 MSSP152

Position
Phone:

Entered By Position

Source: E-Applcation
*Verified Date: [100812012 )]
mstiwton: [

URL: l—

Entered By UIC: NODOGD (Non-Primary)

PS5\ Remarks: |

i

K1

Figure 181: Qualifying Degree Record

The Qualifying Degree or Qualifying Certificate requires full PSV documentation. If the
credential has not been previously PSV’ed, CC/MSSP/CMs should complete the PSV and
document the details in the PSV Information section of the screen. If the PSV was previously
performed, but not documented in CCQAS, CC/MSSP/CMs should populate the PSV
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Information section with the verification date and method indicated in original PSV document.
When the screen is saved, the name, UIC, and position of the individual who entered the current
PSV is auto-populated and a PSV entry is added to the PSV History tab. After CC/MSSP/CMs
document the PSV of this degree or certificate in CCQAS, the PSV does not have to be repeated
during future privileging actions.

Additional academic degrees obtained by Providers should also be entered into CCQAS as Type
= Other Degree or Other Certificate. Each unique degree or certificate held by Providers
should be documented in a separate record on the Professional Education tab.

Example: The primary, qualifying education record for a PA should be Type = Qualifying
Degree and Degree/Cert = MPAS — Masters of Physician Assistant Studies. This is the degree
that qualifies Providers to function as PAs. Providers also have a bachelor’s degree that was
obtained as a prerequisite for the advanced degree. The bachelor’s degree would be created as a
second education record with Type = Other Degree.

Note: Users may enter a new Qualifying Degree at any time by selecting Type = Qualifying
Degree, the previously marked Qualifying Degree is defaulted to Other Degree.

For all professional education records, the Type, Degree, Institution Name, Date Attended to,
and Completed fields are required. The value that users select for Type determines the list of
values available in the pick list for Degree. If Providers are currently obtaining the
degree/certification, or never completed it, they should mark Completed as In-Training or No
respectively. Explanatory Remarks are required when No is selected.

If the academic credentials were obtained at the Uniform Services University of Health Sciences
(USUHS), users should click USUHS to auto-populate the Institution. If obtained elsewhere,
users should enter the institution where the degree or certificate was obtained into CCQAS using
the Search function @4 as depicted in Figure 182 below.

Institution Search

State.n'Pru'.rince:l LI Institution:

Search I Cancel I

Figure 182: Institution Search Screen

To ensure data consistency, users should use the search function #4 to enter the name of all
educational institutions. The search function allows users to search for a board by entering a
State/Province in which the institution is located, or by institution name.

Hint: The recommended method for locating an Institution is to leave the State/Province blank
and search by Institution name. When searching for institutions by name enter a key word or
phrase to locate the correct institution. The less specific the search criteria, the broader the
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results. For example, if users enter “Harvard”, the search returns Harvard Medical School,
Harvard University Medical School, etc. Users may then select the value that best matches the
institution description on the Provider’s diploma or certificate.

When users click Search, a list of institutions that meet the search criteria displays. Users may
then select the appropriate institution from the list, and then click OK. The Professional
Education tab appears with the Institution populated with the value selected. In most cases,
City and State auto-populate the location of the institution selected. If the City and State are
not auto-populated by the Search function, users should verify and manually enter the city and
state associated with the institution.

If the institution is not found contact CC/MSSP/CM to contact the Service Representative.
Send an email to the CC/MSSP/CM to add the valid institution to pick list. The Email should
contain the following:

e Name of institution

e Address of institution

e State or Country of institution

Note: If several search attempts have failed to find the correct institution name and the user is
unable to contact the CC/MSSP/CM, the user should select the Check here if institution not
found checkbox and enter the name of the institution.

After the Professional Education screen has been populated, users click Save to save the
information and return to the Professional Education tab.

6.3.6.2 Documenting Post Graduate Training

The Post Graduate Training tab is designed to capture the practical education and training for
Providers, as depicted in Figure 183 below. This tab pertains primarily to Providers who are
required to complete internships, residencies, or fellowships as part of their formal training (i.e.,
physicians and dentists).
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Figure 183: ‘Post Graduate Training’ Tab
Unless they are currently in their internship (i.e., Post-graduate year 1 [PGY-1]), most physicians
and dentists should have multiple “Other Education” records in the CCQAS credentials file.
Each professional year of post graduate medical study should be documented as a separate
training record in CCQAS, as depicted in Figure 184 below.
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Figure 184: Post Graduate Training Record

The Field of Study is a free text field to enter the most appropriate description of training that
took place. The Institution should be entered in the same manner as described in the previous
section. If the City and State are not auto-populated by the Search function, users should verify
and manually enter the city and state associated with the institution. A Remarks section is
available to include additional information that is pertinent to the education credential being
entered into the Provider’s credentials record. Remarks are required if Completed = No.

Users should document complete PSV information for each post graduate training record in
CCQAS. If the credential has not been previously PSV’ed, CC/MSSP/CMs should complete the
PSV and document the details in the PSV Information section of the screen. If the PSV was
previously performed, but not documented in CCQAS, CC/MSSP/CMs should populate the PSV
Information section with the verification date and method indicated in the original PSV
document. When the screen is saved, the name, UIC, and position of the individual who entered
the current PSV is auto-populated and a PSV entry is added to the PSV History tab. After the
PSV of the completed training is documented in CCQAS, the PSV does not have to be repeated
during future privileging actions.

If Providers are currently in Post Graduate Training, or have never completed it, they should
mark Completed as In-Training or No respectively. Explanatory Remarks are required when
No is selected.

6.3.6.3 Documenting Foreign Trained Providers

If Providers received their medical training outside the U.S., users should check Foreign
Trained on the Qualifying Degree record under the Professional Education tab. This activates
the Fifth Pathway checkbox and the ECFMG tab. If foreign-trained Providers are rendering
patient care in a facility in the U.S. or its territories, they are required to have one of these two
certifications. If Providers are working exclusively outside the U.S. (for example, they are Local
National Foreign Hires), they are not required to have either certification. In both cases, the
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details of a Provider’s qualifying degree and other training should then be documented as
completely as possible on the Professional Education and Post Graduate Training tabs.

The Fifth Pathway program is a program whereby foreign-trained physicians may attend a fifth
year of medical school in the U.S. prior to moving into their residency programs. If a Provider
has completed an extra year of medical school under the Fifth Pathway program, users should
select the Fifth Pathway checkbox and enter the details of the Provider’s Fifth Pathway training
on the Post Graduate Training tab as a separate training record, with Type = Fifth Pathway.
Alternatively, foreign-trained Providers who wish to work in the U.S. may also obtain ECFMG
certification. If a Provider holds ECFMG certification, users should enter the information
printed on his or her ECFMG certificate into the ECFMG tab in CCQAS, as depicted in Figure
185 below.

Credentialing Privieging Risk Management Reports ]
Provider Close Provider Record ‘ “ | » ”
Name: JACOB BLACK SSH: 100-76-6865 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CH33 Provider Status: WL
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A
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| Foreign Medical Graduate: F“‘_ Fifth Pathway: [~
G Degres: [ Bachelor of Medige =
A .
. Institution Name: ﬂl USUHS |[UNIVERSIDAD DE BARCELONA
1 Check here if institution not found: [
o} Address 1 Address 2:
E ey State: [ A - Non US StaterTerritory =l
Postal Code:
Aftended From: E= Attended To: [05/221998 =
Completed: [ves -
Remarks: jl
- Prime Source Verification (PSV) Information
Current | Histary
© = This field must be entered to complete verification Source:
* Method: { yyritten Correspondence ¢ Telephone { internet © Email = Verified Date: =
* Contact Name: Position Institution:
Emait: Fhone: URL:
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PSV Remarks: ;I

Save | Close |

Figure 185: ECFMG Checkbox
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Privieging Risk Management
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Figure 186: ECFMG Page

Users should document complete PSV information for an ECFMG certification in CCQAS. If
the credential has not been previously PSV’ed, CC/MSSP/CMs should complete the PSV and
document the details in the PSV Information section of the screen. If the PSV was previously
performed, but not documented in CCQAS, CC/MSSP/CMs should populate the PSV
Information section with the verification date and method indicated in the original PSV
document. When the screen is saved, the name, UIC, and position of the individual who entered
the current PSV is auto-populated and a PSV entry is added to the PSV History tab. After the
PSV of the ECFMG certification is documented in CCQAS, the PSV does not have to be
repeated during future privileging actions.

The Fifth Pathway and ECFMG certifications apply only to physicians and should be left blank
for all other types of Providers who are trained outside the U.S.

6.3.7 The Specialty Section

The Specialty tab in the credentials record describes the medical or dental specialties in which
Providers have been trained to practice. Every Provider record in CCQAS should have at least
one specialty record in the Specialty section. All specialties and subspecialties held by a
Provider should be documented in his or her credentials record, and each specialty should be
documented as a separate record in CCQAS. In general, Providers should update this
information each time a new E-application for privileges is submitted. Occasionally,
CC/MSSP/CMs may need to add or edit this information between privileging cycles.

Note: Entries from the Specialty Section automatically populate the Specialty field on the
Assignment Tab, and are necessary to indicate what the provider is privileged in for each
assignment.

Users may edit an existing specialty record by selecting Update from the hidden menu of
options. Users may add a new specialty record by clicking Add in the upper left-hand corner of
the screen, as depicted in Figure 187 below.
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Figure 187: Specialty Section

The Specialty screen appears, as depicted in Figure 188 below. Users are required to enter the
Specialty, Sub-Specialty, and Level of training to create a new specialty record.

"A Worldwide Credentialing, Risk Management, and
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Figure 188: Adding a Specialty

The pick list of values for Sub-Specialty is driven the by choice of Specialty. These field
dependencies are designed to maintain the consistency and integrity of information within the
credentials record. The Level of training pertains directly to the Specialty and Sub-Specialty

reported on this screen.

Specialty board certification information is documented on the Specialties tab and not on the

Licensure/Certification/Registration tab.

Note: The agencies ABMS, AOA, and ADA are currently the only agencies that are selectable
from the lookup screen, and are specific to Physicians and Dentists.

If a Provider has completed all required professional training and licensure, but is not board

certified, then Level = Fully Trained.

Providers who have not completed their required professional training should be designated as In

Training.
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Note: Users must document qualifying National certifications and registrations on the
Licensure/Certification/Registration tab (refer to Section 6.3.5).

6.3.7.1 Documenting Board Certification

When Providers have been designated as board-certified, additional data fields are presented that
capture the information contained on the Provider’s certificate of board certification, as depicted
in Figure 189 below.

piiiy "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/18/2012 11:41:58 05:
? ££ms Adverse Actions System Supporting Medical Personnel Readiness”
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n Specialty

S;Ec.\a?t;;'l Endedentics

[E1JEl

Sub-Spscwany:| Mo Subspecialty
Le-.el:lm
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Expiration Date: I— ¥ Expiration Indefinite
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@ -

[=BERE I

— Prime Source Verification (PSV) Information
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© * This field must be entered to complete verification Source:
* Method: € yyritten Correspondence { Telephone © Internet ' Email * Verified Date: E-
* Contact Hame: I Position: l— Institution: l—
Email: l— Phone: l— URL: l—

Entered By Name: Entered By Position: Entered By UIC:
PSV Remarks: d

Figure 189: Board Certification Section

To ensure data consistency, users should activate the search function #4 to enter the name of the
certifying board. The search function allows users to search for an agency/board by entering a
partial board name (e.g., enter “surg’ to search for American Board of Surgery) or a certifying
board affiliation (i.e., ABMS, AOA, or ADA), as depicted in Figure 190 below.

When users click Search, a list of boards that meet the search criteria displays on the screen.
Users may then select the appropriate board from the list and click OK. The Specialty screen
appears with the Board populated with the board name selected. Certifying Board is auto-
populated with the correct board affiliation only when the certifying board is ABMS, AOA, or
ADS.
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Search | Cloze |

Figure 190: Board Search Screen

Note: If several search attempts have failed to find the correct board name, users should consult
their Service CCQAS representative for further assistance.

The remaining fields in the Board Certification section should be populated with the
Certification Number, Certified Date, and Expiration Date indicated on the Provider’s
certificate and the Verified Date when the certificate was PSV’ed. In the few cases where the
certification has no associated expiration period or date, users should check Expiration
Indefinite in lieu of entering an Expiration Date.

CCQAS requires full PSV documentation for board-certified specialties. If the credential has not
been previously PSV’ed, CC/MSSP/CMs should complete the PSV and document the details in
the PSV Information section of the screen. If the PSV was previously performed, but not
documented in CCQAS, CC/MSSP/CMs should populate the PSV Information section with the
verification date and method indicated in the current PSV document. When the screen is saved,
the name, UIC, and position of the individual who entered the current PSV is auto-populated and
a PSV entry is added to the PSV History tab. PSV is required each time the board certification is
renewed.

6.3.8 The Affiliation Section

The Affiliation section supports the documentation of a Provider’s affiliations with other health
care organizations. The Affiliation section consists of two tabs to document the Provider’s
Academic Affiliations and Organizational Memberships, as depicted in Figure 191 below. In
general, Providers should update this information each time a new E-application for privileges is
submitted. Occasionally, however, CC/MSSP/CMs may need to add or edit this information
between privileging cycles.

Last Logon Attempt: 10/18/2012 11:41:58 -05:00 | Submit Ticket| Security Briefing | Logoff

= "A Worldwide Credentialing, Risk Management, and
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” COICFVPY v

*xxxx EQUO **%*

Close Provider Record | «‘ »

Branch: F11 Rank: Lt Gen Corps: IMC AOC/Desig/AFSC: 24F4
Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CMZ

Figure 191: Affiliation Section
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6.3.8.1 The Academic Affiliations Tab
Users should create an Academic Affiliation to document any academic appointments or other
professional associations with academic institutions, as depicted in Figure 192 below.

CCQAS requires the entry of the Institution Name and Position to save an academic affiliation
record. A search function is provided to assist with the entry of the Institution Name. The
Institution Name may also be typed directly on the screen as a free-text entry. The remainder of
the fields on the screen should be populated to the extent appropriate to fully document a
Provider’s affiliation.

T "A Worldwide Credentialing, Risk Management, and Last Logon Aliempt: 10/18/2012 11.41:58 -05:00 # | Submit Ticket | Securiy Briefing | Lo¢
CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

xxx EOLIQ #re*

Adverse Actions

‘ Provider Close Provider Record ‘ “ |

Name: ADAW CAROLLA Branch: F11 Rank: Lt Gen Corps: IIC AOC/DesigiAF5C: 2474
SSN; 100-55-7474 Primary UIC: CD1CFVPY. Cred Status: Active Input Clerk: CHg

1| [Academic Affiliations

' Miltary Faciity ' Civilian Facility

Instiution Name: (] | U5 ||
G Position: [
A
. Address 10 Address 2
I City/Town: State: -
i Postal Code: e Phone:
Start Date: |E=lg End Date =]
PO Name: FOC Phons:

POC E-mail

Save Close
Figure 192: ‘Academic Affiliations” Tab

6.3.8.2 The Organizational Memberships Tab
An Organization Membership refers to a Provider’s membership in professional societies,
associations, or other organizations, as depicted in Figure 193 below.

CCQAS requires the entry of the Institution and Position to save an organizational membership
record. A search function is provided to assist with the entry of the Institution. The Institution
may also be typed directly on the screen as a free-text entry. The remainder of the fields on the
screen should be populated to the extent appropriate to fully document the Provider’s
membership.
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Figure 193: ‘Organizational Memberships’ Tab

6.3.9 The Continuing Education Section

The Continuing Education section supports the documentation of the continued medical and
dental education that Providers have completed. In general, Providers should update this
information each time a new E-application for privileges is submitted. Occasionally,
CC/MSSP/CMs may need to add or edit this information between privileging cycles.

Users may edit an existing education record by selecting Update from the hidden menu of
options. Users may create a new education record by clicking Add in the upper left-hand corner
of the screen, as depicted in Figure 194 below.

"A Worldwide Credentialing, Risk Management, and Last Logon Atiempt: 10/18/2012 11-41:58 -05:00 @ | Submit Ticket | Securty Briefing | Logo'
(| CCQAS Adverse Actions System Supporting Medical Personnel Readiness™
sxxx EQUO **+*
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Provider Close Provider Record [« »

Hame: ADAN CAROLLA Branch: F11 Rank: Lt Gen Corps: T AOCIDesig/AFSC: 44F4

S8l 100-55-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerks CHg
W |[ Centinuing Education
A ‘ Add | Help? ‘
v
|| 7 [courseType Credit Hours Course Number / Sponser Training Description Started Completed |

! 2 . oty 0172012 1052012
N = E Dental Safely 10012012 10052012
A |l [oeete
-

Figure 194: Continuing Education Section

The Continuing Education screen displays, as depicted in Figure 195 below. The Type of
continuing education determines the other fields on the screen that are required to be filled out.
The remaining fields on the screen should be completed according to the information provided
on the training certificate and official course documentation.

After the screen has been populated with the required information, users click Save. The
Continuing Education section displays, showing a summary of the new or updated training
record.
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Figure 195: Continuing Education Record

CCQAS can accommodate as many training records as are required to completely document a
Provider’s training history. The “Additional Training” standard report allows users to report a
summary of all continuing education completed by one or multiple Providers within a selected
time period.

6.3.10 The Contingency Training Section

The Contingency Training section supports the documentation of the one-time and on-going
medical and military training courses completed by Providers. In general, Providers should
update this information each time a new E-application for privileges is submitted. Occasionally,
CC/MSSP/CMs may need to add or edit this information between privileging cycles.

Users may edit an existing training record by selecting Update from the hidden menu of options,
as depicted in Figure 196 below. Users may add a new training record by clicking Add in the
upper left-hand corner of the screen.

£ "A Worldwide Credentialing, Risk Management, and Last Logon Aftempt: 10/18/2012 11:41:58 -05:00 ¥ | Submit Ticket| Security Briefing | L
7 CCQAS Adverse Actions System Supporting Medical Personnel Readiness”
xxxx EQUQ *5*
Credentialing Adverse Actions
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& | Add Help?
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G
Al ekt !
T

Figure 196: Contingency Training Section

The Contingency Training screen appears, as depicted in Figure 197 below. Each contingency
training record includes the Training Type and either an Expiration Date or Completion Date
depending on whether the course is a one-time or ongoing training requirement. In general, all
Providers should hold a current BLS certification since BLS certification is a requirement for all
health care providers. The other types of training generally only apply to specific groups of
Providers.
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Figure 197: Contingency Training Record

If the Provider is an instructor for any of the on-going courses being documented, check the
Check here if you are an instructor checkbox, and enter the expiration date of the Provider’s
instructor certificate in the Expiration Date field. If the Provider is an instructor for a one-time
training course, enter the expiration date of the instructor certificate in the Remarks section of
the training record.

After the screen has been populated with the required information, users click Save. The
Contingency Training section displays, showing a summary of the new or updated training
record. Users may run the “Training Expiration” standard report to identify all Providers who
have expired training certifications.

6.3.10.1 The References Section

The References section supports the documentation of individuals named as professional
references. Providers are required to submit current references with their E-Application, which
are then PSV’ed prior to application review. Occasionally, CC/MSSP/CMs may need to add or
edit reference information directly into the Provider’s credentials record.

Users may edit an existing reference record by selecting Update from the hidden menu of
options. Users may create a new reference record by clicking Add in the upper left-hand corner
of the screen, as depicted in Figure 198 below.

"A Worldwide Credentialing, Risk Mana Last Logon Attempt: 10/18/2012 11:41:58 -05:00 & | Submit Ticket | Securty Briefing | Logoi

“CCQAS

Adverse ystem Suppor CDICFVPY =
xxxx EQUIQ **2*
Credentialing
|Pruwder Close Provider Record ‘ “ | L
Name: ADAM CAROLLA Branch: #11 Rank: Lt Gen Corps: IC ADC/DesigiAFSC: 4474
SSH; 100-55-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CHZ
N References |
A ‘ Add | Help? |
v
|2 Jeurmrent [name Tile/Position Address ety State |
s | DAvE Cinical Supervisor
A Delete JESSICA Clinical Supervisor

Figure 198: References Section
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The Reference Name and Title/Position are required on every reference record, as depicted in
Figure 199 below. Although they are not displayed in red text, either an Email, Phone #, or Fax
# are also required so that the reference may be contacted. Additional contact information
should be entered, as available.
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Figure 199: Reference Record

CCQAS requires full PSV documentation for current references submitted by Providers on their
E-application. In general, the information displayed in the PSV Information section of this
screen reflects the PSV information entered when a Provider’s most recently submitted E-
Application was processed. If the credential has not been previously PSV’ed, CC/MSSP/CMs
should complete the PSV and document the details in the PSV Information section of the
screen. If the PSV was previously performed, but not documented in CCQAS, CC/MSSP/CMs
should populate the PSV Information section with the verification date and method indicated in
the original PSV document. When the screen is saved, the name, UIC, and position of the
individual who entered the current PSV is auto-populated and a PSV entry is added to the PSV
History tab. PSV of current references is required with each E-Application submitted.

6.3.10.2 The Databank Queries Section

The Databank Queries tab, depicted in Figure 200 below, supports the documentation of the
results of NPDB, (HIPDB historical data only), FSMB queries, and Other Reporting Agency
Information. This section allows users to view the date and status of the last query made to each
of the data banks and request a new data bank query, when needed.

In general, the Result Date in the NPDB section of the screen should reflect the date when a
Provider’s last E-application was PSVV’ed. The Last Query Date and Result Date are updated
in the Provider’s credentials record each time the PSV of a privilege application is performed.
CC/MSSP/CMs may also request a query anytime outside the normal privileging cycle by
checking the Request Query checkbox and clicking Save.
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Figure 200: Databank Queries Section

6.3.10.3 NPDB Query Requirements

The NPDB is primarily an alert system intended to restrict the ability of physicians, dentists, and
other health care practitioners to move from state to state without disclosure or discovery of
previous medical malpractice payment and adverse action history. Adverse actions can involve
licensure, clinical privileges, professional society membership, and exclusions from Medicare
and Medicaid.

DoD Directive 6025.13 states that NPDB queries should be performed at a minimum of every
two years, upon initial granting or renewal of clinical privileges at each privileging location, or
in response to a specific concern, as appropriate. Users should consult Service policy if
questions arise concerning the requirements and procedures associated with queries in the NPDB
database.

There is a charge associated with performing NPDB queries, so not all users of CCQAS are
authorized to perform them. Users are referred to their Service’s privileging policy for further
guidance requesting and obtaining NPDB query results.

Note: As of, 6 May 2013 the HIPDB merged with the NPDB so there is now only one query
process and document. Historical HIPDB data is retained in the credentials record and is read-
only.

6.3.10.4 FSMB Query Requirements

The FSMB maintains the Federation Physician Data Center, a central repository for formal
actions taken against physicians by state licensing and disciplinary boards, Canadian licensing
authorities, the U.S. Armed Forces, the U.S. Department of Health and Human Services, and
other regulatory bodies. After an action is reported to the Federation, it becomes part of a
physician's permanent record.
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Note: Within DoD, FSMB requirements may vary according to Service regulations.

6.3.11 The Custody History Section

The Custody History section in the credentials record is designed to display a complete history
of a Provider’s credentials custody, as depicted in Figure 201 below. This tab contains UIC,
POC, Reason, Effective Date and End Date information for each facility that has had custody of
the Provider’s record. This information is read-only for informational purposes, and cannot be
edited.

Note: Custody History was not recorded prior to deployment of CCQAS 2.10, and reflects
ownership from migration forward.

“A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/22/2012 08:21:36 -05:00 # | Submi Ticket | Security Briefing | Logoff

? ccms Adverse Actions System Supporting Medical Personnel Readiness”

xeex EOUQ ****

Fax: Comm: 608 DSN: 6616028
ON@AMR.COM

Credentialing Privieging Adverse Actions Reports
Provider Closs Provider Record | «‘ »|
Hame: Branch: F11 Rank: Lt Gen Corps: MC AOCiDesig/AFSC: 44F4
SSHi: Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM9
N Custody History
A ||luic rOC Reason Effective Date End Date
V|| 27 SPECIAL OPERATIONS MEDICAL GROUP Iirs. Karen Bair (SGHC) Provider has been assigned to this UIC 09/25/2012
) || @ cannon aFs co1crvey) Ph 784.66
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Figure 201: Custody History Section

6.3.12 The Work History Section

The Work History section in the credentials record is designed to manage all current and past
Assignments (MIL/CIV) for Providers, their Work History, and their Malpractice Insurance, as
depicted in Figure 202 below.

Credentiaing Privieging Risk Management Reports ]

Provider Close Provider Record | “ | » ”

Name: JACOB BLACK 55N: 100-76-5665 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM33 Provider Status: MIL

Q@ Profie Work History | Walpractice Insurance |

@ Identification
Q@ Contact Information
@ LiciCertiReg

@ DEA/CDS

Q@ Education/Training

Q Specialty

Q@ Affiiation

@ Continuing Education

Help? |

| Reported Dalel Planned Rutation‘ r.||ucrv| Typel Status | Start Date | End Dale‘ Transferred Fruml Dem‘ ‘Work Center| Primary Spec\altyl Primary Sub-suec\arty‘ Privilege Status| Priviege Type| PAR Expected‘ PAR Dalel
€| MIL CRED| Current 10/08/2012 No

T O - 4A4APFr0-<>=

Q@ Contingency Training
& References

@ Databank Queries
Q@ Custody History

O Work History

Q@ Privieges

@ Documents

Q@ Remarks

Q Adverse Actions.
Q@ Risk Management

Figure 202: Work History Section

6.3.12.1 The Assignments Tab

The Assignments tab, within the Work History section, is designed to capture a Provider’s
assignment history in DoD facilities (refer to Figure 203 below). The UIC, Provider Type,
Reported Date, Planned Rotation, MIL/CIV, Type, Status, Start Date, End Date, Transferred
From, Dept, Work Center, Primary Specialty, Primary Sub-Specialty, Privilege Status, PAR
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Expected, PAR Date, and Type of Duty information for each permanent and temporary duty
assignment is documented as a separate assignment record. CCQAS automatically creates a new
assignment record each time an ICTB or PCS transaction is performed on a Provider’s
credentials record. CC/MSSP/CMs are responsible for populating the assignment record
pertaining to a Provider’s duty at his or her location.

& Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/22/2012 10:50:52 -05:00 # | Submit Ticket| Secu!
Adverse Actions System Supporting Medical Personnel Readiness”
sxxx EQUO #5%

|meder Close Provider Record || »]

Name: ADAM CAROLLA Branch: F11 Rank: Lt Gen Corps: I1C AOCIDeSIgQIAFSC: 4474

SSH: 100-55-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CHg

W | workHistory | ice Insurance |
& ‘ Add Assignment Help? ‘
v
L | 2] ue | P Type | Reported Date| Panned Rotation| MILICV| Type| S End Date| Transferred From| Dept] Vork Center| Primary Specialty| Primary Sub-Speciaty| Priviege Status| Priviegs Type| PAR Expected| P2
G » | NODOGO & Employee| cn C C Mo
A ||+ | COICFYPY adminstratve WL | CRED| Current| 0 e

Figure 203: “‘Assignment’” Tab

The UIC for the assignment record that pertains to a CC/MSSP/CM’s own location is displayed
in bold text on the Assignments screen. This is the only assignment record CC/MSSP/CMs are
able to edit. Information entered for all other assignment locations is presented as view-only.
CC/MSSP/CMs may enter or edit assignment information by selecting Open from the menu of
available actions for the appropriate assignment record. CC/MSSP/CMs may also open the
desired record by double-clicking anywhere on the summary record line.

- A Workdwide Credentialng, Risk Mansgement. snd 72013 10:08-26 6500 B | Submit Ticket | Securty Briefing| Logofi
€€M Adverse Actions System Supparting Medical Personnel Readingss® WIZTI0
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|| o Cloaa Provider Record oW |
Name: PROVIDERIS2T PROVDERISZT S DO0-00-3527 Primary USC: WIZT30 Cred Status: Active Input Clerk: MIGHATION Provider Status: ML
 |[Askgnmeant -W3ZT30, USA DENTAC _ 1
A Assignment Privieges | TrackerSmhs |
v Assignment Current Appaintment
1 Asgignment YiC i) Stast Date: 07/15/2008 = Posion Tise
L Other UIC: .y Endt Date
: Degt Code: Destal -— Rugaeted =r
1 o S ! ot o Clrical Support Stalt =
o Last Perf. Apprasat i PCME PCM Category.
L] Provider Type: ADS « Actve Duty Staff (nen Traning) - © Priviege!Appoiniment Type and Expiration can only be edied on the Privieges tab.
o Military  Civilian Remarks
Branch 1 ¥ ADCDesAFET
Raric £ ASE| )
Corps: Aecession
Primary Business Address Malpractice Insurance
Address 1 A
Address T ? hawnanceToniracior Pedcy Mumbar Expires. Address
Address 3
CtyiTown
State - Country -
Provnce Postal Code:
PO Name: POC Phane
POC Emait
Privileges
Specialty SubSpECIaITY Erriteas Tvos Status Comment
Save Close ‘

Figure 204: MTF Assignment Record

The Assignment section of an “Assignment” record is designed to capture the location and dates
associated with the assignment, as depicted in Figure 204 above. The value for Assigned UIC is
pre-populated with the UIC listed in the upper right-hand corner of the screen. The Other UIC is
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provided to document other locations where Providers may also work, as part of their assigned
duties to this location. This value may be edited, as appropriate. The search function #& should
be used to edit or enter the Assigned UIC, to ensure the code is entered correctly.

It is recommended that each facility or unit develop its own convention for standardizing the use
of the Dept Code and Work Center fields Applying standard values in these fields makes
them a useful field for performing Provider searches and running standard and ad-hoc
credentialing reports (see arrows in Figure 48).

The Reported and Planned Rotation date field define the start and end date of the assignment,
respectively. The Last Perf Appraisal refers to the clinical performance assessment specifically
associated with the Provider’s duties while at that assignment. The Provider Type describes the
specific situation under which a Provider is performing duty at the assignment location.

Military information is auto-populated from the Profile section of the credentials record at the
Primary UIC. Any changes or updates to Military information must be made in the Profile
section. Civilian fields can also be entered/updated in this section.

The CC/MSSP/CMs should enter the facility/unit’s primary work address in the Primary
Business Address section of an assignment. Complete the POC fields with the CC/MSSP/CMs
contact information.

In the Privileges section of the Assignment screen, appropriate checkboxes and radio buttons
should be selected to indicate specialties in which the Provider is privileged at the current
assignment. The Specialty and Sub Specialty fields are pre-populated with values entered in the
Specialty section of the credentials record.

In the Current Appointment section, the Staff Appointment, Privilege Category and their
respective Expiration dates are view-only and auto-populated from information entered in the
assignment Privileges tab or in the Privileges section (refer to Section 6.3.13) of the credentials
record. CC/MSSP/CMs should enter the Position Title, select the Clinical Support Staff
checkbox if appropriate and/or update any appropriate PCM information. Pertinent explanatory
remarks may be entered in the Remarks section of the record.

In the Malpractice Insurance section, select the FTCA (Federal Torts Claim Act) checkbox if
appropriate. Any Malpractice Insurance documented in the assignment, Malpractice Insurance
tab is listed as view-only.

The Privileges tab of the assignment record, depicted in Figure 205 below, summarizes the
Provider’s privileging status at that assignment. The CC/MSSP/CMs can update the Type of
Appointment, Type of Privileges and Expiration Dates, similar to processing described in Figure
52 below.
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Credentiaing Privieging Adverse Actions Reports
| Provider Close Provider Record | “ ‘
Hame: ADAI CAROLLA Branch: F11 Rank: Lt Gen Corps: T AOCIDesigiAFSC: 4472
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Figure 205: “Work History Privileges’ Tab.

The Tracker Status tab of the Work History section, depicted in Figure 206 below, is designed
to display and add Assignment Status, Assignment Status Date, and Assignment Status
Remarks data.

] “A Worldwide , Risk Management, and Last Logon Aftempt. 10/22/2012 10:50.52 -05.00 ¥ | Submil Ticket| Secu ogo

H CCQAS Adver, s System Supporting Medical Personnel Readiness”
saxx EOUQ #5
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Hame: ADAM CAROLLA Branch: £11 Rank: Lt Gan Corps: liC ADC/DesigiAFSC: 4474
SSH: 100-55-7474 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: €19

W |[Assignment - CDICFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @ =
A Assignment Privieges Tracker Status
v | Ada | Pt Frevew ||

'
5 |Assignment Status | Assignment status Date | Assignment Status Remarks |
|| No Recorcs Retumed

Figure 206: ‘Tracker Status’ Tab

6.3.13 The Privileges Section

The Privileges section in the credentials record maintains a repository of all privileges granted to
Providers at all privileging locations, via the CCQAS electronic privileging process, or the
offline privileging process. Each approved privilege application is documented as a separate
record on this screen. CCQAS automatically adds a new privileging record each time a privilege
application is approved for a Provider. If the Provider has not yet been privileged via the online
privileging process, this section of his or her credentials record is empty. Figure 207 below
depicts the Privileges section.

s "A Vorldwide Credentialing, Risk Management, and Last Logon Attempt. 10/22/2012 10:50:52 -05:00 @ | Submit Ticket | Securky Briefing | Logoff|
? CCQAS iverse Actions System Supporting Medical Personnel Readiness™
xexx ROLIQ) *rex
Credentialing Privieging Adverse Actions Reports
Close Provider Record [ wln
Branch: 1111 Rank: ADI Corps: 11T AOC/DesigiAFSC: 2100
Primary UIC: NOOOT4 Cred Status: Active Input Clerk: 1357152
H
ALl & anuice © currentuic _Help?
‘;' 2 [uic |statws ~ [AppType Provider Category Corps_|Miltary/Civiian Type of Appointment Typs of Privieges App Date: Effective Dats Expiration Date
G Transfer (PCS) Physician [ ML 101172012 iz 101072014
n 181E-App Fhysician e ML z 101872012
- Wogification Physician e ML 0812712012 1011872012

Figure 207: Privileges Section

Each privileging record provides a hidden menu of options. The Open option opens the
Provider Privileges screen, as depicted in Figure 208 below.

This screen is auto-populated from the information contained in the Position tab of the approved
privilege application. For current privileging records, with the exception of the provider
category, CC/MSSP/CMs may edit the information on this screen, as needed, to reflect the
Provider’s assignment information. CCQAS automatically calculates the staff appointment and
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privilege expiration dates using the date that the PA approved the privilege application.
CC/MSSP/CMs may edit the type of appointment and privileges requested, as well as their
respective expiration dates. After all edits are made, click Save to save the information.

Note: For specific guidance regarding types of privileges and appointments, refer to Service-
specific directives.

- “A Wiorkdwide Credensialing, Risk Management, and
CCOAS Adverse Aroons Syviem Surcoring Medes Persoanel Rradness”

= FOUQ =

Provider Ciowe Frovider fiscord |
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S50 258145768 Primary DOC: ED1NFIDS Cred Stas: Loive Wnput Clerie CI17 Provider States: UL

Duty Phsce
Duee Fleparmed 12 Cumees Aapgement

E4
Fatace/Frrmasers tracye of Sues Can =4
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Figure 208: Provider Privileges Screen

Note: The Edit option for privileging records that are no longer current allows users to view,
but not edit, the Provider Privileges screen.

If the Type of Privileges, the Privilege Expiration date, the Type of Appointment and/or the Staff
Appointment Expiration date are updated, CC/MSSP/CMs will be required to enter a reason for
the update, and a new “appended” snapshot is generated (refer to Figure 209 below). Refer to
Section 6.3.15 for information on how to access stored documents.

CCQAS 2.10 User Guide 156



ELg "A Worldwide Credentialing, Risk Management, and 5t Log 314:30:19 -04:00 &
? ccms Adverse Actions System Supporting Medical Personnel Readiness"

ex EQUO ****

Figure 209: Document Section, PARs/Snapshot

A view-only listing of any approved electronic privileges is displayed by selecting View

Privileges from the hidden menu of actions for the privileging record. The “Privileged Provider

Information” Report then displays, as depicted in Figure 210 below.
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Figure 210: Privileged Provider Information Report

This report provides a listing of all privileges requested by a Provider and approved by the PA.
If a requested privilege is not supported at the facility or unit, Not Supported is displayed in the

Approved column of the report. Users may print this report by clicking Print. Users then click
Close to return to the Privileges section.
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6.3.14 The Documents Section

The Documents section stores all documents that Providers or CC/MSSP/CMs have uploaded to
CCQAS to date. It also stores “PAR” documents and privilege, application, and Appendix Q
“Snapshots” that CCQAS automatically generates. The Provider Documents and
PAR/Snapshots radio buttons allow users to toggle between these different types of documents.
The process of adding Provider documents to a privilege application is explained in Section 5.5.4
in this manual. All documents uploaded during the application process are immediately listed in
the Documents section of the credentials record. CC/MSSP/CMs may download, rename,
delete, or send a message regarding existing documents in the Documents section of a
Provider’s credentials record at any time by selecting the appropriate option from the hidden
menu of actions for each document record, as depicted in Figure 211 below.

@ Provider Documents ) PARWSnapanzis

Statun

=o-sra-<>a|

cur?
[T EDIUFNDS

% FOUO
Figure 211: Documents Section

New documents may be added to a Provider’s credentials record at any time by clicking the Add
button. In order to be uploaded into CCQAS, each individual document must be 5SMB or less in

size and have a .pdf, .jpeg, or .gif file extension. The File Name should only contain one period

before the file extension.

Other important features of the Provider Documents screen include the following:
e Users may search the list of documents associated with the application by selecting the
desired document type from the Filter by File Type pick list

Note: The Filter by File Type pick list defaults to Adverse Privileging Information, so be
sure to select the correct file type.
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e The summary line for each uploaded document includes the type of document, when it
was uploaded and by whom, and the name of the file that was uploaded

e The User’s Name and User’s UIC reflect the individual who uploaded the document to
the application and the Upload Date reflects the date and time the document was
originally uploaded

e The Status field identifies documents associated with a request for a Credentials Update.

CCQAS automatically generates a PDF file at various points in time during the processing of an
E-application or electronic PAR form. Users may view these PDF files by selecting the
PARs/Snapshots radio button at the top of the screen, as depicted in Figure 212 below. A PAR
PDF file is generated each time PAR Evaluators, PAR Reviewers, or Providers complete their
electronic review of the PAR. “Snapshots” are CCQAS-generated PDF files of the privilege
application created each time a Provider E-signs the E-application or Appendix Q, and when
PSV of the E-application has been completed. When the PA renders a final decision, a final PA
Review Complete snapshot is generated and prior PDF versions for the application are deleted.
There may be cases with multiple snapshots prior to approval for applications that were
terminated.

Note: PSV Complete is the final PDF Snapshot generated for Clinical Support Staff.
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Figure 212: PARs/Snap?hots: Listing

The time and date that each PDF file is generated is documented on the right-hand side of the
screen to assist users in identifying the most recently generated PDF file of the desired
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document. The PDF file may be viewed by selecting Download from the hidden menu of
actions for the record.

Note: All previously approved E-Applications, Appendix Q documents, and PAR forms,
regardless of privileging location, are displayed on this screen.

6.3.15 The Remarks Section

The Remarks section is the final listed section of the of a Provider’s credentials record, as
depicted in Figure 213 below. The Remarks functionality is a customizable feature of CCQAS
that allows each Service and facility to decide if and how it should be used. There is no
Remarks section in the Provider’s E-Application that populates the Remarks section of the
credentials record. It is the responsibility of CC/MSSP/CMs to use this functionality in
accordance with Service guidance and facility practice.

~A Worldwide Credentialing, Risk Management, and Messages(50) | Last Logon Allempt. 10/23/2012 09:14 40 -05.00 & | Submi Ticket | Security Briefing | Logoff
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xxxx EQUO #5
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‘Prﬂwder Close Provider Record [ «] »]
Name: PAUL ALLEN Branch: F11 Rank: Lt Gen Corps: lC AOC/DesiglAFSC: 4000
SSH: 100-44-8388 Primary UIC: N0OOT4 Cred Status: Active Input Clerk: 1S5P154
N |
A ||| add Provider Remarks | Print Preview |
v
3|2 [1vee |remarks |Entered BY Date Entered Wodified By Date Modifies | Global
G ||| o Recorss Returmes
A

Figure 213: Remarks Section

The Remarks section remains empty until the Provider Remarks Type pick list is configured
(See Section 15 for details.) Any user may perform this configuration, as long as he or she has
permission to access the Provider Remarks menu item under the System main menu. Figure
214 below depicts the Provider Remarks section.

ide Credentialing, Risk Management, and Messages(50) | Last Logon Attempt: 10/23/2012 09:14:4

verse Actions System Supporting Medical Personnel Readiness”

RREE Fouo k3

Risk Management Adverse Actions Reports System Help

Authority Tables

Command Parameters

Branch: F11 MTF Contactz Corps: MC
Primary UIC: NOOOT4 Applicant Processing Input Clerk: M55P154

User Processing

Change Start Page

Email
Entsred By Date Entersd I

Tracker Status

Provider Remarks

Broadcast l.'lessages‘h

Figure 214: Provider Remarks Section

The Provider Remarks Type window opens, as depicted in Figure 215 below. The pick list
options for Provider Remarks are created when CC/MSSP/CMs click Insert in the upper left-
hand corner of the screen.
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Figure 215: Provider Remarks Window

After CC/MSSP/CMs enter a free-text Description and click Add, the Provider Remarks Type
displays one new entry. Figure 216 below depicts the Provider Remarks Type screen.

Provider Remarks Type

De=cription

add || ciose |

Figure 216: Provider Remarks Type Screen

Additional remarks types may be entered by repeating this process until the complete list of pick
list values have been created, as depicted in Figure 217 below. After all desired values have
been created CC/MSSP/CMs click Cancel to complete the configuration process.

L "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 10/26/2012
? ccms Adverse Actions System Suppoerting Medical Personnel Readiness”

wxxx B *Er*

:08:37 -05:00 # | Submit Ticket | Security Briefing | Logy
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Delete | Update | TRAINING 15_OCT
Delete | Update | Tasting

Figure 217: Provider Remarks Type Screen
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After the Provider Remarks pick list has been configured, CC/MSSP/CMs may enter remarks
into the credentials record, as depicted in Figure 218 below.

Credentialing Privileging Risk Management Adverse Actions Reports

Provider Close Provider Record | “ | 3

Name: JACOB BLACK 55N: 100-76-6665 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM33 Provider Status: Dual

11 | [Add Provider Remarks

Type:| Details, FFMFHD | ¥ Global
Remarks:|Talked with Provider and he is going to send dotailed documentation on ECFMG status\ ;I

Cancel
Figure 218: Provider Remarks Type Screen

CC/MSSP/CMs enter the Type of remark and text in the Remarks field, and then click Save, as
depicted in Figure 219 below. The Remarks section displays, showing the remark that was just
entered, the name of the individual who entered it, and the date it was entered. Another new
remark may be entered by clicking Add Provider Remarks in the upper left-hand corner of the
screen.

Credentialing Privileging Risk Management Adverse Actions Reports

Provider Close Provider Record ‘ “ ‘ »
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Delete
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Figure 219: Provider Remarks Menu Options

CC/MSSP/CMs may edit a remark by selecting Update from the hidden menu, or delete it by
selecting Delete. The name of the user and the date of editing are documented each time a
remark is updated. The content of the Remarks Section may be printed in one of several ways.
Individual remarks may be printed by selecting Print from the hidden menu of options. To print
all remarks on this screen, click Print Preview. In both cases, the document to be printed
appears in a separate browser window. Users have the options to change the font style and size,
print the document, or save it to their hard drive or network.

6.4 Updating Credentials Records Using Batch Processing

At any point in time, CC/MSSP/CMs may access a Provider’s credentials record to update
training information or perform a variety of transactions on an individual record. Updates and
transactions may also be “batch” processed, which enables users to update multiple records with
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the same data, without having to edit each Provider’s record individually. Since batch
processing results in the same action being performed on multiple records, the update must be
exactly the same for all records involved. For example, a Batch Training action is only
appropriate if all of the records included in the batch need to be updated to reflect completion of
the same class or course. Other actions that may be batched include ICTB and PCS transactions
(ICTB and PCS transactions are discussed in Sections 8 and 9, respectively), and a variety of
letters.

All batch actions are initiated from the Credentialing > Batch Processing menu, as depicted in
Figure 220 below.

Wessages(50) | Last Logon Attempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket | Security Brie
Adverse Actions System Supporting Medical Personnel Readiness” NODOT.

at "A Worldwide Credentialing, Risk Management, and
"
7 CCQAS
st FQUO **

Credentialing Priviieging Risk Management Adverse Actions Reports

Provider Search

Transaction Table | Advanced Credentials Search | Add Credentials Provider

Batch Update

Batch Processing
L ast Hame First Name:

sios Lasthame: [ sias Frsthame [
Figure 220: Credentialing Batch Process Menu

Provider records may be batch-processed by selecting the appropriate radio button in the Batch
Job Type section of the screen, as depicted in Figure 221 below. Notice that the sample
screenshot below illustrates the Batch Training radio button as selected. Batch Training
supports the addition of training information to the Continuing Education and Contingency
Training sections of Providers’ credentials records.

Users may enter additional search criteria in the upper portion of the Credentials Provider
Search screen if they wish to limit the batch action to only certain groups of records (e.g., only
Providers in a specific department, work center, corps, or unit). After all appropriate search
criteria are entered and the desired batch action is selected, users click Search.

¥ CCQAs

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supparting Medical Personnel Readiness”

Messages(50) | Last Logon Atiempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket | Securit

wxxx EOUQ #r5%

Adverse Actions

Credentialing Privieging Risk Management

Reports

Batch Processing Search

Provider Type: [

=

Last Name: l— First Name: ,—

e N T | e - cvianrole: [ 5]
pimaryuic:[ | assgnmentuic: [ | omervie:[ |
Department: l— Work Center: l— File Manager: l—

Batch Job Type

' Batch Training € Batch NCCPA

€ Batch nitiate PCS ' Batch ICT L

' Batch Initiate ICTH € Batch Application Letters
' Batch Cancel ICTB ' Provider Waling Labels

Record Count:

[ search || cearscreen || cose |
Figure 221: Action Section of the Credentials Provider Search Screen

Record

A list of Providers that meet the search criteria specified is displayed on the Batch Training tab,
as depicted in Figure 222 below. Users may check which Providers from the search list should
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be included in the transaction, enter the appropriate training information, and then click Submit
Batch. Other batch actions may be performed in the same manner as the example above.

e “A Worldwide Credentialing, Risk Management, and Messages(50)| Last Logon Attempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket | S
¥ CCOAS Adverse Actions System Supporting Medical

Rl ol 1o R
Credentialing Privieging RiskManagement  Adverse Actions Reports System Help
Baich Processng Search | Batch Traning Help?
(m| Hame uie Type Bren Crps Start Date End Date =
| ALLEN, PAUL CDICFVPY cRED Fi1 e 10/01/2012
[ | AHC, Civil Registration n00074 CRED z
[T | 45, APPENDIX O NC n00074 CRED e e
| 451, UM educ N00074 CRED e usc
[ | CRED, NC AVDERSE No0074 CRED
[~ | cRED, NC PRIV app 100074 cRED e usc z
| NEWTON, SAMANTHA CDICFVPY cRED nit e 101112012
[~ | PETERS, JESSICA N00074 CRED 101912012
[Trainin g
' Continuing Education ¢ Contingency Training
Course Tite: | raining Location
Start Date: f;‘é =] Completion Date. =R
ourse Ho./ Sponsor M Credit Category: [~ -
CNE M= =
MILED
other -
Record Count: & . Submit Batch Cancel Record Limit;| 100
Unknown

Figure 222: Continuing Education Batch Training Screen

After the batch is submitted, all Provider records included in the batch are automatically updated
to include the new training course information in the appropriate section of the Provider’s
credentials record.

Records that are updated or transacted through batch processing remain independent of each
other after the batch action has been completed. For example, if a Batch ICTB transaction is
performed, and then one or more Providers in the batch do not perform the ICTB as planned,
individual ICTB transactions may be cancelled or ended without impacting the ICTB
transactions for the remainder of the batch.

Note: Use Batch Processes with caution, as only the ICTB can be undone (i.e., cancelled) in the
batch.

6.5 Deactivating a Credentials Record

When a Provider’s record is deactivated, the record status in CCQAS changes from Current to
Inactive. This action may be appropriate when military Providers retire from active duty service
or for civilian or contract employees whose employment arrangement has ended. Not all users
have the necessary permissions to deactivate a Provider’s record. Users should consult Service
policies prior to deactivating any Provider credentials records.

In order to deactivate an individual Provider’s credentials record that is currently in active status,
the Primary UIC user must perform a search for the record, using record Provider Credentials
Status = Active (the default setting). An individual Provider may be deactivated by selecting
Deactivate Provider from the menu of Provider hidden menu actions, as depicted in Figure 223
below.
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Figure 223: Deactivate Provider Menu Item

The user then selects a disposition Reason, indicating why the record is being deactivated, as
depicted in Figure 224 below.

Deactivate Provider - ALLEN, PAUL

Rea=zon: Ll

Separated k
Deceased =l |
Employment Ended
Contract Ended

Figure 224: Deactivate Provider Screen

The Provider’s credentials record and any current assignments in the Primary UIC are
immediately inactivated with the current date. If the Assignment needs to be ended for a prior
date, use the End Assignment action off the Work History Assignment tab first and then use
Deactivate Provider to inactivate the credentials record. The inactive record will not be included
in system queries or reports unless users include inactive records as part of their search and
reporting criteria.

Note: A credentials record cannot be deactivated by the Primary UIC if there is a current
assignment at another UIC. In this case, use End Assignment to end the current assignment at
the Primary UIC and then use the Initiate Custody Transfer action to transfer the credentials
record according to current business rules. Typically, this will be the UIC that has the current
assignment.

6.6 Generating Provider Mailing Labels
CCQAS supports the generation of mailing labels for any Provider or set of Providers with a
CCQAS credentials record.
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The generation of mailing labels is initiated from the Credentialing > Batch Processing screen
by selecting Provider Mailing Labels in the Batch Job Type section of the screen, as depicted
in Figure 225 below.

CC/MSSP/CMs may enter additional search criteria in the upper portion of the Credentials
Provider Search screen if they wish to generate mailing labels for only certain groups of
Providers (e.g., only Providers in a specific department, work center, corps, or unit). After all
appropriate search criteria are entered and the desired batch action is selected, click Search.

- *A Worldwide Cr Risk Management, and Messages(50)| Last Logon Attempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket | Security Briefing | Logoff
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness" NODOTS

sexx EQLIQ **#*

Credentiaiing Risk Management Adverse Actions

Provider Search
Transaction Table Sl Help?
Batch Update

Batch Processing

tnane [ Frsthame: |

rancn: [ =] cops [ =] cviianRole: [ =]
pivaryuc [ assgomentoc: [ omervie: [ |
Department [ | workcenter:| | FieManager:| |

Provider Type: | =l
Batch Job Type
' Batch Traiing € Batch NCCPA
€ Batch initiate PCS € Batch ICTB Letters
' Batch Intiate ICTB ' Batch Application Letters
' Batch Cancel ICTB IF Provider Mailng Labels

7

=

Record Count: / search | ClearScreen | close | Record Limit:| 100
Figure 225: ‘Provider Mailing Label’ Radio Button

A list of Providers that meet the search criteria specified displays on the Batch Labels tab, as
depicted in Figure 226 below. CC/MSSP/CMs may check which Providers for whom mailing
labels should be generated, and then click Submit Batch.

"A Worldwide Credentialing, Risk Management, and Messages(50) | Last Logon Attempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket | Security Briefing| L

? CCQAS Adverse Actions System Supporting Medical Personnel Readiness” NOOOT2 o]

*xxx EQUQ ****
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Batch Processngsearch | Batcn Labek | Help)
(m] Hame | B ‘ uie ‘ Type ‘ Breh | Erps‘ Status ‘ Start Date ‘ End Date ‘ FromUic ‘ Asgn Ul ‘ Provider Type ‘ Dspl‘ Vork Center | C82
[ | ALLEN, PAUL 100-44-2383 0004 CRED |Fi1 |MC | Cument | 0982012 00074 | Administrative Ho
|| Ane, civil Registration 182-52-0122 100074 CRED Current | 032572012 N0007¢ | Mon-Personal Service Contracter Ho
T | AS, APPENDIX @ NC N0 4 CRED |12 |MC | cCurrent 00074 | Administrative Ho
s 100074 CRED M1 |MSC | Curren 100074 ing to
|c 100074 CRED t 100074 Ho
r|c 100074 CRED | n12 t 100074 to
| COICFVPY | CRED |F11 | NE 100074 Ho
| newTon, samANTHA 100074 CRED |N11 |MC NOOOED | NOOOT | Administrative to
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I |Ross TERRY CDICFVPV | CRED Current 100074 to
| shimH, ARk Hoo21 1 CRED F11 |MC  current 100074 Ho

Record Count: 11 Submit Batch Cancel Record Limit| 10]

Figure 226: ‘Batch Labels’ Tab

CC/MSSP/CMs are then given options for the types of mailing labels they wish to generate for
the selected Providers, as depicted in Figure 227 below.
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After the desired mailing label option is selected, CCQAS copies all of the applicable data to the
Clipboard function on the user’s desktop. The contents of the clipboard then need to be
downloaded to a Microsoft Word® or Excel® file for editing and printing. Users are referred to
the instructions provided from the CCQAS Help menu for additional assistance in editing and
printing the mailing labels.

Messages(50) | Last Logon Atiempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket| Securiy Briefing | Logoff|

L "A Worldwide Credentialing, Risk Management, and
'§ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” NODOT2 v
waan EOQ FrE
Credentialing Frivileging Risk Management Adverse Actions Reports el I|
Batch Processing Search | Batch Labels Help?
Copy Provider Maiing Labels |
Copy Other UIC Maiing Labels |
Copy Assigned UIC Maiing Labels |
Copy Credentialing UIC Maiing Labels |
Record Count: 11 Record Limit:] 100

Figure 227: Batch Labels Options (i.e., Mailing Labels)

6.7 The ICTB Transaction Table Entry

Although CCQAS does not require it, gaining CM/MSSP/CCs should acknowledge receipt of the
ICTB transaction in the Transaction Table. This acknowledgment allows the sending facility to
know that the transaction was received and accepted. CC/MSSP/CMs are alerted to a new entry
in the Transaction Table by a message window that appears each time they access the
Credentials module, as depicted in Figure 228 below.

Acknowledgement of the transaction also eliminates the appearance of this message window,
which appears each time CM/MSSP/CCs access the Credentials module.

Microsoft Internet Explorer x|

E Mew incaming credentialing transaction{s) exist For this UIC,

:

To prewent this message from appearing, appropriate personnel must acknowledge these transactions. Go bo the Transaction Table on the Credentials Menu ko

acknowledge the incoming transactions.

Figure 228: New Incoming Credentials Transaction Window

The Transaction Table may be viewed by clicking the Credentialing main menu bar across the
top of the screen, and then selecting Transaction Table, as depicted in Figure 229 below.
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The Provider Transactions screen displays, as depicted in Figure 230 below. Users may then

Figure 229: Accessing the Transaction Table

select the Type and Direction of the transactions they wish to view.

The gaining facility may acknowledge incoming ICTB transactions by selecting the Direction =

Incoming, Status = Unacknowledged or Both and Action = ICTB, and then clicking Search.

A list of incoming transactions is displayed, as depicted in Figure 230below.

Users may then acknowledge the desired transaction by clicking the Acknowledged checkbox

next to the record, and then clicking Save. The transaction is then changed to Status =
Acknowledged. Users may close the Transaction Table by clicking Close.
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Figure 230: The Provider Transactions Screen for an Incoming ICTB
Sending CM/MSSP/CCs may then perform a query on the Transaction Table to view the
acknowledgement status of the ICTB transaction. For example, a user at a sending location can
find outgoing ICTB transactions by selecting the Direction = Outgoing, Status = Both and
Action = ICTB, and then clicking Search. A list of outgoing ICTB transactions displays, with
an indicator of whether the ICTB has been acknowledged by the gaining location.

If CCQAS users at a gaining location are not expecting the ICTB, or have concerns about the
transaction, they should contact the sending location prior to acknowledging the transaction.

POC information for the sending location is included for each record listed in the Transaction
Table.
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7 Modification of Provider Credentials and Clinical Privileges

Changes in a Provider’s professional credentials should be updated in CCQAS in a timely
manner. The method for updating CCQAS with new credentialing information depends on
whether or not a Provider wishes to request a change in clinical privileges commensurate with
the new credentials. If the new credentials do not warrant a change in the Provider’s current
privileging status, or the Provider does not wish to change his or her current privileges, the
credentials record may be updated in one of the following ways:

e CC/MSSP/CMs, at the Primary UIC, may enter the new information directly into the
Provider’s CCQAS credentials record, based on the appropriate documentation received
from the Provider or other trusted source. Non-Primary UIC must request a credentials
update via the Document section of the credentials record or by contacting the Primary
UIC. This process does not change the Provider’s current clinical privileges; it only
ensures that the most recent credentials information is available in CCQAS (refer to
Section 6), or

e The Provider may add the new credentials information to his or her next application for
renewal of clinical privileges ( refer to Section 10) or an application for privileges at a
new duty station (refer to Section 9)

If the change in credentials supports a change to the Provider’s current clinical privileges, then
the Provider may wish to request modification of privileges before the next privilege renewal
cycle. In this case, the Provider may submit an application for modification or augmentation of
privileges and include any new credential(s) with that application. An application for
modification or augmentation of clinical privileges may also be appropriate when a facility or
unit has begun to support one or more privilege items that the Provider previously requested, but
was not granted on the basis of the facility not having the resources to support the privilege(s).

7.1 Generating an Application for Modification or Augmentation of Privileges
After Providers are granted clinical privileges at a facility via the CCQAS online privileging
process, a modification or augmentation of the current, approved privileges may be requested at
any time. An application for modification of privileges can be initiated by a Provider or the
CC/MSSP/CM.

To generate a modification application the CC/MSSP/CM will use Initiate Application from the
provider’s current Credentials (CRED) Assignment.

The Provider may also generate a modification application for the most recent approved
application at that facility. Provider will click the Applications tab, and select “Request
Modification” as depicted in Figure 231.
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Provider Self-Service

Work List || Applications Documents

6 To request a modification of privileges, find the completed application that you would like to modify and select "Request Modification” from the menu
that have been approved and are not expired can be modified.

7 |r.1TF App Type |A|J|:| Status Requesting Privileges
b | CD1CFVPY, 27 SPECIAL OPERATIONS MEDICAL 1at E-App (Miltary) Clozed =1
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Request Modification

Figure 231: Request Modification Menu Item

CCQAS only permits Providers to request a modification of the most recently approved
application at their facility or unit. The Request Modification menu item is not active or
enabled for applications that are currently in the review process, for approved applications that
are not current, or for applications associated with other facilities or units.

When Providers select Request Modification, the Application Modification Instructions
screen appears, as depicted in Figure 232. Providers may print these instructions by clicking
Print, or they may cancel the request and return to the Applications tab by clicking Cancel.

1. ¥ou may review all of your credentials by selecting Summary Report from the navigation bar to the left of the provider application screen. The detail records located under each section of the Summary Report will provide additional information related to
the credentialz information located under that section

2. Enter any credentials information that has changed since your last request for privileges. You may select any of the items from the navigation bar in order to update the associated credentials.
3. Enter any new Specialty information under the Specialfy section of the provider application.

4. Review your list of references found under the References section of the provider application. All references that apply te this request for privilege modification should be selected as Current. If you want to add any references, select the Add button
from the References section of the provider application.

S. Review your list of available priviege categeries found under the Pesition section of the provider application. If you want to add another privilege categery select it from the Privilege Category section and click the Save button after completing your
selections. Review your list of approved privileges found under the Privileges section of the provider application. Medify the privilege designation (Fully Competent, With Supervigion, Not Requested) as needed. If you are applying for additional privilege(s),
choose the privilege(s) and indicate the designation for each under the appropriate column. Click on the Save button to save all your selections.

8. After all credentials have been updated, new privieges have been added and/er changes to privilege designations have been made, select the E-Signature section of the provider application.

7. Review the attestation information. Enter your password and click on the | Agree button in order to complete your request.

8. After you complete your request by clicking the ! Agree button, your request for augmentation and/er modification of privileges will be submitted to the credentials office for review and approval. You will be notified when this reguest has been reviewed
and acted on by the privileging authority for this MTF/DTF.

If you need assistance please contact the Credentials Office at your local MTF/DTF.

Initiate Modification Print ‘ Cancel |

Figure 232: Application Modification Instructions Screen

When Providers click Initiate Modification, a new application for modification of privileges
appears, as depicted in Figure 233. Providers must proceed with the application process,
according to the instructions provided.
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Figure 233: Provider Application (Modification)

When Providers create the application for modification of privileges, the system generates an
email notification for them and a new work list item on their “Work List” entitled, App Type =
Modification. Figure 234 depicts a sample modified application.

; "A Worldwide Credentialing, Risk Management, and ﬁ
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in the "Documents” tab.
Status: IUIJEI'I Tasks LI Show tasks with a start date between |07/0 v| and |07/0 v| Fitter |

7 |Urgent  |Task App Type MTF |ccommsse |
v Lo Complete Agplication (iltary) Modification CO1CFWPY, 27 SPECIAL OPERATIONS MEDICAL

Figure 234: Provider Task — Complete Application, Modification

The work list item to complete the Modification Application remains active until either the
Provider completes and submits the application, or 90 days pass without submitting the
application. After the application is submitted, it is locked and cannot be edited by the Provider,
unless the CC/MSSP/CM returns the application to him or her with instructions to modify it.

7.2 Processing an Application for Modification or Augmentation of Privileges
After the Provider signs and submits the Modification Application, the system forwards it to the
CC/MSSP/CM. The CC/MSSP/CM receives a new work list item with App Type =
Modification, as depicted in Figure 235.
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Figure 235: CC/MSSP/CM Task — Application Ready to Review, Modification

Processing a Modification Application is the same as processing any other Electronic
Application (e-App), see Section 5 for details.

The CC/MSSP/CM and Reviewers are able to see the original privileges granted to the Provider,
as well as the changes to privileges being requested by the Provider, as depicted in Figure 236.
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[ =3 Diagnosis and Management (D&M ):
Privilege(s Provider
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Drivitanate! Ormiriar =

Figure 236: Flagged Privileges on the Modification Application

Under most circumstances, the application for modification of privileges is routed through the
same Reviewers for the original application upon which the modification was made. After the
PA reviews and approves the Modification Application, the CC/MSSP/CM issues the appropriate
notifications and completes the application process.

After the application is approved, the system imports the modified privileges into the Privileges
section of the Provider’s credentials record. The Staff Appointment Expiration and Privilege
Expiration dates are not updated by the system as a result of an approved application for
modification of privileges.

The approved Modification Application then becomes a read-only record accessible to the
Provider from the Applications tab. Additional modifications of clinical privileges may be
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requested by initiating a second Modification Application from the previously approved
application. Or, the Provider may simply wait to request additional privileges when the privilege
renewal cycle begins again.
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8 ICTB Process

Providers who perform temporary duty at locations other than those to which they are assigned
may require privileging at a temporary location. The process by which the appropriate
credentials information is supplied to the temporary facility or unit (i.e., gaining location) is
referred to as the ICTB process. Interfacility Credentials Transfer Briefs (ICTBs) are commonly
used for Providers engaging in training activities, temporary duty assignments, and deployments.
CCQAS supports the ICTB process in the following ways:

e CCQAS enables CC/MSSP/CMs at gaining facilities to electronically request an ICTB
transfer for any Provider from their parent, or *sending’ location (i.e., the facility or unit
to which a Provider has a current assignment)

e When the sending location initiates an ICTB, CCQAS creates an ICTB assignment at the
gaining location with view-only access to the Provider’s credentials record.

e When the sending location initiates an ICTB, CCQAS also generates a new electronic
privilege application, provided it is not suppressed by the sending facility or the gaining
facility has not activated the Privileging Module, for the Provider to request privileges at
the ICTB location. This application is referred to as an ICTB application. An option
exists for Navy providers who are requesting to exercise only currently approved core
privileges at the gaining Navy UIC to complete an Appendix Q form vice a complete
application.

e Following the completion of ICTB duty that is longer than 3 days in duration, CCQAS
automatically initiates the online PAR process at the gaining location

8.1 Requesting an ICTB by the Gaining Location

Through its Credentialing module, CCQAS allows CC/MSSP/CMs at gaining locations to
request an ICTB transaction for a specific Provider. To locate the Provider’s credentials record,
select Provider Search from the Credentialing drop-down menu. Enter the last name, first name
or SSN of the Provider, select the Provider Locator radio button, and then click Search. If the
Provider name and other attributes indicate that this is the Provider CC/MSSP/CMs are searching
for, click Assignment from the hidden menu of actions on the Search Results tab, as depicted in
Figure 237 below.

Note: CC/MSSP/CMs must select the Provider Locator radio button for the search function to
locate Providers outside of the user’s UIC. If CC/MSSP/CMs select the default All (Primary
UIC or Assignment UIC) radio button, CCQAS only searches for the Provider among those
who are already performing duty at the user’s location.
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Figure 237: Assignment Menu Item on the Provider Locator, Search Results Tab

When the Assignment screen of the Provider’s credential record appears, CC/MSSP/CMs select
the Request ICTB option from the hidden menu next to the assignment, as depicted in Figure 2
below, which generates an ICTB Broadcast Message.
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Figure 238: Request ICTB Action on Assignment Screen

CC/MSSP/CMs must enter the ICTB Begin Date, ICTB End Date and Type of Duty and then
click Send, as depicted in Figure 239 below. A message displays, which indicates that the
request was sent.
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Figure 239: Request ICTB Broadcast Message at Gaining Location

CCQAS 2.10 User Guide 177



The responsible CC/MSSP/CM at the ICTB sending location receives the request through the
Broadcast Messages function within CCQAS. The next time the CC/MSSP/CM at the ICTB
sending location logs in to CCQAS, he or she is alerted to a new incoming broadcast message
See Section 15.9 for more on Broadcast Messages.

In all instances, it is the responsibility of the ICTB sending facility or unit to initiate the ICTB
transaction. The gaining unit can only request the ICTB transaction, but cannot initiate it.

8.2 Initiating the ICTB at the Sending Location

CC/MSSP/CMs at sending locations initiate an ICTB for temporary duty, regardless of whether
or not the gaining location submits a Broadcast Message requesting the ICTB. Any location that
has a current CRED assignment can initiate an ICTB. The sending facility, however, may
initiate multiple ICTBs from the same CRED assignment as the situation, facility, and Service
protocol dictates.

Sending facility CC/MSSP/CMs initiate an ICTB through the Credentialing module. To initiate
an ICTB, select Provider Search from the Credentialing drop-down menu. Enter the last name
and first name or SSN of the Provider, select the All (Primary UIC or Assignment UIC) radio
button, and then click Search.

On the Search Results tab, select Open from the hidden menu of actions for the Provider’s
record. After the Provider’s credentials record is opened, click Work History on the
Navigation bar on the left-hand side of the screen, as depicted in Figure 240 below.

Adverse Actions System Supporting Medical Personnel Readiness"™
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@ Continuing Education
@ Contingency Training
Q@ References

@ Databank Queries
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Q@ Work History

Q@ Privileges

Q@ Documents

@ Remarks

Figure 240: Work History Section on Navigation Menu

From the hidden menu of actions, next to the current assignment record, click Initiate ICTB in
the menu as depicted in see Figure 241 below.
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Figure 241: Initiate ICTB Menu Option

CC/MSSP/CMs then enter the To Command, Start Date, End Date, and other appropriate
information for the ICTB transaction, and click Submit to initiate the ICTB transaction. Figure
242 below depicts the ICTB form.
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Initiate ICTB - JACK, ATKINS
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ICTB Information

Start Date: [osez01z | [
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¥ Evaluation (PAR/OER)

Provider Information

Type of Duty; | WMokilization (non-humanitarian} LI
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Credential Signature Authority / Location: IUSAFA

Credential Signature Authority / Phone: IE—1 025233332

Select the additional text for paragraph 13:

. gt
Additienal license information in Credentialz File
Addtienal informatien in Credentials File - Please Call

Additional comments for paragraph 14

¥ None
[—
[ -]
[—
[ |

Suppress ICTB E-Application: 7 ves % pp

Generate ICTH Letter: & wes ' Np

Submit | Cancel |

Figure 242: ICTB Form

Note: The Initiate ICTB screen contains additional text fields that are auto-populated with
information that users have entered on the Command Parameters screen, but these fields are
editable on the Initiate ICTB screen. See Section 15 for Command Parameters.

Note: The End Date on an ICTB cannot extend beyond the Privilege Expiration Date (PED).

Note: There is an option to Suppress ICTB E-Application for the temporary ICTB gaining
location, which suppresses an electronic privileging application from being generated as part of
the Initiate ICTB function. CCQAS cannot issue an electronic privileging application at a site
where the electronic privileging module is not turned on (check MTF Contacts to determine
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whether the privileging module has not been activated, see Section 15 for MTF Contacts). There
is another option Generate ICTB Letter, in which users can designate Yes or No to include the
generation of a letter as part of the transaction.

The Initiate ICTB screen appears differently for Providers who do not have a user account.
Additional data fields are present on the Initiate ICTB screen to capture a Provider’s primary
email address and phone information, as depicted in Figure 243 below. When the ICTB
transaction is initiated for a new Provider user, the system will automatically generate a new user
account.
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Initiate ICTB - HEATH, BANKS
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Figure 243: Email Address and Phone Number Fields for User Account

Provider then receive their user ID and temporary password information needed to access
CCQAS via an email message sent to the email address entered on the Initiate ICTB screen.
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After a sending facility initiates an ICTB transaction, the following actions automatically occur:
e CCQAS generates a new ICTB assignment that the gaining facility may use to document
the assignment and other details of the duty performed by the Provider at the ICTB
location
e CCQAS generates an ICTB privilege application for the Provider to request privileges at
the gaining location (unless users selected Yes for the Suppress ICTB E-Application
selection or the gaining location has not activated the privileging module)

8.3 The ICTB Assignment Record

Sending CM/MSSP/CCs at the Primary UIC retain full access to, and responsibility for,
maintaining a Provider’s primary credentials record, while gaining facility personnel have view-
only access to the Provider’s credentials data but maintain the ability to update ICTB assignment
information and upload documents.

Based on the ICTB start date, a new assignment record with Status = Current or Pending and
Type = ICTB is created at the sending facility, as depicted in Figure 244 below. In a Provider’s
Work History section, Assignments tab new ICTB assignment information is read-only at the
sending facility.
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Figure 244: Work History, Assignments tab for the Sending Location

At the same time the ICTB assignment is created at the sending facility, the same ICTB
assignment with Status = Current or Pending and Type = ICTB becomes available to the
gaining location, as depicted in Figure 245 below. The sections in this record are read-only, with
the exception of the newly-created assignment record for the ICTB location on the Assignment
tab. Gaining CC/MSSP/CMs may enter the ICTB assignment information directly into this
assignment record. They may also access all documents, PARs, and snapshots listed in the
Documents section.
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Figure 245: Work History, Assignment tab for the Gaining Location
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If the ICTB is scheduled to be effective as of the current date, the ICTB credentials record will
be visible at the sending facility, directly after the ICTB is initiated. If the ICTB was initiated
using a future date as the effective date, the Provider’s ICTB assignment remains in pending
status at the sending and gaining facilities until midnight (Central Time) on the day before the
effective date. The ICTB is classified as pending until the effective date is reached. ICTB
assignments may be included in system queries or reports.

Note: A transaction is written to the Transaction Table at both the sending facility and gaining
facilities each time an ICTB is initiated. Refer to Transaction Table (section xxx) for additional
guidance.

8.4 The Transfer (ICTB) Application for Clinical Privileges

After an ICTB transaction has been initiated, the system automatically sends an email
notification to the Provider, and an active task is placed in their work list, with Task = Complete
Application and App Type = Transfer (ICTB), as depicted in Figure 246 below.
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Status Open Tasks - Show tasks with a start date botween [ ana EE _ re |
7 Ungent  Task App Type MTF cooMMsse CLICMMSS Phers Task Start Dat
E——— Transber (CTE) BE1CFOPRL 0002 MEDICAL GROUF o202

Figure 246: Provider Task — Complete Application, Transfer (ICTB)
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Providers may then open, complete, and submit the Transfer Application according to the
instructions provided. Figure 247 below depicts the Transfer (ICTB) Application for privileges.
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Figure 247: Transfer (ICTB) Application for Privileges

The following are important features of the Transfer (ICTB) Application:
e The application pre-populates with a Provider’s most current credentials information
from his or her CCQAS credentials record
¢ Providers may not edit existing credentials information that has been previously PSV’ed,
except to update expiration or renewal dates
Providers may add new credentials that are supported by appropriate documentation
e Providers may edit or add credentials to an ICTB Transfer Application
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e The section of the application containing the “Practice History” questions must be
completed prior to submitting the application. If a Yes response was submitted on a prior
online privilege application, the modification application is pre-populated with the
Provider’s previous entries

e The section of the application containing the “Health Status” questions of the application
must be completed prior to submitting the application. If a Yes response was submitted
on a prior online privilege application for questions 5 ,6 or 7, the modification application
is prepopulated with the Provider’s previous entries

o All references listed on the original application are listed on the ICTB Application, with a
status of Current = No. Providers should edit the References section to indicate which
references are still current, or add new references

e The application reflects the list of clinical privileges granted by a Provider’s current
privileging unit or facility during the most recent privileging action. However, Providers
are able to edit the delineations to coincide with their current competencies and (updated)
credentials pertinent to this ICTB privilege application in accordance with Service policy

e Providers may still scan and upload documents to the application, as appropriate

The Transfer (ICTB) email notification is sent to Providers immediately after the ICTB is
initiated, if the provider has not submitted the e-app a reminder email every 5 days for 45 days.
The work list item to complete the ICTB Transfer Application remains active, either until
Providers complete and submit the application, or 90 days pass without submitting the
application. After Providers submit the application, it is locked and cannot be edited by them,
unless the responsible CC/MSSP/CM at the ICTB location returns the application to them with
instructions to modify it.

8.5 Processing an ICTB Transfer Application for Clinical Privileges

When CC/MSSP/CMs at a sending parent facility initiate the ICTB transaction, CCQAS adds a
Provider’s pending application to the gaining CC/MSSP/CM’s Pending Applications tab list, as
depicted in Figure 248 below. With the listing on this tab, CC/MSSP/CMs at gaining locations
can have visibility of the number of days Providers take to accomplish their privilege application
after the system generates the task.

Figure 248: Gaining CC/MSSP/CM’s Pending Applications Tab

After Providers e-sign and submit the application, their Transfer (ICTB) application disappears
from the Pending Applications listing for the gaining facility CC/MSSP/CM, who then receives
a new email notification of a task pending in CCQAS. A new work list item with App Type =
Transfer (ICTB) is added to his or her work list, as depicted in Figure 249 below.
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Figure 249: Gaining CC/MSSP/CM Task — Transfer (ICTB) Application
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Once submitted by the Provider, the ICTB application is processed the same as any other E-
application. See Section 5 for additional details.

After the ICTB application is approved, the system imports the new privileges into the
Privileges section and the ICTB assignment, Privileges tab of a Provider’s credentials record.
The system automatically calculates new Privilege Expiration and Staff Appointment
Expiration dates for the Provider, based on the end date for the ICTB duty.

8.6 Cancelling an ICTB

It may be necessary to cancel an ICTB transaction in cases where a Provider does not report to
the ICTB location, as scheduled. An ICTB may be cancelled at any time after it has been
initiated, as long as the ICTB assignment is still in active status (e.g., the end date for the ICTB
has not yet been reached). CCQAS users at sending locations may manually cancel an ICTB
transaction by selecting Cancel ICTB from the menu of actions for the ICTB record on the
Search Results screen, as depicted in Figure 250 below.

Figure 250: Cancel ICTB Menu Item

When the ICTB is cancelled by the sending location, the ICTB assignments at both locations are
deleted and will not be available in system queries or reports. If privileges were awarded at the
gaining ICTB location, they will be auto-terminated and only the PA Review Complete snapshot
will remain. An ICTB assignment and privileges, if awarded, may not be recovered after it has
been cancelled.

8.7 Ending an ICTB

The end date for an ICTB transaction is selected at the time that the ICTB is initiated by the
issuing facility. When the end date is reached, CCQAS automatically ends the ICTB
assignment; the status of the ICTB assignment at the sending and receiving facilities is changed
from Active to Inactive, and is not included in system queries or reports run at either facility
unless users include Assignment Status = Inactive in their search and reporting criteria. The
inactive ICTB assignment also becomes a read-only record at both locations.

If the ICTB ends prior to the end date established when the ICTB assignment was created or if
the ICTB is extended, CCQAS users at issuing facilities may manually end or extend the ICTB
transaction by selecting End ICTB from the menu of actions on the Search Results screen, ad
depicted in Figure 251 below.
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Figure 251: End ICTB Menu Item

An ICTB assignment may only be extended up to the privilege expiration date at the sending
location. Once the ICTB End Date has been extended, any privileges awarded at the ICTB
location need to be reviewed and extended by the gaining location.

8.8 PAR for ICTB Duty

CCQAS automatically initiates the PAR process for any ICTB duty that is greater than three
days. When the ICTB duty ends, a new work list item for CC/MSSP/CMs at ICTB units is
created with Task = Setup PAR, as depicted in Figure 252 below.
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Figure 252: Gaining CC/MSSP/CM Task — Setup PAR

The ICTB PAR should reflect a Provider’s performance while on ICTB duty. A PAR Evaluator
should complete a PAR, with an optional review by one or more PAR Reviewers, as soon as is
reasonably possible following the end of the ICTB duty. The PAR process is explained in detail
in Section 11.

Although the exception rather than the rule, CC/MSSP/CMs may cancel a PAR due to certain
conditions (e.g., a Provider coming back from a remote deployment where no PAR evaluators
were on hand). Mechanisms are in place for the system to allow the application to move forward
when a scenario such as this occurs. Also, CC/MSSP/CMs who received the “Setup PAR”” work
list item may replace the electronic PAR process in CCQAS with a paper-based PAR process
(i.e., “Offline PAR”) that occurs outside the CCQAS application. This process is explained in
greater detail in Section 11.

8.9 The ICTB Process for Navy Facilities

Unlike the Army and Air Force, the Navy has adopted core privileging, which allows Navy
Providers, under most circumstances, to render patient care at an ICTB location without
undergoing the ICTB application process described in the sections above.
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Core privileging allows Navy Providers with approved privileges at one facility to exercise those
same privileges at other Navy facilities. Instead of an ICTB application for privileges, Navy
Providers use their Appendix Q — Request to Exercise Clinical Privileges. The Appendix Q is
a letter requesting to exercise at the gaining facility the privileges they hold at the parent facility.
If Providers request privileges that were not supported at their parent facility, and therefore, are
not covered by the Appendix Q, they must complete an application for modification of their
parent facility-granted privileges, or proceed through the ICTB application process, previously
explained in this section.

Note: Navy Providers who perform ICTB duty at Army or Air Force facilities still need to
submit completed ICTB applications, since their Navy core privileges are only applicable for
ICTB transfers from one Navy facility to another Navy facility. Navy Providers who are
requesting additional supplemental privileges at a Navy ICTB location must also submit
completed ICTB applications, since the Appendix Q document does not cover privileges not
awarded at the assigned location.

The generation of the Appendix Q letter begins with the initiation of an ICTB transaction on a
Provider’s credentials record. After an ICTB transaction has been initiated, the system
automatically sends an email notification to Providers, and an active task is placed in their work
list, with Task = Complete Application and App Type = Transfer (ICTB). When Providers
open the new task, the ICTB Privilege Request screen appears, as depicted in Figure 253 below.

ICTB Privilege Request

Privilege Application (Choo=e thiz option if requesting Supplemental, temized, or Additional
Core Privileges)

I Appendix ( (Cheose this option to initiate Appendix Q if only requesting your existing Core
Privileges)

Submit I Cancel |

Figure 253: ICTB Privilege Request Screen

If Providers select the Privilege Application radio button, and then click Submit, an ICTB
privilege application opens, as described in Section 8.5.

If Providers select the Appendix Q radio button, and then click Submit, the Appendix Q form
displays, as depicted in Figure 254 below.

CCQAS 2.10 User Guide 190



Aseat, FIRST CAPT 030420121

T Frealegag Aoty for U 5 FLEET FORCES COMMAN - MELICAL NOFFOLE. YA
REQUEST FOR AUTHORITY T0 EXERCISE CLISCAL PRIVLEGES

{3 BUMEDRST 6320 86E-

Lo b BUMEDRST 6310 174

1. P suorercn (], nd bunaed cn e aciive stol mppoir
FLEET FORCES COMMAND - MEDICAL HORFOLK. WA for Tre précd e 03052012 1o 1362012

201 want 13 npply for supplemental piiliges. | wl be doing 30 thosugh the ICTE apghcetion for privieges in CCA aspacately for

30 biget mtresty | bgres 13 comply the pabeite 5. FLEET FORCES COMMAND - MEDICAL NORFOLK. VA,

Providers E dgaaters

Comeasts  ASI0120 growder aucepts

0F Sap 12

trend wit clirical pivbegvs gamied by MAVAL SPECIAL WARFARE CONMAND SAN DGO, £4 m docmenbed in CS0AD, | rmapwsthily rermat sutiorty 1o

Do
by Focona (51 RESER)
Captan
RCUTHG

T

FROM. Jeha Jutes
O U & FLEET FORCES COMMAND - MEDICAL MORFOLK, VA
1, Febirwng vt o 1 priside's rocond sl i inbievabw wih CAPT Aot FIRST, | ncimesannd thil U % FLEET MEDCAL NORIFOLKC VIA the chineal prodsges gramted by NAVAL SPECIAL
VNARFARE COMMAND SAN DIEGO, CA. CAFT Abbott, PRST || 5 |7 15 it iquesting suppiemastas phiiges.

vosing g core pidegrs in Ul 3

Figure 254: Appendix Q Letter

The Appendix Q letter consists of a series of tabs. The Appendix Q tab contains explanatory
text that describes the conditions under which privileges are granted at an ICTB location.

Providers must E-sign and click | agree to submit the request for privileges. The remaining tabs
of the Appendix Q letter mirror those displayed in an E-application, but all information is

displayed in view-only format.

After users E-sign and submit the Appendix Q letter, gaining facility MSSPs receive a new email
notification of a task pending in CCQAS. A new work list item with App Type = Transfer
(ICTB) is added to their work list. After a gaining MSSP takes responsibility for the task, the E-

signed Appendix Q is displayed, as depicted in Figure 255 below.
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Figure 255: E-Signed Appendix Q
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A formal PSV process is not required under the terms of the Appendix Q, thus no PSV option
appears at the bottom of the screen. The remainder of the routing and approval processes,
however, is identical to the processes for review and approving an E-application. MSSPs click
the Routing button to select the appropriate clinical staff to review and approve the Appendix Q.
After it is approved, the Appendix Q is permanently stored as a PDF file in the Documents
section of the Provider’s credentials record.
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9 Permanent Changes of Station Process

A Permanent Change of Station (PCS) is the permanent transfer of a military or civil service
Provider from one duty location to another. Military and civil service Providers who receive
orders for a PCS are required to re-apply for clinical privileges to render patient care at the new
duty station.

CCQAS supports the PCS process in the following ways:

e CCQAS allows CC/MSSP/CMs at gaining facilities to electronically request a PCS
transfer for any Provider from their current CRED assignment at the ‘sending’ location
(the facility or unit to which the Provider is currently assigned)

e When a PCS is initiated by the sending location, CCQAS generates a new electronic
privilege application for the Provider to request privileges at the new duty location. This
application is referred to as a Transfer (PCS) application

e When a PCS is initiated by the sending location, CCQAS automatically initiates the
online PAR process at the sending location to document the Provider’s performance over
the current privileging period at the sending location

e When a PCS date becomes effective, CCQAS inactivates the assignment at the sending
location and sets the assignment status to current at the gaining location.

e When a PCS transaction is performed, the sending facility is given the option to Transfer
Custody of the credentials record to the gaining facility, the default is Yes

e When users elect to perform a custody transfer concurrently with the PCS, the PCS
transfer and the custody transfer have the same date, the PCS Effective Date

These processes are described in more detail in the following sections.

9.1 Requesting a PCS by the Gaining Location

CCQAS allows CC/MSSP/CMs at gaining facilities or units to request a PCS transaction for a
specific Provider using the Provider Locator function in the Credentialing module. To locate
the Provider’s credentials record, select Provider Search from the Credentialing drop-down
menu. Enter the last name, first name or SSN of the Provider, select the Provider Locator radio
button, and then click Search. If the Provider name and other attributes indicate that this is the
Provider you are searching for, select Assignment from the hidden menu of actions on the
Search Results tab as depicted in Figure 79.

Note: CC/MSSP/CMs must select the Provider Locator radio button for the search function to
locate Providers outside of the user’s UIC. If the default All Primary UIC or Assignment UIC
radio button is selected, CCQAS only searches for the Provider among those that are already
performing duty at the user’s location.
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Credentialing Privileging Reports System

Provider Search Advanced Credentials Search || Search Results Add Credentials Provider
? MName SSN Primary UIC Start Date Branch | Corps | Statl
» | JOMES, HANMANH 428-35-7439 HLORFC23 10i23/2012 CIv
» | JOMNES, NORA 510-16-2012 ED1MFNDS 10iM6/2012 F11 MC MIL
» | JOMES, SABRINA 100-72-4444 CD1CFVPY 1213/2012 F11 MNC MIL
» | JOMNES, TOM 800-08-0508 W2P0DAA 10i23/2012 A2 M3 MIL
Assilg_r;r_n_enlt" 218-58-1212 WOQ1AA 09i24/2012 MIL
Request Custody Transfer 218-11-2222 S2OMFLRY 09i21/2012 MIL
| Letters 998-33-8758 MNO0183 09/07/2012 CIv

Figure 256: Assignment Menu Item on the ‘Provider Locator’ Tab

The Provider’s Assignment screen of his or her credentials record displays, as depicted in Figure
257. CC/MSSP/CMs then click the hidden menu of actions and select Request PCS on the
Provider’s current CRED assignment.

Credentialing Privileging Reports
| Provider
Name: Jon Jones Branch: Rank:
SSN: 219-88-1212 Primary UIC: W0OQ 1A% Cred Status: Active
Assignments Work History Malpractice Insurance

| Add Assignment

? | UIC Provider Type Reported Date | Planned Rotation | MIL/CIV| Type Status | Start Date End Date| Transferred From | Dept| Work C

roamnoaas L setive Dty Staff (non Training) ML CRED | Current| 09/24/2012
Request ICTB
Request PCS

Z0-Hdr0-—-<r=

Figure 257: Request PCS Action on Assignment tab

CC/MSSP/CMs must enter the PCS RNLT Date (i.e., Report No Later Than), and then click
Send, as depicted in Figure 81. A message displays, which indicates the request was sent.

J R Ty R A S R —

Subject PCS Transfer Requested
PCS RNLT Date: 02/20/2013 =

Message Preview|CC103 CC103 is requesting that the credentialing record for Jones, Jon (219-88-1212) be PCS'd to
W2DLAA, ARMED FORCES INSTITUTE OF PATHOLOGY, WASHINGTON NLT 02/20/2013.

My contact information is as follows:
Username: CC103

Email: ctest@asmr.com

Phone: (111) 222-3333 (Home)

Send | Close

Figure 258: Request PCS Broadcast Message at Requesting Location
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CC/MSSP/CMs at PCS sending (i.e., losing) facilities or units receive the request through the
Broadcast Message function within CCQAS. The next time the CC/MSSP/CM at the sending
facility or unit logs into the system, he or she will receive a new incoming broadcast message.
See Section 15.9 for more on Broadcast Messages.

9.2 Initiating the PCS at the Sending Location
Sending CC/MSSP/CMs may initiate a PCS transaction, regardless of whether or not the gaining
location submits a Broadcast Message requesting the PCS.

Note: Only locations with a current CRED assignment may initiate a PCS transaction. A
Provider’s assignment may not be PCSed if the Provider has an active ICTB. See Section 8.8 for
more on Ending an ICTB.

A PCS transaction is initiated through the Credentialing module. To initiate a PCS, select
Provider Search from the Credentialing drop-down menu. Enter the last name, first name or
SSN of the Provider, select the All (Primary UIC or Assignment UIC) radio button, and click
Search.

On the Search Results tab, select Open from the hidden menu of actions for the Provider’s
record, as depicted in Figure 259.

Provider Search | Advanced Credentials Search || Search Results Add Credentials Provider

? Mame 55N Primary LIC Start Date
EESESS= 219-88-1212 WOO1AA 09/24/2012

Initiate Custody Transfer
Deactivate Provider
Letters

Grant Module Access

Figure 259: Open Menu Item

Navigate to the Work History section of the credentials record by selecting Work History from
the Navigation bar on the left. Select Initiate PCS from the hidden menu of actions next to the
current assignment, as depicted in Figure 260.
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Provider

HName: Jon Jones Branch:
SSN: 219-88-1212 Primary UIC: WOQ1AA
Assignments Wark History Malpractice Insurance
‘ Add Assignment
2| UIC Frovider Type Reported Date | Planned Rotation | MIL/CIV| Type Status | Start Date End Date | -
WOMAA | Active Diuty Staff (non Training) MIL CRED | Current 09/24/2012

Initiate ICTB

End Assignment
Cancel Assignment
Letters

Z0—-49p»p0—-—=p=

Initiate Application
Reactivate Privileges

Figure 260: Initiate PCS Menu Option

CC/MSSP/CMs enter the Gaining UIC, Effective Date, and click Submit to initiate the PCS
transaction, as depicted in Figure 261.

Note: When PCS’s are initiated by the Primary UIC, the Transfer Custody radio button is
automatically defaulted to “Yes” to transfer custody and responsibility for maintaining the
provider’s credentials record to the gaining facility.

Initiate PCS - Jon, Jones

Gaining UIC:  W2DLAA @ Effective Date: 02/20/2013 [Ev

Providers AKO Email: anthony.droberts12.civ@mail.mil Trangfer Custody: Yes @ No

© Email notifications to this provider are currently sentto this primary email address. Changes or corrections to this email address should be made prior to initiating this PCS transaction

Submit Cancel

Figure 261: Initiate PCS Prompts Screen

The Initiate PCS screen, depicted in Figure 262, appears differently if Providers do not have a

user account. Additional data fields are present to capture a Provider’s primary email address and

phone information, both of which are required to create the new user account for Providers.

Initiate PCS - TRACY, POPE
A user account for the provider will be created as part of the PCS process. This will allow the provider to be able to use CCOAS to complete his application online.
Gaining UIC: |—ﬁ| EffectveDate: | | [
Providers Phone Type: [Home  ¥] Providers Phone Number: ||
Provider's Primary Email: I— Transfer Custody: yes % No ©
Submit | Cancel |

Figure 262: Initiate PCS Screen for additional fields for Provider User Account

Providers then receive their user 1D and temporary password information, which are required to
access CCQAS, via email messages sent to the address entered on the Initiate PCS screen.
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Immediately after the sending location initiates a PCS transaction, the following actions
automatically occur:
e CCQAS generates a Transfer (PCS) privilege application for the Provider to request
privileges at the gaining location
e The PAR process is initiated to document the Provider’s performance at the sending
location over the prior privileging period. See Section 11 for more information
e Note: Refer to Service guidance for utilization of the electronic PAR
e A transaction is written to the Transaction Table at both the sending and gaining facility.
The Transaction Table is explained in Section 6.
e If the PCS Effective Date is today or a prior date:
- A new CRED assignment with a Status of “Current” is created at the gaining
location
- The Status of the CRED assignment at the sending location is set to “Inactive”
- Any current privileges at the sending location are auto-expired with the PCS Effective
Date
- If Transfer Custody = Yes, primary custody of the credentials record is transferred to
the gaining UIC
- Information from the Provider’s assignment at the losing facility is maintained as a
read-only record in the Work History, Assignments tab of the credentials record
e |f the PCS Effective Date is a future date, CCQAS generates a new CRED assignment
with a Status of “Pending” at the gaining location
Note: Pending PCS transactions can only be initiated 30 days in advance.

e For future dated PCSs, at 0001 (Central Time) on the PCS Effective Date:
- The Status of the CRED assignment at the gaining facility changes to “Current”
- The Status of the CRED assignment at the sending location changes to
“Inactive”.
- Any current privileges at the sending location are auto-expired with the PCS
Effective Date.
- If Transfer Custody = Yes, primary custody of the credentials record is
transferred to the gaining UIC
- The Providers module access for the sending UIC is removed.
¢ Information from the Provider’s assignment at the losing facility is maintained as a read-
only record in the Work History, Assignments tab of the credentials record

CC/MSSP/CMs at receiving (i.e., gaining) facilities or units receives a New Message Alert as
depicted in Figure 89. See Section 6, Transaction Table.
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Message from webpage @

MNew incoming credentialing transaction(s) exist for this UIC.

To prevent this message from appearing, appropriate personnel
must acknowledge these transactions. Go to the Transaction
Table on the Credentials Menu to acknowledge the incoming
transactions.

Figure 263: New Incoming Message Alert

9.3 The Transfer (PCS) Application for Clinical Privileges
After a PCS transaction is initiated, the system automatically sends an email notification to
Providers, and an active task is placed in their work list with Task = Complete Application and

App Type = Transfer (PCS), as depicted in Figure 264.

My Applications System Submit Trouble Ticket
[ Provider Self-Service
Work List | Applications Documents
© Double click on a worklist task to open it. You may view completed e-applications from current or past privileging perieds in the “Applications™ tab. U
Status: Open Tasks v Show tasks with a start date between | and
? | Urgent Task App Type MTF

Transfer (FCS) W2DLAS, ARMED FORCES INSTITUTE OF PATH

r“]pplication (Military)

Figure 264: Provider Task — Complete Application, Transfer (PCS)

Providers may then open, complete, and submit the Transfer (PCS) Application according to the
instructions provided, as depicted in Figure 265.
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My Applications Submit Trouble Ticket I

Provider Application (Transfer (PC5)) - CL1LFCOF, 628 MEDICAL GROUP, JB CHARLESTON

Instructions Instructions ]
@ Profile/Posttion = “Your application consists of several sections listed to the left of this screen. With the exception of the E-signature which is the final step for submission of this application, the sections can be completed in any order. You
o dentification = must click on the Save button wherever available £o you do not lose any information you have entered. If you have to leave the application before completing i, all saved information will be available when you return to
complete the application. As you complete each section, the icon next to t will change. Below is a list of icons and definitions that wil appear as you complete your application. Complete all fields in every section to avoid
o Contact Information * delays in procsssing your application. You wil be notified if additional information is needed. Allinformation you provide wil be reviewed, verified and acted upon accordingly by reviewing and approving authorties
o LiciCertiReg *
Q DEA/CDS *  section required for E-Signature.
o Education/Training * Q Section has not been compisted
o Specialty * & Section has been completed
@ Affilation Section has been locked for the review/approval process.
@ Continuing Education <& Section has been unlocked for updates

% Contingency Training
@ Practics History Quest. * Need Help?  Contact your Credentials Office
Q Health Status Quest. #
@ Reference =
Q@ Work History
Q@ E-Signature *
Documents
Summary Report
Comments.

Application Packet

Close

Figure 265: Transfer (PCS) Application for Privileges

See Section 5 for how to process an e-App.

9.4 Processing a PCS Transfer Application for Clinical Privileges

When CC/MSSP/CMs at sending locations initiate a PCS transaction, CCQAS adds a Provider’s
pending application to a gaining CC/MSSP/CM’s Pending Applications tab list, as depicted in
Figure 266.

- "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 07/24/2013 1353:46 0500 ¥ | Submit Tickst | Securty Brisfing | Logoff |
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” CLILFCOF =
kkk Fouo *kkk
[ — Privileging a— System Help I

‘WorkList for CL1LFCOF, 628 MEDICAL GROUP ‘

Work List [ wy || Fending Appiications | Submitea I

Show applications that were initiated between [04252012  [E8]w| ang [07242013 [ staws: [Pending x] | Fiter |

rovider pplication Type atus rovider Phone pplication Task Initiate rovider Started Completing umber of Days Completing

7 |Provid Application T Stat Provider Ph Application Task Initiated Provider Started Completi Number of Di Completi —
» | BETA, BRUCE Transfer (PCS) Pending (850) 883-1111 07/03/2013 07/03/2013 21
» | GRISWALD, CLARK Transfer (PCS) Pending (123) 456-78%0 0712412013 0772472013 ]

Figure 266: Gaining CC/MSSP/CM ‘Pending Applications’ Tab

See Section 5 for further details on Processing the E-Application for Clinical Privileges

9.5 Cancelling a PCS

The Record Movement - PCS role is required to cancel a PCS transaction. If a PCS transaction
was initiated in error and needs to be cancelled, the sending CC/MSSP/CM can cancel the PCS
by selecting Cancel PCS from the hidden menu of actions, on the Work History, Assignment
tab, for the UIC of the gaining facility. The Cancel PCS Menu is depicted in Figure 93.
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"‘.é:;' "A Worldwide Credentialing, Risk Management, and Messages(93) | Last Logon Attempt: 04/11/2013 13:42:19 -05:00 ¥ | Submit Ticket| Security Briefing| Logg
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness”
xxxx EQUIQ ****
Credentialing Privileging Risk Management Adverse Actions Reports
|Provider Close Provider Record | «|w
Name: KATNISS EVERDEEN SSN: 100-25-2525 Primary UIC: CD1CFVPY Cred Status: Active Input Clerk: CM3 Provider Status: CIV
N | workHistory | Malpractice Insurance |
A ‘ Add Assignment Help? |
v
2 | uc | Provier Type | Reported Date| Planned Rotation| MILCH| Type | Status | Start Date | End Date | Transferred From | Dept] work center] Primary Speciaty | Primary Sut-Speciaty| Priviege Status| Priviegs Type| PAF
G ’ |CL1LFCEF Ciyil Service Employee| cn CRED| Pending| 05/01/2013 CD1CFVPV (PCS No
o ,OBEn ke Employes o | CRED| Current| 10/10/2012] 050172013 Licensed Practical Nurse| No Subspeciatty Unprivieged | Navy Core | No
— Cancel PCS
U Letters. k
| _—
o
N
Message from webpage x|
‘?/I Are you sure you want ta Cancel this PCS?

Figure 267: Cancel PCS Menu

Note: Use with Caution as process cannot be undone. When the PCS is cancelled, any
associated e-Apps are deleted.

9.6 Changes to the CCQAS User Account after a PCS Transaction

Upon initiation of a PCS transaction, CCQAS automatically generates a new E-application so
that Providers may request clinical privileges in advance of arrival at a gaining location. This
new application is indicated on the MTF tab in a Provider’s user account. Providers should also
continue to view and open tasks generated by the sending facility, such as tasks to review and
acknowledge the electronic PAR, generated to assess their performance over the prior privileging
period at the losing facility.

A Provider’s access to the Privileging module (and any other CCQAS module to which a user
was granted access) at a sending facility, however, is removed, since the individual is no longer a
member of the medical staff at the sending facility. If a Provider has open work list items
associated with the Privileging module tasks at the sending location at the time that the PCS
transaction is initiated, a warning message is displayed, as depicted in Figure 268.

If users click Cancel, the PCS transaction is cancelled. If users click OK, the PCS transaction
proceeds.

This provider has the following tasks attached to privilege applications at thiz facility.

Task: Current Application: EVVERDEEN, KATNISS RoleWorkflow Level: PAR Evaluator

Cuntinuel Cancel |

Figure 268: Outstanding Tasks Warning Message
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As long as open tasks remain on a user’s work list (user refers to the individual who was
PCS’ed), his or her name should appear in the User list on the assigned CC/MSSP/CM’s work
list screen. After open work list items are cancelled or reassigned, CCQAS automatically
removes the user’s name from the User list.

No Privileging module access is automatically granted to a user’s account at a gaining facility.
CC/MSSP/CMs at gaining facilities must add Module User access if and when access is
required, so that users can perform their new jobs.

Note: At the time of the PCS, Dual Module users will lose all Module roles at their current UIC.
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10 Renewal of Clinical Privileges

As a Provider’s privilege expiration date approaches, a new application for renewal of clinical
privileges must be completed and submitted for review. Unlike the application for modification
of privileges (refer to Section 7), Providers are not required to take any action to generate the
application for renewal of privileges. At the designated time, the system will automatically
generate the renewal application and send a notification to Providers indicating that a new task
has been placed in their work list in CCQAS. CC/MSSP/CMs may also initiate the renewal
application process manually, if needed.

10.1 Auto-Generating an Application for Renewal of Clinical Privileges
In order for CCQAS to automatically generate a renewal application for a Provider, the
CC/MSSP/CM at each facility or unit must set the number of days prior to privilege expiration
on the Command Parameters screen. See Section 15.2 for more about Command Parameters.

10.2 Manually Generating a Renewal Application for Clinical Privileges

There may be times when CC/MSSP/CMs need to initiate the privilege renewal process outside
of the established privilege renewal cycle, as discussed in Section 10.1. A renewal application
may be manually generated within the Credentials module. See Section 6 for further details.

10.3 The Renewal Application
After a renewal application is generated the provider will open, complete, and submit the
Renewal Application, according to the instructions provided, as depicted in Figure 95.

""-!2." “A Worldwide Credentialing, Risk Management, and
§ CCQAS

Adverse Actions System Supporting Medical Personnel Readiness”

CDICFVPV

KEEXE Fouo KEEE
My Applications Privieging System Help I
Provider Application (Renewal) - CDICFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @, CANNON AFB
Instructions Instructions |

Q Profile/Position * “Your application consists of several sections listed to the left of this screen. With the exception of the E-signature which is the final step for submizsion of this application, the sections can be completed in any order. You

o ldentification * must click on the Save butten wherever available so you do not lose any information you have entered. If you have to leave the application before completing i, all saved information will be available when you return to
complete the application. As you complete each section, the icon next o it will change. Below is a list of icons and definitions that will appear as you complete your application. Complete all fields in every section to avoid

Q@ Contact Information * delays in processing your application. You will be notified if additional information is needed. All information you provide will be reviewed, verified and acted upon accordingly by reviewing and approving authorities.

Q@ Lic/CertiReg =

Q@ DEA/CDS *  Section required for E-Signature.

@ Education/Training * Q Section has not been completed

@ Speciaty * % Section has been completed.

Q@ Affiliation {3 Section has been locked for the review/approval process.

@ Continuing Education < section has been unlocked for updates.

@ Contingency Training
O Practios History Quest * Need Help? _ Contact your Credentials Office
@ Health Status Quest. *
Q Reference *
@ Work History.
@ E-Signature *
Documents.
Summary Report
Comments

Application Packet

Close

Figure 269: Provider Application (Renewal)

10.4 Processing an Application for Renewal of Clinical Privileges
See Section 5 for Processing the E-Application for Clinical Privileges.
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11 The Electronic PAR

CCQAS allows users to generate, complete, and review a PAR online for a privileged Provider
for every privileging period in every duty assignment. CCQAS automatically initiates the PAR
process to document the Provider’s performance The PAR process may also be manually
initiated for any Provider who has an approved electronic application in CCQAS.

Although the exception rather than the rule, CC/MSSP/CMs may cancel the automated PAR and
replace it by initiating the offline PAR process that occurs outside the CCQAS application. The
PAR process, after it is initiated, may also be reassigned or canceled, when appropriate. These
processes are addressed in Sections 11.7 through 11.9.

Note: Refer to Service guidance for utilization of the electronic PAR.

11.1 Automated Initiation of the PAR Process
CCQAS was designed to initiate the PAR process in support of upcoming privileging actions for
a Provider. CCQAS automatically initiates the PAR process under the following circumstances:

e When a Renewal application is created for a Provider (refer to Section 10), the automated
PAR process initiates for the current privileging period that is about to expire

e When a PCS transaction is initiated for a Provider (refer to Section 9), the automated
PAR initiates for the most recent privileging period at the sending facility

e When a period of ICTB duty ends for a Provider (refer to Section 8), and the ICTB duty
was greater than 3 days in duration, the automated PAR process initiates for the work
performed at the ICTB location

When CCQAS generates a Renewal application or a Transfer (i.e., PCS) application for a
Provider, it also generates a new work list item for the initiating CC/MSSP/CM (sending UIC)
entitled, Task = Setup PAR, as depicted in Figure 270.
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Figure 270: CC/MSSP/CM Work List Item — Setup PAR

It is the responsibility of the CC/MSSP/CM at the facility or unit where the Provider was
privileged to assign one or more PAR Evaluators to complete the PAR form for the applicable
privileging period. The Setup PAR task that is generated for a Renewal application is sent to the
CC/MSSP/CM at the current location of assignment, while the CC/MSSP/CM at the sending
location receives the Setup PAR task for Transfer (i.e., PCS) applications. The Setup PAR task
that is generated for ICTB duty is sent to the CC/MSSP/CM at the ICTB location.

CCQAS provides the option to route the completed PAR to one or more PAR Reviewers, who
may then review the completed PAR and provide their concurrence or non-concurrence with its
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content. The inclusion of PAR Reviewers in the PAR process is not required by CCQAS, but

should be performed according to Service policy. The routing, completion, and review of the
PAR are discussed in Section 11.3 and 11.4.

Note: At the time of publication of this user guide, only the Navy required the inclusion of a
PAR Reviewer in the PAR routing process.

11.2 Manual Initiation of the PAR Process

The PAR process may also be initiated manually for any Provider as long as he or she has an
approved electronic application in CCQAS. CC/MSSP/CMs may initiate a PAR manually by
selecting Work List from the Privileging main menu, and then clicking the My Applications

tab. A list of all applications processed for all Providers during the default date range are
returned, as depicted in Figure 271.
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Figure 271: Initiate PAR Menu Item

CC/MSSP/CMs select Initiate PAR from the list of options in the hidden menu for the
Provider’s selected application coinciding with the privileging period for the PAR. If the
Provider has multiple, completed applications in CCQAS, it is important for CC/MSSP/CMs to
select the application associated with the privileging period that requires a PAR. This is because
the PAR form that is generated by CCQAS reflects the awarded privileges associated with the
application from which the PAR was initiated manually.

11.3 Routing of the PAR

The PAR routing, completion, and review process is the same regardless of whether the Setup
PAR task was initiated automatically by CCQAS or initiated manually by a CC/MSSP/CM.
When CC/MSSP/CMs open the Setup PAR task, or initiate the PAR manually, the PAR
Routing screen appears, as depicted in Figure 272.
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Figure 272: PAR Routing Screen

Important features of the PAR Routing screen include the following:

e The Provider’s demographic information is displayed in read-only format on the screen
header

e The Period of Evaluation should auto-populate, displaying the time period over which
the awarded privileges apply. The dates are editable by CC/MSSP/CMs

e The Purpose of Evaluation auto-populates if the Setup PAR task was generated
automatically by CCQAS. If the PAR was initiated manually, then CC/MSSP/CMs
should make the appropriate selection from the pick list

e The Provider’s performance for each Privilege Category in which he or she was
privileged must be reported on a separate PAR, and a PAR Evaluator must be selected for
each specialty in which the Provider was privileged

e Branch clinics are displayed in separate tabs on this screen, if the Provider possesses
privileges at that UIC PAR task

e The names of all individuals who have the “PAR Evaluator” role assigned to their user
account should appear in the PAR Evaluator pick list

e If the Provider was privileged in more than one Privilege Category, then one PAR
Evaluator should be assigned for each Privilege Category in which the Provider was
privileged during the evaluation period

e The names of all individuals who have the PAR Reviewer role assigned to their user
account should appear in the PAR Reviewer box

e Assignment of one or more PAR Reviewers is optional; assignment of PAR Reviewers
should be according to Service or facility policy
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CC/MSSP/CMs may perform one of the following actions on the PAR Routing screen:

e CC/MSSP/CMs may cancel the PAR task by selecting Cancel PAR. This results in the
removal of the Setup PAR task from the work list and cancel the PAR completion
requirement for the associated application

e CC/MSSP/CMs may populate all required fields on the PAR Routing screen and click
Submit to send the electronic PAR to the assigned PAR Evaluator

e If the online PAR process is replaced by a paper-based PAR process, the radio button for
Offline PAR should be selected prior to clicking Submit. The offline PAR process is
discussed in Section 11.7

e CC/MSSP/CMs may close the PAR Routing screen and return to the work list by
clicking Close. The Setup PAR task remains open in the work list

After CC/MSSP/CMs enter all required information on the PAR Routing screen and click
Submit, each assigned PAR Evaluator receives an email notification indicating the presence of a
new task in his or her work list that requires action.

11.4 Completing the PAR - The PAR Evaluator Role
After CC/MSSP/CMs submit the routing for the PAR, each assigned PAR Evaluator receives a
new work list item with Task = Complete PAR, as depicted in Figure 273.
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Figure 273: PAR Evaluator Work List Task — Complete PAR

When PAR Evaluators open the Complete PAR task, the Profile section of the Performance
Assessment Report is displayed, as depicted in Figure 274.

The Profile section provides demographic information about the Provider and the location, time
period, and Provider’s privilege category (i.e., specialty) that require evaluation. PAR
Evaluators may navigate between different sections of the application by clicking the desired
section of the form listed down the left side of the screen.

Note: All documents that are associated with the privilege application, on which the PAR
evaluation period is based, are viewable by selecting Documents from the navigation bar that
runs vertically on the left side of the screen.
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Figure 274: Profile Section of the PAR

The next section of the PAR form is the Privileges Evaluation section, as depicted in Figure

275.
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Figure 275: Privileges Evaluated Section for PAR

In Army and Navy facilities, PAR Evaluators should indicate their assessment of the Provider’s
performance for each privilege granted to the Provider. If PAR Evaluators select
“Unacceptable” for any of the privilege items, a comment is required to save the information
entered on the screen, as depicted in Figure 276.

PAR Evaluators may also add a comment for any item by clicking the empty note icon ((3).
After a comment is added, the empty note icon ([J) becomes a filled note icon (E)). After all
items have been evaluated, click Save.
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Figure 276: Privileges Evaluated Section for the PAR with Unacceptable

In Air Force facilities, this section of the PAR presents a read-only listing of the privileges
awarded to the Provider, and no action on each privilege is required on the part of PAR
Evaluators, as depicted in Figure 277. PAR Evaluators, however, must render a general
assessment of the Provider’s competency at the end of the PAR form.
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Figure 277: Privileges Evaluated Section for the PAR

The next section of the PAR form is the Quality Management Measures section, as depicted in

Figure 278. When PAR Evaluators first open the PAR, this screen contains no data. To add a

measure, click Add.
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Figure 278: Quality Management Measures Section of the PAR

A screen appears with a pick list of different types of measures to select, as depicted in Figure
279. For each type of measure selected, different data fields are enabled to collect the
appropriate information for the measure.
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Figure 279: Types of Quality Management Measures

In general, a comment in the Comments section of the screen is required, if Practice/Care
within standards? = No is entered for any of the documented measures. As each measure is
assessed, PAR Evaluators click Save. Multiple measures, as many as are appropriate to justify a
Provider's performance, may be assessed and entered in the Quality Management Measures
section of the PAR.

The next section of the PAR form is the Facility Wide Measures section, as depicted in Figure
280. The information entered into this section of the PAR depends on the measures being
monitored over the period of evaluation or the standard measures used by the Service or facility
for performing PARs. When PAR Evaluators first open the PAR, this screen contains no data.
To add a measure, click Add.
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Figure 280: Facility-Wide Measures Section of the PAR

A screen appears with a pick list of different types of measures to select, as depicted in Figure
281. For each type of measure selected, different data fields are enabled to collect the
appropriate information for the measure.

As each measure is assessed, PAR Evaluators click Save. Multiple measures, as many as are
appropriate to justify a Provider's performance, may be assessed and entered in the Facility
Wide Measures section of the PAR. The next section of the PAR form is the Practice Volume
section, as depicted in Figure 282. CCQAS automatically calculates the Total Number of
Procedures and the Total Number of Days Unavailable as the PAR Evaluator enters data for
the individual metrics.
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Figure 281: Types of Facility-Wide Measures
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Figure 282: Practice Volume Section of the PAR

The next section of the PAR is the Professional Development section, as depicted in Figure
283. This section is pre-populated using data from the Continuing Education section of the
Provider’s credentials record. The sum of credits accrued in each credit category is displayed for
the PAR evaluation period and over the past three years. A summary of the associated
continuing education courses is listed on the bottom half of the screen.

PAR Evaluators should enter the number of papers published, presentations given, etc., in the
center of the screen, provide any pertinent supporting comments, and then click Save.
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Figure 283: Professional Development Section of the PAR

The next section of the PAR form is the Clinical/Technical Performance Questions section, as
depicted in Figure 284. If PAR Evaluators select “Unsatisfactory” for any of the questions, a
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comment is required to save the information entered on the screen. PAR Evaluators may also
add a comment for any item by clicking the empty note icon ((3). After a comment is added, the
empty note icon becomes a filled note icon (). After all items have been evaluated, click Save.
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Figure 284: Clinical/Technical Performance Questions Section of the PAR

The next section of the PAR form is the Personal Evaluation Questions section, as depicted in
Figure 285. If PAR Evaluators select “No” in answer to question #2, and “Yes” in answer to the
other questions, a comment is required to save the information entered on the screen. PAR
Evaluators may also add a comment for any response by clicking the empty note icon

(O9). After acomment is added, the empty note icon becomes a filled note icon (El). After all
guestions have been answered, click Save.
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Figure 285: Personal Evaluation Questions Section of the PAR

At any time during the completion of the PAR, PAR Evaluators may review all information
entered into the PAR form. The PAR form may be viewed by selecting PAR Summary from
the navigation bar. When this option is selected, CCQAS returns a read-only version of the PAR
form, as depicted in Figure 286, which contains all information that was entered to date by the
PAR Evaluator.
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2 and
¥ Fully Competent Fully Coapetent
Gt 2l
wx EOLIO *++*

Figure 286: PAR Summary Form

The same form may be generated as a read-only PDF file by selecting PAR Summary (PDF).
The PDF file may be printed or electronically downloaded to the user’s computer hard drive or
some other memory device.

PAR Evaluators click the E-Signature section of the PAR to open the E-signature tab after all
other sections have been completed and reviewed, as depicted in Figure 287. PAR Evaluators

then enter an overall assessment of the Provider’s performance, add any supporting comments,
selects their specialty from the Evaluator Specialty picklist and then click Submit to complete

the PAR task.

My Applications Credentialing Privileging
Performance Assessment Report Close Record
— E-Signature ]
Privileges Evaluated Evaluator Specialty
Quality Management Meas. Speciaty: | Audiologist -
/iR Evaluator Statement

Practice Volume
Professional Development
ClinicalTechnical
Performance Questions. Comments:

Personal Evaluation ;I
Questions
E-Signature
Documents.

PAR Summary (PDF)

| reviewed this provider's clinical performance data and credentials fie and found themto be " within 7 Not Within standards.
This provider's performance data " Demonstrates ¢ Does Not Demonstrate current

PAR Summary

Figure 287: E-Signature Section of the PAR

A confirmation screen appears, as depicted in Figure 288. PAR Evaluators must ensure that all
sections of the PAR have been reviewed. When PAR Evaluators click OK, the screen refreshes
to display the work list. The Complete PAR task closes. After PAR Evaluators complete the
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PAR, CCQAS sends email notifications to the PAR Reviewers (if any were assigned) and the
Provider, indicating the presence of a new task in their work list.

8 CCO0AS Version 2100 - Centralized Credentials Quality Assurance System - Windows Intemet Explares provided by ASM Research
- “h Ci Risk M and L
cem Adverse Actions System ing Medical Personme s
etk Fouo etk
10ns {1
| Performance Assessment Repont Cloze Record |
Profie E-Signature |
Prilegos Evaluted Evalualor Specialty .
Cuably Ma L Muas Specia Mesage from webpsge ﬂ
Facility Wide Measures Eveluion
Practice Volume
Profassional Deveiapment | reniewed t Within Mot Within  standards
ClinicalTechnical Thes prosade lency
Ferformance Questions oy s <Ok,
Personal Evaluation :
Quustions e
E-Signature oK | Comcel |
Documents
PAR Summary (POF)
PAR Summary
1 1 Agree with the Fvaluator Statement abioe:
| Save | Subrrit |

Figure 288: E-Signature Confirmation Screen

11.5 Reviewing the PAR-The PAR Reviewer Role
After PAR Evaluators submit a completed PAR, each assigned PAR Reviewer receives a new
work list item with Task = Review PAR, as depicted in Figure 289.

Note: The Provider and any PAR Reviewer(s) who were assigned by the CC/MSSP/CM during
the routing of the PAR receive their Review PAR tasks simultaneously.

@ https://ceqasid?.cod disamil/ - CCQAS Version 210,04 - Centralized Credentials Quality Assu - Windows Intemet Explorer

U

"B Risk and LastL 31050 500 qott |
eew Adverse Actions System Supporting Medical Personnel Readiness” W2DNAA

ik OO T

WorkList for W2ONAA . BROOKE ARMY MED CTR

WOk List
Status Open Tasks * Roe Al * Tasks start date between 02267201 [TS[x] ana 0222201: [Tl _Fiter
7 Urgent | Due Date | Task Rl From (Role) Prowider App Type  Comps Task Start Date Task Comgiete Date |Curr Priv Expiration
» HNo Réview PAR PAR Reviewer FAREVAL104, PAREVAL104 (PAR Evaluator) SMITH, ROS (Milary) 191 E-App Meacal Coms 222N V22014

Figure 289: PAR Reviewer Work List Task — Review PAR

When PAR Reviewers open the Review PAR task, the PAR displays in read-only format. PAR
Reviewers may review the PAR section by section or by using one of the PAR Summary
options, but they may not edit any of the PAR content. When their review is complete, PAR
Reviewers select the E-Signature section, as depicted in Figure 290.
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Credentialing Privileging Risk Management Reports

Performance Assessment Report Close Record

Profie E-Signature |

Privileges Evaluated r Evaluator Statement

Qualty Management Meas. On 08/05/2013, the PAR evaluator (MILLER112222) reviewed this provider's clinical perfermance data and credentials file and find them te be Within standards. This provider's performance data
Demonstrates current competency.

Facilty Wide Measures
Practice Volume Comments:

Professional Development ;I
ClinicalTechnical
Performance Questions

Personal Evaluation

Questions
E-Signature
Documents E
PAR Summary (PDF) r~ Revi Statement
PAR Summary | hereby € Concur ' Do Not Concur that this provider's performance data o " Does Not current competency.
Comments:

Figure 290: PAR Reviewer E-Signature Screen

On the E-Signature screen, the overall evaluation and comments rendered by the PAR Evaluator
are presented. The Reviewer enters his or her assessment of the PAR and optional comments in
a second Comments box, and then clicks Submit to enter his or her concurrence or non-
concurrence with the PAR. After the Reviewer E-signs the PAR form, the screen refreshes to
display the work list. The Review PAR task then closes.

11.6 Reviewing the PAR-The Provider Role
After PAR Evaluators submit a completed PAR, the Provider receives a new work list item with
Task = Review PAR, as depicted in Figure 291.

Note: A Provider and any PAR Reviewer(s) who were assigned by the CC/MSSP/CM during the
routing of the PAR receive their Review PAR tasks simultaneously.

T& "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 08/05/2013 17:00:07 -04:00 & | Submit Ticket| Security Briefing| Logoff|
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness” CDICFVPY

xxxx EO)|J(O) *¥¥*

Wy Appications Privileging I

WiorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @ |

Work List
Status: | Open Tasks 7| Role: [ Al =] Tasks start date between [08/102012 ]| ang [010512013 [EEjw| Fiter ‘
7 |urgent [DueDate [Task |Rote |From (Role) |Provider |appType  [corps Task StartDate | Task Complete Date Curr Priv Expiration =1
+ [ no Review PAR | PAR Reviewer CM33, CH33 (PAR Evaluator) RINGWALD, MOLLY (Miitary) 1stE-App  DentalCorps  08/0S/2013 100172012

Figure 291: Provider Work List Task — Review PAR

When Providers open the Review PAR task, the PAR displays in read-only format. Providers
may review the PAR section by section or by using one of the PAR Summary options, but they
may not edit any of the PAR content. When the review is complete, PAR Reviewers select the
E-Signature section, as depicted in Figure 292.
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My Applications Submit Trouble Ticket

Performance Assessment Report Close Record
Profile E-Signature |
TrrErmET ~Evaluator Statement
Qualty Management Meas. On D8/05/2013, the PAR evaluator (MILLER112222) reviewed this provider's cinical performance data and credentials file and find them to be Within standards. This provider's performance data

g Demenstrates current competency.

Practice Volume
Professional Development =l

ClinicalTechnical
Performance Questions

Comments:

Personal Evaluation
Questions
E-Signature
Documents LI
PAR Summary (PDF) [ Revi Statement

On 08/05/2013, the PAR reviewer (WILLIAMSON474747) Concured that this provider's clinical performance data Demonstrates current competency.

PAR Summary
Comments:

[ Provider Statement
Ihave completed a review of this evaluation.

Comments:

‘ | Save |1 Submit | H

Figure 292: Provider E-Signature Screen

On the E-Signature screen, the overall evaluation and comments submitted by the PAR
Evaluator and PAR Reviewer (if one was assigned) are presented. Providers may enter optional
comments in a second Comments box, and then click Submit to acknowledge that they have
reviewed the PAR. After Providers E-sign the PAR form, the screen refreshes to display the
work list. The Review PAR task then closes.

11.7 Bypassing the Automated PAR Process

If it is determined that an offline, paper PAR process should be performed in lieu of the
electronic PAR, CC/MSSP/CMs should select the radio button corresponding to “Offline PAR”
on the top portion of the PAR Routing screen, as depicted in Figure 293, and then click Submit.

[€ ccqas Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

-t~ n ide Credentialing, Risk M g i v es(1) | Last Logon Attempt: 09
? ccw Adverse Actions System ing Medical P R
*&xx EQUQ **++*
Credentialing Privileging Risk Management
PAR Routing
Provider Name: BOARD, Jeff S3N: 091320127 Provider Category: Physician
Branch: Army (USA) Active Duty Rank/Grade: General Carps: MC
Application Submitted: 09/14/2012 Privileges Effective: 9/17/2012 Privilege Expiration: 09/16/2014
Period of Evaluation: 09/17/2012 [Elv| 1o 09162014 =l Type: O Blectronic PAR @ Offine PAR
[ EERSTE TETTI Ml Modification/Augmentation of Privileges -
W2DHAA |
|Bemmatotony) %

Figure 293: ‘Offline PAR’ Radio Button

CCQAS sends PAR Evaluators an email message that they have a PAR to complete, and a new
task, Task = Complete Offline PAR, is also be added to the evaluator’s work list, as depicted in
Figure 294.
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- "A Worldwide Credentialing, Risk Management, and
¥ €CQAs

Adverse Actions System Supporting Medical Personnel Readiness”

Last Logon Attempt: 08/05/2013 16:52:27 -04:00 # | Submit Ticket| Security Briefing] Logoff|

CDICFVPV

xxxx EOY|JO %

My Applications Credentialing Privileging

WorkList for CD1CFVPV, 27 SPECIAL OPERATIONS MEDICAL GROUP @ ‘
‘Work List

Status: | Completed Tasks | Role: [PAR Evalustor x| Tasks start date between [08102012 [EEJv| ana [o8r102013 [+ Fmerl |

2 |Urgent |Due Date |Task |Rote |From (Role) |Provider [App Type [comps Task Start Date | Task Complete Date | Curr Priv Expiration | =
+ [ o Complete Offfne PAR | PAR Evaluglor | CM33, CM33 (CC/CMMSSP) REVES, SARAH (Miltary) 1stE-App  Medical Corps 08I05/2013 080512013 1211812012
+ 1o Complete PAR PAREvaluator | PETERS, CAROL (CC/CMMSSP) RNGWALD, MOLLY (Mitary) | 1stE-App | Dental Corps 0810512013 0810512013 100112012
+ [ 1o Complste PAR PAREvaluator | CM33, CM33 (CC/CMMSSP) PETERS, ROBERT (Mitary) 1stE-App | Biomedical Sciences Corps | 07/11/2013 0711112013 021812015

Figure 294: Evaluator Work List Task — Complete Offline PAR

When PAR Evaluators open the Complete Offline PAR task, the Offline PAR Notification
screen opens, as depicted in Figure 295. The Offline PAR Notification screen includes the
information about the Provider, PAR duty location, and time period for the PAR. PAR
Evaluators can print the information by selecting Print, close the screen and return to the work
list by clicking Cancel, or acknowledge receipt of the notification by clicking Acknowledge

PAR Requirement. After the notification is acknowledged, PAR Evaluators should proceed
with completion of the offline PAR.

'"'-t,"' “A Worldwide Credentialing, Risk Management, and
¥ CCQAS

Adverse Actions System Supporting Medical Personnel Readiness”

xxxx EOJO 252

Last Logon Attempt: 08/05/2013 16:52:37 -04:00 # | Submit Ticket | Security Briefing| Logoff|
CDACFVPV

My Applications Credentialing Privileging

Offline PAR Notification

© An offline PAR is required for the provider shown below.

Provider Name: REYES, SARAH
ldentifier: 100336888
NPE N/A
Branch of Service: Air Force (USAF)

Identifier Type: Social Security Number
Privilege Category: Aerospace Medicine
Rank/Grade: GEN

Fosition: Physician DepartmentiService: Aerospace Medicine

Period of Evaluation: 08/15/2012 to 12M4/2012 Reporting Activity/Facility. CO1CFVPY, 27 SPECIAL OPERATIONS MEDICAL GROUP @

Furpose of Evaluation: Renewal of Staff Appointment/Privieges

| Acknowledge PAR Reguirement I Print | Cancel |

Figure 295: Offline PAR Notification

The offline PAR should be uploaded as a “Provider Document” as Type = Clinical Performance
Evaluation/Performance Assessment Reports. Individuals who wish to view the paper-based

PAR may then access it via the Provider Documents screen, rather than the PAR/Snapshots
screen in the Documents sections of the E-application.

11.8 Cancelling the Setup PAR Task

If it is determined that a PAR is not required or a PAR cannot be completed, CC/MSSP/CMs

may cancel the PAR task by clicking Cancel PAR at the bottom of the PAR Routing screen, as
depicted in Figure 296.

Submit Cloze Cancel PAR

Figure 296: ‘Cancel PAR’ Button
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This action closes the Setup PAR task in the CC/MSSP/CM’s work list, if it is later decided that
a PAR is required, CC/MSSP/CMs may initiate the PAR task manually, as described in Section
11.2. If aPAR has already been routed and it is decided that the completion of the PAR is no
longer needed, the PAR process must be terminated (refer to Section 11.9)

11.9 Canceling or Reassigning a PAR In-Process

Occasions may arise when a PAR needs to be reassigned or canceled after the task has already
been assigned to a PAR Evaluator, particularly in situations when the assigned PAR Reviewer is
no longer available to complete the PAR task. CCQAS allows CC/MSSP/CMs to reassign or

cancel a PAR task that has already been initiated, as long as the task is still active in the PAR
Evaluator’s work list.

In order to reassign or cancel an in-process PAR, CC/MSSP/CMs must access the assigned PAR
Evaluator’s work list by selecting his or her name from the User list in the upper right-hand
corner of the work list screen. On the PAR Evaluator’s work list, CC/MSSP/CMs select Cancel
PAR from the hidden menu of items for the Complete PAR task, as depicted in Figure 297.

¥ hitps/fecaasvid2.csd disa.mil/ - COQAS Version 210.04 - Centralized Credentials Quality Assu - Windows Intermet Exslorer

| “a c Risk and
E €€ms Adverse Actions System Supporting Medical Personnel Readiness”

wkik EOUQ A

[ WarkList for W2DNAA, BROOKE ARMY MED CTR = = ]
[ Viork List Wy Appiicatioris | Pending Appications | Submitied Appications

Stats. Open Tasks ~ Role: Al = Tasks stan date between 0228201 [F50] ana c2i22201: (8] Paer | 9/ Moduse User: CC104. CC104 2l
Provider:
7 Urgent Due Date Task Roie From (Rok) Provider App Type Corps Task Stan Date Task Complete Date| Curr Friv Expiration =
< lun Sy PAR AR Reviewer  CC104, CC104 (PAR Evaluaton) CELERY, GREEN (MiMtary) | Transfer (PCS) Amy Medical Speciaist Corps | 02222013 1nzz0T2
Open te PAR PAR Evaluator CC104. OC104 (COACMMESP) CELERY, GREEN (Miltary) Transfer (PCS) Ammy Medical Speciatist Corps | 02/22/2013 11022012
CMCU AR tion Asturnedidcton Requined  CC/CMMSSP  CC104, CC104 (Level 5 Reviewer) | ALLEN, JARED (Miitary)  Renewal Army Medical Spaciaist Corps | 0109/2013 0918:2014
Beasaign Task sion ton Requined | CO/CMMSSP PAT0M, PAT0S (Privieging Authorty) | ALLEN, JARED (Mitary)  Renewal Amy Medical Spaciatst Corps | 1172772012 11202014

Figure 297: Complete PAR Task Menu Options
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A warning message displays, asking CC/MSSP/CMs to confirm their intent to cancel the PAR,

as depicted in Figure 298.

# CCQAS Version 210.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

- "A Worldwide Credentialing, Risk Manag and
5 CCQAS Adverse Actions System S ing Medical

*xk EQUQ **¥*

Credentialing Privileging Risk Management Adverse Actions

[Sl=]=]

WorkList for DW1CFDNS, 0007 MEDICAL GROUP @

Woark List | My Applications | Pending Applications | Submitted |
CM2013, CM2013 NC DO NOT change ~
Status: Open Tasks ~ Role: All ~ Tasks start date between 09/25/2011 [F8Jv| and 09/19/2012 [F8J| Filter | @ Module User
No Providers
2 |Urgent Due Date Task Role From (Role) Provider App Type |Corps Task Sta *
» | No Complete PAR PAR Evaluator CM2013, CM2013 NC DO NOT change (CC/CM/MSSP) Anderson, Bamey (Miltary) | 1st E-App | Medical Corps 09/19/20
i Open - e PAR PAR Evaluator CM2013, CM2013 NC DO NOT change (CC/CM/MSSP) Anderson, Bamey (Military) | 1st E-App | Medical Corps 09/19/20
i sion Complete/Action Required CC/CM/MSSP | CM2013, CM2013 NC DO NOT change (Privileging Authority)  ADAMS, BRIAN (Military, 1st E-App | Medical Corps  09/18/20
Cancel PAR
{ Reassign Task sion Complete/Action Required CC/CM/MSSP | CM2013, CM2013 NC DO NOT change (Privileging Authority)  Anderson, Bamey (Military) | 1st E-App | Medical Corps | 09/14/20
. 2 PSV cvo CM2013. CM2013 NC DO NOT change (PSV) AF, FIRST NC CRED (Miltary) | 1st E-App | Medical Officer 09/04/20
Message from webpage ==
.Ow Are you sure you would like to cancel this PAR?

Figure 298: Cancel PAR Warning Message

When CC/MSSP/CMs click OK, the PAR task is canceled. If the PAR tas
to a new PAR Evaluator, CC/MSSP/CMs select Reassign Task from the h

options, as depicted in Figure 297 above. The Re-assign Task window op
Figure 299.

When CC/MSSP/CMs select a new PAR Evaluator from the pick list and ¢

k should be assigned
idden menu of
ens, as depicted in

lick Submit, the

Complete PAR task is removed from the old PAR Evaluator’s work list and added to the new

PAR Evaluator’s work list.

[ CCQAS Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

= 3 A ide C ialing, Risk and B Messages(1) | Last Logon Attemnpt: 09/19/201
? ccw Adverse Actions System S i di "

Medical P I R

&% EQUQ ****

Credentialing Privileging

Risk Management

Re-assign Task

Current PAR Evaluator:- DAWSON RICHARD
Available PAR Evaluators)

PAREVALT9 PAREVALTY

PAREVALS0 PAREVALB0

PAREVAL31 PAREVALB1

P PAREVALS2 PAREVALB2 »

PAREVALB3 PAREVALB3

E PAREVALS4 PAREVALB4
DAWSON RICHARD

DWICFDNS  ~

Figure 299: Re-assign Task Window

Only CC/MSSP/CMs may cancel a PAR task that has already been assigned to a PAR Evaluator.
The Cancel PAR and Reassign Task menu options are not available in the PAR Evaluator’s

work list.
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12 Generating Credentialing and Privileging Letters

Credentialing staff are frequently required to generate written letters for the purpose of
communicating with a variety of entities both inside and outside DoD. CCQAS supports the
automated generation of a number of standard letters by which information is drawn from
Providers’ electronic credentials files and other locations in the CCQAS database to create a pre-
formatted, pre-populated letter that may then be printed or saved for editing by users. CCQAS
may generate letters in several different ways and for individual Providers or groups of Providers
in batch mode.

12.1 Command Parameters and MTF Contact Information for Letter

Generation
Proper use of the Letters functionality requires that the information in the provider’s electronic
credentials file and the Command Parameters and MTF Contacts screens in the CCQAS
application be accurate and up-to-date (Refer to Section 15.2 for Command Parameters and
Section 15.3 for MTF Contacts).

12.2 Generating Letters for Individual Providers
This section describes the process of generating letters for individual providers.

12.2.1 Generating a Letter from Letters Menu

Users may access letters either from the Provider Search or Work History section. Letters may
be generated for an individual Provider by searching for the Provider’s record and selecting
Letters from the Hidden Menu of Actions on the Search Results screen, as depicted in Figure
300.

- "A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 07/24/2013 12:38:13 -04:00 # | Submil Ticket| Securily Bricfing| Logoff|
7 CCQAS Adverse Actions System Supporting Medical Personnel Readiness” COICFVPY =

*xx EOJO **x*

Credentialing Privileaing Reports I

Provider Search | Advanced Credentiaks Search || Search Resuts | Add Credentials Provider | Help?

2 Hame | = | Primary UIC. | Start Date Branch Corps. Status Cred Status NPl | Active Assi o
» | 10802, CRS 100-22-4444 CD1CFVRYV 08/15/2012 F11 nc ML Active 1

» | 9518, SR 100-66-5555 CO1CFVRY 08172012 ML Active
omann 100-76-8866 CO1CFVPV 10/09/2012 F11 BSC ML Active

| open
| Intiate Custody Transfer|

100-80-8886 CO1CFVRY 08/20/2012 ML Active
127-868-T777 CO1CFVPV 1272012 F11 nc ML Active
100-99-5656 CO1CFVRY 01409/2013 F11 MC ML Active
000-86-5555 CO1CFVPV 117292012 F11 nc ML Active
100-11-1111 CO1CFVRY 07/02/2012 F11 MC ML Active
EVERDEEN, CATNISS 100-10-1111 CO1CFVPV 0372712013 F11 nc ML Active
JONES, TAMMY A 100-85-8585 CO1CFVRY 02/25/2013 cn Active
KENT, TRACY 700-11-9959 N000S0 08/16/2012 Dual Active
KENT, TRACY L 122-00-9989 COMCFVRY 10/08/2012 F11 oc ML Active
KIMMEL, JOHN 100-86-5454 CO1CFVPV 011712013 ML Active
LENNON_1, JOHN 100-98-2222 COMCFVRY 07182012 o Active
MILLER, KELLIE 100-11-2222 CO1CFVPV 07022012 ML Active
NOPRIVS, JOEY 100-22-5555 COMCFVRY 08/16/2012 F11 NC Dual Active
O'SHEA, PATTY 800-99-7777 CO1CFVPV 011712013 ML Active

JEY ATV [N U B U P ) R B U A [ R R

=l

Record Count: 28 Search | ClearScreen | Add Provider | Record Limit:| 100

Figure 300: Letters Menu Item, Provider Search

Letters containing assignment-specific information, automatically transfer the user to the Work
History section where the Letter can be generated from the specific Assignment. Figure 98
depicts the message displayed when the Pre-Populated Privileging Application letter is
selected from the Search Results screen. Click OK to open the Work History screen.
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Generate Letter - LASTHAME, ANDREW { AMOJFQCL )

DEA ! DoD Provider Multi-Purpose Administration Form

Consent and Releaze

Staff Appointment Notification

Staff Appointment Renewal

Expiring Credentials

Status Sheet (Snapshot)

Pre-Pop

I@ This letter has assignment specific information. Do you want to be
=

' transfered to work history screen?

| [ cancal |

Figure 301: Pre-opulated Privileging Application Letter Transfer Message |

Staff Appointment Notification Letter, Staff Appointment Renewal Letter, Expiring Credentials
Letter, ICTB Letter, and Status Sheet (Snapshot) Letter contain assignment-specific information
and must be generated from the Work History section by selecting the appropriate assignment.
Figure 302 depicts the Work History, Assignments tab Letters menu option.

[ EE0a0 Wrricn T 100 - Commrabind Cradertinhs Crant ke W b ey WA R, = v
A WorkSwide Credentisling, Sk Banasgemeal, and L cy Elvik
?"im Arbiine Actioss Spvein Suppeoitieg Bedical Peroaned Resdims” OWICFRE =
HAAE E Y] ) A

- Cinee Proster ecord | = | |

Mo ERRRAN ADANDS Beanch: F11 Rank: OO0 Corpa: MC RO DealgdF 5C; 4481

SEN: 03 BRI Prilmasty LIC: IWICFDNS e Statin Asties Frupest Chafic DUDTA D
T Asugmern | WokHwety | Msrencs bnises
|2 Assporae P

7] Fipustan Ty Frpaned Dmte. Plisted Retstin MLCN Type  Shitus | Sowt Dale - Ered Dlste Tisssbered From Depl Werk Canter Pemany Spanslly Prissary St Spebe
i o CRED Cuvertt 03200012 Aoyl At Tethash
w Bull fron Temrang) A CRED Cve B1R2012

It WCTR
End Aangrmand

R ok B
LSy

ey A e
Bascinas Ihum_t

Figure 302: Letters Menu item, Work History, Assignments Tab

Once selected, users then view the complete list of letters, as depicted in Figure 303.
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Generate Letter - ADAMS, BRIAN ({ DW1CFDN9 )

DEA / DoD Provider Multi-Purpose Administration Form
Consent and Release

Staff Appointment Motification

Staff Appointment Renewal

Expiring Credentials

Status Sheet (Snapshot)

Pre-Populated Privileging Application (off-line privileging ewvent)
ICTE

Cancel

Figure 303: Generate Letter Menu

Users may run the desired letter by clicking the letter name. Most letters are automatically
generated after they are selected and pre-populated with data from the Provider’s current
credentials record.

12.2.1.1 DEA/DoD - Initial Application Letter
The DEA/ DoD Multi-purpose Administration Form is comprised of 3 sections, as depicted in
Figure 304 below. Select the Initial Application letter from the drop-down menu.

Generate DEA Letter - ADAMS, BRIAN | DW1CFDNS )

Select section of the DEA Multi-purpose form to populate:

j B

Initial Application I
| Motification of Change of Station
| Return of Military DEA, Registration Centificate _|

Figure 304: DEA Multi-Purpose Letters
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The DEA License Selection screen appears, as depicted in Figure 305. Select the radio button
next to the appropriate license, and then click Submit.

Generate DEA Letter - ADAMS, BRIAN { DW1CFDN9 )

Select section of the DEA Multi-purpose form to populate:

Initial Application -

bl A=t Ret o AR S L ] FeNES
1343 AF 09/18/2011 Active

AR
Ak army 13 07/15/2012 Active

Figure 305: DEA Initial Application Form License Selection

The Initial Application Letter is generated, as depicted in Figure 306. Notice that the top
section of the letter is pre-populated with provider, MTF and contact information.

Print Close Save Electronic Copy
**x% For Official Use Only (FOUQ) ***x

Drug Enforcement Administration (DEA) Registration Number
DoD Provider Multi-purpose Administrative Form

(X)Statement of Understanding (Reguired for New Applications Only)

I understand that the DEA number assigned to me is to be used cnly for official duty in the care of DoD beneficiaries and may not be used for any other category of patients,
except as allowed by official military duties. I understand that the number will be used for prescribing and administering only and cannot be used for purchasing or storing of
controlled substances. I understand that the DER number will be voluntarily surrendered upon separation from military service and a separate DER number is required for work
putside of official military duty.

Applicant Name: ANDREW LASTNAME Rank/Series:
Unit/Fa ity: 0057 MEDICAL GROUP

Unit Address: 97 MDG/SGHQRC 301 NORTH FIRST STREET ALTUS AFB QK 735Z3-contacts

Social Security Number: XEX-XX-6£66

Medical/Dental License Number: 43253245 State of: EY Expiration Date: 04/16/2014

Zpplicant Signature:

Credentialing Authority Signature: Date:

Name: Mrs. Cred Coordinater (SGHQ)

Title: Credentials Ruthority

Figure 306: Initial Application Letter

12.2.1.2 DEA/DoD - Notification Change of Station Letter

Select the Notification of Change of Station letter from the Generate DEA Letter drop-down
menu (refer to Figure 304), and then select the radio button next to the appropriate DEA
information, as depicted in Figure 307.
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Generate DEA Letter - LASTHAME, ANDREW { AMOJFQCL )

Select section of the DEA Multi-purpose form to populate:
Matification of Change of Station

To Command: AYODFEV]

DEA Number DEA Type
i@ | 45456

Expiration Date

DEA (Fee Exempt) 12/31/2014

Submit Cancel

Figure 307: Notification of Change of Station

The Notification of Change of Station is generated, as depicted in Figure 306. Notice that the
middle section of the letter is now pre-populated with provider, MTF and contact information.

(X)Hotification of Change of Station (Upon Military Transfer/Relocation Omly)

Hame of Registrant: ANDREW LASTHAME

DER Number of Registrant: #5458

0ld Unit/Facility: 0037 MEDICAL GROUP 57 MDE/SGHQC

301 HCRTH FIRST STREET
Hew Unit/Facility: 0031 MEDICAL GROUP

ALTUS AFB OE, T35Z23-contacts
31 MDE / SGH
UMIT €180 BCE 245 (RPO)

AVIRNG RB RE, 03604-0245

Begistrant Signature: Date:

Credentialing Authority Signature: Date:

Hame: Mrs. Cred Coordinator (SGHQ)
Dhone Number (Commercial):

(703) 555-43221

Figure 308: Notification of Change of Station Letter

12.2.1.3 DEA/DoD - Return of Military DEA Registration Certificate Letter

Select the Return of Military DEA Registration Certificate letter from the Generate DEA
Letter drop-down menu (refer to Figure 304). Users then select the radio button for the
appropriate DEA information, depicted in Figure 104, and then click Submit.
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Generate DEA Letter - LASTHAME, ANDREW ( AMOJFQCL )

Select section of the DEA Multi-purpose form to populate:

Return of Military DEA Registration Certificate

DEA Number DEA. Type Expiration Date
@ | 45455 DEA (Fee Exempt) | 12/31/2014
Submit Cancel

Figure 309: Return of Military DEA Registration Certificate

The Return of Military DEA Registration Certificate is generated, as depicted in Figure 306.
Notice that the bottom section of the letter is pre-populated with provider and contact
information.

(X) Surrender of DEA Begistration Certificate (Upon Separation from Military Serwvice Omnly)

I surrender my DEA certificate of registration. Certificate of registration 15 sttached.
Name of Registrant: ANDREW LASTHAME
DER Humber of Registrant: #5456

Registrant Signature: Date:

Credentialing Zuthority Signature: Date:

Name: Mrs. Cred Coordinator (SGHQ)

Fhone Number (Commercizl): (703) 555-43Z21

Figure 310: Return of Military DEA Registration Certificate Letter

12.2.1.4 Generate Expiring Credentials Letter

When users select the Expiring Credentials letter from the Letters menu (refer to Figure 105
above), the Generate Expiring Credentials Letter screen appears, as depicted in Figure 106.
Users select the appropriate items for the letter, and then click Submit to generate the pre-
populated letter.
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| Generate Expiring Credentials Letter - EVERDEEN, CATHISS | CDACFVPV )
Credentials that have or will expire within next |$0 | days. Fiter |
¥ state Licen ze/Cerification/Registration
Type | State| Mumber Field Statuz| Expires ADM
ve P Waiver
[¥ | Licenze | OR | 12385 | Podiatrists Active | 0901/2013 | No
¥ national Certification/Registration
| Type Mumber Field | Stﬂtusl Expires
¥ | Certification | 123 Podiatriztz Active | 09/01/2013
¥ Specialty Board Certification
| Specialty/Subspecialty Agency Board Expires
¥ | SurgenyPlastic & Reconstructive Surgery American Board of Podiatric Surgery 05/012013
¥ Contingency Training
| Type Expires
[¥ | ATLS-Advanced Trauma Life Support 09/02:2013
Submit | Cancel

Figure 311: Expired Credentials Letters Selections

12.2.1.5 Pre-Populated Privileging Application Letter

When users select a specific assignment and Pre-Populated Privileging Application letter, a
list of Privilege Categories display for Allied Health providers, as depicted in Figure 312. To
reset the Privilege Category list, select the desired Provider Category and click the Filter button.

Next, select the appropriate Privilege Category(ies) and click Submit to generate the Pre-
Populated Privileging Application.
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Specily the ] o the lotter:

Pasltlon
Provider Category.  Allied Health - Filtar |
Duty Section
Duty Phona

Date R d to Current A =l

Projected Rotation/Permanant Change of Station Date [T
Privilege Category
O Select all prvilege categones thal apply
EBrivilege Category
Air Reserve Components (UTA) - Allied Health
¥ Audiclogy

Chi

Clinical Psychology

Clinical Social Work

Distitian

Licensed Professonal Counselor (LPC)
Marriage and Family Therapy
Occupational Therapy
Optamatry

Pharmacist

Physical Tharapy

Physician Assistant (PA)
Padiatry

Spesch Language Pathology

Substance Abuse Counselor

| ET——| cancel ||
Figure 312: Pre-Populated Privileging Letter with Privilege Categories

After the selected letter has been generated, the following actions may be taken by clicking one
of the buttons at the top of the screen:
e The Print button allows users to print the letter directly from the CCQAS application
(refer to Section 12.3).
e The Save As or Save Electronic Copy button allows users to save the report to their
work station as a text file or PDF.
e The Close button closes the letter report generator and returns users to the list of letters.

12.2.1.6 ICTB Letter

ICTB letters require users to enter additional information prior to generating the letter. Users
then enter the required information and select Generate Letter. A new browser window opens,
displaying the ICTB letter. Refer to Section 8 for additional information on the ICTB Process.

12.3 Generating Batch Letters

As noted in the previous section, letters may be simultaneously generated for multiple Providers
in batch mode. Batch letter generation allows user to generate the same type of letter for a group
of selected Providers. For example, a batch ICTB letter may be generated for all Providers that
are being ICTB’ed to the same location with the same start and end dates. If the ICTB location
or ICTB dates differ for some Providers, the ICTB letters for those Providers should be
generated individually.

All batch actions, including batch letters, are initiated from the Credentials Provider Search
screen, as depicted in Figure 313 below. Provider records may be batch-processed by selecting
the appropriate batch action in the Action section of the screen.
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Additional search criteria may be entered in the upper portion of the Credentials Provider
Search screen if users wish to limit the batch action to only certain groups of records (e.g., only
Providers in a specific Department, Work Center, Corps, or UIC). After users enter all
appropriate search criteria and select the desired batch action, they click Search.

Additional details on how to use Batch Processing can be found in Section 6.4 of this guide.

2 CCQAS Version 2.10.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Rese

=S

‘ﬂg A Worldwide Credentialing, Risk Management, and ast Logon Attempt: 09/20/2012 13:12:26 -05:00 # | Submit Ticket | Security Briefing | Logoff
v ccw Adverse Actions System Supporting Medical P | Readi DWICFDN9 =
wREx EQUQO ****
Privileging Risk Management Adverse Actions
First Name:
Branch: - Corps: - Civilian Role: -
Primary UIC: Assignment UIC: Other UIC:
Department: Woark Center: File Manager:
Provider Type: -
Batch Job Type
) Batch Training © Batch NCCPA
) Batch Initiate PCS ) Batch ICTB Letters
) Batch Initiate ICTB ©) Batch Application Letters
&) Batch Cancel ICTB = Provider Mailing Labels
Record Count: Search | Clear Screen | Close | Record Limit: 100

Figure 313: Action Section of the Credentials Provider Search Screen

A list of Providers who meet the search criteria specified is displayed, as depicted in Figure
below. In the example below, a user is batch-generating ICTB letters. The user may check
which Providers from the search list should be included in the batch, indicate whether the active
duty or reserve letter ICTB is desired, then clicks Generate Letters at the bottom of the screen.

@ COOAS Vernan 2100 - Centralized Credentials Quabty Assurance System - Wendlows Intemet Explorer provaded by ASM Reseasch
- “A e ialing, Risk P Messages{1) | Last
€€ms Adverse Actions System Supporting Medical Personnel Readiness”
e EQUIO ****
Batch Processing Search Batch Lattars ICTE | Hilp?
Name 55N uic Type Brch Crps Start Date End Date
ADAMS, DRIAN o91-2-0121 DW1ICFDNS CRED F11 MC osr1az002
AF. NC INC NPDB 090-T2.0121 DWICFDNY CRED 080772012
AF, TERM_REGENERATE 083-92.0121 DWICFDNS CRED 1 MO 082972012
4| Anderscn. Bamey 082-52-0123 DWICFDNg CRED F11 MC 08/29/2012
¥| Brooks, Tom ra2-0z2-0121 DWICFDND CRED A3 MC 202012
41 FORD. JOE 91420121 DWICFONS CRED 081472012
|| Record Count: & Genarato Lettors | Canca Record Limit: 100

|
Figure 314: Batch ICTB Letter Screen
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On the next screen, depicted in Figure 315 below, users are prompted to enter information

regarding the ICTB location and dates, and additional text for the ICTB letter.

] Evaluation (PAR/OER)

Provider Information
Type of Duty:  Active Duty Special Waork (ADSW) -~
Current PED-
ICTE Duty Status: @ Military ) Civilian

Credential Signature Authority Information
Credential Signature Authority / Mame: Renee Marie Hutchison
Credential Signature Authority / Position: Credentials Coordinator
Credential Signature Authority / Command: MEDICAL GROUP
Credential Signature Authority / Location: TEXAS

Credential Signature Authority / Phone: (916) 465-1232

Select the additional text for paragraph 13:

Mo additional information in Credentials File
Additional license information in Cre s File
Additional information in Credentials File - Please Call

Additional comments for paragraph 14:

2 Mone

cc:

| Generate Letter Cancel |

& Additional Information for ICTE Letter - Internet Expl pi by ASM Research e
ICTB Information
Start Date: 09/25/2012 =
End Date: 09/26/2012 =

T

Figure 315: Additional ICTB Information Screen

When users click Generate Letter, a sequential list of ICTB letters for each Provider included in
the batch displays, as depicted in Figure 316 below. The letters may then be printed directly

from the CCQAS application or saved.

[ Interfacility Credentials Transfer Brief (ICTB) - Windows Intemet Explorer provided by ASM Research oo ==
Print Close Save Electronic Copy i
*%%% For Official Use Only (FOUO) k¥
Interfacility Credentials Transfer Brief (ICTE) =
From: 0007 MEDICAL GROUP @, DYESS AFB
To: 0002 MEDICAL GROUP, Barksdale AFB
Date: 09-20-2012
Subject: Credentials and Privileging Transfer Brief
1. Provider
BRIAN ADAMS , Doctor of Medicine XZO{-XX-0121
DOB: 09-18-1986, Cender: M, MNPI:
Military Status: COL, F11, MC, 44A1 - Chief, Hospital -~ Clinic Services, Trainee
Civilian Status: <A
ICTE Duty Status: Military
2. Education-Training
Tvpe DegreesField of Study Institution Attended To Completed Date of PEV
Qualifying Degree MD Uniformed Services University of Health Sciences W 09-18-2012
Internship (PGY-1) 1343 3 MDG W 09-18-2012

Figure 316: ICTB Batch Letter
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13 Generating Standard Credentials and Privileging Reports

A number of standard credentialing and privileging reports are available from CCQAS. Access
to these reports is based on Roles/Permissions. Although these reports enable some
customization of report format and content, the query logic is hardcoded into CCQAS and cannot
be changed by users. In several instances, the standard reports are built to address business
questions that cannot be answered using the ad-hoc report tool, particularly in cases where
Providers are missing critical credentialing information in their CCQAS record. As such, users
are encouraged to use the standard reports whenever possible before trying an ad-hoc report to
answer their business question.

13.1 Generating a Standard Credentials Report
Users may access a list of available standard reports by selecting Reports on the main menu bar,
as depicted in Figure 317 below. Users then select Standard and Credentialing.

Figure 317: Accessing the CCQAS Standard Credentialing Reports

A list of standard reports is displayed, as depicted in Figure 318 below. Users may run a selected
report by clicking the report name.

B o0 Varaa 2 il Cider ——

A Moridends O =
COOAS e st

dora Tramng - 01, £, 40, £ CML WL £3 PRS0, (han S
asn Combent 4 eae Foen

B rvlece Apbcrien Form

s Caermatapaion

Comnrgery Teaieg Expiron - 515, ACLS Al P 4713 FFLS V7L THEE 450
Dol Craemsmio Previee Coome Beport

[rere—
LG Lt of e s e 1] Comparincr
W2 e bt ke Leennes

o Cartorca g g

Wit

Agan (48 reccedy scamed by e BB DUWES e
Privkege fapason
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B Cocrey

e ity

Prenider Feivlee hepheaten

s Seminge b Campiran fome
Sty ke P

Bake Luteme Cortbcascnbegibrvicn Expaskion
Tracher Jusa
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ke Paych et e Latig]

Figure 318: List of Standard Credentials Reports

The Contingency Training Expiration report is depicted in Figure 319 as an example.
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Figure 319: Parameter Screen for the Contingency Training Expiration report
In general, the generation of standard reports is a two-step process, as follows:

Step 1. Under the Select Columns section, users may select/deselect the columns that
will display in their report by selecting or deselecting the data fields listed. Standard
demographic data fields are listed first followed by a list of data elements that are specific
to the selected report. CCQAS defaults to selected columns that users may change. Any
number of columns may be checked, but at least one demographic data field must be
selected to run the report. It is important to remember that the width of the report grows
with each column included on the report, so users should include only those columns
needed to make the report useful.

Hint: The Clear All button automatically deselects all the data fields and the Select All
button automatically selects all data fields for inclusion in the report.

Step 2. Under the Parameters section, a series of required and optional query parameters

are presented. Most standard reports offer the user the following options:

e A Report Header that may be edited from this screen. Users may wish to add more
descriptive information to the default report name provided by CCQAS

e A Sort Order function that enables users to sort the rows of their report
alphabetically or chronologically, using any of the data fields available for reporting.
The system defaults to sorting by the Provider’s name if another sort option is not
selected. (Note: If users select Rank for the sort order, the report is sorted
alphabetically by the rank, rather than by the military rank hierarchy)

e A Department Code filter that allows users to enter a partial department code
designation that acts as a filter for the report query. For example, if users enter “ped”
in this field, only those records with the text “ped” included in their Department
Code field, such as “pediatric clinic” or “pediatrics” would be queried to generate
the report. This filter is not case sensitive.
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e A File Manager filter that allows users to enter a partial file CC/MSSP/CM name
that acts as a filter for the report query. For example, if users enter “Smi” in this
field, only those records with this sequence of characters in the File Manager field,
such as ‘Smith” or “Smiddy” would be queried to generate the report
NOTE: the filters “Like” and “Not Like” act as a wildcards to the “ped”” and “Smi”
samples above
e Provider Privilege Status
- Privileged Providers — filter includes all privileged and unprivileged providers,
where the Clinical Support Staff checkbox is NOT checked for the Assignment.

- Clinical Support Staff — filter includes all providers who have the Clinical Support
Staff checkbox checked for the Assignment.

- All Providers — filter includes all providers

e A Record Status indicator that enables only Inactive, Current, Pending, or All
assignment types to be included in the report query

e A Record Type indicator that enables only Primary Credentials Status, Any
Credentials (CRED only) assignment, ICTB assignment, or All record types to be
included in the report query
NOTE: Selection of All Record Types may result in an individual Provider being
listed multiple times, if they have multiple assignments.

e UIC Criteria is a pick list of UICs for which CC/MSSP/CMs may generate the
report. If CC/MSSP/CMs only have permission to access credentials records for one
UIC, only that UIC appears in the pick list. If CC/MSSP/CMs have permission to
access credentials records for multiple UICs, results for all UICs are reported unless
only one UIC is selected from the pick list.

NOTE: CC/MSSP/CMs with access to multiple UICs must have report
Role/Permissions at each UIC in order to be able to create reports for that UIC.

e Expiration Dates filter that allows users to enter applicable date ranges that should

be used to generate the report

For the Contingency Training Expiration report, additional fields, Training Type and For
Expiration Dates, are also listed in the Parameters section to enable CC/MSSP/CMs to specify
the type of training. If they do not select a Training Type value, then all training types are
included in the report. If Training Type=BLS is selected, in addition to training for specified
expiration dates, records missing BLS training will also be included in the report.

Other query parameters are available for specific reports. A description of each report and the
required and optional query parameters associated with the report are listed in Table 4:
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Standard Report
Title

Additional Training

Required

Query
Parameters

Date range;
Record Status;
Record Type,
SSN (if Single
Provider is
selected)

Optional Query
Parameters

UIC Criteria

If “Date Range”
(default) is selected
the “For Completion
Dates Between:” then
a date range is
required.

If “All Dates” is
selected the “For
Completion Dates
Between:” is disabled.

If multiple training
CE’s are selected as
columns for the
report, all Providers
that meet any one of
the completion date
criteria are included
on the report, unless
Single Provider is
selected.

Description of Report

Lists Providers who have CDE, CHE, CME CEU,

CNE, MIL ED, PSRV/GRD Other or Unknown -
training completion dates between the date range
specified.

NOTE: This report is not available for export to
Word or Excel.

Blank Consent and
Release Form

None

Consent and Release Provider liability empty
statement.

Blank Privilege
Application Form

Provider
Category,
Privilege
Category

Duty Section, Duty
Phone, Assignment
Date, Station Date
(data entered into
these fields will not
appear on the Form)

NOTE:
CC/MSSP/CM must
select a Provider
Category and click
the Filter button to
see available MPLs.

A blank Privilege Application Form based on
selected Privilege Categories.
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Standard Report
Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

Board Certification
/Expiration

Expiration Date
range; Record
Status; Record

Type

Department Code;
File Manager; Corps;
Branch, Civ Role,
Provider Status UIC
Criteria

Lists Providers who’s ABMS, AOA, ADA or other
board certification expires within the specified date
range. If a Provider holds multiple certifications that
meet the expiration date criteria, each certification is
reported as a separate row of the report. This report
is generated from data entered on the Specialties tab
of the electronic credentials record.

Contingency
Training Expiration

Expiration Date
range; Record
Status; Record

Type

Department Code;
File Manager; Corps;
Training Type;
Branch: Civilian
Role; Provider Status;
Days from Today
(Expiration); UIC
Criteria

Lists Providers whose selected training certifications
expire within the date range specified. If multiple
training certifications are selected as columns for the
report, all Providers who meet any one of the
expiration date criteria are included on the report.

NOTE: If Training Type BLS is selected, Providers
without BLS training will also be listed on the
report.

DoD Credentialed
Provider Count

Group By,
Contractors
Only, Include

UIC , Provider Status

Lists a count of all Providers by selected Group By
with additional filters available.

NOTE: Count Report available at Service level and
DoD level only.

Duplicate Current  |Search Criteria |None Lists Providers who have more than one current
Credentials CRED assignment.
ECOMS Region, Provider Lists the Providers with the specified Provider Status

Status

and the person with whom their file currently
resides. The report enables users to submit
comments and recommendations for each Provider
included in the report. This report queries on CRED
assignments only (not ICTB assignments) and looks
at only the most recent status entered for the
Provider.

NOTE: The ECOMS report lists Providers who are
not Clinical Support Staff.
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Standard Report

Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

ECONS

Region, Provider
Status

Lists the Providers with the specified Provider Status
and the person with whom their file currently
resides. The report enables users to submit
comments and recommendations for each Provider
included in the report. This report queries on CRED
assignments only (not ICTB assignments) and looks
at only the most recent status entered for the
Provider.

NOTE: The ECONS report lists Clinical Report
Staff.

Global Remarks
Report

Provider
Remark;
Provider
Privilege Status;
Record Status;

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status:
Most Recent File

Lists each Provider's most recent global remark or
all global remarks for each Provider entered as of a
specified date range.

Record Type Status for specified

Date range; CCS;

UIC Criteria
U.S. Department of | This report is None This report provides a listing of all Department of
Health and Human |generated Defense (DoD) Providers assigned to, or working at
Services/Office of |automatically the user’s facility, who have been DHHS-sanctioned
Inspector General  |upon selection; (TRICARE-sanctioned).
(HHS/OIG) List of |no query criteria
Excluded are entered by NOTE: Provider’s returned via this report warrant
Individuals/Entities |users. further review.
(LEIE) Comparison
MC Providers Record Status; |UIC Criteria Lists all Medical Corps Providers who do not have at
Without Active Record Type; least one active state license.
Licenses
National Expiration Date |Department Code; Lists Providers whose national certifications or

Certification/
Registration/
Expiration

range; Provider
Privilege Status;
Record Status;
Record Type

File Manager; Corps,
Branch, Civilian
Role, Provider Status,
UIC Criteria

registrations expire within the specified date range.
If a Provider holds multiple national certifications
that meet the expiration date criteria, each
certification is reported as a separate row. This
report is generated from data entered on the National
tab of the Licenses/Certifications/Registration
section of the electronic credentials record.
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Standard Report
Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

NPI Count This report is None The report counts the number of Providers with an
generated NPI, the number of Providers without an NPI, and
automatically the total number of Providers broken down by
upon selection; facility.
no query criteria
are entered by
users.

NPI Discrepancies |This report is None Report is a listing of Providers with Active

generated
automatically
upon selection;
no query criteria
are entered by
users.

Credentials Records that have had their NP1 changed
by DMHRSi.

NPI Import

NPI Import Date
Range; Provider
Privilege Status;
Record Status;
Record Type

Department code; File
Manager; Corps;
Branch; Civilian
Role; Provider
Status; UIC Criteria

Lists Records updated by the NPI DMHRSi feed.

Privilege Expiration

Expiration Date
range; Provider
Privilege Status;
Record Status;
Record Type

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status;
UIC Criteria

Lists privileged Providers whose privileges expire
within the specified date range, or clinical support
staff whose CSS review date expires within the
specified date range.

Privileged Provider
Count

Record Status;
Record Type

Displays counts of Providers by UIC, command, and
location for the specified Record Type and Record
Status:

e All Providers

e CSS Providers

e Non-CSS Providers

e  Privileged Providers

Provider Documents

Upload Date
Range; Provider
Privilege Status;
Record Status;
Record Type

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status;
Document Type; UIC
Criteria;

The report displays a list of Provider documents
uploaded within the specified date range.
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Standard Report
Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

Provider Listing

Provider
Privilege Status;
Record Status;
Record Type

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status;
UIC Criteria

Lists all Providers who are assigned to the user's
ulIC.

Provider Privilege
Application

Created Date
Range;
Completed Date
Range

Provider Last Name;
Application Status:
Assigned
CC/CM/MSSP; UIC
Criteria

Lists all Providers with E-Applications who
currently have, or have had, an assignment in a
facility. Report includes:

e Total Number of Applications

e Number of Completed Applications

e Average Days to Complete

NOTE: If Application Status is not specified,
Offline Privileges will be included.

Provider Privilege
Application
Completion Time
Report

PA Decision
Created Date
Range

Provider Last Name;
Provider First Name;
Application Status;
Corps; Branch;
Civilian Role;
Provider Status;
Assigned
CC/CM/MSSP; UIC
Criteria

Lists all Providers with E-Applications who have an
assignment in a facility with completion times.
Report includes:

e  Total Number of Applications

e Number of Completed Applications

e Average Days to Complete

NOTE: If Application Status is not specified,
Offline Privileges will be included.

Providers Without
Photo

Provider
Privilege Status;
Record Status;
Record Type

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status;
UIC Criteria

Lists Providers who do not have a photo loaded into
the Profile section.
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Standard Report
Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

State License/
Certification/
Registration
Expiration

Provider
Privilege Status;
Expiration Date
Range; Record
Status; Record

Type

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status;
Field of Licensure;
Days From Today
(Expiration); UIC
Criteria

Lists Providers whose state license, certification, or
registration expires within the specified date range.
If a Provider holds multiple State Lic/Cert/Regs that
meet the expiration date criteria, each State
Lic/Cert/Reg is reported as a separate row on the
report. This report is generated from data entered in
the State section of the
Licenses/Certifications/Registration tab of the
electronic credentials record.

Tracker Status

Provider
Privilege Status;
Record Status;
Record Type;
Privilege
Expiration Date
Range (if
Privilege
Expiration Date
is checked under
Selected
Columns)

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status;
Most Recent Tracker
Status; Tracker
Status; Tracker Status
Date Range; UIC
Criteria

Lists specified Providers and their relevant tracker
status.

NOTE: This report is not available for export to
Word or Excel.

Training
Completion

Completion Date
Range; Provider
Privilege Status;
Record Status;
Record Type

Department Code;
File Manager; Corps;
Branch; Civilian
Role; Provider Status;
UIC Criteria

Lists Providers who have training completion dates
within the date range specified.
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Standard Report
Title

Required

Query
Parameters

Optional Query
Parameters

Description of Report

Unlicensed
Psychologist Report

Record Type

UIC Criteria

Lists Providers with a Specialty of Psychologist,
who do not have an active, unexpired Psychologist

State License.

Table 4: Descriptions of CCQAS Standard Credentialing Reports

Example: Robert runs the Training Expiration Report to determine which Air Force Active
Duty members of the Medical Corp need to be recertified in BLS in the next 6 months. He also
wants the results to be sorted by Department. For the purposes of this example, assume the
current date is August 2, 2013. Robert’s Contingency Training Expiration report Parameter
screen would look like the one depicted in Figure 320.

After users select the desired columns and query parameters, the standard report may be
generated by clicking Run Report at the bottom of the screen.

Credentialing

Privileging Risk Management Reports

Training Expiration

Select Columns: Clear All Select Al || Parameters:

¥ Ful Name (Last, First M Suffic) Report Header: [Training Expiration

[ LastName

o Sort Order: | Department =

First Name

I Middle ntal Department Code: [LKE = |

[ suffx File Manager: [Like =] [

I ssn Corpe: [1C - Wedical Corps |

v

:; 2:‘?” Training Type: [BLS x|

Ird Corps Branch: |F11-AirFurce(USAF} LI
Civilian Role -

¥ uic

¥ Department Provider Status: =l

[¥ work Center
¥ Provider Type
¥ Record Type (CRED or ICTB)

Days From Today (Expiration): | = |
For Expiration Dates Between [08/02/2012 [E5+]

™ File Manager And [03i0202014 [

I cinical Support Staff (CSS) Provider Privilege Statu

™ np " Privieged Providers © Clinical Support Staff ™ All Providers ‘
™ Primary uic

Record Status
’Vf' inactive & current © Pending © Al ‘
Record Typ

' Primary Credentialing " Any Credentialing ' ICTB Al ‘

[¥ Training Type (BLS,ATLS etc.)
¥ Training Instructor

¥ Training Expiration [vic criteria

¥ Remarks [ =l

AunReport | ReportSelection | Close |

Figure 320: Example of Contingency Training Expiration report Parameter Screen

The report should display on the screen after a few seconds. Larger or more complex queries
may take more time. The query criteria used to generate the report is listed below the report
header, and a description of the query logic is provided at the foot of the report. After a report is
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generated, users may either click Print, Cancel, or Copy Data to Memory for import into
Word or Excel, as depicted in Figure 321.

Prirt | Cancel

| Copy data to Metnory for Impott into YWord or Excel |

Figure 321: Reporting Options

These options are explained in more detail in Sections 13.3-13.5.

13.2 Generating a Standard Privileging Report
Users may access a list of available standard reports by clicking Reports on the main menu bar,
and then selecting Standard and Privileging, as depicted in Figure 322.

|€ CCQAS Version 210.0 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

T CCcQAs

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

kkkk Fo U o kkkk

Reports

Credentialing Privileging Risk Management
Standard

Ad-Hoc

Credentialing

‘ Provider Search ‘ Advanced Credentials Search ‘ Add Credentials Provider ‘

Privileging [

Figure 322: Accessing the CAS Standard Privileging Reports

A list of standard reports display, as depicted in Figure 323. Users may run a report by clicking
the report name.

“A Worsdwide Credentialing, Risk Mansgement.
Advorss Actions Sysem Supportisg Wed

and
icad Por

Figure 323: List of Standard Privileging Reports

The available reports are listed in Table 5 below:

Required

Query
Parameters

Optional

Query
Parameters

Standard
Report Title

Description of Report

Service-Level |Privilege None This report lists all privilege items included in the master
Master Category Service list for the selected privilege category. Report includes:
Privilege e Concept Code
Report e Creation Date
e Last Update Date

Provider Provider Privilege This report displays a list of a Provider’s privileging actions.
Privilege Category; Clicking on an entry displays the privilege list that corresponds

Privilege Code [to the selecting privileging action.

Description;

Effective Date |NOTE: The Privilege Code Description includes a Privilege
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Required Optional

Standar.d Query Query Description of Report
Report Title
Parameters Parameters
Range; Lookup button.
Privilege
Expiration Date
Range
Privilege Privilege Provider Types; |This report lists Providers with selected Privilege(s) for the
Finder Description or | Delineation selected Provider Type(s).
Privilege
Lookup

Table 5: Descriptions of CCQAS Standard Privileging Reports

Example of the Provider Privilege Report:

e "A Worldwide Credentialing, Risk Management, and Last Logon Atte 0 0 52 -04:00 # | Submit Ti y
? fcms Adverse Actions System Supporting Medical Personnel Readiness” DICFVPV ¥

22 EQUQ ****

Credentiaiing Privileging Risk Management

E Privilege Management - Privilege Provider Information Report

Frovider: [oz1zon, raTIZ |

Privilege Category: | Select & Priviige Catsgory =

Privilege Code Description: ml
Effective Date Between: [l ano E
Privilege Expiration Date Between: ' And '

Search I Close |
B | Provider ‘ Civ/iil ‘ Branch | Carps. | Type ‘ Status ‘ Effective Date Privilege Expiration Date| =
+ | DELEQN, KATE ML Air Force (USAF) Medical Corps 1stE-App Closed 12113/2012 121212014

Figure 324: Provider Privilege report Parameters Screen
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Name: PETERS, ROEERT, Appointment: Affiliate Priv. Granted Date: 13 Dec 12
M1l/Ciw: Military Corpe: BSC Privileges: Regular Priv. Expiration Date: 12 Feb 13

PRIVILEGED FROVIDER INFORMATION REFORT

SERVICE: Air Force
UIC: CD1CFVPV MTF: 27 SPECIAL OPERATIONS MEDICAL GROUP @

PROVIDER EEN MILTARY/CIVILIAN
| PETERS. ROBERT | KOLHH-1111 | Military
ORGANIZATION UNIT MILTARY/CIVILIAN ADMITTING TYPE OF
PRIVILEGES

| 27 SPECIAL OPERATIONS MEDICAL GROUF @ | Military | Mo | Regular

PRIVILEGE CATEGORY: Dietitiam
Version 1.0

Scope

PRIVILEGE ITEM (8) REQUESTED APPROVED

The scope of privileges for distitians includes the nutritional assessment, evaluation, diagnosis,
education, counseling and collaborative treatment of patients of all ages with a varety of nutritional
needs. Dietitians provide a range of individual, family, unit, and community services and programs
in multiple settings including outpatient, inpatient and the community. Dietitians pariicipate in
transiticns of care and refer patients to other healthcare providers, community agencies, and
programs.

Fully Competent| Mot Supported

Diagnosis and Management (D&eM):

NHutrition Assessment / Monitoring / Evaluation:

PRIVILEGE ITEM (8) REQUESTED APPROVED

Assessment for food allergyfintolerance or alternate distary plan Fully Compatent| Mot Supportad

Prevent and mitigate disease to include but not limited to: drug-nutrient and diet-drug interactions,

Fully G tent| Mot 5 ried
substance abuse and feeding problems Uiy Lompei=n Huppo

Order laboratory tests: albumin/prealbumin, blood glucose, HgAl C, lipid profile, 24-hour UUN,
thyroid function, fasting insulin, vitaminimineral levels, iron studies, fecal fatfecal elastase, liver Fully Competent| Mot Supported
functicn.albuminfereatinine, fructosamine, CRP, PTH

Order swallow study Fully Competent| Not Supported

Nutritionm Intervention:

PRIVILEGE ITEM (8) REQUEESTED APPROVED

Develop feeding regimens for nutritional support of trauma, critical care, burn, transplantation and

Fully Competent| Not Supported
bariafric and other major surgeries. to include fluid and electrolyte requirements Y P PP

Develop nutritional care plans and dietstic support for psychiatric eating discrders, e.g. anorexia,

bulimia Fully Competent| Mot Supported

Recommend nufritional care plans for advanced nutrition intervention for conditicns in the pediatric
patient to include malabsorption, endocrine abnormalities, failure to thrive, congenital Fully Competent| Mot Supported
abnomalities, or inbom errors of metabelism

Develop nutritional eare plans for the oncology and hematology patient to include drug-nutrient

Fully C tent| Mot S rted
interaction uly Lompeten PP

Order and/or maintain enteral feeding devices in accordance with MTF policies

Fully Competent| Mot Supported

This document is protected by 10 USC 1102
kkkk POUQ *hkk Page

Figure 325: Sample Provider Privilege report results

After a report is generated, users may either click Print or Cancel. These options are explained
in more detail in Sections 13.3-13.4.

13.3 Printing a Standard Report

Users may print a standard report directly from the CCQAS application by clicking the Print
button. Since the report is generated directly from the Internet, the upper or lower margins may
contain the URL, date, page, and index information, according to a user’s browser settings.
Alternatively, many users prefer to export the report to Microsoft® Word or Excel to format
their report prior to printing.
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13.4 Cancelling a Standard Report

Users may cancel a standard report by clicking Cancel or Close button. These actions return
users to the Query Criteria Selection screen, where they may either rerun the report, click
Report Selection to return to the list of standard reports, or click Close to close the reporting
function.

13.5 Exporting a Report to Microsoft® Word or Excel

Note: Users should have Microsoft® Word or Excel open prior to copying report data.

Users may export a standard report to Microsoft® Word or Excel for editing and manipulation as
a tab separated text file by clicking Copy data to memory for import into Word or Excel, as
depicted in Figure 121.

"

Figure 326: Exporting a Report to Word or Excel

Users must read and acknowledge a QA pop-up message, and then a Data Copied Message by
clicking OK, as depicted in Figures 122 and 123.

Message from webpage il

P Guality Assurance Skatement - PLEASE READ
\-t/

This is confidential medical quality assurance information exempk From discovery and restricted from release under 100,52, 1102, Information
contained in this report may be used only by authorized persons in the conduct of official business. Any unauthorized disclosure or misuse of
infarmation may result in civil penalties, Ensure that all recipients of all or part of this report are notified of its confidentiality. Ensure all copies are
destroved in the event that this repart is sent to another person,

oK I Zancel |

Figure 327: QA Statement

Microsoft Internet Explorer x|

' The data was copied to the dipboard as a tab separated text file,
.

Paste the contents of the dipboard into your spreadsheet or text editing software to save the data locally.

Figure 328: Data Copied Message Window

After users click OK to close this message, they may open the desired Microsoft® Word or
Excel document into which the report will be imported. The contents of the clipboard may be
pasted into a new or existing document by opening the Edit menu (in the Microsoft® Word or
Excel application), and then selecting Paste. Each column and row of the CCQAS report is
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pasted into a column and a row, respectively, in a Microsoft® Word or table or a Microsoft®
Excel spreadsheet, as depicted in Figure 329. The report may then be manipulated, saved, and
printed as a regular Microsoft® Word or Excel file.

A B 5 D E F G H I 1 K L M N
1 |Full Name Branch  Rank Corps uic Dept Work Cen Provider TRec. Type Number HPTC Specialty  Field Status Expiration
2 |ADAMS, BRIAN FI11 coL Medical Corps W2DHAA ADM CRED 1343 AF Allopathic Physiciar Active 9/10/2012
3 |Carmen, Eric All MAJ Medical Service Corps W2DHAA ADS CRED 123 PR Physician Assistan Physician Assistants Active 9/1/2013
4 |Clarkson, KELLY r A11 LTG Medical Corps W2DHAA ADM CRED 23 Allopathic Physiciar Active 10/6/2012
5

Figure 329: Sample Excel Spreadsheet with CCQAS Report

Note: Only the columns and rows of the CCQAS report are pasted into the Microsoft® Word or
Excel document; the report header and report description are not transferred with the data. Users
must manually create a new report header and other descriptive information, as needed, to
include the QA/1102 statement.
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14 Generating Ad-Hoc Credentials Reports

The CCQAS ad-hoc report tool may be used to answer business questions that cannot be
addressed using the CCQAS standard reports. Access to Ad Hoc reports is based on
Roles/Permissions. This tool enables users to generate reports using most data fields in the
electronic credentials file. It provides a robust query capability that supports the use of multiple
criteria to populate a desired report. Mastery of this tool requires a good working knowledge of
CCQAS data, an understanding of the limitations of the tool, and practice. Users are encouraged
to review the following sections and sample problems to ensure appropriate use of the ad-hoc
tool.

14.1 Generating an Ad-Hoc Credentials Report

As with the CCQAS standard reports, ad-hoc reports are created by first selecting the data fields
to build the columns of the report, and then selecting the query or filter criteria for populating the
rows of the report. The ad-hoc report tool for Credentials is accessed by clicking Reports on the
main menu bar, selecting Ad-hoc from the drop-down menu, and then selecting Credentialing.
Figure 330 depicts the Ad-hoc Reporting menu.

& CCQAS Version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research

' "A Worldwide Credentialing, Risk Management, and
'§' ccms Adverse Actions System Supporting Medical Personnel Readiness”

*REE FOUO kkkk

Credentialing Privileging Reports
Standard
Provider Search Advanced Credenif

Credentialing
NPDB Guery
Last Name: WTF First Name:

Alias Last Name: Alias First Name:

Branch: - Corps: -
Primary UIC: Assignment UIC:
Department: Work Center:

Provider Type: -

Sort By: Last Name -

Assignment Status Search Type
D Inactive @) All (Primary UIC or Assignment UIC}
Current ! Primary UIC
D Pending _ Assignment UIC

_IETB

_! Provider Locator

Figure 330: Ad-hoc Reporting Menu for Credentialing
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The following example will be used throughout this section to illustrate the ad-hoc report
functionality.

Example: Robert, an experienced CCQAS user, is asked to provide a listing of all physicians
Board Certified in Family Practice whose Board Certification is due to expire within the next 12
months. To generate this report, Robert needs to query CCQAS for Providers who are Specialty
Board Certified in Family Practice or Internal Medicine, and whose Board Certification is
expiring within a defined date range. He determines that the Provider’s name, SSN (how
reported in the Person ID Type and Person ID fields), and Department should be included on
the report. For the purposes of this example, assume that the current date is August 6, 2013.
In the Select Detail section of this screen, users specify the categories of data to include in their
ad-hoc report, as depicted in Figure 331. This is also the screen where the user would indicate
Record Status and Record Type:
e A Record Status indicator that enables only Inactive, Current or Pending assignment
types to be included in the report query
e A Record Type indicator that enables only Credentialing (Primary), Credentialing
(Any/CRED and ICTB), ICTB assignment, or All record types to be included in the
report query
e NOTE: Include Record ID as a column in the Ad Hoc report to assist in identifying
orphaned records (sub records). Every sub record associated with one provider will share
the same Record ID.

Credentialing Privileging Risk Management Reports

Ad Hoc Report Wizard - Select the detail you would like to view for each provider record
~ Select Detal ~Record Statu ~Record Typ
[T LicenseiCertification/Registration I nactive (' Credentising (Primary)
™ oeacos ¥ current (o Credentialing (Any)
= ™ Pending © icTe
r Education/Training ® A
~ Specialty
™ Affiiation
™ Continuing Education
r Contingency Training
™ References
™ Databank Queries
r Custody History
V¥ Assignmentsitork History
™ Remarks
Close RecallSaved Query | [ Wext> |

Figure 331: First Screen of the Ad-hoc Report Wizard

The categories listed are similar, but not identical, to the sections that comprise the electronic
credentials record. The selection of data categories on this screen determines the data fields that
are returned on the next screen for building the columns of the report. The following mapping
(refer to Table 6) between categories of data in the electronic credentials record and the
categories list on this screen may aid users in identifying the categories to select on this screen.
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Credentials File Section

Example Data Fields

Ad-Hoc Report Wizard

Profile

First Name, Last Name, Alias Last
Name, Branch, Rank, Corps

Provider Tab (Default), Profile Column

Identification

Identification Type, Number

Provider Tab (Default), Identification
Column

Contact Information

Address, Phone Number, Email

Provider Tab (Default), Contact Column

Lic/Cert/Reg Number, State, Field Lic/Cert/Reg Tab, Columns:

e State License

e National Certification

e  Unlicensed Information
DEA/CDS Number, Expiration Date DEA/CDS Tab, DEA/CDS Column

Education/Training

Degree, Institution

Education/Training Tab, columns:

e Professional Education
e  Post Graduate Training

e ECFMG
Specialty Specialty, Board Certification Specialty Tab, Specialty column
Affiliation Affiliation Type Affiliation Tab, Provider Affiliation column

Continuing Education

Type, Course, Credits

Continuing Education Tab, Continuing
Education column

Contingency Training

Training Type, Completion and
Expiration

Contingency Training Tab, Contingency
Training column

References

Reference Name, Address

References Tab, References column

Databank Queries

NPDB Last Query Date, HIPDB Last
Query Date, FSMB Last Query Date

Databank Queries Tab, Databank Queries
column

Custody History

Credentialing facility

Custody History Tab, Custody History
column

Work History

Assignment, Malpractice, Civilian,
Credentialing Facility, Primary
Business Address, Current
Appointment, Provider Privileges,
Tracker Status

Assignments/Work History Tab, columns:

e  Assignments
e  Work History
e Provider Malpractice

Privileges Not available
Documents Not available
Remarks Remark Type, Remark Remarks Tab, Remarks column

Table 6: Mapping from the Credentials Record to Ad-hoc Report Wizard

Users should note that data fields associated with the categories Profile, Identification, and
Contact Information, will automatically be presented on the next screen, regardless of the other
categories of data selected.
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Example: On the first screen of the ad-hoc report tool, Robert has checked Assignments/Work
History, since he wants a report that includes Department code (refer to Figure 331 above).
Robert also needs demographic information about the Provider on his report, but does not need
to select any additional categories, since Provider information from the Profile section of the
credentials record is automatically presented on the following screen.

On this screen users also select the status and type of records to be included in the report.
CCQAS defaults its search to records with Record Status (Assignment) = Current and Record
Type = All, unless users change the default settings on this screen (refer to Figure 331 above).
After selecting the categories, type, and status of records that should be queried, users click Next
>>. The second screen displays a series of tabs that reflect the categories selected on the
previous screen. The Provider tab is automatically presented on this screen, regardless of the
categories selected on the previous screen. The Provider tab is separated into three subsections.
The Profile subsection includes data fields from the Profile, Identification, and Contact
Information sections of the Provider’s credentials record.

Users build the columns of the report by selecting data fields on these tabs. Users may move to
the next tab by clicking Next >> or by clicking the label of the tab. Users may move back and
forth between tabs, and tabs may be left blank if users determine that no data elements from that
tab are needed. The data fields may be selected in any order, but will appear on the report in the
order in which they appear on the tabs.

Example: Robert selects Record ID, provider Name (Last, First, Ml, Suffix), and Birth Date
in the Profile column and Phone Type in the Contact Information column of the Provider tab
(refer to Figure 332).

Hint: Always include data fields used for query criteria as a column on the report.

Credentialing Privieging Risk Management

Ad Hoc Report Wizard - Select the columns you would like to view on the report

Provider Spedalty ‘ Assignments/Wark History |
Profile: Clear Al Select All | Identification: Clear Al Select Al | Contact Information: Clear All Select All |
Provider * (Choose at least one) | |Identification T T eSS Ty -
¥ RecordId T DTye I Address 1
¥ Name (Last, First MI Suffix) ™ D Number ™ Address 2
T Last Name T state T address 3
I First Name T aity
I Middie Name T state
T suffix ™ country
™ Tite I Province
™ Person ID Type ™ Postal Code
™ person1o ™ Primary (Y/N)
|

Email
™ Gender e

I Email Address
I Birth Date

T erimary ()
™ citizenship Phone
T Marital Status ¥ PhoneType —
T et =l ™ Phone Number =l

‘ Return To Start Close | Finish | - Back Next= | ‘

Figure 332: Provider Tab of the Ad-Hoc Report Wizard

Robert then selects the HPTC Specialty, Level, Board Name, Expiration Date and Expiration
Indefinite columns on the Specialty tab, as depicted in Figure 333. Robert then clicks Next >.
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Ad Hoc Report Wizard - Select the columns you would like to view on the report

Provider ‘

Spedalty

| Assignments/Work History

Specialty:

Clear All Select All ‘

¥ Hete Spedialty

=

[T HPTC Subspedialty
I Level

[T Remarks

Board Certification
¥ Board Name

r Certifying Board
T certification Number
[T Certified Date

¥ Expiration Date

2 Expiration Indefinite (Y/N)
PSV Information

7 Method

™ source

7 Verified (/i)
=

Finigh I = Back I Next > |

‘ Return To Start Close I

Figure 333: The Specialty Tab of the Ad-Hoc Report Wizard

The Assignments/\Work History subsections are contained within the Assignments,
Assignment/Work History, and Provider Malpractice sections of the Provider’s credentials
record, respectively. Robert selects Assignment UIC, Department, Record Type, Civ. Role,
Credentialing UIC as a column for query criteria on the report, and then clicks Finish. Figure
334 depicts the Assignment/Work History section of the ad-hoc report wizard.

Credentialing Privieging

Risk Management Reports

Ad Hoc Report Wizard - Select the columns you would like to view on the report

Provider Spedialty " Assignments/Work History ‘
Assignments: Clear Al Select All | Work History Clear All Select All | Provider Malpractice: Clear All Select All ‘
Assignment ~| |Assignment/Employment 2T hame -
¥ Assignment UIC ™ Facility Type (MILjcIv) I Polcy Number
:: QOther UIC :: Off-Duty Employment (Y/N) - Palicy Expiration Date
v
Department uIc ™ Address 1
[T work Center [T Facility Name
[ Address 2
™ startDate ™ startDate
M city
I EndDate [ EndDate
T state
[T End Date Reason [T Provider Type ™ Fostal Code
r Reported Date r Spedialty PSV Information
[T Planned Rotation Date - Sub-Spedalty [ Methad
[T PaR Expected (v/N) ™ Institution [ source
[ Last Performance Appraisal Date | Primary Business Address [ verified (Y/N)
I Provider Type [T Primary Business Address 1 ™ Fhone
- Miitary/Civiian r Primary Business Address 2 ImlT
- Primary Business City
v .
¥ Record Type ;I - .. . o ;I ™ Email ;I
‘ Return To Start_ | Close Finish | < Back | Next > |

Figure 334: The Assignment/Work History Tab of the Ad-Hoc Report Wizard

After users select the desired data fields from the tabs, the following actions may be taken:
o If users realize that the wrong data categories were selected on the previous screen, they
may click the Return to Start button to begin again

e Clicking the Close button closes the ad-hoc report generator and returns users to the
Credentials Provider Search screen

e Clicking the Finish button automatically moves users to the final screen of the ad-hoc

report tool

e Clicking the < Back button moves users to the previous tab on the second screen of the
ad-hoc report wizard. The < Back button is disabled if the Provider tab is displayed
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e Clicking the Next > button from the last tab also moves users to the third screen of the
ad-hoc report tool

On the third screen of the ad-hoc report tool, depicted in Figure 335, users specify criteria for
populating the rows of the report. When a category of data is selected, a window opens that
enables users to select the desired data field, operator, and value for the query.

Note: The Demographics checkbox in the Select Provider Criteria section enables users to
use the data fields present in the Profile, Identification, and Contact Information sections of
the credentials record as query criteria for the search.

[& ccaas version 210.0 - Centralized Credentials Quality Assurance System - Windows Intemet Explorer provided by ASM Research o lra ==
[ A Worldwide Credentialing, Risk Management, and E Last Logon Atempt: 10/24/2012 12:27:22 -05:00 & | Submit Ticket| Security Briefing | Logoff |
? Cfms Adverse Actions System Supporting Medical Personnel Readiness" NOOOT4

Credentialing Privileging

#*kk EOUQ *++*

Ad Hoc Report - Enter the Criteria for the Providers you would like displayed on the report

Select Provider Criteria
Provider Demographics
[71 mititary

[ 1dentification

[ address

[71 Phone

[0 Email

[C] speciatty

[7] Professional Education
[ Post Graduate

[0 ecruc

(=] Continuing Education
[] state Licensure

[T National Certification
[7] Unlicensed

[ affiliations

[7] malpractice

[l pEarcps

[7] Databank Queries
[7] contingency Training
[7] References
T secinnman te

Provider Criteria

AND -
[Add Criteria]

Column Operator Value
LastName A

Not Like (wildcard = %)
Is Null
Is Not Null

| RetumToStarn | | EditColumns

N Close ]

T

Figure 335: Third Screen of the Ad-hoc Report Wizard

A listing and description of available operators are provided in Table 7 below.

Operator Data Types Description
Equal to All To query all records with a specified value
Not Equal to All To query all records other than those with a specified value

Less Than

Numeric, Dates

To query all records with a value less than a specified number or earlier
than a specified date

Less Than or Equal to

Numeric, Dates

To query all records with a value less than or equal to a specified number
or earlier than or equal to a specified date
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Operator Data Types Description

To query all records with a value greater than a specified number or later

Greater Than Numeric, Dates than a specified date

To query all records with a value greater than or equal to a specified

Greater Than or Equal to | Numeric, Dates number or later than or equal to a specified date

To query all records with a value between (or equal to) a specified range

Between Numeric, Dates | ot numbers or dates

To query all records that contain no data in the data field, e.g., the field is

Is Null All
empty
Is Not Null All To query all records that contain data for the data field, e.g., the field is
not empty
. ith Ioh .| To query all records in which the value for the data field begins with a
Begins wit Alphanumeric specified letter or number
Ends with Aloh .| To query all records in which the value for the data field ends with a
nds wit PANUMerIC | secified letter or number
. . | To query all records in which the value for the data field includes a
Contains Alphanumeric

specific sequence of one or more letters or numbers

To query all records in which the value for the data field includes a
Like (wildcard = %) Alphanumeric |specific sequence of one or more letters or numbers and any additional
characters where the % is placed

To query all records except those in which the value for the data field
Not Like (wildcard = %) | Alphanumeric |includes a specific sequence of one or more letters or numbers and any
additional characters where the % is placed

Table 7: Operators for Ad-hoc Query Criteria

If users wish to use more than one data field to query the CCQAS database, another query
criteria from a different category may be added by checking the second category. Other query
criteria from the same category may be added by clicking Add Criteria, as depicted in Figure
336.

| Fraovider Criteria

AND ~
CEO -

[Add Criteria] -

Figure 336: “AND’ and ‘OR’ Operators Selections

In order to combine query criteria from the same category, users must specify how the two
criteria are related. If users select AND, only those Providers who meet both criteria will be
selected for inclusion on the report. If users select OR, those Providers who meet one or the
other of the criteria will be included on the report.
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Note: Users must specify AND or OR when combining query criteria from the same category.
If query criteria from different categories are applied, CCQAS automatically applies AND logic
for the query.

Example: Robert needs to use multiple query criteria to generate this report. He wants to
identify Providers who are Board Certified in Family Practice or Internal Medicine, and whose
Board Certification will expire within the next year. He uses OR to query Providers who are
Board Certified in either Family Practice or Internal Medicine as depicted in Figure 337. Since
the Expiration Date is in the same section, Robert needs enter the date range after each respective
Specialty.

(Family Practice OR Internal Medicine) AND Date between specified Dates range.

Ad Hoc Report - Enter the Criteria for the Providers you would like displayed on the report
— Select Provider Criteria—— [ Specially Criteria =
I Provider Demographics | Column | Operator | Value |

W m [HPTC Speciatty = [equaito = [Famiy Fractice ﬂl

- o [ano 3 [Expiration Date =] [eetween 3 Jos-06-2013 Anu|oa.u»s_zm4 =+

entfication |0R =] |HPTC5pecialty = |Equa\t0 = |\ntema\l.|ed\cir|e ﬂl

I aggress [anD = [Expiration Date =] [Between = [izt6-2012 | [EEle] ana[0-te201s [

I prone [Add Criteria] =

™ Email

2 Specialty

" Professional Education

™ Post Graduate

[ ecrue

™ Continuing Education

™ state Licensure

" National Certification

™ Unicensed

" Affiiations

™ Malpractice | |
" pEascDs

" Databank Queries

™ contingency Training

" References

I Aosinnments I~
: i

Return To Start_ | Edil Courmns | Close | Record Limit:] 100

Figure 337: Example of Multiple Query Criteria, Ad-hoc Report Wizard

Note: Robert could also run two separate reports to get the same result. He could run one report
to identify all Providers Board Certified in Family Practice whose certification is expiring within
a 12 month range. He would then run a second report to identify all Providers Board Certified in
Internal Medicine whose certification is expiring within a 12 month range.

After the query criteria are specified, users may take the following actions:

e Clicking the Return to Start button returns users to the first screen of the ad-hoc report
tool and clears all selected data fields and query criteria

e Clicking the Edit Columns button returns users to the second screen of the ad-hoc report
tool. Previously selected data fields will be displayed and may be edited

e Clicking the Close button closes the ad-hoc report generator and returns users to the
Credentials Provider Search screen

e Clicking the Finish button generates the ad-hoc report up to the specified Record Limit
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After all query criteria have been specified, the report is generated by clicking Finish. The
report may take some time to generate depending it size and complexity. After a report is
generated, users may select one of the options at the top of the report, as depicted in Figure 338
below.

ey Guery | Edit Columnz | Copy data to Memory for Import into YWord or Excel | Close | Prirt | Save or Delete Guery |
Figure 338: Action Options for a Report

e Clicking the New Query button returns users to the first screen of the ad-hoc report tool
and clears all selected data fields and query criteria

e Clicking the Edit Columns button returns users to the second screen of the ad-hoc report
tool. Previously selected data fields will be displayed and may be edited

e Clicking the Copy Data to Memory for Import into Word or Excel button allows
users to export the report to Microsoft® Word or Microsoft® Excel (refer to Section
14.6)

e Clicking the Close button cancels the report and closes the ad-hoc report generator

e Clicking the Print button allows users to print the report directly from the CCQAS
application (refer to Section 14.5)

e Clicking the Save or Delete Query button allows users to save the report criteria to a file
so that it may run again in the future. If the report was generated using a saved query, the
query may also be deleted (refer to Sections 14.2-14.4)

Reports cannot be saved in the CCQAS application. To save their report, users must either print
a hardcopy or export it to Microsoft® Word or Microsoft® Excel so that the report may be saved
as a file on their workstation. For reports that are run routinely, users should consider saving
their query in CCQAS and recalling it each time the report is run, to ensure the report is run
using the same reporting criteria each time.

14.2 Saving an Ad-Hoc Report Query for Future Use

Users may save a report query in the CCQAS application by clicking Save or Delete Query,
located at the top of the ad-hoc report. A window opens that enables users to assign a name and
description to the query prior to saving it. A well-documented query includes a listing of the
data fields that comprise the report columns and a description of the query criteria that are used
to populate the rows of the report. All CCQAS users who hold permissions to run ad-hoc reports
for a given UIC have access to report queries saved for that UIC.

Hint: If any of the reporting criteria are date-sensitive, it may be necessary to change the dates
used in the query. It is advised to note this requirement in the description for the saved query.

Example: Robert documents both the data fields and query criteria used to generate his report.
Since the specific dates in the date range will change for future reports, he also notes that in the
description, as depicted in Figure 339 below.

CCQAS 2.10 User Guide 254



Query Processing

v Save Query as new Query Hame: 12 Month Board Expirﬂtiun
o Update current query
" Delete an exizting query

Query Description: Pleaze include a description of any fiters u=ed in this query

Provider Figlds: Record 1D, Name, Birth Date ;l

HPTC Speciatty J

Board Expiration

Note: Diate Ranges and HPTC Specialtties will vary LI
Save Query | Cancel I

Figure 339: Query Processing Screen to Save or Delete Query

14.3 Running an Ad-Hoc Report from a Saved Query
A query may be recalled from the first screen of the ad-hoc report tool by clicking Recall Saved
Quiery, as depicted in Figure 340.

I Recall Saved Query J { Next »»
Figure 340: Recall Saved Query Screen

The Select Query Name screen appears, as depicted in Figure 341. This screen allows users to
select the Query Name from a list of queries that have been saved for that UIC. After selecting
it, click Submit. The information from the saved query automatically populates all three screens
of the ad-hoc report tool. A new report may be generated using the saved query information, or
users may edit the columns or query criteria prior to running the report. Any changes to the
reporting criteria may then be saved to the existing query, saved as a new query, or not saved at
all. A saved query may be run as often as needed until it is deleted by a user.

Select Query

Query Name:| 12 Month Board Expiration

Query Description:
Provider Fields: Record ID, Name, Birth Date HPTC Specialty Board Expiration Mote: Date Ranges and HPTC Specialties will vary ;I

L«

Submit | Delete | Cancel |

Figure 341: Recall Saved Query Name Screen

Example: Robert does not need to change original data fields included in the original query, but
he does change the date range in the query criteria for reports that are run on a different date.
Note that the report description reminds him that this is necessary.

14.4 Deleting a Saved Query

A saved query may be deleted in two ways. When a saved query is recalled from the first screen
of the ad-hoc report tool, users may select Delete to delete the query. A confirmation message is
then generated by system, as depicted in Figure 342.
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Message from webpage @

I:o] Are you sure you want to delete this query?

[ oK | | cance |

Figure 342: Delete Query Confirmation Message

Users may also delete a saved query after a report is generated by clicking Delete An Existing
Query (refer to Figure 339). Users are then allowed to select from the list of available queries
for their UIC. Users who have permissions to use the ad-hoc report tool are able to save or
delete a query for their UIC.

14.5 Printing an Ad-Hoc Report

Users may print the ad-hoc report directly from the CCQAS application by clicking Print at the
top of the report. Since the report is generated directly from the Internet, the upper or lower
margins may contain the URL, date, page, and index information, according to the user’s
browser settings. Alternatively, many users prefer to export the report to Microsoft® Word or
Excel to format their report prior to printing.

14.6 Exporting an Ad-hoc Report to Microsoft® Word or Excel

Users may export an ad-hoc report to Microsoft® Word or Excel for editing and manipulation as
a tab separated text file by clicking Copy data to memory for import into Word or Excel, as
depicted in Figure 343.

Tﬁ% A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 08/06/2013 10:03.06 -04.00 # | Submit Ticket | Security Briefing | Log
E CCQAS Adverse Actions System S Medical R " CD1CFVPV =
*xkx EQJQ ***
Credentialing Privileging
New Query | Edit Columns: Copy data to Memory for Import into Word or Excel ) Close | Print Save or Delete Query ‘ |
Provider |Provider Phone |Prowder Assignment |5pecialty
Record Id |Name ‘Birth Date |Pn0neType |Ass\gnment UIC |Department ‘Recurd Type ‘Civ. Role |UIC |HPTC Specialty |Board Name Expiration Date |Expiration Indefinite (v/N} ‘
122 SMITH, PAUL 07/03/1380 | Home CDI1CFVPY CRED CDI1CFVPYV | Family Practice | American Academy of Family Physicians 1212002013 No

Record Count: 1

This is confidential medical quality assurance information exempt from discovery and restricted from
release under 10 U.S.C. 1102. Information contained in this report may be used enly by
authorized persons in the conduct of official business. Any unauthorized disclosure or misuse of
information may result in civil penalties. If you are not the intended recipient of this report,
please destroy all copies of the repart after notifying the sender of your receipt of

Figure 343: Copy Data to Memory for Import into Word or Excel

CCQAS generates a QA statement that users must accept by clicking OK, as depicted in Figure
344,
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Message from webpage [=2]

MOTICE:

! % This is confidential medical quality assurance information exempt from
discovery and restricted from release under 10 U.5.C, 1102, Information
contained in this correspondence may be used enly by authorized
persons in the conduct of official business. Any unauthorized disclosure
or misuse of information may result in civil penalties. If you are not the
intended recipient of this correspondence, please destroy all copies of
the correspondence after notifying the sender of your receipt of it.

-

Figure 344: QA Statement

A second Data Copied pop-up window opens, as depicted in Figure 345. Click OK.

Microsoft Internet Explorer x|

'E The data was copied to the dipboard as a tab separated text file,
.

Paste the contents of the dipboard into your spreadsheet or text editing software to save the data locally.

Figure 345: Data Copied Message Window

Users may now open the desired Microsoft® Word or Excel document into which the report will
be imported. The contents of the clipboard may be pasted into a new or existing document by
opening the Edit menu (in the Microsoft® Word or Excel application) and then selecting Paste.
Each column and row of the CCQAS report is then pasted into a column and a row, respectively
in a Microsoft® Word or table or a Microsoft® Excel spreadsheet. The report may then be
manipulated, saved, and printed as a regular Microsoft® Word or Excel file.

Note: Only the columns and rows of the CCQAS report are pasted into the Microsoft® Word or
Excel document; the report header and report description are not transferred with the data. Users
will have to create a new report header and other descriptive information manually, as needed.

14.7 Sample Ad-hoc Reports

Three sample ad-hoc reports are provided on the following pages (refer to Table 8, Table 9, and
Table 10). These sample ad-hoc reports are designed to demonstrate important features and
limitations of the ad-hoc report tool, as well as appropriate use of operators.
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Ad-hoc Training Scenario 1: Providers Licensed in California
Purpose: This exercise will demonstrate the generation of an ad-hoc query with one filter.
Scenario: Robert receives notification from the State of California that his procedures for

license renewal are changing. He wants to identify all Providers who will be affected by this
change, so he runs an ad-hoc report to identify all Providers who are licensed in California.

Ad-hoc Report Screen Columns and Query Criteria Comments/Notes

First screen Under Select Detail, select: Unless the user specifies otherwise,

e License/Certification/ Registration |CCQAS automatically searches records
with Record Status = Current and
Record Type = All.

Second screen, Under the Provider tab/Profile section, These are the columns that will be included
Provider tab select: in Robert’s report.

e Record ID

e Name
Second screen, State  |On the Lic/Cert/Reg tab, select: These are the columns that will be included
Licensure tab e License Number in Robert’s report.

e State Code
Third screen, Select Under Provider Criteria, select:

Provider Criteria e State Licensure
Third screen, State Under State Licensure Criteria, select: By specifying CA, only those Providers
Licensure Criteria e Column = State with California licenses will be included in
e Operator = Equal to your report.
e Value=CA
Resulting report Multiple records will be returned for

Providers who are licensed in CA.

Table 8: Training Scenario 1

When users generate an ad-hoc report that includes Providers with more than one sub-record
(e.g., multiple subspecialties, state licenses, certifications, DEA/CDS, etc.), all sub-records
associated with those Providers are returned on an ad-hoc report, if any one of the sub-records
meets the reporting criteria.

Robert included Record ID as a column on his report, so that each sub-record could be linked
back to the Provider to which it belonged. The Record ID is CCQAS-generated and unique to
each Provider. Every sub-record associated with one Provider shares the same Record ID.
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Ad-hoc Training Scenario 2: BLS and ACLS Training Expiration

Purpose: This exercise will demonstrate the generation of an ad-hoc query with filters on
multiple data elements.

Scenario: Robert has been asked to identify those Providers assigned to a mobilization
UIC/UTC whose BLS or ACLS expire within the next 10 months. For purposes of illustration,
this request was made on 1/02/2012.

Ad-hoc Report Screen

Columns and Query Criteria

Comments/Notes

First screen

Under Select Detail, select:
e Contingency Training
e Assignment Work History

Unless the user specifies otherwise,
CCQAS automatically searches
records with Record Status =
Current and Record Type = All.

Second screen,
Provider tab

On the Provider tab/Profile section, select:
Record ID

e Name

e Person ID Type

e Person ID

The BLS and ACLS details and dates
are found on the Provider tab, rather
than the Education or Training tabs.

Second screen,
Contingency Training
tab

On the Contingency Training tab, select:
e Training Type
e Training Expiration

Second screen,
Assignment/Work
History tab

On the Assignment/Work History tab, select:
. Assignment UIC

This is the column that will be
included in Robert’s report.

Third screen, Select
Provider Criteria

Select Contingency Training.

Third screen,
Contingency Training
Criteria

Under Contingency Training Criteria, select:

e Column = Training type
Operator = Equal To

Value BLS

Column = Training Expiration
Operator = Between

Values 01-01-2012 and 10-01-2012

This filter will select those Providers
with BLS training

Third screen, Add
Criteria

Under Add Criteria, select:
e OR

Robert wants Providers with BLS or
ACLS.

Third screen,
Contingency Training
Criteria

Under Contingency Training Criteria, select:

e Column = Training type

Operator = Equal To

Value ACLS

Column = Training Expiration
Operator = Between

Value = 01-01-2012 and 10-31-2012

This filter will select those Providers
whose BLS or ACLS are due to
expire.
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Ad-hoc Report Screen Columns and Query Criteria Comments/Notes

Third screen, Under Assignment Criteria, select: This queries only those Providers who
Assignment e Column = Assignment UIC are assigned to a UIC.

e Operator = Isnot Null
Resulting report. Finish The report lists all Providers assigned
button to a mobilization UIC whose BLS or

ACLS will expire within 10 months.

Table 9: Training Scenario 2

Operator OR was used because Robert wanted to identify Providers with an upcoming BLS or
ACLS expiration.

Operator AND was automatically applied when filters from different categories (e.qg.,
Demographics and Assignment UIC) were used.

Example: All Providers whose BLS or ACLS Contingency Training expired within 10 months
AND were assigned to a UIC.

By using the operator IS NOT NULL, users are able to capture all records for which a UIC has
been assigned. Any records that do not have a value in that data field will not be included on the
report.

Note: There is also a Standard Contingency Training Report available (See Section 13).

Ad-hoc Training Scenario 3: ECFMG Status

Purpose: This exercise will demonstrate the generation of an ad-hoc query with filters on
multiple data elements.

Scenario: Robert has been directed to screen all unlicensed, foreign trained physicians to ensure
their ECFMG is currently valid.

Ad-hoc Report Screen Columns and Query Criteria Comments/Notes

First screen Under Select Detail, select:
e Licensure/Certification/ Registration
e Education/Training

Second screen, On the Provider tab/Profile section, select:
Provider tab e Record ID
e Name
Second screen, State  |On the Lic/Cert/Reg tab, select: These are the columns that will be included
License tab e  Status in Robert’s report.

e Expiration Date
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Ad-hoc Report Screen Columns and Query Criteria Comments/Notes

Second screen, On the Education/Training tab, under These are the columns that will be included
Education/Training  |Professional Education subheading, select: |in Robert’s report.
tab e Foreign Medical Graduate (Y/N)

Under ECFMG subheading, select:
e Expiration Date

Third screen, Select Select Professional Education.
Provider Criteria

Third screen, Under Professional Education Criteria, This will identify all Providers that are
Education/Training  |select: foreign trained.
Criteria e Column = Foreign Medical

Graduate (Y/N)

e Operator = Equal to
e Value =Yes

Resulting Report The report will list ECFMG data for all
Providers who are foreign trained and the
status of any licenses they hold.

Table 10: Training Scenario 3

This report included the licensure status as a column, but did not use licensure status as query
criteria. Ad-hoc reports cannot be used to identify Providers who have never held a state license.
If a Provider never held a state license, no license record was ever created for that Provider. If
no licensing record exists, CCQAS cannot run a query against it. Two standard reports,
Unlicensed Credentials Record Report or Unlicensed Provider Report, should be used to
identify unlicensed and uncertified Providers.
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15 System Management

System management is an important part of CCQAS and Module users at both the MTF and
Service Level have varying levels of access to the System menu, and its functionality.

The System menu, depicted in Figure 346 is located in the main tool bar. The options within the
menu vary based on the module user’s roles, set via the System Admin tab in User Processing
(refer to Section 3).

- "A Worldwide Credentialing, Risk Management, and
? €€ms Adverse Actions System Supporting Medical Personnel Readiness"

RREE FOUO REEE

Risk Management Adverse Actions Reports System

Authority Tables
Provider Search | Advanced Credentiale Search | Add Credentials Provider Command Parameters

Credentialing Privileging

MTF Contacts

Applicant Processing

Lazt Name: I First N . Processing

Alias Last Nams: I RN alE: Change Start Page
Branch: | ﬂ N Tracker Status
Provider Remarks
Primary UIC: I Azsignment
Broadcast Messages
Department: I Work CeniTEreeesi

Prowider _ype:l ;l
Qr}l:l-"ll,: t Mamme vi

Figure 346: System Menu

15.1 Authority Tables
The Authority Tables section of the System menu, depicted in Figure 347, provides a
Crosswalk (CW) mapping of values within CCQAS, and Lookup (LU) text descriptions of those
values in the crosswalk mapping.
System

Command F'ararnetéb

MTF Contacts

Applicant Processing

User Processing

Change Start Page

Tracker Status

Provider Remarks

Broadcast Mezzages

Messaging

Figure 347: Authority Tables Menu Option
After users open the Authority Tables page, they select either CW mappings or LU values, and
then click the Display button to see the database properties. Figure 348 below depicts the
Authority Tables page.

Note: Authority Tables are exclusively used by the Service Level Representatives.
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“A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness™

il o1l Ridd

VICE_PRA
I_EASURE WA

| Scale | Nuliabie | Defout

VARCHARZ

Tabie Dats
CCOAS_DEGREE D
1

12

i

15

15

17

2

ALLEGATION_REASON
2
23

il

Figure 348: CW and LU Mappings/Values for Display

15.2 Command Parameters

When users select Command Parameters from the System menu, they may view and edit (with
proper role) various contact and personnel information for their assigned MTF. Figure 349
depicts the Commands Parameters menu option.

= "A Worldwide Cr Risk Mar ,and Last Logon Atiempt: 11/07/2012 16:10:36 -05:00 & | Submit Ticket | Security Briefing | Logof|
? ccm‘ Adverse Actions System Supporting Medical Personnel Readiness” COICFYPY %,
*aax EOUQ HrE
Credentiaing Privileging Risk Management Adverse Actions Reports System Heip
Authority Tables
Select the Table you wish o view! =] Display |
EVEL_SERVICE_PRACTTIONER
U_PAR_QM_WEASURE_WAP
AR_QM_MAP 1=
Table Properties RACTTIONER_HPTC
Name | patatype ;@EEUE :r? Pﬁpsp Scale Hullable Default
= * _QUEST_ANSW_MAS L Y
CCOAS_DEGREE_D NUMBER PECIALTY 200 0
VETPRO_DEGREE_TXT VARCHARZ W SPEC. 40D CORE PRI ¥
CW_SPEC_FELD_AGENCY
Table Data V_TPE_DEGREE
CCOAS_DEGREE_D
11
13 -
14 W_\A_SPECIALTY
15 LU_AA_ACTION_REASON
16 LU_AA_ACTION_TYPE
7 LU_AA_AGENC
— LU_AA_ALLEGATION_REASON
= LU_&s_ETAGE
20 LU_A#_STATUS
2 LU_AA_TRIAL_OUTCOME
23 LU_AA_TVPE_OF_REFORT
2 LU_AA_UCMJ_ACTION =
4] LU_AA_UCMJ_CHARGES |2
U_ACCESSION
LU_ADDRESS_TVFE
—{Lu_ADNIN_ROLE
LU_ADMIN_ROLE_PERM_WAP hd

Figure 349: Command Parameters Menu Option
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Command Parameters includes demographic data for the Credentials Signature Authority, Risk
Management Signature Authority, POC for ECOMS/ECONS, Certification Authority, and First,
Second, and Third POCs for the facility. Figure 350 depicts the Command Parameters page.

Note: CC/MSSP/CMs are responsible for ensuring the Command Parameters screen is
populated with current and complete information about the command and contact personnel.
CCQAS uses the information on this screen to pre-populate credentialing and privileging letters
and forms. Refer to Section 12 for detailed information on the letter generation process.
Command Parameters also displays, whether or not the MTF has the Privileging Module
activated, and allows the Privileging Authority UIC, Active Renewal Days Notice,
Reserve/Guard Renewal Days Notice, Expiration Credentials 1st Notice Days and 2nd Notice
Days values to be set or updated on this page.

"A Worldwide Credentialing, Risk Management, and Last Logon Attempt: 11/07/2012 16:10:36 -05:00 # | Submit Ticket| Security Briefing | Log
Advers

dverse Actions System Supporting Medical Personnel Readiness” BRZZFBLS ¥

Command Parameters
Local MTF: AF MEDICAL OPS AGENCY FO

Command: | Official: |

Location: | Tite: [

office: | Privileging

Hame: [ Privieging Module Activated: Yes
Posttion: | Privieging Authority LIC: l—ﬂl
Active Renewal Notice Days: [30 |
Reserve/Guard Renewal Notice Days: [20 |

Phone: | Authority Address

Risk Management Signature Authority Address 1 I

Command: | Address 2

Location: | city: [

office: | State: = ziof Country =

ials

fs)

reden

Hame: [

Rosttion: [ Exp. Credentials 1st Notice Days:

0
Fhone: | Exp. Credentials 2nd Notice Days: [0

POC for ECOMSIECONS Points of Contact
Hame: [ First: [

ehone: [ Second: [

Figure 350: Command Parameters Page

Users may add or edit command and contact information by typing in the information and
clicking save according to the following guidelines:

e The Credentials Signature Authority, Risk Management Signature Authority, and
Certification Authority are the authorities who are authorized to sign letters having to do
with the respective function

e The Position of individuals pertains to the function they perform with that Authority, not
military rank

e The Phone field should include any area codes and special prefixes that are necessary for
individuals in another location to contact the POC

e The Certifying Authority Official should contain the name of the individual under
whose authority the Certification would be signed

e The Privileging Authority UIC is automatically filled in with the UIC for the MTF, but
may be edited if appropriate

e The Authority Address should be the mailing address for the office
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e The Points of Contact should be the names of individuals who should be contacted for
more information

On the right-hand side of the Command Parameters screen, under the Privileging section, two
data fields are available to designate the Active Renewal Notice Days and Reserve/Guard
Renewal Notice Days, as depicted in Figure 351.

Certification Authority

Official: (COL Alexander Smith
Title: | Cemmander
Privileging
Privileging Module Activated: Yes
Privileging Authority UIC: |VW2HE210 r_:]
Active Renewal Motice Days: |20

Rezerve/Guard Renswal Motice Days: (S0

Figure 351: Renewal Days Parameters on the Command Parameters Screen

CC/MSSP/CMs should enter the desired number of days in advance of a Provider’s privilege
expiration date when they want the system to generate the renewal application for active duty
and civilian Providers, or reserve/guard Providers, respectively. The number of days entered
should allow sufficient lead time for the Provider to complete and submit his or her renewal
application prior to the expiration of current privileges.

After these parameters are saved, a renewal application is generated for each Provider at the
established number of renewal days prior to the Privilege Expiration Date entered into the
Provider’s credentials record. When the renewal application is generated, the system sends an
email notification to the Provider, and an active task is placed in the Provider’s work list entitled
Task = Complete Application and App Type = Renewal, as depicted in Figure 352.

Note: Auto renewal only works if the previous privileges were granted electronically and the
provider remains at the same UIC. If an e-application is manually generated and not completed
prior to the automated renewal date, a new second e-application is automatically generated and
will need to be terminated.

| Provider Seli-Service
Work List Applications Documents
© Double click on a worklist task to open it. "ou may view completed e-applications from current or past privileging periods in the "Applications” tab. U
in the "Documents™ tab.
Status: | OpenTasks ¥ Show tasks with a start date between [El] ans =
? |Urgent Tazk App Type MTF
v | No Complete Application (Miltary) Renewal W2DHTS, FORT BELWVOIR COMMUNITY HOSPTA

Figure 352: Provider Work List Item — Complete Renewal Application
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In the Credentials section, the “Exp Credentials 1st Notice Days” and “Exp Credentials 2nd
Notice Days” parameters control how many days prior to credential expiration an automated
email notification will be sent to the provider. Expiring credential notification emails are sent for
expiring (1) State Licenses/Certifications/ Registrations, (2) National
Certifications/Registrations, (3) Contingency Training (i.e., BLS, etc.) and (4) Specialty Board
Certifications.

Note: The email notification is sent to the provider’s primary email address so ensure that the
primary email addresses are always kept up-to-date in CCQAS. Email addresses may be updated
in either the CCQAS record or the CCQAS User account and an email update to one will
automatically update the other.

Credentials

Exp. Credentialz 1=t Notice Day=s: |1
Exp. Credentialz Z2nd Motice Days: |1

Figure 353: Exp. Credentials Notice Days on the Command Parameters Screen

15.3 MTF Contacts

When users select the MTF Contacts option from the System menu, the contact information
defaults to the UICs for that service. There are radio buttons to display All MTFs, or just Air
Force, Army, or Navy. Figure 354 depicts the MTF Contacts menu option.

System

Authority Tables
Command Parameters
WTF Contactz
Applicant Processing
Uzer Processing
Change Start Page
Tracker Status
Provider Remarks
Broadcast Mezzages

Mes=aging

Figure 354: MTF Contacts Menu Option

Outside of a user’s own MTF, the contact information is read-only. At the user’s MTF, he or she
can edit and update this information with appropriate role.

The MTF Contacts page is depicted in Figure 355.
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MTF

—MTF ~ Branch Clinics
Activate Privileging Modtﬂg; Efﬁiiﬁz\iwu:ﬂ;ﬁﬁfé ves Semicer Arforcs ‘”'ﬂ 8] ~os pranch cine_ |
MTF Name: [27 SPECIAL OPERATIONS WEDICAL GROUP @ Juc [name: Location
Address 1: [27 HOGGRE o [Froce 0161 MDG @ Phoents, AZ
Address 2: [208 W. CASABLANCA AVE
city: [cannon aFa
State: [N - New Mexico =l
Zip: IW
Country: [United States - US B4l
omis: s
Head Officer: [HEAD OFFICER |
rer Coordinator - Risk Manager
Wame: s Jessica Smin Name: [ir MarkJores
Commercial Phone: [575.5556608 Commercial Phone: [s75555.2008 |
DSN Phone: [525 DSh Phone: [sss4008
FaxPhone: [2328 FaxPhone: [23¢ |
Email Address: [Jessica Smin Test@us atmi Email Address: [Mark Jones Tesi@cannon atmi |
Remarks
FIA Activated; 410/2008 =
Updated 23 May 2005Changs E-mail in Contacts maybe giving odd message 0G/03I05TR =

Save Cancel
Figure 355: Editable MTF Contacts Screen

The Activate Privileging Module field indicates if the MTF has been activated on the Privileging

Module or not.
MTF and Credentials Coordinator data is used to pre-populate various Letters and automated

CCQAS email notifications.

This is only place where Branch Clinics can be associated with a parent MTF. This is the first
step in the Branch Clinic Management Process. See Section 16.1 for more details.

15.4 Applicant Processing
Refer to Section 3.2

15.5 User Processing
Refer to Section 3.2

15.6 Change Start Page
When users select Change Start Page from the System menu, they can set which screen they
would like to see when they log in to CCQAS. Figure 356 depicts the Change Start Page menu

option.
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Sy=tem
Authority Tables
Command Parameters
MTF Contacts

Applicant Processing

User Processing
Tracker Status
Provider Remarks
Broadcast Messages

Me==aging

Figure 356: Change Start Page Menu Option

To change the start page, select one of the options from the Change Start Page drop-down
menu, as depicted in Figure 357. The start page options are Credentials Search, Privileging
Worklist, Incident Management Search, Claim Management Search, Disability
Management Search and Adverse Actions Search.

Credentialing Privileging Rizk Management Adverse Actions System

Change Start Page

[Credenfials Search
Privileging Worklist
Incident Management Search
Claim Management Search
Dizability Management Search
Adverse Actions Search

Start Page: I Credentialz Searc LI

| Change Start Page I Cancel |

Figure 357: ‘Change Start Page’ Drop-down Menu Options

Click Change Start Page to confirm the selection. The selected change will take effect the next
time users log in to CCQAS. Click Cancel to return to the main page.

15.7 Tracker Status

Users can insert, delete, update, and edit MTF Tracker Status entries by selecting Tracker
Status from the System menu, as depicted in Figure 358 below.
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System

Authority Tables
Command Parameters
MTF Contacts
Applicant Processing
User Processing
Change Start Page
Prowider th:m:irh'..:_h
Broadcast Mezzages

Mes=saging

Figure 358: Tracker Status Menu Option

The MTF Tracker Status entries managed here appear in the Tracker Status drop-down menu,
as depicted in Figure 359. CCQAS users can view the MTF Tracker Status entries at the
associated MTF.

Credentialing Privileging Risk Management Adver:
‘ Cancel Insert |
Tracker Status
Tracker Status Description

Dekete | Update hest

Delete Update Cresting a Tradker Status type

Delste | Update

1
1
1 Adding in & tradker status
1

Delete Updats Tracker Status #1

Delete Update yawn I\

Delete Update ZND Szcond Notice Letter Sent

Delete Update 2ND testno

Delete Update 2nDOF FR missing

Delete Update 2 tlah blah

Delete Update ABC BT

Delete Update ACDU Member sent Active Duty

Delete Update ADMINT General A Records [We hold privileges in temporary sbeyence.)
Dslete Update ADMINZ REDCOM Records Review (NPQ 20 dsy follow-up required (Med Boards)
Delete Update ADMINZ DIRECTOR OMLY (Pending Admini Action - Full snd Fair Hearing)
Delete Update ADMINS ECOMS Kigkbadk

Delete Update ARCHIVED Date file was Archived by CCPD Staff

Delete Update CCFR Cred comm peer review

Delete Update
Delete Update

Committes Ready / April of ECOM/DS fready for ECOMS)

Committes Resdy / August of ECOM/DS {resdy for ECOMS)

Delete Update CR+1/DEC Committes Resdy / December of ECOM/DS (ready for ECOMS)
Delete Update CR+1/FEB Committes Resdy / February of ECOM/DS fready for ECOMS)
Dslete Update CRHIJAN Committes Resdy / January of ECOM/DS (ready for ECOMS)
Delete Updats CRHIJUL Committes Ready / July of ECOM/DS (ready for ECOMS)
Delete Update CR+1JUN Committes Ready / June of ECOM/DS {resdy for ECOMS)
Delete Update CR+1/MAR Committas Resdy / March of ECOM/DS fraady for ECOMS)
Delete | Update CRHMAY Committes Resdy / May of ECOM/DS [ready for ECOMS)
Dslete Update: CR1/NOV Committes Resdy / November of ECOM/DS (ready for ECOMS)

Figure 359: Tracker Status Screen

Note: Refer to Section 6.3.12.1 for further details on how to maintain Tracker Status entries in
the provider’s credentials record.
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15.8 Provider Remarks
Users can insert, delete, update, and edit MTF Provider remarks entries by selecting Provider
Remarks from the System menu, as depicted in Figure 360.

System
Authority Tables
Command Parameters

| MTF Contacts

Applicant Processing

U=zer Procez=ing
Change Start Page
Tracker Status
Provider Remarks
Broadcast Messages®

Me==aging

Figure 360: Provide Remarks Menu Option

The Provider Remarks Type window opens, as depicted in Figure 361. The pick list options
for Provider Remarks are created when CC/MSSP/CMs click Insert in the upper left-hand
corner of the screen.

~A Viorldwide Credentialing, Risk Management, and Messages(50)| Last Logon Attempt: 10/23/2012 09:14:40 -05:00 & | Submit Ticket| Securiy Briefing | Log
5 CCOAS Adverse Actions System Supporting Medical Personnel Readiness” NOOOTE %

xxxx EOUQ *rEx

Credentialing Privieging RiskManagement  Adverse Actions Reports

Cancel nset  w |

Provider Remarks Type

I ‘ | Description
Delete | Update

MFR

Figure 361: Provider Remarks Screen

After CC/MSSP/CMs enter a free-text Description and click Add, the Provider Remarks Type
displays one new entry. Figure 362 depicts the Provider Remarks Type (Description) screen.

Provider Remarks Type

De=cription

sgd | cClose |

Figure 362: Provider Remarks Type Screen (Description)
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Additional remarks types may be entered by repeating this process until the complete list of pick
list values have been created, as depicted in Figure 363. After all desired values have been
created, CC/MSSP/CMs click Cancel to complete the configuration process.

Cancel Insert
Provider Remarks Type
uic Description
Delete Update FFM5J0 Record review accomplished 8/14/2011 by EKF
Delste | Update FFLO10 Licen:
Delete | Update FEMKWO 2 YR TOUR WITH THE ARMY. PCF 1S TEMP. INACTIVE
Delete Update: FFL&40 NPI
Delete Updale FFMMFO | Licensurs
Delete | Update FFTMWD | retired
Delste | Update FFMFHD  Detsils
Delste | Update FFLOLO Weme
Delete Update: FFTDQO DEA Number
Delete Updale KFOJFCBE  test May 15
Delete Update BP2ZFBLS | Testing for User guide
Delste | Update CDICFVRY  testing
Delste Update: ED1MFNDS | locel
Delete Update HLORFC23  Pending CF Review
Delete Update: CDICFVPY | TRAINING 15_OCT
Delete Updale BP2WFPIS | PAC Initial Remark
Delete Update DWILFCON | AFTER FCS
Delste | Update DIMLFCON | VALZ test
Delste | Update CDICFVFV | Exam: se1 Guide
Delete | Update CLILFCOF  Revi
Delete Updale CLILFCOF | c: s
Delete Update CLILFCOF | M nt
Delste | Update CLILFCOF _ Frivileging event

Figure 363: Provider Remarks Type Screen

15.9 Broadcast Messaging

Broadcast messages are system-wide messages and notifications that are meant to be viewed by
anyone that logs into the application. If there is an unread broadcast message users can see a
notification message about the incoming message when they log in to CCQAS as depicted in
Figure 364.

Message from webpage @

! Mew incoming credentialing transaction(s) exist for this UIC.

To prevent this message from appearing, appropriate personnel
must acknowledge these transactions. Go to the Transaction
Table on the Credentials Menu to acknowledge the incoming
transactions.

MNew incoming Broadcast Message.

To prevent this message from appearing, you must read these

messages. Go to the Broadcast Messages on the Systems Menu
to read the incoming message.

Figure 364: New Incoming Broadcast Message Alert
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To view incoming messages, select Broadcast Messages from the System menu, as depicted in
Figure 365.

System

Authority Tables
Command Parameters
MTF Contacts
Applicant Proces=sing

User Processing
Change Start Page
Tracker Status
Provider Remarks

Broadcast Messages

Mez=aging

Figure 365: Broadcast Messages Menu Option

The Broadcast Messages screen opens, as depicted in Figure 366. Unread messages display in
the Read Broadcast Messages section of the screen. Users have options to Check All messages
(button), or they can filter these messages by clicking the Filter Criteria button. Messages can

be filtered in the following manner:

Message Title
Read

Sent From
Date

The View Message section of the screen, depicted in Figure 366, contains the body of the
broadcast message. This includes the title of the message, the date the message was created, the

sender of the message, and the message itself.

Read Broadcast Messages
Check All | Filter Criteria Record Count: 2
B [ sencer liessags Title Created Date
v E5 [T MSSP1S41MSSPIS4 Custody Transfer Requested 03 z
» MSSP182 MSSP182 PCS Transfer Requested 08/18/201
ar
View

Sroadcast Message

Created Date: [09/25/2012

Title: |Custody Transfer Requested

Message: [z uesting that the Custody of the credentialing record for CAROLLA, ADAM (100-55-7474) be &
ra 1o NOOOT4, NAVAL SPECIAL WARFARE COMMAND, SAN DIEGO NLT <Dats Not Entereds |
Reasen: Provider has been assigned to this UIC LI

Print Selected Message(s) || Create New Wessage || Delete Selected essageis) || ciose |

Figure 366: Broadcast Message Screen
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After CC/MSSP/CMs read the message, they may close it by clicking Close, or print it by first
clicking the checkbox in the upper portion of the Read Broadcast Messages then clicking Print
Selected Message(s), at the bottom of the screen. To delete the message, first click the
checkbox in the upper portion of the Read Broadcast Message, then select Delete Selected
Message(s) at the bottom of the screen.

Types of Broadcast Messages include:

e ICTB Transfer Requested Broadcast Message - An automatic notification is sent to the
primary CC/MSSP/CM whenever a non-primary UIC performs an ICTB request

e PCS Transfer Requested Broadcast Message - An automatic notification is sent to the
primary CC/MSSP/CM whenever a non-primary UIC performs an ICTB request

e Custody Transfer Requested Broadcast Message - The Broadcast Message for a
Custody Transfer includes the name of the requested Provider, the custody NLT date, the
reason for custody transfer and POC information of the requesting location.

e Update of Credentials Requested Broadcast Message — An automatic notification is
sent to the primary CC/MSSP/CM whenever a non-primary UIC uploads a document and
requests the primary CC/MSSP/CM take appropriate action

e Reactivate Account Broadcast Message — A system message that is sent to the
CC/MSSP/CM when a provider account has been deactivated and a provider has an
active task that needs to be completed.

15.9.1 Incoming Broadcast Messages

Message from webpage X

Mew incoming Broadcast Message.

To prevent this message from appearing, you must acknowledge these
messages. Go to the Broadeast Messages on the Systems Menu to
acknowledge the incoming message.

oK

Figure 367: New Incoming Broadcast Message Alert for Sending Location

To view incoming messages, select Broadcast Messages from the System drop-down menu, as
depicted in Figure 368 below.
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& ccqus version 2100 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Research fola=s

et " "
? cﬁa‘s * Advers[;rA[:I\ons Sysl:lrik Meljlrt".:I

Messages(1) | Last Logon Attempt:

Submit Ticket | Security Briefing | Logoff

DWICFDNS

*xax EQUQ *+5*

Provider Search Advanced Credentials Search| Add Credentials Provider

Last Name:
Alias Last Name:

Branch - - Civilian Role: -

Primary UIC: Other UIC.

Department: File Manager
Frovider Type: -

SortBy: LastName -

Figure 368: Broadcast Messages Menu Item at the Sending Location

An automatic notification is sent to the sending ICTB UIC whenever an ICTB request is entered.
Fields include: Title, Created Date, Sender, Type of Duty and Message. Figure 369 below
depicts the Broadcast Message screen.

After the CC/MSSP/CM reads the message, he or she may close it by clicking Close, or print it
by clicking Print Selected Message(s). To delete the message, select the Delete Selected
Message(s) button at the bottom of the screen.

“ Worktwiae Credentaiing, foak Wanagement. sad
Spstem

it £ T

Bl et Uessege Tie Crested D
] ECI08 ECIN (L] ey — 12182013

3 LI CCN T3 Traasher Heguested wnsan

@ neguestng Tl Ihe credomalng reoed far AMDERS.
YUED TR, wih s begining dae of S21183011 s

] ik w| o | |
Figure 369: Broadcast Message Menu ltem

Note: The Create New Message button allows CC/MSSP/CMs to write a message for
broadcasting to other CCs/MSSPs/CMs. The message is not limited to any one particular topic.
The Broadcast Message functionality, therefore, can be viewed as limited email functionality
within the CCQAS system only.

15.9.2 Create New Broadcast Message
When users select Create New Message at the bottom of the Broadcast Message page, a blank
message screen appears, as depicted in Figure 370. They fill out the subject and the body of the
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message. Users then select which type of users to send the broadcast message to, by selecting
one of the Enable User Types radio buttons. The available user types are as follows:

e Send to Module Users Only

e Send to Provider Users Only

e Send to Both

Users then select the message recipients by selecting the appropriate Recipients check boxes.
The list will default to the current user’s service, but can be expanded by clicking the Plus
buttons on the left-hand side of the check boxes. The Plus = button expands the service list,
which allows users to select one or multiple MTFs to receive the message. Users may expand
the MTFs further by click the Plus = button to select specific users at the UIC. Figure 370
below depicts the Create Message page, with the Recipients section expanded to the MTF user
level.

Broadcast Message

[ Broadcast
Subject: I

Message: ﬂ

rEnable User Types [C
" Send to Module U

= what type of users to send Broadcast Message to]

™ Send to Provider Users Only
%' Send to Both

\frjfi:‘ﬂ\eelg:sa box, you are sefecting everything below it, even if you don't expand the section. Selection(s) are further modified by the option selected in the "Enable User Types” area
E [ air Force
™ AFCCVO - A F Centralized Credentialing Verification O, @, PCS Only ™, TX
I AMOJFQCL - 0097 MEDICAL GROUP @, ALTUS AFB, OK
" ATORFDFO - 0035 MEDICAL GROUP @, ANDERSEN AFB, GU
[T AUTLFNL3 - 077STH MEDICAL GROUP @, ANDREWS AFB, MD
I A¥0DFEV3 - 0031 MEDICAL GROUP @, AVIAND AB, AE
=" BB1CFOPR - 0002 WMEDICAL GROUP, Barksdale AFB, LA
Name Position User Type
ADVERSES, ADVERSES Module

CMS, CMS Module
Iodule
lodule
Module
Module
Module

anoaoaonoan

SLWE, ELwWE IModule

Figure 370: Create Message Page

Note: The Create New Message button allows CC/MSSP/CMs to write a message for
broadcasting to other CCs/MSSPs/CMs. The message is not limited to any one particular topic.
The Broadcast Message functionality, therefore, can be viewed as limited email functionality
within the CCQAS system only.

15.9.3 Broadcast Message and Custody Transfers

The Primary UIC receives a broadcast message that another CC/MSSP/CM is requesting the
transfer of the Provider’s credentials custody. For more information on broadcast messages,
refer to Section 15. The message that the Primary UIC sees includes the following information:
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CM28 C28 is requesting that the Custody of the credentialing record for Blue,Carrie
(222-11-4444) be transferred to HLORFC23,15th MEDICAL GROUP, HICKAM AFB
NLT 05/07/2013.

Reason: Provider has been assigned to this UIC

My contact information is as follows:
Username: CM28

Email: email@email.com

Phone: (111) 222-3333 (Home)

Credentials Coordinator:

Name: Cred Coordinator
Commercial Phone: (703) 123-4567
DSN Phone: 123-4567

Fax Phone: (703) 123-0987

Email Address: ctest@email.com

At this point, the request for custody transfer has been made. The Primary UIC now follows the
steps in Section 17.1 to initiate the custody transfer to the requesting UIC.

15.10 Messaging
When users select the Messaging option from the System menu, they can then select whether or
not to receive email notifications. Figure 371 depicts the Messaging menu option.

System
Authority Tables
Command Parameters
MTF Contacts
Applicant Processing
User Processing
Change Start Page
Tracker Status

Provider Remarks

Broadcast Messages
lMez=aging

Figure 371: Messaging Menu Option

The Email Notification screen opens, where users can select whether or not they would like to
receive email notifications by selecting either the Yes or No radio buttons. If users select No,
they will no longer receive the Privileging email messages (This option is not recommended for
users that do not login to CCQAS on a daily basis). Figure 372depicts the Email Notification
screen.

Note: If users choose to disable email messages, this does NOT disable broadcast messages.
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Credentialing Privileging Risk Management Adverse Actions

Email Metification

Privileging
[ Would you like to receive email notifications? % ez 7 o

Figure 372: Email Notification Screen
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16 Branch Clinic Management

Branch Clinic Management is a new function within CCQAS that allows MTF level users to
designate specific UICs as branch clinics to create a hierarchy. MTF level users can add what
are called “branch” UICs to a “parent” UIC to create the hierarchy. This is done through the
Branch Clinics Management module within the MTF Contacts page.

16.1 Adding a Branch Clinic
Select the System menu and, select MTF Contacts, which displays all UICS for your service,
and then select the MTF UIC, as depicted in Figure 373.

Note: CC/MSSP/CMs can then filter by service by selecting the radio button for that service,
which is located at the top of the screen.

3 "A Worldwide Credentialing, Risk Management, and

? ccms Adverse Actions System Supporting Medical Personng
Credentialing Privileging

MTF Contacts

{:} All {:} Air Force @ Ay {:3' Mawvy
| WITPAA | Army | YWes HQ E SECTOR US MEP COMD

| WITRAS | Army | Y HQ W SEC US MEPCOM

UZA MEDDAC BAWARLA

USA NG READIMESS CENTER
USA MED DEPT ACT JAPAN
USA HLTH CLMN FT BUCHAMAN
DWIGHT D EISENHOWER ARKNY MEDICAL CENTER
US4 DENTAL COMMAND

usa MEDCOM

TRAUMA TRAINING CENTER
IWZ AMEDD STU DET

USA DENTAC - FT HOOD

i
W

i
W

AL | Armmy
L&A | Armmy |

3
3
v | WIFBAA | Army
2
3

i
W

in
W

[3ANO03 | Army | Y

in
(]

fIQMAA | Armmy

in
(1]

» | W3USAA | Army

mn
]

r WWIWY AL | Arn vd

i
W

b WIVZ2S | Army
| WINVZBD | Army | Y
v o WIZR10 | Army | Y
.{ID-'«.‘?ZREE Army | USA DENTAC - FT SAM HOUSTOMN
b | W3IZR30 | Army | Y USa DENTAC - FT POLK
v | W3IZR4D | Army |ves US4 DENTAC - FT SILL

Figure 373: MTF Contacts List

i
W

in
W

in
W

in
(]

in
(1]

The MTF page displays the following sections: MTF, Credentials Coordinator, Branch
Clinics, Risk Manager, and Remarks. To search for a branch clinic, select the Binoculars
icon, enter the search criteria and click Search. Authorized users can select the UIC they want
to add as a branch clinic, as depicted in Figure 374.

Note: Atthe MTF level you can only alter your own MTF contacts information.

Figure 374: UIC Selection for Branch Clinic

/
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When authorized users select the appropriate UIC, it displays in the UIC field, as depicted in
Figure 375. To add the UIC as a branch clinic, click the Add Branch Clinic button.

£ “A Worldwide Credentialing, Risk Management, and Messages(21)| Last Logon Aftempl; 04/24/2013 15:38:3 -05.00 & | Submit Ticket | Securiy Bricfing | Logg
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness" AMOJFQCL
*kkk FOUO *kkk /
Credentialing Priviieging Sy
MTF x
MTF
UIC: AMOJFQCL  Privileging: Yes  Service: Air Force
MOJFN #4  Add Branch Ci
Activate Privileging Module: Privileging Module Activated BIC: AMOJFNBK ElEE
MTF Name: f FrEme Location
o Records Relamed
P — Ho Records Returned

Address 2:
City:
State: -
Zip:
Country: -
DMIS:
Head Officer:
Credentials Coordinator Risk Manager
Name: Name:
Commercial Phone: ‘Commercial Phone:
DSN Phone: DSN Phone:
Fax Phone: Fax Phone:

Email Address: Email Address:

Remarks
Updated 10 June 2004

Save Cancel
Figure 375: Add Branch Clinic

When authorized users click the Add Branch Clinic button the new branch clinic displays in the
Branch Clinics section, as depicted in Figure 376.

Branch Clinics

uIc: [#8]|__A0d Branch ciinic__|
uic Name Location
v |wzzRz0 US4 DENTAC - FT S4AM HOUSTON Ft Sam Houston, T

Figure 376: Branch Clinic Record
Note: Authorized users have successfully added a branch clinic to the parent UIC’s hierarchy.

Authorized users can remove this branch clinic by clicking the Hidden Menu button, and then
selecting Delete from the down-down list, as depicted in Figure 377.
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| “;@é‘ "A Worldwide Credentialing, Risk Management, and Messages(21) | Last Logon Attempt: 04/24/201 5 -05:00 ¥ | Submit Ticket| Security Briefing | Logo
ccms Adverse Actions System Supporting Medical Personnel Readiness" AMOJFQCL

#rx EOO ****

Credentialing Privileging

MTF Branch Clinics

UIC: AMOJFQCL  Privileging: Yes Service: Air Force Add Branch Clinic

Activate Privileging Module: Privieging Module Activated uic:
MTF Name: 0097 MEDICAL GROUP @ L Hame Location
+ |anosrmex 0097 AEROSPACE WEDICINE SO 0K

Address 1: 87 MDG/SGHQC

Address 2: 301 NORTH FIRST STREET

City: ALTUS AFB
State: OK - Oklahoma -
Zip: 73523-contacts
Country: United States - US -
DMIS: 87
Head Officer:
Credentials Coordinator Risk Manager
Name: Mrs. Cred Coordinator (SGHQ) Name: LtCol Lorne Heyne
Commercial Phone: (703) 555-4321 Commercial Phone: 580.481.5407
DSH Phone: 285.5407
Fax Phone: 286.5442

Email Address: ccoerdin@test com Email Address: lorne.heyne@altus.af.mil

Remarks

Updated 10 June 2004

Save Cancel

Figure 377: Delete Branch Clinic

Note: A UIC that has previously been established as a branch UIC cannot be a parent UIC in
any other parent/branch UIC privileging relationship. Also, a UIC that has been added to a
parent/branch UIC privileging relationship cannot be a branch UIC in any other parent/branch
UIC privileging relationships.

16.2 Privileging at a Branch Clinic

On the Position tab of their electronic application, Providers have the ability to select the parent
UIC and/or multiple branch clinics and request privileges not only at the parent UIC, but the
corresponding branch UICs.

Note: CC/MSSP/CMs must be granted access to Branch Clinic UICs by a Service Level User in
order to separately configured each Branch Clinic UIC per the Managing Facility Privilege Lists
process in section 4 before providers can request privileges for that Branch Clinic UIC.

Figure 378 depicts a sample Provider’s application, which displays parent and branch clinics.
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Figure 378: Branch Clinics on ‘Position” Tab for Provider E-App

The Privileges section for each selected UIC displays on the Navigation menu on the left (refer
to Figure 379). Each UIC displays as a different privileges section on the electronic application.
Providers must go through each Privileges section and request privileges specific to that UIC.

Note: Level 1 Reviewers must be granted access to the Branch Clinic UICs by a Service Level
User before they can be assigned as a Reviewer.

A ViDrithwde Credsntiaing. Rk Lasagement. and Last Logos Anempt 05022013 11.00:34 -0%:00 ¥ | Sutet Ticket | Securty Briefng | Logotf
CCQAS Adverse Actions System Supporhing Wedical Parsoneel Resdingss® WIDHAA
haiad 5 ® ] [® B
[Renewal) - WIDMAA, IR00KE ARMY MED CTR, |
estrucseny Categores (WEONAA ) | Liige Grsups (WGDNAR] |

¥ [ |
I 3 e —— g —

*wm Provides Category: Pysician

= Erivisge Category

o Leenties T

& Deans Adomacent Bedcne

¥

W
o Spacuty * Ar Reserve Components (UTA) - Prysician

O AWt 7] nswegy e oy CareSupplemental ) Remized

@

& Contingency Traming. iy
: i = 3 Cardetherntic Sugery
(e Cnig Abuseforensic Pediatrics

- Cinical Cardac DRcirophysicigy

Devibpmnsial Bchaviorsl Podalrics

Comments.
Appleaton Packet Dugnostic Aadobgy
[ Ermmegency Usscns

Endocnpiegy
Fanty Usgces
Fight Surgeon
Gastroentersiegy
Ganaral Medcal Offices
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Genetics

nratckegy . Gacogy

Infections Ducase
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Figure 379: Privileges Secti.on for Branch Clinics
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Providers complete and submit their electronic application with requested privileges. The PAC
at the parent UIC receives a task notification. After the PSV is completed for the electronic
application, the PAC routes it to at least one Level 1 reviewer for each UIC. On the first UIC
tab, the levels 2-6 and 5-6 Reviewers/Committee Chairs and the PA are selected once for the
entire E-application. Figure 380 and Figure 381 depict the Routing page.

?cc QAS “A Worldwide Credentialing, Risk Management, and Messages(2)| Last Logon Attempt: 05/02/2013 15:16:56 -05:00 & | Submit Ticket | Securtty Briefing| Logoff

Adverse Actions System Supporting Medical Personnel Readiness” W2ZDHAA
HhEE FOUO KRk
System e I

Application Routir ] |
‘Summary I wanLes | WeDnaA | wariaa | |

Level 1 Reviewer '@ Route to Level 1 Reviewers * A Level 1 Reviewer is required. ‘

Privilege Category Available Reviewers i Task Due Date (if required)
|
@ Alergy and Immunology REVIEWER103, REVIEWER103 | =N

=)

Level 2 Reviewer | Route to Level 2 Reviewers
Level 3 Reviewer | Route to Level 3 Reviewers
Level 4 Reviewer | Route to Level 4 Reviewers
Level 5 Reviewer | Route to Level 5 Reviewers
Level 5 Committee Chair | Route to Level 5§ Committee Chair
Level 6 Reviewers | Route to Level 6 Reviewers
Level 6 Committee Chair | Route to Level 6 Committee Chair
Privileging Authority | Route to Privileging Authority * Privileging Authority is required.
Available PA's Task Due Date (if required)
PA1D4, PAT04 - =

Save Cancel

Figure 380: Reviewer Routing Page

i “A Worldwide Credentialing, Risk Management, and Messages(2) | Last Logon Attempt: 05/02/2013 15:16:56 -05:00 # | Submit Ticket| Security Briefing| Logof
? ccms Adverse Actions System Supporting Medical Personnel Readiness" W2DNAA
=xx EOQ

[L— Privieging Syster elp |

ion Routing - CHANNING TATUM, 584123568 |

Summary w2DLAA | w2DNAA || werLaa
Level 1 Reviewer * A Level 1 Reviewer is requirsd. |
Privilege Category Available Reviewers Salaciad Task Due Date {if required)
|
T —— > | [Reviewer10s, REVIEWER10S (internal eg) | =

Level 2 Reviewer

Level 3 Reviewer

Level 4 Reviewer

Level 5 Reviewer This section can only be edited on the first UIC tab.

Level 5 Cr i hair This section can only be edited on the first UIC tab.

Level 6 Reviewers This section can only be edited on the first UIC tab.

Level 6 Committee Chair This section can only be edited on the first UIC tab.

ity * Privileging Authority is required. This section can only be edited on the first UIC tab.

Available PA's Task Due Date (if required)

FA1D4 PATD =

‘ Save Cancel ‘

Figure 381: Reviewer Routing Page for Branch Clinic

The PAC can view the summary of the application routing before submitting it. Figure 382
depicts the Summary page.
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@ CCQAS Version 2.10.1 - Centralized Credentials Quality Assurance System - Windows Internet Explorer provided by ASM Rﬁearch_

iE "A Worldwide Credentialing, Risk Management, and
? ccmﬁ Adverse Actions System Supporting Medical Personnel Readiness™
*#ax EQUQ ****
Credentialing
Application Routing - CHANNING TATUM, 584123568
Summary W2DLAA | WIZDNAA | W2FLAA
W2DLAA - ARMED FORCES INSTITUTE OF PATHOLOGY Ci Yes
Level Priviege Category Task Due Date Reviewers
Level 1 Review Allergy and Immunology REVIEWER103, REVIEWER103
Privileging Authority All Categories PA104, PA1D4
| W2DHAA - BROOKE ARMY MED CTR C Yes
Level Priviege Category Task Due Date Reviewers
Level 1 Review Allergy and Immunology PA104, PA104
Privileging Authority All Categories PA1D4, PATD4
W2FLAA - USA MEDDAC REDSTONE ARSN Ci Yes
Level Privilege Category Task Due Date Reviewers
Level 1 Review Allergy and Immunology REVIEWER105, REVIEWER105 (Internal Med)
Privileging Authority Al Categories PA104, PAT04

Figure 382: Summary Page for Reviewer Routing

After PACs submit the application for routing, the Reviewers can view new tasks in their Work
List. The Branch Clinic Reviewers can only see the privileges that the Provider requested at that
Branch Clinic. After all Reviewers approve the electronic application, a task is added in the
PA’s Work List to approve the requested privileges. When PAs open the Application Ready
for Review task, they can review privileges requested at the parent and branch UICs, as depicted
in Figure 383.

cr Risk , and

2 g
? ccms Adverse Actions System Supporting Medical Personnel Readiness”
xxxx EOUQ %

W2DHAA

Credentiaing

Documents. ‘Comments
[ © ~ou must view all Priviege/UiC and click the "Review Completed” button, at the bottom of each UIC's list of privileges, before an Appl PR w/Modification or Dis button can be clicked. |
Priviege Category: Allergy and Immunology v Sortby: Core -
[ core Privileges | =

= 3 Allergy and Immunology
= =4 Version 1.0
[ {_J Physicians requesting privileges in this subspecialty must also request privileges in their primary discipline

m

= 4 Scope
Privilege(s Provider Level 1 Privileging Authority Comments
c The scope of privieges in Allergy and Immunology includes the evaluation, diagnosis, consultation, management, and provision of L
therapy and treatment for patients presenting with hypersenstivity and immunologic conditions or disorders. This scope also includes
the consultation, management, education, and provision of therapy and treatment for patients presenting for immunization heakhcare Fully Competent Not Supported Not Supported [k}

including routine prevention, travel, education, military readiness and adverse events. Physicians may admit and may provide care to
patients in the intensive care setting in accordance with MTF policies.

= {2 Diagnosis and Management

Privilege(s Provider Level1 Privileging Authority Comments
c Performance and interpretation of diagnostic testing for immediate hypersensitivity disease (skin testing, challenges) Fully Competent Not Supported Hot Supported ]
c Performance and interpretation of diagnostic testing for delayed hypersensitivity Fully Competent Not Supported Not Supported ]
c Performance and interpretation of diagnostic testing for reactive airway disease and asthma (e.0., spiromelry wilh flow-volume Fuly Competent Not Supported Not Supported o
loops, bronchodiator response, bronchoprovocation challenges)
c Immunoglobulin therapy Fully Competent Not Supported Mot Supported 0O B
Disapprove Return vi/o Action Close

Figure 383: PA Review of Privileges for Parent/Branch Clinics
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After PAs review all privileges for each UICs, they must click the Review Complete button for
each UIC the provider is requesting privileges, before they are able to proceed. The arrow in
Figure 384 shows the Review Complete button, which is located at the bottom of the privilege
list.

: “A Woridwide Credentialing, Risk Management, and essages(2)| Last Logon Afte: 3 15:31:55 -05:00 # | Submit Ticket | Securty Brifing | Logo
5 CCQAS Adverse Actions System Medical z W2DHAA
EEEE FOUO KRER
[Provider Application Review - CHANNING TATUM, 534123568
Provider Summary | Postion [ Privieges I Documents. Comments
W2DLAA | W2DNAA | w2FLAA | Reviews Completed |
[© You must view all Privilege/UIC combinations and click the "Review Completed” button, at the bottom of each UIC's list of privieges, before an App pproved or D button can be clicked.
Priviiege Category: Alergy and Immunology v Sertby: Core -
= ‘A Allergy and Immunology b
= =4 Version 1.0
Provider Level 1 Privileging Authority Comments
Not Requested Not Supported Not Supported 0
Immunomedulator therapy Not Requested Not Supported Not Supported O
Nassl Cytology Not Requested Not Supported Not Supported o
= 4 Procedures:
Privilege(s Provider Level 1 Privileging Authority Comments
Autologous serum testing for autoimmune urticaria Not Requested Not Supported Not Supported &}
Fiberoptic rhinolaryngoscopy Not Requested Not Supported Not Supported 0
Exercise Challenge Not Requested Not Supported Not Supported [}
Food Challenge Not Requested Not Supported Not Supported 0O
{1 =3 Other (Facility- or provider-specific privileges only):
Review Completed — e
| Disapprove Return wio Action Close

Figure 384: PA Decision Review Complete Screen

On the Reviews Completed tab, PAs must confirm each box is checked, indicating the privileges
for each UIC have been reviewed, before approving the application. After all boxes are
confirmed checked, the PA clicks either the Approve or Approve with Modification button at
the bottom of the page, as depicted in Figure 385.

This completes the task for reviewing the Provider’s application. The Provider is now privileged
at the parent UIC and branch UICs for the privileges that he or she requested and were approved.
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W2DNAA

‘vai‘br tion Review - CHANNING TATUM, 584123568
Provider Summary_| Postion | Privieges | Comments
WIBLAA | WADNAA | W2FLAR || Reviews Completed |

‘ 6 You must complete the review of all UIC(s) before an Application can be Appi pp or |
Mevews Completeg
eviewed |UIC Name Completed Date By |
W2DLAA ARMED FORCES INSTITUTE OF PATHOLOGY 0540212013 PATO4
W2ZDNAA BROOKE ARMY MED CTR 0510212013 PAT04
W2FLAA USA MEDDAC REDSTOME ARSN 0510212013 PA104

Return wio Action

Approve || Approve w/ Wodification | Disapprove |

Close

Figure 385: PA Decision Screen

CCQAS 2.10 User Guide

285



17 Custody Transfer

This section outlines the various ways to perform a custody transfer. Providers can have
multiple assignments, but only one UIC, their Primary UIC, has custody of the Provider’s
credentials record.

The Primary UIC is the only UIC that owns the CCQAS Cred record and the only UIC that can
directly edit a Provider’s CCQAS Cred record.

Note: Business rules will dictate custody and custody transfers in accordance with Tri-
Service/Service policy.

17.1 Custody Transfer without PCS

17.1.1 Initiate Custody Transfer (Primary UIC)

Note: Custody transfer can also be accomplished via PCS, refer to Section 9

When the CC/MSSP/CM at a Provider’s primary UIC wants to transfer custody for the
credentials record only, he or she can do this by selecting the Initiate Custody Transfer. To
perform this action, the CC/MSSP/CM runs a credentials search to locate the Provider for whom
he or she would like to transfer custody. After the Provider is identified, the CC/MSSP/CM
selects Initiate Custody Transfer from the hidden menu, as depicted in Figure 386 below.

- A ide C. ialing, Risk Manag , and lessages(3) | Last Logon Attempt: 05 2:38:55 -05:00 b | Submit Ticket | Security Briefing | Logo
? ccms Adverse Actions System Supporting Medical Personnel Readiness™ CLILFCOF

=xx EOUQ ***

My Applications.

Provider Search | Advanced Credentials Search||  Ssarch Resutts | Add Credentials Provider Help?

7 Hame SSH Primary UIC Start Date Branch Corps. Status. Cred Status. NP1 Active Assignments| *
» | AHL, KENYA 923-92-3923 CL1LFCOF 030572013 o Active 1

» | AIKIN, JOHN 101-02-0123 CL1LFCOF 101072012 Dual Active 2

» | BANDER, XANDER 111-22-6868 CLILFCOF 092612012 o Active 2

+ | Ball, Lucile 000-12-3456 CLLFCOF 091672012 Fi1 e Dual Active 2

» | Banderz, Xander 222-11-6666 CL1LFCOF 09/06/2012 o Active 1

» | Banderz, Xander 222-11-8868 CL1LFCOF 09/06/2012 o Active 1

+ | Blue, Carric 22214444 CLLFCOF 020052013 P11 1o Dual Active 3

» | Bunny, Easter 231-7T4-3333 CL1LFCOF 091772012 F11 Wc Dual Active 2

+ | Bunny, Benjamin 555-66-4444 CL1LFCOF 08/28/2012 ML Active 1

» | CAROLLA ADA L 204151515 CLILFCOF 0410972013 Fit oc ML Adive 1

» | COLLAZO, LUC, 598-14-2200 NOO183 030572013 N1t wc ML Active 1

+ | DAYE,BETH | peactivate Provider 000-00-0188 CLILFCOF 0200512013 N1 ue ML Active 1

» | DONOTTOUCH, . Lefters 325-97-2496 CLILFCOF 02/05/2013 o Active 1

+ | DUCK, DAFFY | Grant Module Access 222.33-4455 CLLFCOF 020052013 N e o Active 1

» | Duck, Donald 231-T4-0004 CL1LFCOF 082772012 ML Active 1

» | EVERDEEN, KATNISS 100-25-2525 CL1LFCOF 05/01/2013 o Active 1

+ | FROG, GREEN 000-12-6765 CLLFCOF 01292013 Al e ML Active 1 i
Record Count: 45 Search | ClearScreen | Add Provider | Record Limit: 100

Figure 386: Initiate Custody Transfer Option from Hidden Menu

The Initiate Custody Transfer screen appears, as depicted in Figure 387

Initiate Custody Transfer for CAROLLA, ADAM

Transfer Record To: | CODJFSRI Effective Date:
Transfer Reazon: | Provider has been assigned to this UIC -
9 Whe updating and maintaining this credentials record wil be transferred to the gaining UIC.

een assigned

ovider hag b o this
Provider has been assigned to non-credentialing UIC
Contingency ’ . Bubmit Cancel

Custody Transfer Error
Other

Figure 387below. Select the UIC to transfer custody to and the reason for the custody transfer.
The date for the initiate custody transfer function automatically sets to the date of the initiation.
This date is NOT editable.
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Note: Custody Transfer by itself DOES NOT:

- End Assignment at Transferring UIC

- End Privileges at Transferring UIC

- Create Assignment at new Custodial UIC
- Initiate an E-App at new Custodial UIC

Note: Custodial Transfer allows new Custodial UIC to change provider profile page when new
assignment is created.

Initiate Custody Transfer for CAROLLA, ADAM

Transfer Record To: COOJFSR1 Effective Date:

Transfer Reason:  Provider has been assigned to this UIC -

8 Whel updating and maintaining this credentials record wil be transferred to the gaining UIC.
Provider has been assigned to this UIC

Provider has been assigned to non-credentialing UIC )

Contingency Submit Cancel

Custody Transfer Error
Other

Figure 387: Initiate Custody Transfer Screen

Note: Custodial Transfer CANNOT be cancelled, the gaining UIC must be contacted and
custody must be transferred back to previous owner. (For cancelling PCS’s, refer to section 9.8)
After CC/MSSP/CM clicks Submit, a confirmation message for the transfer displays, as depicted

in Figure 388 below. Click Cancel to return to the Custody Transfer page, or click OK to
submit the transfer.

Message from webpage |

:{) Are you su%}fau want ko initiate a custody transfer?

(6]4 I Cancel |
x
L] E Custody Transferred.
L

Figure 388: Custody Transfer Confirmations

After custody is transferred, the appropriate gaining UIC receives a new entry in the Transaction
Table as depicted in Figure 389.This entry informs the gaining UIC that a custody transfer to
their facility has been initiated.
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Last Logon Attempt: 05/06/2013 13:40:22 -05:00 ¥ | Submit Ticket | Security Briefing | Logof!

“t‘ "A Worldwide Credentialing, Risk Management, and
7 CCQAS

Adverse Actions System Supporting Medical Personnel Readiness” COOJFSR1
KRKE FOUO ARKE
Credentialing Priviieging Syster eip ]
Provider Transactions

Direction Status Action

[¥] Incoming @ Unacknowledged @ pes (7 Update of Credentials Reguested

[] outgoing ) Acknowledged @ cTa (2) Non-Primary Assignment Created

[ Primary MTF () Both )] @ Custody Transfer

Acknowledged From MTF To MTF Primary MTF Action Iniiated Provider Name SSN Sender's Name Sender's Phone
CLILFCOF CODJFSR1 CO0JFSRI Custody Transfer 05/06/2013 ADAN CAROLLA 204-15-1515 Wickey Mouse (703) 123-9876

* Results showing last & months of history

Save | Close

Figure 389: Custody Transfer in Provider Transaction

Search

At this point, custody of the record has been transferred. The new Primary CC/MSSP/CM can
now search for and update/edit the record.

17.1.2 Request Custody Transfer

NOTE: If there are questions about Custody transfers between services, contact your service
representative.

When a non-primary facility needs access to a Provider’s credentials record for updates/editing,
the non-primary CC/MSSP/CM can request a custody transfer from the primary UIC.

The non-primary CC/MSSP/CM would perform a Provider search via the Provider Locator
function, and identify the Provider he or she would like to request a transfer for. The non-
primary CC/MSSP/CM would then select Request Custody Transfer from the Provider’s
hidden menu, as depicted in Figure 390 below.
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"*." : "A Worldwide Credentialing, Risk Management, and m
7 CCQAS - .

Adverse Actions System Supporting Medical Personnel Readiness™

khkk FD uu xEEE

Credentialing

Provider Search | Advanced Credentials Search|  Search Resuts | Add Credentials Provider |

b+ | AHL KENYA 923-92-3923 CLILFCOF 030572013 Civ Active €28 MEDICAL
» | AKIN, JOHN 101-02-0123 CLILFCOF 10102012 Dual Active 626 MEDICA|
+ | BANDER, XANDER 111-22-6658 CLILFCOF oarzerzMz Cn Actve E26 MEDICAL
+ | Bal Lucile 000-12-3456 CLILFCOF 091672012 Fi11 MC Dual Active €26 MEDICAL
+ | Banderz, Xander 222-11-6886 CLILFCOF oamerzmz cn Active 628 MEDICAL
+ | Banderz, Xander 222115856 CLILFCOF Q9MoE2012 e Active 626 MEDICAL
+ | Blue, Carrie Assgnment STT-11-4484 CLILFCOF 02052013 P11 MO Dual Active 628 MEDICAL
+ | Bunny, Be SEE-4444 CLILFCOF oazarm2 ML Active 628 MEDICAL

Resque=s! Custody” Trans er

Bunny, E“D“ﬁhﬂ! Proveier 1-T4-3333 CLILFCOF ganTz02 F11 MC Qual Active 628 MEDICA]

v | DAYE, HETLEﬂm J-00-0188 CLILFCOF 02ms2013 H11 MC ML Acthe 628 MEDICAL
v W“‘-’mlchnm G| 5-97-24%6 CLILFCOF 02052013 cn Acthve £28 MEDICAL
+ | DUCK, DAF Grant Module Access 2-33-4455 CLILFCOF o0S/2013 | HN MC o Active 626 MEDICAL
+ | Duck, Donaid Ii31-?-l—liH}D4 CLILFCOF garaTem2 ML Active 628 MEDICAL
v | EVERDEEN, KATMISS 100-25-2525 CLILFCOF 05012013 cns Acthie 626 MEDICA)
+ | FROG, GREEN 000-12-8765 CLILFCOF 22013 AN MC WL Acthve 628 MEDICAL
+ | Hoke, VATECH 222-34-1234 CLILFCOF gans2m2 F11 MC cn Active 628 MEDICAL
s | Hindahls Haathedff 448 55 A444 CL1LFO0F 012012 Arthe B2 MEDKCAL

Figure 390: Request Custody Transfer Option in Hldden Menu

The Request Custody Transfer screen displays, as depicted in Figure 391 below. The
CC/MSSP/CM sets the custody NLT date for the transfer. The date defaults to today’s date, but
it is editable for future dates. The CC/MSSP/CM then selects a reason for the transfer. The
requestor’s email address is filled in automatically, but he or she must include a phone number.
The CC/MSSP/CM can review the message, but the message body is NOT editable.

Broadcast Message to CLILFCOF

Subject: Custody Transfer Regquested
Custody NLT Date: 05/07/2013 =
Reason: Provider has been assigned to this UIC -

Requester's Email. emai@emailcom

Requester's Phone: (540} 3732020

Message Preview|CM28 CM28 is requesting that the Custody of the credentialing record for Blue, Carrie (222-11-4444) be
transferred to HLORFC23, 15th MEDICAL GROUP, HICKAM AFB NLT 05/07/2013.

Reason: Provider has been assigned to this UIC

My contact information is as follows:
Username: CM28&

Email: email@email.com

Phone: (111) 222-3333 (Home)

Credentials Coordinator.

Mame: Cred Coordinator
Commercial Phone: (703) 123-4567
DSN Phone: 123-4567

Fax Phone: (703) 123-0887

Email Address: ctest@email com

[ sea | cose |
Figure 391: Request Custody Transfer Broadcast Message Screen
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Click Close to return to the search page, or click Send to send the request. After the
CC/MSSP/CM clicks Send, a confirmation message displays (refer to Figure 392 below), which
indicates that the request has been sent. Click OK to close confirmation message dialog box.

Message from web x|

' E The Message was sent!
L

Figure 392: Confirmation Message

17.2 Custody Transfer with PCS
A Provider’s Primary UIC can also transfer custody with a PCS via the Initiate PCS function.
This function is outlined in Section 9.
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Appendix A. Frequently Asked Questions (FAQs)

Q: Can | future date a PCS with outstanding ICTBs? (CC/MSSP/CM, 9)
A: Yes, as long as the ICTBs end on or prior to the PCS Effective Date.

Q: The “PA Review Complete” snapshot is missing, why? (CC/MSSP/CM, 6)

A: Sometimes due to system latency or other technical problems a PDF snapshot may not
generate. If you are missing a snapshot contact your Service CCQAS DBA to report the problem
and to re-generate the snapshot.

Q: One of my e-Apps disappeared after the Complete PSV task was completed, why?
(CC/MSSP/CM, 5)

A: To verify the current location of the e-App, go to the Submitted Applications tab and select
View Task Log/Comment. If the e-App is in a closed status, the reason is probably because the
provider failed to request privileges and complete privilege lists. This can be verified by
reviewing the PSV Complete snapshot and/or reviewing closed CCQAS tasks for the e-App in
question.

Q: My Privileging Authority doesn’t have an <Approve> button, why? (PA,5)
A: The Privileging Authority must select the <Review Completed> button at the bottom of the
Privileges tab in order to activate the Approval buttons at the bottom of the screen.

Q: How do | submit an e-App for Routing? (CC/MSSP/CM, 5)

A: Once all the Reviewer(s) and the Privileging Authority have been selected and saved for all
Privilege Categories on all UIC tabs, select the Summary tab, review and click the <Submit>
button.

Q: I have a contractor who is back after their credentials Record was inactivated last fall
when the prior contract ended. 1’ve reactivated the credentials Record but don’t know
how to initiate an e-App. (CC/MSSP/CM, 6)

A: Look-up the provider using Provider Search, go to the Work History, Assignment tab and
select “Initiate Application” from the hidden action menu to the left of your UIC. If there is no
current Assignment at your facility, select the <Add Assignment> button to add a new
Assignment and then select “Initiate Application” from the hidden action menu.

Q: How do I request a Transfer Brief? (CC/MSSP/CM, 8)
A: Look-up the provider using Provider Locator, go to the Work History, Assignments tab and
select “Request ICTB” from the hidden action menu of the current CRED Assignment. This will
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send a Broadcast Message. Remember that not all facilities frequent System>Broadcast
Messages so if no response don’t hesitate to call the Assignment UIC.

Q: How can I correct the Type of Appointment from “Initial-Active” to “Active” after the
e-App has been approved? (CC/MSSP/CM, 6)

A: Look-up the provider using Provider Search, go to the Work History, Assignments tab and
open the current Assignment at your facility. Next, select the Privileges tab and update the Type
of Appointment and save. CCQAS will prompt the CC/CM/MSSP to enter a reason for the
update and a new “appended” PA Review Complete snapshot will automatically generate.

Q: Provider is completing an e-App and cannot get the green check for the Contact
Information section, why? (Provider, 5 or CC/MSSP/CM, 6)

A: The e-App requires that a primary, Home address be entered. BTW: Both the Home and
Local Work Address can be designated as Primary.

Q: I’ve tried re-routing an e-App five times and it always goes back to the L5 Committee
Chair when I need it to go to the L1 Reviewer, why? (CC/MSSP/CM, 5)

A: After selecting the <Routing> button, go to the UIC tab and review the “Route to” radio
buttons in the gray separators between Reviewer types. When re-routing the e-App will begin
the routing process at the level with the radio button selected.

Q: I received a Custody Transfer from another facility but I don’t have a current
Assignment, why? (CC/MSSP/CM, 9)

A: The losing facility must have meant to Initiate a PCS and did a Custody Transfer instead.
Contact the losing facility and request that they go to the Work History, Assignment tab and
initiate a PCS from the CRED Assignment at their facility.

Q: How can I make CCQAS screen resolution larger? (CCQAS User, 1)

A: Press the <Ctrl> button and the mouse scroll up for larger and scroll down for smaller or
Press the <Ctrl> button with the + (plus) sign to make it larger or the — (minus) sign to make it
smaller.

Q: How can I retrieve an e-App from the L1 Reviewer? (CC/MSSP/CM, 5)

A: On the Work List tab, look to the right where there is a radio button selected to the left of
“Module User” and your name. From the drop-down, select the L1 Reviewer and open the e-
App to be retrieved. At the bottom of the screen select the <Return w/out Action> button, enter
comment and <Submit>. e-App will be returned to the Responsible CC/CM/MSSP.
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Q: How do you know if a provider selected Core or Itemized privileges? (CC/MSSP/CM,
5)

A: If you open the e-App and the filter is set to “Core” or if all the privileges are listed with
“Core” first and then Itemized, then the provider has selected Core Privileges.

Q: Provider can’t submit the e-App and it says the problem is in Contact Information?
(Provider, 5)

A: Make sure all fields are filled in and that the provider has a primary home address, phone, and
email.

Q: Why didn’t the “Transaction Table” generate an e-App for the provider after | checked
itin? (CC/MSSP/CM, 6)

A: The “Transaction Table” is only a tracking mechanism to let you know of incoming and
outbound actions and has no other purpose then supply a notice.

Q: The providers showing on my transaction table but the ICTB was canceled, do I check
him in or just let it go? (CC/MSSP/CM, 6)

A: The “Transaction Table” is only a tracking mechanism to let you know of incoming and
outbound actions and has no other purpose then supply a notice.

Q: How do I find an e-App and figure out who has it? (CC/MSSP/CM, 5)

A: Go to the “Submitted Applications” tab off your work list, find the providers name and
double click on it. The “View Task/Comments” screen will come up and look to see who has the
“OPEN” Task. The “View Task/Comments” is also available via the “My Applications” tab.

Q: Can I use my MAC computer to do CCQAS? (CCOQAS User, 1)
A: CCQAS is only compatible with IE6 —IE8, anything else being used will not work properly.
Recommended that CCQAS users only use PC based computers.

Q: I sent a provider on an ICTB to the “DEPLOYED” UIC and they did not receive and e-
App, why? (CC/MSSP/CM, 8)

A: An e-App will only generate if you are doing an ICTB or PCS to a “Privileging UIC” and you
can see if the UIC is a privileging from the System > MTF Contacts.

Q: Do I need to do a “Custody Transfer” for a provider that | deactivate the credentials
from my UIC? (CC/MSSP/CM, 6)

A: No, if the credentials record is reactivated in the future CCQAS will automatically assign the
ownership of the credentials to the UIC reactivating it.

CCQAS 2.10 User Guide 293



Q: Why can’t | see the ECFMG when | PSV the e-App? (CC/MSSP/CM, 5)
A: The ECFMG is not visible during the PSV for the e-App; it is PSVed in the credentials record
and recorded for the Qualifying Degree in the e-App.

Q: Why does my print e-App snapshot have “Pending” on the privileges in the
Commander’s section and no Commander’s signature? (CC/MSSP/CM, 6)
A: You have not printed the “PA Review Complete” snapshot

Q: My Reviewer has a task on their work list but they can’t see it? (Reviewer, 3)
A: Verify Reviewer is in the correct UIC, check their permissions to be sure they have
Privileging Module and Reviewer set to Yes.

Q: Why can’t my provider, who is also Reviewer, see his own application? (Provider, 5)
A: Have Providers who are also Reviewers click on “My Applications” to access their own
application.

Q: Why can’t | update my provider’s credential record (it is all grayed out)?
(CC/IMSSP/CM, 6)

A: Check the Primary UIC listed at the top of the credentials record, if it is not your UIC, you
can only update credentials via the documents section.

Q: Where do we go now to issue an ICTB or an e-application? (CC/MSSP/CM, 8)
A: ICTBs or e-apps are initiated from hidden menu of options for your UIC in the Work History
section of the credentials record.

Q: Is there a paper application somewhere in CCQAS that I can print for individuals
(specifically contractors) who are new to the government (who do not have a CCQAS file)?
(CC/MSSP/CM, 13)

A: Yes there is, go to Reports > Standard > Credentialing and select the Blank Privilege
Application Form. Then select Provider Category then however many Privilege Categories you
want to include in the application then click the Submit button.

Q: Where are the age groups located on e-applications (i.e. Renewals, Modifications)?
(CC/IMSSP/CM, 5)

A: Age groups are located in the Position tab of the e-app 2/3 of the way down on the screen.
Additionally, Age Groups can be found on Section XII (Clinical Privileges Requested) of the
PDF snapshot of the e-app.
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Q: Where are the age groups located on e-applications (i.e. Renewals, Modifications)?

(Provider, 5)
A: Age groups are location in a tab off of the Privilege Category Selection.

Q: How do | add an assignment to a credentials record? (CC/MSSP/CM, 6)
A: Steps to create an assignment at your UIC:

(1) Select Credentialing > Provider Search

(2) Enter providers name or SSN

(3) Select the radio button for "Provider Locator™ in the Search Type

(4) Click search

(5) Once the screen refreshes with the provider:

(@) Select Assignment from the hidden menu > this now takes you to the Assignment
screen of the credentials record but you cannot view anything until you add an
assignment.

(6) On the Assignments tab:

(@) Click the "Add Assignment" button and complete the information where there is red

text. Then click save
(7) Now you have access to the credentials record and documents or you can issue an e-app
for the provider to complete.

Q: Is it possible to select **Not Supported' on a privilege in one privilege category but then
the same privilege can be “Supported” on another privilege category? (CC/MSSP/CM with
CLP Administrator Role, 4)

A: Yes, privilege categories are independent of each other and are based on what your facility
can support.

Q: Users getting the "FILE MUST BE LESS THAN 5MB" error. (CC/MSSP/CM,
Provider, 6)

A: This error can be because the file being uploaded exceeds the 5SMB limit or the naming of the
file does not follow Microsoft file extension naming convention. l.e. a document with the
following name will produce the 5MB error Dr. Martin PAR.pdf. The error is produced
because of the “. (dot)” after the Dr. If you re-name it to Dr Martin PAR.pdf the system will
accept it and upload the document.

Q: One of my providers could not sign the e-app after requesting modification of current
privileges. When she clicks on SAVE, The system tells her the contact information is
incorrect and prevents her for e-signing the application. When she reviews it the contact
information appears to be correct. (CC/MSSP/CM, Provider, 5)

A: The Home address must be set as primary in order for the contact information to be
considered complete.
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Q: The Internal Medicine Department at my facility has just obtained some new
instrumentation that now supports the performance of several new procedures. Several of
our providers have requested privileges to perform this procedure in the past, but have not
received the requested privileges, since the facility did not support the procedure. Now that
our facility can support the procedure, what should | do? (CC/MSSP/CM, Provider, 4 and
D)

A: You can go to the Privileging main menu in CCQAS and click on “Privilege

Management”. When the MTF Privilege Management screen is returned, select the privilege
category of Internal Medicine from the Privilege Category drop-down list. When the list is
displayed, you can change the support designation of those particular privilege items by
changing from the “Not Supported” radio button to the “Supported” button, and then click
<Save>. The privilege has now been designated as “Supported” and your providers may request
the new privilege using a modification application.

Q: I am a credentials staff member who uses CCQAS every day. Since | check my work list
frequently as part of my daily activities, | do not need the email notifications that are filling
up my email inbox. Is there any way | can turn my email notifications off? (CC/MSSP/CM,
15)

A: Yes, the notification feature may be turned off for any CCQAS user assigned to

the CC/MSSP/CM role by clicking on the System main menu, and selecting

“Messaging”, then “Email Notifications”, then follow the instructions on the screen.

Q: One of my providers created a Modification Application and then decided that he did
not want to request modified privileges. The task to complete the modification application
is still active in his work list. What should he do? (CC/MSSP/CM, Provider, 7)

A: Contact the CC/MSSP/CM and request that the application be terminated.

If the request to terminate the application is not done, after a period of 90 days, the application
will become a “non-compliant” application and will be closed, thus disappearing from the open
work list. After 90 days, he may initiate another application for modification of privileges, or, the
CC/MSSP/CM may reinstate the application to the status of “Pending” and notify the provider of
the status change. The provider may then complete the application.

Q: One of my providers holds privileges that will expire in 60 days. The provider, however,
expects to PCS close to the time his privileges expire and does not wish to renew them at
this facility. He already has the Renewal Application as an active task in his work list.
What should he do? (CC/MSSP/CM, Provider, 5)

A: Contact the CC/MSSP/CM and request that the application be terminated.

If 90 days elapses, the task will become non complaint, will be closed and disappear from his
‘Open’ work list.
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Q: How do I deal with Ghost (what appears to be a duplicate CCQAS task) Application?
(All,5)

A: Work the application on the bottom and the application on the top will disappear.

Q: How can I select a Specialty Board (Section 6.3.7)

A: You only need to select a Specialty Board for providers who are Board Certified. Using the
Board Certification the provider has provided, you go to the Specialty Tab and use the
Binoculars to search for the Specialty Board listed. Please note that not all Boards are listed as
DoD only recognizes ABMS/AOA/ADA boards for specialty pay purposes.

Q: How do | reactivate a credentials record? (CC/MSSP/CM, 6)
A: Follow the steps below:
(1) Enter last and first name > select Inactive and Provider Locator and click search
(2) Search results are returned and as you can see this CCQAS record is Inactive
(3) From the hidden menu select Activate Provider
(4) At this point you have re-activated the CCQAS credentials record for your UIC and have
full custody of it. You now need to add an assignment for your UIC

Q: Why is the “Not Requested” column missing from my privilege list? (Provider, 5)
A: The only time you get the “Not Requested” column is when you select itemized privileges.

Q: Where do | find the Level 1 Reviewers modifications to privilege items
(Recommendations and/or Comments)? (CC/MSSP/CM, 5)

A: Open the e-App task, select the Comments tab, click the hidden menu arrow to the left of the
Level 1 Reviewer and select Recommendation Detail. A report listing each privilege with
corresponding comment will appear on the screen.

Q: How can I tell whether or not a privilege is supported or not supported when
completing a privilege application? (CC/MSSP/CM, 5)

A: This is a recognized problem but unfortunately at this time there is no way for a provider to
tell whether a privilege is Support or Not Supported when selecting privileges. However,
regardless of what privileges are selected, Not Supported privileges cannot be Recommended or
Approved and therefore will not appear on the final approved privilege list.

Q: I have a military provider who has retired from my command who has now been hired
as a civilian provider. How do | change his’lher CCQAS CRED from Military to Civilian
and do | have to reprivilege him/her as his/her military privileges do not expire for another
year? (CC/MSSP/CM, 3)

A: Go to provider search and locate provider, open provider record and go to Work history and
use Left Arrow to End Current Military Assignment (you will need to indicate when assignment
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ended and why). Click Add New Assignment to create a New Civilian Assignment. Once you
have created a New Civilian Assignment, click on left arrow and select Reactivate Privileges
Must be at same UIC and within 7 days of new current assignment date.) Work history now
shows both a Current assignment as a Civilian and an Inactive assignment as a Military provider
with all of his previous military information as it existed when provider retired). Go to provider
profile and uncheck Military Information. NOTE: You can also change a provider from
Military to Civilian by Deactivating Provider and then Reactivating Provider.

Q: When 1 go to request privileges how can I tell which ones are Supported or Not
Supported at my facility?

A: Unfortunately there is no way to tell which privileges are Supported or Not Supported when
requesting privileges. The only way you will know is that any Not Supported privileges you
requested cannot be granted, so you must carefully scrutinize your final approved list to
determine what privileges were granted.

Q: I have a provider who is a Reviewer with a Pending PCS however, he/she can’t see the
pending E-App in order to complete, why?

A: As a Reviewer, his/her opening page defaults to Work List not My Application whereas for a
provider user all they can see is My Applications. Have him/her select my applications and they
will be able to see and complete their E-App.

Q: Why can't I as the CC/CM/MSSP assign Branch Clinic Reviewers?
A: The Reviewers for the Branch Medical Clinic can only be assigned at the Service Level.

Q: If I am a Custodial Record Holder for a provider who does not hold Clinical Privileges
at my UIC do I need to make She\He an assignment.

A: No, if the provider is not going to be clinically active at your UIC, you do not have to create
an assignment.

Q: My work list is showing duplicate assignments for my provider one assignment is in
review and the other assignment is in my pending applications what do | have to do

A: First of all, go to submitted applications and ensure the EAP is in review, and then you can go
to the pending applications and terminate the pending EAP.

Q: I just added MTF specific privileges in CCQAS for our Family Medicine MPL; how do
I mark it as supported?

A: As soon as you add a privilege the system automatically defaults the added privilege to
supported, if for any reason you don't see the added privilege as supported check to make sure
you added it as a Privilege vice a Privilege list
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Q: How do we process our dual hated providers (Reserve\Civilian)?

A: If you have a civilian provider at your facility that also happens to be a reservist, you are now
able to INDEPENDENTLY privilege that provider by adding a new assignment at your facility
and then generating an E-App from that assignment for the provider to complete. Once provider
has completed the E-App the system will generate renewals automatically based on when those
privileges will expire as long as the provider continues to work at your facility. You can also
create assignments for any civilian clinical support staff also.

Q: I just received a file that should have gone to a different command for a provider who
recently PCS’d. What can | do to fix this problem?

A: Contact the sending command and have them search for the provider's inactive file and cancel
the PCS, custody of the record will return to the sending command and they can PCS the
provider to the correct command.

Q: When an application is in the routing process and there is a non-core privilege that
should be checked as supported but was inadvertently overlooked and the first level
reviewer sends back to me saying that he cannot go in and check supported, what do | do?
A: The system takes a ""snapshot" of the privileges at the time the provider requests them so that
any subsequent changes that occur "are not" reflected in the E-App once it is signed by the
provider. You have 2 choices, terminate the application and initiate a new one that has the right
privileges supported or complete the e-app in progress and then have the provider request a
modification. Unfortunately both options require the provider to complete another E-APP.

Q: I have a provider who completed an application but I had to send it back to him to fix
some stuff, the provider is currently deployed and has no CCQAS access, would like to call
it back, how do we or can we take these files out of the providers work list like we used to?
A: Unfortunately the answer is no. The CCQAS Service Representatives are restricted from
getting in the providers work list, if possible have the provider E-Sign again and re-submit back
to her and then the necessary changes can be made by the provider.

Q: I have a new executive officer. This person is not credentialed LIP. When my
commanding officer is unavailable he would be the acting CO and therefore the privileging
authority for my command, do | add him as a module user only?

A: Yes, add him as a module user, and give him privileging module, reviewer and Privileging
Authority roles.

Q: I have a provider who is an RN, then was privileged as an Acute Care Nurse
Practitioner, then chose not to continue privileges as he\she was not working in those
privileges. How do | make CCQAS reflect him as an RN?
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A: Add a new assignment for provider due to the system only allows one active military
assignment, end the current assignment and then add a new assignment with the start date the
same as the provider's last assignment you ended.

Question: How can | tell whether or not a privilege is supported or not supported when
completing a privilege application?

A: This is a recognized problem but unfortunately at this time there is no way for a provider to
tell whether a privilege is Support or Not Supported when selecting privileges. However,
regardless of what privileges are selected, Not Supported privileges Cannot be Recommended or
Approved and therefore will not appear on the final approved privilege list.

Q: How can I select a Specialty Board?

A: You only need to select a Specialty Board for providers who are Board Certified. Using the
Board Certification the provider has provided, you go to the Specialty Tab and use the
Binoculars to search for the Specialty Board listed. Please note that not all Boards are listed as
DoD only recognizes ABMS/AOA/ADA boards for specialty pay purposes.
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