5 Processing the 1% E-Application for Clinical Privileges

CCQAS 2.8 provides afull online privilege request, review, and approval capability
designed to support the privileging process at the facility- or unit-level. In order to
realize the benefits of this capability, al individualsinvolved in the privileging process
must have a user account in CCQAS with permissions that support their individual role(s)
in the process. The following sections will describe the online privilege application
process in the context of these user roles.

5.1 User Roles in the Privilege Approval Process

The following comprises the roles that are needed to process an application for clinical
privilegesin CCQAS 2.8:

e Provider: Individual provider seeking the approval of requested clinical
privileges a hisor her unit or facility

e CC/MSSP/CM (Credentials Coordinator[Army]/Medical Staff Services
Professional [Navy]/Credentials Manager[AF]): Professional Affairs office
staff who are responsible for ensuring providers' credentials are in order, for
tracking and managing the review and approval of an application for clinical
privileges, and for managing CCQAS user accounts for their facility or unit

e CVO (Credentials Verification Office): Credentials Verification Office staff
members or other credentialing personnel who perform the primary source
verification (PSV) of provider credentialing data; PSV function may also be
performed by individuals who are assigned the CC/M SSP/CM role

e Reviewer: Clinical staff privileging committee members who have been assigned
the responsibility for reviewing and recommending actions on applications for
privileges. Reviewers may include the provider’s supervisor, the specialty,
service or section chief, the department chair, and/or the members and chair of the
executive committee of the medical (dental) staff (ECOMS/ECODYS)

e PA (Privileging Authority): Usually the medical treatment facility (MTF)
commander or other designated person who is responsible for final approval of
applications for clinical privileges

e CLP Administrator: Theindividua who has been assigned responsibility for
managing the privilege catalog at his or her unit or facility. He or she will also be
responsible for indicating on the catalog whether his/her facility or unit can or
cannot support each privilegeitem. Depending on the size of the MTF or other
determining factors, this role may also be played by the CC/MSSP/CM. The
privilege catalog was based on common language privileging, hence the
abbreviation, “CLP’

Additional roles will be assigned to individuals who are responsible for generating and

reviewing performance assessments for Providers and reviewing and approving physician
state license waiver requests:
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PAR Evaluator: Supervisors, service chiefs, department chairs or other clinical
personnel who are responsible for completing and submitting a performance
assessment report (PAR) on a provider

PAR Reviewer: Clinical staff members who are responsible for reviewing a
PAR submitted by a PAR evaluator

SLW Endorser: Person at the MTF (usually the privileging authority) or
Command (usually the Command Surgeon) who is responsible for review and
approval of physician state license waiver (SLW) requests. Authority to approve
the SLW isusually delegated to such an individual from the Office of the
Assistant Secretary of Defense for Health Affairs (OASD/HA)

In CCQAS 2.8, oneindividual may have multiple rolesin the privileging process. For
example:

A Provider may also be a Reviewer (though CCQAS will not alow a Provider to
act as Reviewer for hisor her own privilege application)

A CC/MSSP/CM may also be a CLP Administrator

A Reviewer may also be a PAR Evaluator

The Privileging Authority may also be the SLW approver (endorser)

It is also important to note that some roles will not be involved in the processing of every
privilege application. For example:

If the CC/MSSP/CM at afacility performs the primary source verification of all
the provider’s credentials, then the CV O role will not be involved in the
application review process.

The State License Waiver Endorser will not be involved in the application review
process if no state license waiver is generated by the system.

A PARisnot required if an application for modification of privilegesisbeing
processed.

Each rolein CCQAS is differentiated from the others according to the permissions
assigned to the user’ s account. If anindividual isresponsible for multiple roles, hisher
user account will be assigned the permissions associated with all roles for which he/sheis
responsible.

5.2 The Work List

CCQAS 2.8 provides awork list to organize each user’ swork list items, or tasks. The
work list (Exhibit 5.2-1) isthe first screen each user will see upon logging into CCQAS.
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/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

-5

“A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

CCQAS

[WorkList for Vi0Q3AA , BEAUMONT ARMY MED CTR |

Work List | My Applications | Pending Applications_|

Status: [Open Tasks 7| Roke: [A1 =] Show tasks with a start date between [082172005 | [Fv| ana [oe21/2008  [EE[| Fiter [ yser [cH22, cli22 - ‘

2 [Task |Roke |From (Roke) |Provider [ Apn Type |corps |TaskStartDate [Task compieteDate | <]
» | Setup PAR CCICMMSSP NiA NIP, Coffee (Civilian) Transfer (ICTB) 08/12/2006

+ | setup PAR CCICMMSSP | NiA MUSKATEERS, THREE (Miitary) Transfer (ICTB} Medical Corps 081272008
+ | Privieging Acknowledgment Received CC/CMMSSP | GUMBO, SHRIMP (Provider) GUMBO, SHRINP (Miitary) 1stE-App Medical Service Corps 08i11/2008
+ | Setup PAR COCMMSSP | NiA RIPPLE, FUDGE (Miltary) 1stE-App L s 081012006
+ | setup PAR COCIMSSP | NiA RFFLE, FUDGE (Military) 1stE-App Medical Corps 08/10/2006
+ | setup PAR CCCIMSSP | NA RPPLE, FUDGE (Miltary) 1stE-App Medical Corps 08102006
+ | Privieging Acknowledgment Received CCICIMSSP | Jeager, Mint (Frovider) Jeager, Mint (Miltary) Transfer (ICTB} Medical Corps 08/10/2006

Exhibit 5.2-1. The Work List Screen for the CC/MSSP/CM

The following are important features of the work list screen:

e Thework list will default to display tasks with “Status = Open”, which means the
user needs to take some type of action with respect to the listed application

e Thework list will display old tasks that have already been completed, by selecting
“Closed” from the Status pick list

e For those users that have multiple rolesin the privileging process, they may
display all tasksin the same list by selecting “Role = All”; conversely, they may
display only those tasks associated with a particular role by selecting the desired
role from the pick list

e Thework list will default to display tasks for the past 30 days;, the date range for
displaying work list items may be changed by entering the desired Start and End
dates and clicking the <Filter> button.

CCQAS will send an email notification to a user each time a new task is added to his or
her work list. Further discussion of the notifications function is discussed in the
following section.

5.3 Notifications

Efficient and timely processing of the online application package requires coordination
between all individuals involved with the privileging process without relying on or the
need for face-to-face communication. To facilitate the online privileging process,
automated notifications were built into CCQAS 2.8. The notifications consist of
automated email messages that are sent to individuals when action on a privilege
application or other CCQA S-managed object isrequired. This naotification will be sent to
the email address entered into CCQAS when the user account wasinitially created. Itis
important that any changes to this email address be updated by either the user or the MTF
Administrator to ensure these notifications continue to reach the targeted individual.
Directions for updating user account information are provided in Section 3.1.

An email notification is automatically generated by CCQAS when the user receives a
new task. While thisfunctionality should prove helpful for Providers, Reviewers, and
other roles that may not use CCQAS on adaily basis, daily users of CCQAS, such asa
CC/MSSP/CM may not need these notifications and wish to disable them. A
CC/MSSP/CM may disable or turn off his or her own email notification function by
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clicking on the “ System” main menu, then “Messaging” (Exhibit 5.3-1), and then “Email
Notification” (Exhibit 5.3-2).

/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

i "A Worldwide Credentialing, Risk Management, and Submit Ticket | Security Briefing | Logoff |
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness” WOG3AA

Credentiaing Priviieging Reports System ]

Authorty Tables
Crodentiaks Provider Search | Advanced Search || Asa Crecent|NNRNEN
LastName:[ FrstMame:[ | ssw[
anch [ ] conss[ 5] cilanRoke: [ ]
Credentiainguic: [ | Assigneduic:[ | omervie:[
Mobizatonvie: [ Department [ Workcenter: [
Provider Type: Flemgr[
sort By [LastHame =] shares: [ ]

Exhibit 5.3-1. The Messaging Menu Item

The email notifications may be turned off by following the instructions on the screen.

7} CCQAS Version 2.6 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer =0l x|
. cc E A s Submit Ticket | Security Briefing | Logoff|

WOQ3AA

"AWorldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

|
=

Email Notification

| Would you like to receive email notifications? (' yes & Ng ‘

| |

Exhibit 5.3-2. Disabling the Email Notification for the CC/MSSP/CM

Note: The notification function may only be disabled for the CC/MSSP/CM role.
CCQAS does not alow notifications to be disabled for Providers, Reviewers, or
other rolesin the privileging process.

5.4 Types of Privilege Applications

CCQAS classifies privilege applications according to the provider’s privileging status at
agiven facility or unit.

Application
Type Description
1% E-Appl Thefirst online application that is submitted by aprovider in CCQAS

Modification An application for a modification of clinical privileges that were previously granted or
approved through the CCQAS workflow process at the assigned duty station

Transfer An application for privileges a a temporary duty location (gaining facility) after

(ICTB) privileges were previously granted through the CCQAS workflow process at the
assigned location (parent facility). Simply referred to as “ICTB” because this transfer
requires an inter-facility credentials brief (ICTB)

Transfer Following a permanent change of station (PCS), an application for privileges at the

(PCS) new duty location (gaining facility) after privileges were granted through the CCQAS
workflow process at the previoudly assigned duty station (losing facility).

Renewal An application for renewal of clinical privileges which are due to expire, and which
were previously granted through the CCQAS workflow process at the same duty
station

Exhibit 5.4-1. Types of Privilege Applications
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All providers, regardless of their current privileging status or eligibility for privileging,
will have to submit a CCQAS 2.8 electronic privilege application for the first time. This
first electronic application may be any one of the other application typesindicated in
Exhibit 5.4-1, but it will be designated as “ 1st E-Appl” on the Work List. After an
application is submitted and processed through the CCQAS workflow for the first time,
all subsequent applications will be identified as one of the other application types.

New clinical support staff (CSS) personnel and others who typically are not eligible for
privileging may also complete and submit their 1% E-Application to ensure their
credentials information is completely and correctly entered into the CCQAS database.
Modification and Renewal applications generally only apply to privileged providers, but
CCSwho are military personnel may also have Transfer (ICTB or PCS) applications.

A record of all privilege applications processed through CCQAS is maintained on the
Applications screen and may be accessed by clicking on “My Applications’ tab (Exhibit
5.4-2).

“A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness

[WorkList for Vi0Q3AA , BEAUMONT ARMY MED CTR |
Work List [y Appications | _Pending Applieations |
Provider Last Name: Show applications that were submitted between |08/21/2005 Bl ana [0s21r2008 | [EEe| | Fiter ‘
2 |Provider |appication Type | appication status |Provider Pnone |app Submitea Priv Effective Priv Expiration |=1
+ | CHEESE, HAI Transfer (ICTB) Complete (310) 330-8845 08/08/2008 13/08:2008 0810812008
+ | cumBo, sHRMP 15t E-App Complete (210) 207-2722 0301112008 031172008 02/10/2007
+ | Jeager, Mint Transfer (ICTB} Complete (210) 329-8845 08/08/2006 18/0812006 1110812005
» | WONKEY, cHUNIY 181 E-App Complets (702) 339-8845 08/10/2008
+ | RIPPLE, FUDGE 1stE-App Complete (210) 2217911 08/09/2008 181012006 08/10/2008

Exhibit 5.4-2. My Application Tab

The following are important features of the My Application screen:

e Theuser may search for aparticular provider application by entering the
Provider Last Name and clicking the <Filter> button

e The Application screen will default to display applications submitted in the past
year; the date range for displaying submitted applications may be changed by
entering the desired Start and End dates and clicking <Filter>

e The application may be opened and viewed by selecting “Open” from the hidden
menu of actions, or by double-clicking on the line item

e Applicationsthat have previously been approved, terminated, or are otherwise not
active will be presented in read-only format

A list of all applicationsin “pending” or “terminated” status are listed on the “Pending
Applications’ tab Exhibit 5.4-3).
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/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

i “A Worldwide Credentialing, Risk Management, and
CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

[WorkList for 0Q3AA , BEAUMONT ARMY MED CTR |
Work List My Appications || Pending Applications |
Show sppications that were intiated between [08721/2005 and [082172008 Fiter ‘
2 |Provider | Appication Type |status |Provider Phone Application Task Intiated Provider Started Completing Number of Days Completing =1
BANANA, YELLOW 1stE-App Terminated 210913249 03/1012008 08/1012006 1
"+ | cHERRY, cHOCOLATE 1stE-App Fending (310) 3334444 08/15/2006 08/1512006 3
v | Jeager, wint Nodification Fending (210) 338-8845 08/1012008 08/1012006 1
T | MuskaTEERS, THREE Transfer (ICTB) Terminated 5748290 08/08/2008 08/0912008 12
"+ | MUSKATEERS, THREE Transfer (ICTB) Pending 574-3290 0210812008 0310912008 12
| WP, coffee Transfer (ICTB) Pending (210) 339-8345 08/09/2008 08/0912006 12
" | meeLe Funce Renswal Terminated (210) 2217911 08/10/2008 08/1012006 1
" | mepLe, Funce Renewal Terminated (210) 2217911 08/10/2008 08/10/2008 1
v | meLE, FUDGE Renewal Terminated (210) 2217911 02/10/2008 03/1012008 1
"+ | RepLe Fupce Renewal Pending (210) 2217911 08/10/2006 08/1012006 1
"+ | Rieple, Fudge 18tE-App Terminated (210) 2217911 0810812008 0810812006 13
" | mipple, Fudge 1stE-App Terminated (210) 2217911 0810812008
"+ | Vanila, Bean 15t E-App Pending (202) 207-5833 02/17/2008 0811712008 4
"+ | banana, yelow 1stE-App Pending (210) 916-4444 02/10/2006 08/1012006 1

Exhibit 5.4-3. Pending Applications Tab

Applications are considered “Pending” if they were generated during the date range
specified at the top of the tab, but have not yet been completed and submitted by the
provider. Applicationsin“Terminated” status are applications that were closed by the
CC/MSSP/CM during the specified date range, prior to completion of the review and
approval process.

5.5 Initial Review of a Privilege Application

Once a provider has E-signed and submitted their application online, the CC/M SSP/CM
will receive anew work list item with “Task = Application Ready for Review” . The
provider’s application may be viewed from the work list by selecting “Open” from the
hidden menu (Exhibit 5.5-1), or double-clicking anywhere on the record line item.

/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

[

“A Worldwide Credentialing, Risk Management, and
CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

[WorkList for WIHHAA , USA LANDSTUHL RMC |

Work List | My Applications | Pending Applications_|
Status: |Cﬂmu\eieﬂ TﬂsksLI Role: |AH ;I Show tasks with a start date between |08/01/2005 v and |08/22/2008 v Filter User: | CM27, CM27 - ‘
? |Task |Rroe |From (Roie) |Proviger |app Type |corps: |Task start Date Task Complete Date |=1

+ | Anniicatinn Aearty for Review CCI/CMMSSP PIERCE, BENJAMIN (Provider) PERCE, BENJAMIN (Miltary) 1stE-App Medical Corps 08/0772008 08/07/2008

Exhibit 5.5-1. Work List Task — Application Ready for Review

CCQAS will return a message window (Exhibit 5.5-2), asking the CC/MSSP/CM if
he/she will take responsibility for processing the application. This feature was built into
CCQAS to accommodate larger facilities and unitsin which multiple staff members share
the credentialing and privileging workload. If the CC/MSSP/CM isthe only staff
member at his/her facility or unit who manages privilege applications, he/she will select
<Yes>. If the privileging workload is shared across staff members, the CC/M SSP/CM
will only respond with <Yes> for those applications for which he/she will be personally
responsible. For larger facilities with multiple professional affairs office staff members,
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division of workload is an internal office business process or decision and is outside of
the purview of CCQAS.

Assign PAC

Would you like to take responsibility for processing this application?
Yes No
Exhibit 5.5-2. The Assign PAC Screen

In order to move forward in the review process with this application, the CC/M SSP/CM
must click <Yes>. If <No> is selected, the work list item will remain activein all
CC/MSSP/ICM’swork list for the facility or unit until ownership of the application is
accepted by one of them, at which time, the item will disappear from the work list of the
other CMs/MSSPs/CCs, and is viewable only in the work list of the one accepting
responsibility for it.

Accepting responsibility for processing the application has several implications:

e The accepting CC/MSSP/CM becomes the sole custodian of the privileging
application and will be the only credentialing staff member at his or her facility or
unit who may route the application for PSV, review, or approval; return the
application to the provider; or terminate the processing of the application

e The accepting CC/MSSP/CM will be the only credentialing staff member that
receives email notifications or work list items pertaining to the privilege
application

e The accepting CC/MSSP/CM may reassign the application to another
CC/MSSP/CM in his/her unit or facility at any time during application processing,
but, in doing so, will lose custody of the application once it is reassigned

Once the CC/MSSP/CM accepts responsibility for the application by clicking on <Yes>,
the E-Application will be returned as a series of tabs.

5.5.1 The Provider Summary Tab

The Provider Summary (Exhibit 5.5-1) isthe first tab in the privilege application. This

tab displays demographic information that the provider entered into the “ Profile”,
“ldentification” and “ Contact” sections of the electronic application.
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entralized Credentials Quality Assurance System - Microsoft Internet Expl

riefing | Logoff
WAHHAA

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supparting Medical Personnel Readiness”

Reports

[Provider tion Review - BENJAMN PERCE, 207583301 ]

Provider Summary Postion Privieges | Comments. Expand All| Colapse 41| Print Summary

[EProfiley |
Hame: Gender: Date of Birth:
PIERCE, BENJAMIN Male 021101873
Branch: Rank: Corps:
AT - Army (USA) Active Duty CPT - Captain WC - Medical Corps
AOCiDesigiAFSC: ASl: Accession:
62A - Emergency Medicine £ DA - Direct Accession
——
| B |
T

? Number State |

: ation Type

[+ | socisl Securiy Number 207-88-3301

[= contact - Phone. |
2 [Phone Number Phone Type Primary |

v [@zr2izs2 Home Yes

|- contact - Email |
2 |Email Address Frimary |

j andrea linton_ctr@tma. osd.mil Yes

[= contact - Address |
2 |Address Type Full Address. Primary |

L+ [rome 3444 1oose Creek Rd Outpost WE US ves

View Credentials

Exhibit 5.5-3. The Provider Summary Tab

The remainder of the credentials information in the provider’s application may be viewed
by clicking the <View Credentials> button.

riefing | Logoff

“A Worldwide Credentialing, Risk Management, and

Adverse Actions System Supporting Medical Personnel Readiness™ WIHHAA
[Provider tion Review - BENJAMN PERCE, 207583301 ]
Provider Summary Fosiion Privieges | Comments. Expand All] Colapse Al Print Summary
‘E Profile [} |;
Name: Gender: Date of Birth:
PERCE, BENJAMN Hale 021101973
Branch: Rank: Carps:
A11 - Army (USA) Active Duty CPT - Captain T - Medical Corps
AOCIDesigiAFSC: Ast: Accession:
624 - Emergency Medicine 8 DA - Direct Accession
[Fe=r= |
2 |identification Type | Number State |
Social Security Number 207-58-3301
|= contact - Phone. |
2 [pnone number Phone Type Primary |
v @12y 2123652 Home Yes
[= contact - Email |
2 |Email Address Primary [
+ | andrea.inton. ctr@tma.osd.mil Yes
[= contact - Address |
? |Address Type |Fun acaress |primary |
+ |Home 3444 Moose Cresk Rd Outpost HE US Yes
‘E State LicenseiCertification/Registration [2] |
2 |Type |state [ number |Fiew Status Exprres | apm waiver |
+ | License Pa 456181 (Alopathic Physician Active 0810172007 [ves
National Certification/Registration [No Data] [
Unlicensed information [0 Data] [}
= Drug Enforcement Agency (DEA) / Controlled Dangerous Substances (CDS) [}
2 [DEA Humber [Type Expiration
464554 DEA (fee exempt) 081312006
|2 Professional Education [ |
? |Degree |Tyee | institution Start Date Completion Date |
[+ [ Doctor ot Medicine | Qualtying Degree COLUMBIA UNNVERSITY COLLEGE OF PHYSICIANS AND SURGEONS 09/08/1995 0610111389
Educational Council for Foreign Medical Graduates (ECFMG) [No Datal [y
‘E Post Graduate Training [
2 |Field of Study [Training Type | institution Start Date Completion Date
+ | Internal Meicine Internship (PGY-1) DREXEL UNVERSTY COLLEGE OF MEDICINE 0a123/1998 0612172000
+ | orthopedics Residency (PGY-2) PENNSYLV/ANIA STATE UNIVERSITY COLLEGE OF MEDICINE 08123/2000 0610272001
+ | surgery Residency (PGY-3) HARVARD MEDICAL SCHOOL 08/31/2001 070212002
+ | Famiy Practice Residency (FGY-4) Uniformed Services Universty of Healh Sciences 08252002 0512372003
5 speciaty 03 =
| cose ‘

Section 5_Pracessing ]nlt.‘.l ] Centralized Cradentials a”m L5 ’m
Exhibit 5.5-4. The Expanded Provider Summary Tab

4 start Microsoft Excel |
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The screen will refresh to display the full credentials record for the provider. The
following are important features of the expanded Provider Summary screen:

e The credentialsinformation is presented in read only format; if changes or
additions are required, the CC/M SSP/CM must return the application to the
provider who makes the appropriate changes as instructed by the CC/M SSP/CM
through either a comment within the application itself, or outside of the system
through atelephone call or email

e Specific sectionsin the application include data fields for documenting PSV
information; these fields may not be populated until the application is submitted
for PSV

e Each section of the application may be expanded or collapsed by clicking the [+]
or [-] to the left of the section |abel

e A hardcopy listing of the whole electronic application package may be printed by
clicking <Print Summary> in the upper right corner of the Provider Summary
tab

e The CC/MSSP/CM may add a note to the reviewers by clicking on the empty note
(@) icon for asection. Once anote is added, the empty note icon () will become
afilled note (&) icon. Only the CC/MSSP/CM has this capability When routed to
the reviewers, the filled note icon is replaced by ared flag icon (Fe) to indicate to
the reviewers that the CC/M SSP/CM has added a note and that the reviewer needs
to pay particular attention to the section. Notes entered by the CC/M SSP/CM will
be viewable by the Reviewers during the review process, but will not be visible to
the provider

Prior to processing the application, the CC/M SSP/CM should review all credentials
information entered by the provider for accuracy and completeness.

5.5.2 The Position Tab

The Position tab (Exhibits 5.5-5 and 5.5-6) is the second tab in the privilege application.
Thistab displays the information that the provider entered in the “Position” section of the
electronic application.

[Provider ion Review - PROVIDER1Z PROVIDER12, 00000003 | AHendurtng 47 Drawng Fad | 3| 7 ]

Provider Summary || Position Privieges Documen! ts Comments. Print Summary
C = az |
© You must notify the applicant of any changes made to this application
Position

Proviter Category:[Prysican |7

Duty SectonfEmergency

Duty Prone20z) 2056648 |
Projected Rotation/Permanent Change of Station Date[13/312007 [
Date Reparted to Current Assignmen W

uestin
Type of ges Regquested: | Regular hd
Type of Appointment Requestea: [Actve v

Exhibit 5.5-5. The Position Tab for Navy and Air Force
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/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

= “A Werldwide Credentialing, Risk Manage!
Adverse

: ment, and
ions System Supporting Medical Personnel Readiness”

CCQAS

[Provider Review - BENJAMIN PERCE, 207583301 |

Provider Summary | Postion Privieges Documents Comments

& rou must notify the applicant of any changes made to this application.

Provider Category:[ Physician -
Duy secton] |
ouyenone|
Projected Rotation/Permanent Change of Station Date: |—
Date Reported to Current Assignment l—

Are you requesting privieges at this time? & yag & Np
Type of Privieges Requested
Type of Appoiniment Requested: | 7]
Request Admitting Privieges?  ves g
Patients in Age Groups being freated? Check All
I~ Neonates(Birth-28 days) |~ voung Adults(18-23 years)
I™ nfants(1-24 months) ™ Aduks(24-55 vears)
I~ Children(2-12 years) ™ Geriatrics(>85 years)

I~ Adolescents(13-17 years)

Exhibit 5.5-6. The Position Tab for Army

The Position tab enables the CC/MSSP/CM to quickly determine the type of provider
who submitted the application and whether or not clinical privileges are being requested
with the application. If the provider is a member of the clinical support staff (CSS),
his/her application will not include arequest for clinical privileges.

The remainder of the fields on the Position tab are editable by the CC/MSSP/CM. If the
CC/MSSP/CM changes any information previously entered by the provider, the provider
should be notified regarding the nature and justification for the change; otherwise, the
CC/MSSP/CM may return the application to the provider for him to make the change as
instructed.

5.5.3 The Privileges Tab

The Privileges tab (Exhibit 5.5-7) lists all the privileges associated with the specialty or
speciatiesin which the provider is requesting privileges, and the provider’ s requested
delineation for each privilege item. For Army and Air Force facilities, delineations are
either “Fully Competent”, “With Supervision”, or “Not Requested.” For Navy facilities,
delineations are either “Yes” or “No.”

Note: The CC/MSSP/CM or CLP Administrator should already have configured
the privilege catal og to indicate which privileges his/her facility can or cannot
support and the system will automatically display non-supported privileges as
“Not Supported” when the application is routed to the reviewers. Providers,
however, should be instructed to request all privileges they are qualified to
perform, regardless of what is or is not supported.
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/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

o A Worldwide Credentialing, Risk Management, and

Adverse Actions System Supporting Medical Personnel Readiness”

CCQAS

Credentiaing Priviieging Reports ]
[Provider Review - BENJAMIN PERCE, 207583301 |
Provider Summary | Postion | Privieges | Documents | Comments
Priviege Category: | Emergency Medicine (A) =] sortoy: [Entered order x|
= ‘3 Emergency Medicine (A) 2l
= ‘=3 Clinical Privieges
Privilegets: Provider
Altered levels of consciousness Fully Compatent

Eye trauma or liness Fully Competent
Dermatologic problems without systemic inv

Not Requested
Tailure Fully Competent
including cardiac failure, myocardial infarction, and cardiac arrythmias Fully Competent

Acute respiratory iinesses including respiral
Acute cardiac emergen

Acute abdominal disordersfinjury Not Requested
Gastrointestinal iiness Fully Competent
Foisoning Not Requested
Caustic ingestions Not Requested
Electrical injury Fully Competent
Chemical or nuclear exposurefinjury Fully Competent
Near drowning Fully Competent
08 problems 1AW local policy With Supervision
GYN problems Fully Competent
GYN problems inciuding gravid patients Not Requested _|

GYN problems excluding gravid patients Not Requested
Fully Competent
Fully Competent
and withdrawal symptoms With Supervision

Fully Competent
Thrombosed hemorrhoids. Fully Competent

Infected ingrown nails Fully Competent
Lacerations to include those involving more than one layer of closure Fully Competent
Animal bites Fully Competent
Human bites. Fully Competent
Husculoskeletal injuryftrauma Not Requested
Management of suspected cervical spine injury Not Requested
Severe head and neck trauma Not Requested
Wutiple trauma victim With Supervision

Thermal injuries and possible related nhalation injury Not Requested
With Supervision
e injuries excluding chest or neck With Supervision
(with or without tension) Not Requested
Acute compartment compression syndrome Fully Comnetent T

| Retumn to Provider ‘ PSV | Re-assign CC/CM/MSSP ‘ Terminate ‘ Close ‘

Exhibit 5.5-7. The Privileges Tab for Army Emergency Medicine

The following are important features of the Privileges tab:

e All privilege delineations will be read-only to the CC/MSSP/CM; if changesin
privilege delineations are needed, the CC/MSSP/CM must return the application
to the provider with arequest to make the appropriate changes

e Privilege lists contained within folders (23 ) may be expanded or collapsed by
clicking the [+] or [-] to the |eft of theicon

e A paper copy of the whole application package may be obtained by clicking the
Print Summary link in the upper right corner of the Provider Summary tab

e The Privilegestab will be inactive for applications submitted by CSS personnel or
providers who are not requesting clinical privileges with their application

The CC/MSSP/CM should review the “Privilege Category” drop-down list (see Exhibit
5.5-7) on the Privileges tab to identify all specialties for which the provider is requesting
clinical privileges. Thisinformation will be needed when assigning individuals to review
the application.

5.5.4 The Documents Tab

CCQAS 2.8 enables users to upload documents that are needed to support the privileging
process and maintain current credentials records.
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[Provider ion Review - PROVIDERT2 PROVIDER1Z, DO0000003 | Heandwitng &7 Draving Pad | )] 2
Provider Summary | Position I Privieges I Documents Comments. Brint Summary

@ provider Documents ( PARs/Snapshots

Fier by File Type: [ ALL -

‘ Add | |

2 |Fie Type |users Hame |Users Phone Number |users Email Upload Date File Name |
+ | License PROVIDER12 PROVIDER1Z (111) 222-3333 clest@asmr.com 3372006 B:13:28 AN 011722

Exhibit 5.5-8. The Documents Tab

The following are important features of the Documents tab:

e Inorder to be uploaded into CCQAS, each individual document must be 1IMB
(megabyte) or lessin size and have a pdf, jpeg, or gif file extension

e Provider Documents or PARs/Snapshots documents may be displayed by
selecting the appropriate radio button at the top of the tab (Exhibit 5.5-8)

e Thelist of documents associated with the application may be searched by
selecting the desired document type from the Filter by File Type pick list

e The summary line for each uploaded document includes the type of document,
when it was uploaded and by whom, and the name of the file that was uploaded

e The document may be viewed by double-clicking on the line item, after which a
“File Download” dialog box will pop up. Click on <Open> to view the
document, or click on <Save> to save the document in your hard drive or some
other storage device

e The User Name reflects the individual who uploaded the document to the
application and the Upload Date reflects the date and time the document was
originally uploaded

CCQAS alows providers to upload specific types of documents into their application
prior to submitting it, including:
e License, certification and/or registration
Diploma
Specialty Board Certifications
ECFMG Certification
Training Certificates
CMES/CEUSs (continuing education training documents)
Proofs of contingency training (BLS, ACLS, PALS, C4, CBRNE, etc.)

Any document uploaded into the application by the provider will be listed on the
Documents tab when the CC/M SSP/CM receives the application. The CC/MSSP/CM
may also upload a provider’s documents into CCQAS, as well as other document types
that the provider does not have permission to upload, by clicking the <Add> button (see
Exhibit 5.5-8).
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-+ “A Worldwide Credentialing, Risk Management, and
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

Credentialing

WIHHAA

Frivileging Reports

[Provider Application Review - BENJAMN PERCE, 2075833201 ]

Documents

License
NPDB/HIPDB Resutts.

PAF Documents

Exhibit 5.5-9. The Add Documents Screen

The provider will have visibility of all documents uploaded in CCQAS regardless of who
uploaded the document into his/her application. Prior to the submission of an
application, the provider may del ete documents he uploaded and associated with his
application. Once an application is submitted, PSV’d and routed for review, the attached
documents may no longer be deleted from an application. Once the application is routed
for review, documents uploaded by the CC/MSSP/CM can no longer be deleted.

5.5.5 The Comments Tab

The Comments tab will display asummary record for all comments entered into the
application as it proceeds through the review process.

/3 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

"AWorldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

Privicoing Reports ]
[Provider Application Review - BENJAMN PERCE, 207583301 ]
Provider Summary | Position Privieges | I Comments |
‘ Add Role: | AlRoks = |
2 |Role |user |action | comment Date |
Proviger PERCE, BENJAMN Proviger Submit 0812212006 12:34:22 P CST
+ |ceicumsse 27, C2T Return to Provider Flease request privisges 0812212006 12:28:23 P CST
v [psv 27, C2T Return to PAC Frivieges need 1o be requested 0812212006 12:27:58 P CST
w o, PERCE, BENJAMIN Provider Submit 08/07/2006 9:52:57 AM CST

Exhibit 5.5-10. The Comments Tab
The complete record of the comments may be viewed by selecting “View” from the

hidden menu of actions for the summary record. A new comment may be added by
clicking the <Add> button (Exhibit 5.5-11).
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“A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

-5

L

CCQAS

|Provider ion Review - BENJAMIN PERCE, 207583301 ‘

Comment

Comments: [priyieges need to be requested B

Close
Exhibit 5.5-11. The Add Comments Screen

Comments entered into the submitted application may or may not be viewable by the
provider, depending upon when they were entered. Comments that will be viewable by
the provider include:
e Comments entered by the provider when he/she submits his’her application
e Comments entered by the CC/MSSP/CM if/when an application is returned to a
provider with arequest for edits or additional information on the application

The provider will not have visibility of comments generated during the application
review process, such as those entered by the CC/MSSP/CM on the “Provider Summary”
screen or comments entered by reviewers when they issue their recommendation for or
against approval of the application. All review comments will be maintained as part of
the historical record for the application, but viewable only to those directly involved in
the review process.

5.5.6 Taking Action on a Privilege Application

After reviewing the privilege application for completeness, the CC/MSSP/CM isready to
take action on the application. To do so, they will select one of the buttons provided at
the bottom of any tab within the application package (Exhibit 5.5-12):

e <Return to Provider> will route the application back to the provider who
originally submitted it; the CC/MSSP/CM is required to enter comments or
instructions to the provider when selecting this option. The provider will then
receive an email notification and a task, instructing him/her to access CCQAS,
review the CC/MSSP/CM comments and modify the application accordingly

o <PSV>will submit the application for primary source verification which may be
done by the CC/MSSP/CM or by aCVO function. Further processing of the
application may not be performed until the PSV process has been compl eted

e <Re-assign CC/MSSP/CM> will enable the user to turn over custody of the
record to another CC/MSSP/CM in his/her respective facility or unit (see Section
5.5.7)

e <Terminate> will halt the application processimmediately. The application may
no longer be processed, but aread-only copy of the terminated application will be
retained by CCQAS and may be accessed from the Applications tab
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e <Close> will close the application which may then be reopened later. Clicking
this button will return the user to his’her work list

5.5.7 Reassigning Ownership of an Application to Another CC/MSSP/CM

If a CC/MSSP/CM has already accepted responsibility for an application and determines
that the application should be handled by another CC/MSSP/CM in the same facility or
unit, the custody of the application may be transferred to the other individual by clicking
the <Reassign CC/MSSP/CM> button (Exhibit 5.5-12).

/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

*A Worldwide Credentialing, Risk Management, and
CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

Reports

-

Credentialing Frivileging

|Provider ion Review - BENJAMIN PERCE, 207583301

Provider Summary Position Privieges Decuments Comments.

[EProfiiey

Hame: Gender: Date of Birth:
PIERCE, BENJAMIN Wake 0211011573

Branch: Rank: Corps:

A11 - Army (USA) Active Duty CPT - Captain 1C - Medical Corps.
AQCiDesiglAFSC: ASl: Accession:

62A - Emergency Nedicine 5 DA - Direct Accession

2 identification [y

| 1 State

2 |identification Type

‘ |
|+ | social security Number 207-58-3301

|- contact - Phane |

|

|

|

|

|

2 |Phone Number Phone Type Primary
J (212)212-3652 Home

= contact - Email
2 |Email Address Primary
+ | andrea inton. cir@tma.osd mil Yes

[= contact - Address
Primary

2 |Address Type Full Address
Yes

JHume 3444 Moose Creek Rd Qutpost ME US

View Credentials

| Return to Provider ‘ psv | Re-assign CCICHMSSP ‘ Terminate ‘ Close ‘

Exhibit 5.5-12. The Reassign CC/MSSP/CM Button

A window will be returned Exhibit 5.5-13), which contains apick list of all available
CMS/MSSPs/CCsiin the facility or unit to whom responsibility for the record may be
transferred.

Available Users: | CHM25, CM25 -

[ Suomt || cancel |
Exhibit 5.5-13. The Reassign Screen
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Once <Submit> is clicked, full custody of the application will be transferred to the
individual selected.

5.5.8 Taking Ownership of an Application from Another CC/MSSP/CM

The Application Reassignment function may be used in situations where ownership of
one or more privilege applications must be transferred to a different CC/M SSP/CM, but
the CC/MSSP/CM who is currently responsible for the application(s) is not available to
initiate the reassignment. The <Application Reassignment> button is located at the
bottom of the work list tab (Exhibit 5.5-14).

/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

B

CCQAS

WorkList for W1HHAA , USA LANDSTUHL RMC ‘
Work List | Wiy Applications | _Pending Applications |

status: [OpenTasks =] Roke: [0 =] show tasks with a start date between [082212005 | [FBlv| ang [oe222006 | [FBJ| Fiter | user [cnzr, cuar 2 ‘

2 |Task |Rrole |From (Role) |provider | 2pp Type |corps |Task Start Date Task Complete Date =1
|+ | Appiication Ready for Review CCICMIMSSP PIERCE, BENJAMIN (Provider) PERCE, BENJAMN (Mittary) 1stE-App Medical Corps 0812212006

Application Reassignment

Exhibit 5.5-14. Application Reassignment Button

Upon clicking <Application Reassignment>, the Application Reassignment screen is
returned(Exhibit 5.5-15), showing all applications submitted within the last year that are
associated with the user’ s facility or unit.
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/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

Messages(1) | Submit Ticket | Security Briefing | Logoff |
WIHHAA

o A Worldwide Credentialing, Risk Management, and

Adverse Actions System Supporting Medical Personnel Readiness”

CCQAS

Application Reassignment for W1HHAA , USA LANDSTUHL RMC
@ This application reassignment process is a backup measure 1o allows CC/CM/MSSP users fo take over ownership of a priviege application that was originally assigned to another CC/CM/MSSP user. This process should only be used in the event that
the originally assigned CC/CMMSSP is not available to reassign the priviege application
Provider Last Name: Show applications that were submitted between |08/22/2005 [+ and [ve2e008  [E| oo
2 |Provider | Appiication Status |Provider Phone | App Submitied | App Etfective | 4pp Excpiration Current CC/CHMSSP
» [COFFEE, STAR Complete: (210) 338-8845 08/10/2006 08/10/2006 08/09/2007
R Complete (234) 441-8265 08/10/2008 08/10/2008 08/09/2007
B <sign To Self
Close

Exhibit 5.5-15. The Application Reassignment Screen

The following are important features of the Application Reassignment screen:

e Theuser may search for aparticular provider’s application by entering the
Provider Last Name and clicking the <Go> button at the top of the page

e The Application screen will default to display applications submitted in the past
year; the date range for displaying submitted applications may be changed by
entering the desired Start and End dates and clicking <Go>

e Custody of an application is obtained by selecting “Reassign to Self” from the
hidden menu of actions (see Exhibit 5.5-15)

The Application Reassignment functionality will only allow applications to be reassigned
to another CC/M SSP/CM within the facility or unit where the application was submitted.
A CC/MSSP/CM may not take custody of a privilege application in adifferent facility or
unit for which they do not have the appropriate permissions to function in the role of
CC/MSSP/CM.

5.6 Routing a Privilege Application for Primary Source Verification
Once the CC/MSSP/CM has reviewed the application package and determined that it is

ready for processing, he/she may submit the application for primary source verification
by clicking the <PSV> button (see Exhibit 5.5-12).

CCQAS 2.8 Training Guide 5-17 30 September 2006



Select PSV

Please =elect from the following
% PS\/ by CC/ICMMSSP (Will not include CVO in Application Routing)
i psv by CVO (Willinclude CVO in Application Routing)

Submit I Cancel
Exhibit 5.6-1. The Select PSV Screen

CCQAS will return a message window (Exhibit 5.6-1), asking whether the PSV function
will be performed by the CC/MSSP/CM or aCVO role. The user will select the
appropriate option and click <Submit>.

e |f“PSV by CC/MSSP/CM” isselected, anew work list item will be generated
for al CC/IMSSP/CM personnedl in the facility or unit who hold PSV permissions;
one of those individuals must then assume responsibility for the application prior
to conducting the PSV

o If “PSV by CVO” isselected, anew work list item will be generated for all
individuals who have PSV permissionsin the designated CV O unit; one of those
individualsin the CVO unit must assume responsibility for the application prior to
conducting the PSV

e Regardless of who performs the PSV function, the individual conducting the PSV
maintains ownership of the application until PSV is completed; further processing
of the application may not be performed until all required PSV has been
completed

The processes for primary source verification of the privilege application are addressed in
the following sections.

5.7 Primary Source Verification of a Privilege Application by CC/MSSP/CM

When “PSV by CC/MSSP/CM” is selected as the means for primary source verification,
anew task will be generated for all individuals who have permissions to perform PSV
functions for their facility or unit. The application may be viewed from the work list by
selecting “Open” from the hidden menu, or double-clicking anywhere on the record line.
CCQAS will return amessage window (Exhibit 5.7-1), asking the CC/MSSP/CM if they
will take responsibility for the PSV of the application. This feature was built into
CCQAS to accommodate larger facilities and units, in which multiple credentials staff
members share the PSV workload.

Assign PAC

Would you like to take respensibility for the PSV of this application?

v | |

Exhibit 5.7-1. The Assign PSV Screen

Once the CC/MSSP/CM has accepted responsibility for the PSV of the application, the
application package will be returned as a series of tabs (Exhibit 5.7-2). Thefirst tab will
be the “Provider PSV Summary” tab.
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/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer =] 3]

"A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

5 CCQAS

[ Prime Source (PSV) for BENJAMIN PIERCE |

Provider PSV Summary ‘ Privieges Document ts Comments Expand All| Collapse All| Print Summary
[FPrefiley ]|

Hame: Gender: Date of Birth:

PEERCE, BENJAMIN Male 0211011873

Branch: Rank: Corps:

A1 - Army (USA) Active Duty CPT - Captain MC - Medical Corps

ADCIDesigliAFSC: ASE: Accession:

B2A - Emergency Medicing - DA - Direct Accession

2 identification [y |
[

2 |identification Type |
|+ | social Securiy Number 207-58-3301
|2 state LicenseiCertificationRegistration B

E |state | Mumber Field Status. Expires ADM Waiver | Verified
| Letter P ss6161 Alopathic Physician Active 081012007 es o

National Certification/Registration [No Data] (

Humber State |

™ verified |

¥ completed

Unlicensed Information [No Data] [}

= Drug Enforcement Agency (DEA) / Controlled Dangerous Substances (CDS) []

2 [DEA Humber [Type |Expiration
NEEND DEA (fee exempt) 0313112008
= Professional education [

7 verified |

|Degres [ Institution |start Date Completion Date erified [
+ | Doctor of Medicine | Qualifying Degree COLUMBIA UNIVERSTY COLLEGE OF PHYSICIANS AND SURGEONS 0910511385 06/01/1998 031012002

[= Past Greduate Training [ 7 verified |

2 |Field of Study Training Type Insitution Start Date Completion Date Verified
» | Internal Medicine Internship (PGY-1) DREXEL UNIVERSTY COLLEGE OF MEDICINE 081231999 06/21/2000 081082002
+ | Orthopedics Residency (PGY-2) PENNSYLVANIA STATE UNVERSITY COLLEGE OF MEDICINE 08/23/2000 06/02/2001 0872172001

» | Surgery Residency (PGY-3) HARVARD MEDICAL SCHOOL 08/31/2001 07/02/2002 08/25/2002

+ | Famiy Practice Residency (PGY-4) Uniformed Services Universty of Health Sciences 8252002 052372003 161272003
‘E speciaity [

I7 verified

2 |speciatty Sub Speciatty |speciatty Level Certified Date Expiration Date Verified

+ | Emergency Heaicine Emergency ledical Services Board Certified 18092004 0810812007 0140612005
‘EMalpraaneCcNerage 0

|

2 |Insurance/Contractor Name Policy Number | Policy Expires Date Address |
J Geico 456165 0811972007

‘E Clinical Appointments [} |

|

|

2 [Name | start Date |£nd Date
_+ | Massachusetts General

‘E Academic Appointments [}

2 |Name | start Date |£nd Date

Exhibit 5.7-2. The Provider PSV Summary Screen

The Provider PSV Summary screen will display expanded sections of the privilege
application that require PSV action. Important features of the Provider PSV Summary
screen include:
e Sections of the application which contain no data will automatically be collapsed
and display “(No Data)” next to the section header
e All sections of the application may be expanded or collapsed by clicking
<Expand All> or <Collapse All>, respectively, in the upper right corner of the
screen
e Individual sections of data may be expanded or collapsed by clicking [+] or [-],
respectively, to the left of the section header
e Sections of the application which contain datawill display summary lines for each
record entered
e Comments may be associated with each section of the application by clicking the
empty notesicon (Q); the presence of comments for that section will be indicated
by the filled notes icon (&)
e The presence of a*“Verified” checkbox on the right side of the screen indicates
the sections of the application that contain data requiring PSV; once the PSV of
that section is complete, CCQAS will autopopulate the “Verified” box with a
check mark
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e A paper copy of the whole application package may be obtained by clicking
<Print Summary> in the upper right corner of the Provider Summary tab

The user may view the details and/or document the PSV information for each credential
by selecting “Update” from the hidden menu, or double-clicking on the record line.

/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

CCQAS

Messages(1) | Submit Ticket | Security Briefing | Logoff |
WIHHAA

o ialing, Risk Management, and

*A Worldwide Credenti ment, an
Adverse s System Supporting Medical Personnel Readiness”

ion:

State License/Certification/Registration
Type: |License > State: [ PA - Pennsylvania =l
Number. [¢s616
Fieid: [ 010 - Alopatnic Physician jﬂ
ssue Date: [08/01/2004 =] Expiration Date: [08/01/2007 [+ I expiration noefinte
Status: | Active - In Good Standing: [V
Remarks: ’ =
PSV Information
© * This field must be entered to complete verification
= Methed: (" written Correspondence ¢ Telephonic { Internst Phone: URL
* Contact Name: Position Institution
* Verified Date: B Entered By Name: Entered By Position:
Remarks: =
Save Close

Exhibit 5.7-3. The PSV Information Section

The“PSV Information” block (see Exhibit 5.7-3) of each section requiring PSV should
be completed as the individual credential is being verified according to the method of
verification that isused. Any unusual circumstances surrounding the credential or the
verification of the credential should be noted in the Remarks box. The user may edit
information pertaining to the credential being verified, but they may not edit information
that uniquely identifies the credential. Following PSV of the credential, the user selects
<Save> and then <Close> to return to the PSV Summary screen. The name and position
of the user who conducted the PSV will automatically be recorded on PSV Information
block after all PSV information have been entered and saved.

Note: Inthe PSV Information block, different datafields are required depending
on the PSV “Method” radio button selected. The PSV Information block should
be populated as completely as possible according to the PSV method used.

Once al required PSV have been completed in the credential s sections of the application,
the Request Query box on the NPDB section (Exhibit 5.7-4) of the application will
become enabled. The CC/MSSP/CM will then check the Request Query box. This
action will result in the inclusion of the provider’s name and information in NPDB batch
queries that is generated by CCQAS to perform NPDB queries. When the system has
included the provider’ s name in the batch query report, it will automatically uncheck
Request Query and check the Query Result Pending box and place the corresponding
date in the Last Query Date field. When the query results are received, the
CC/MSSP/CM must manually enter the result for each query by selecting one of the
options under the “ Adverse Information on File” block for each record. Click the
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<Save> button located at the left hand side of the NPDB section header to compl ete the
NPDB section of the PSV process.

/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer =] 3]

w "A Worldwide Credentialing, Risk Management, and

CCQAS

Adverse Actions System Supporting Medical Personnel Readiness” USOBFBCD
[ Prime Source (PSV) for PROVIDER49 PROVIDER4S |
Provider PSV/ Summary\ Privileges. Document s Comments Expand All| Collapse All| Print Summa;
[EHeaitn status 1y [
Questions Comments
1. Doyou currently have any physical impairments that could limit your cinical practice? © Yes & o k]
2. Areyou currently taking any medications?  ves (o™ B
3. Doyou have potentially communicable disease 7 C Yes & No ]
4. Have you been hospitalized for any reason during last S years?  ves & No 0O
5. Have you ever been psychiatrically hospitalized or diagnosed with a major psychiatric disorder? © ves & No O
6. Are you currently under or have ever received freatment for an alcohol or drug related condition? © Yes & o k]
7. Have you ever used a controlled substance that was not prescribed by a physician or other health care provider? © Yes & No 0O
FlReference [ T Verified |
2 |current Name Tiie/Fosttion Address |y |state | verifies
v | ves Jo Smo Peer No
v | ves Tip top Supervisor No
v |ves Bog Chesse Chief of Medical Staff No
‘E National Practitioner Data Bank (NPDB) / Healthcare Integrity and Protection Data Bank (HIPDB) / Federation of State Medical Boards (FSMB) [} |
‘ save | Help? |
[~ NPDB Information
Lastaueyate:] [ Adverse Information On File: Remarks.
 ves B
™ Query Resutts Pending e
I Request Query b
€ N, but was previously Y =l

NPDB Website

[~ HIPDB Information

Last Query Date = Adverse Information On Fike: Remarks:

(o] -
™ Query Resuls Pending = H

C

' Mo, but was previously Yes =

~FSMB

Lastoueypate] [ Adverse Information On File: Remarks:

C Yes =]
™ Query Resutts Pending

o
™ Request Query

€ No, but was previously Yes =l

Print J J Return | Close J

Exhibit 5.7-4. The NPDB/HIPDB Section

The PSV may not be completed until all required credentials have been verified and the
results of the NPDB query have been updated on the PSV screen.

Note: Army and Air Force may also perform NPDB queries manually without

using the NPDB Batch Query report generated by CCQAS. For manual NPDB
gueries, Army and AF users should manually enter the Last Query Date and the
results of the NPDB query directly into the PSV screen.

Whether the query is done by the batch method or one by one, the result has to be
entered manually: one of the buttonsin the “ Adverse Information on File” block
must be selected, and the report has to be uploaded into CCQAS and associated
with the provider’s record.

The remaining tabs in the application, Privileges tab, Documents tab, and the Comments

tab, are similar in form and function to the tabs described in Sections 5.5.3, 5.5.4, and
5.5.5, respectively.
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The CC/MSSP/CM may perform one of several actions using the buttons provided at the
bottom of any tab within the application package:

e <Print> will send the Provider PSV Summary screen to the printer configured for
the user’ s workstation

e <Complete PSV> (see below)

e <Return> will route the application back to the CC/MSSP/CM who has
ownership of the application; the person in the role (whether CVO or
CC/MSSP/CM) performing the PSV is required to enter comments explaining
why the application is being returned. The CC/MSSP/CM will then receive a new
work list item indicating that the application has been returned without a
completed PSV

e <Close> will close the application which may then be reopened again later

Following completion of al required PSV, the <Complete PSV> button at the bottom of
the screen will be enabled. Clicking <Complete PSV> has severa implications:
e The application will be returned to the CC/M SSP/CM who has ownership of the
application
e Theapplication isready for the CC/MSSP/CM to route it through the review
process
e The credentiasinformation entered into the electronic application will be used to
create or update the provider’s permanent credentials record in CCQAS. If the
provider is newly accessed into military service or employment, the application
will be used to populate a new credentials record; if the provider aready has an
active credentials record in CCQAS, the application will be used to update the
credentials records already residing in CCQAS

5.8 Primary Source Verification of a Privilege Application by the CVO

The process for PSV by CVO isnearly identical to the process described in Section 5.7.
The only difference isthat custody of the record is transferred to the UIC associated with
the CV O function for the PSV process. Following completion of the PSV, the privilege
application is automatically routed back to the CC/M SSP/CM who has ownership of the
application.

5.9 Building Workflow for Application Review

Following completion of the PSV, the application is returned to the CC/M SSP/CM for
routing through the application review process. |If the application was submitted by a
CSS member or aprovider that is not eligible for privileging, the application will be
automatically closed by CCQAS. A read-only version of the application will be
permanently stored in the “ Applications’ tab as part of the provider’ s historical record.

If the provider is requesting clinical privileges with his’her application, the
CC/MSSP/CM may initiate application routing by clicking the <Routing> button at the
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bottom of the screen within the provider’s application (Exhibit 5.9-1). The <Routing>
button is only enabled after PSV of the application has been compl eted.

7} CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

A

ing, Risk and

7 CCQAS

Credentialing
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Privileging
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[Provider Application Review - PROVIDER7 1 PROVIDERT1, 00000015

Provider Summary | Position
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[Errotiey

Hame:
PROVIDERT1, PROVIDERT
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CPT - Captain MC - Medical Corps
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DOD00001S
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Phene Type: Primary

v (1112223333
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Contact - Address_[No Data]

View Credentials

Return to Provider ‘ Routing ‘ Re-assign CC/CMMSSP ‘ Terminate | Ciose. |

Exhibit 5.9-1. The Application Routing Button

The Application Routing screen is returned.
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"'A Worldwide Credentialing, Risk Management, and
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Available Reviewers Selected Reviewers Route To:
REVENER REVIEWERS REVIEWER REVIEAERT @ Level 1 Reviewers
REVIEWERS REVIEWERS
REVIEWERS REVIEWERS
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Level 5 Reviewer
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Level 6 C. i Chair
Privileging Authority ' Privileging Authority is required.
Available PA's Route To:
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Exhibit 5.9-2. The Application Routing Screen

Important features of the Application Routing screen include:

Level 1 review and Privileging Authority (PA) review are required by CCQAS for
all applications. CCQAS alows optional use of Levels 2 - 6 according to the
privileging process for the individual facility or unit

Levels 2 — 6 may be expanded or collapsed by clicking the [+] or [-], respectively,
to the left of the section header

For each level, thelist of all available reviewers associated with the facility or
unit will appear in the “ Available Reviewers” box

One or more reviewers may be selected at each level by clicking on the desired
reviewer's name and then clicking [>] to move the reviewer’s name to the
“Selected Reviewers” box. Double-clicking on the name will also move it to the
“Selected Reviewers’ box.

A reviewer’s name may be removed from the “ Selected Reviewers” box by
clicking on the desired reviewer’ s name and then clicking [<] to move the
reviewer’s name back to the “ Available Reviewers” box. Double-clicking on the
name will also move it to the “ Available Reviewers’ box.

Clicking [>>] will move al reviewer’s names from the “ Available Reviewers”
box to the “Selected Reviewers” box

Clicking [<<] will move all reviewer’s names from the Selected Reviewers box
to the “Available Reviewers” box

Levels 5 and 6 are committee levels whereby at least one committee member and
one and only one committee chairperson must be selected to participate in the
review process
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e Thenames of al individuals that hold PA permissions for the facility or unit will
be included in the pick list for “ Available PAs”.

e An application isrouted by selecting the appropriate “Route To” radio button, but
all routing must be done in chronological order and conclude with the PA review.

The following rules apply to the routing of a privilege application from one level of
review to the next:

e Leve 1review should be assigned to the provider’s clinical supervisor; if the
provider will have multiple clinical supervisors (as may be the case of providers
with more than one specialty), each supervisor should be assigned asalLevel 1
reviewer for the application

e An application will not move to the next level until the current level of review has
been completed. If multiple reviewers are associated with the current level, all
reviewers must complete their review in order for the application to move forward

o If al reviewsat the current level take an action of “Recommend”, the application
will automatically advance to the next level of review without being returned to
the CC/MSSP/CM

e If any onereviewer eectsto take an action of “Recommend with Modification”,
“Do Not Recommend” or “Return without Action”, the application will be
returned to the CC/M SSP/CM who will then need to take the appropriate action
before submitting the application back into the review process

e Levels5and 6, the committee levels, require all committee members to complete
their reviews before the committee chair renders the committee’s
recommendation

e Thefinal committee recommendation for Levels 5 and 6 reflect the
recommendation submitted by the committee chair

e Once workflow routing has commenced, an application may be routed back to a
previous level for reconsideration, but the CC/MSSP/CM cannot skip any levels
to advance the application forward

The CC/MSSP/CM will select the appropriate reviewersfor Level 1, the PA, and other
levels deemed necessary for higher facility’s or unit’s privileging process. The
CC/MSSP/ICM may simply click on <Submit> to initiate routing. Once <Submit> is
selected, the application is sent to all individuals that were selected as Level 1 reviewers.
Each Level 1 reviewer will receive an email notification indicating he/she has a new task
in hissher work list that requires action.

5.10 Tracking an Application in Review
Throughout the application review process, the CC/M SSP/CM may view the status of an
application at any time without disrupting the workflow process. This may be done from

the“My Applications’ tab. For applications currently in the review process, the
“Application Status = In Review”” (Exhibit 5.10-1).
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2} CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer ] P}

Ee “A Worldwide Credentialing, Risk Management, and Messages(1) | Submit Ticket | Sec
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness” WIHHAA

Credentialing Frivileging

|WorkList for WIHHAA , USA LANDSTUHL RMC |
WorkList | MyAppications  |_Pendng Applications |
Provider Last Name: Show applications that were submitted between [08/22/2005 | [EB¥| ana [08r22r2006 | [EJe| Fiter ‘

2 |Provider |Appiication Type | appicaton status |Provider Pnone |ap submitea Priv Effective Priv Expiration |=1

LmEnCe B 1stE-App In Review (212) 2123652 08/22/2006
Inftiate PAR
Cred Friv Letter

Exhibit 5.10-1. The In Review Status Indicator

A detailed summary of actions performed to date on the application may be viewed by
selecting “ View Log/Comments” (see Exhibit 5.10-1) from the hidden menu of actions
for the application.

/3 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer =181 x|

= "A Worldwide Credentialing, Risk Management, and Messages(1) | Submit Ticket | Security Briefing | Logoff
H CCQAS Adverse Actions System Supporting Medical Personnel Readiness” WiHHAA

Credentialing Privileging

Provider Application
Provider Name: BENJAMIN PERCE Application Status: In Review
SSH: 207-58-3301 Application Submitied:  08/2212008
Branch: Army (USA) Active Duty Applcation Effective:
Rank/Grade: Captain Application Expiration
Task Log Comments.
Task Status Start Date Complete Date Assignee Role | From (Rote) =]
Appiication Ready for Review Open 082272006 Cz7 cuzT State License Waiver Endorser CH27 CH2T (PSV)
Complete PSV Open 0812212008 cMz7 CuzT PSV CIM27 CM2T (CCICWNSSP)
Application Ready for Review Chsed | 0812212006 187222008 27 Cu2T CCICNMSSP BENJAMIN PIERCE (Provider)
Application Returned/Modification Reguired Cosed | 081222008 182212008 BENJANIN PERCE Provider CU27 CH2T (CCICUNSSP)
Application Returned/iction Required Cosed | 081222008 182212008 w27 cuzt ceieNMssP 27 CH2T (PSV)
Complete PSV Cosed | 08/07/2008 182212008 Cl2s c12s Psv CH27 CH27 (COICNSSP)
Application Ready for Review Cosed | 08/07/2008 18072008 w27 cu2t CO/CNMSSP BENJAIN PERCE (Provider)
Complete Applcation Cosed | 0B/05/2008 18072008 BENJANIN PERCE Provider CH27 CH27 (CCICWNSSP)

= |
Exhibit 5.10-2. The Task Log Tab

The“Task Log” (Exhibit 5.10-2) displays a summary line for every completed or pending
action associated with the privilege application, in order of completion, with the most
recent task listed first. Those tasks with * Status = Closed”” have been completed. Tasks
that have no date in the “ Complete Date” column are still pending with “ Status = Open””.

The “Comments’ tab (Exhibit 5.10-3) enables the CC/MSSP/CM to view comments and
recommendations made by the reviewer who performed each task.
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i *A Worldwide Credentialing, Risk Management, and Messages(1) | Submit Ticket | Security Briefing | Logoff |
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Credentialing

Privileging Reports

Provider Application
Provider Name: BENJAMIN PERCE Application Status: I Review
SSH: 207-58-3301 Application Submitted: 0B/22/2006
Branch: Army (USA) Active Duty Appiication Effective.
Rank/Grade: Captain Application Expiration
Task Log Comments
Role |user Action Comment |Date =l
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Close
Exhibit 5.10-3. The Comments Tab

Any comments entered into CCQA'S during the application review process will be
retained on the “Comments’ tab as a permanent part of the historical record. The
“Comments’ tab, however, is not viewable by the provider at any time during or after the
review process.

5.11 Pulling an Application Out of the Review Process

The CC/MSSP/CM has the ability to retrieve privilege applications currently in the
review process. This may be necessary when an application was inadvertently routed to a
reviewer inappropriate for the application, or the assigned reviewer is unable to take
necessary action on the application. To pull an application out of the review process, the
CC/MSSP/CM selects the individual’ s name from the “User” pick list located in the
upper right corner of the work list.

7} CCQAS Version 2.6 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer =0l x|

"A Worldwide Credentialing, Risk Management, and

? CCQAS Adverse Actions System Supporting Medical Personnel Readiness”

[WorkList for W1HHAA , USA LANDSTUHL RMC ]

Work List | My applcations | Pending Applications |
status: [OpenTasks 7| Roke: [Al =] show tasks with a start date between [08:222005 | [FE]7| ano [0s222008 | [EE]r| | Fiter | user [Cuar, ch2r - ‘
? |Task |Role |From (Role) |Provider |apaType  [[G)13e, Chize kStart Date | Task Complete Date =1
e for Review State License Waiver Endorser CH2T, CN2T (PSV) PERCE, BENJAMN (Miftary) 1stE-App  ||PERCE, BENJAMN _ |22/2008
+ | Complete PSV = CH27, CN2T (CCICMMSSP) PERCE, BENJAMN (Mittary) 1stE-App | Medical Corps 08122/2006

Exhibit 5.11-1. Retrieving an Application in Review

The “User” pick list contains the name of all individuals who have been assigned to take
some action on the application. By selecting a user’ s name, the CC/MSSP/CM will gain
access to that individual’ swork list. At that point, the CC/MSSP/CM may select the
specific application that needs to be retrieved, open the active work list item associated
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with that application, and click the <Return w/out Action> button. This action will
result in custody of the application going back to the CC/MSSP/CM who originally
routed the application for review. The CC/MSSP/CM may then change the assigned
reviewers and re-initiate the routing of the application.

5.12 Level 1 Review of an Application

Once athe CC/MSSP/CM routes the application for Level 1 review, each Level 1
reviewer will receive an email notification of a new task in CCQAS and a new task,
“Task = Application Ready for Review” (Exhibit 5.12-1), will be added to his or her work
list. The application may be viewed from the work list by selecting “Open” from the
hidden menu, or double-clicking anywhere on the record line.

2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer.

Submit Ticket | Security Briefing | Logoff |
LAODJFGTS

“A Worldwide Credentialing, Risk Management, and
§ CCQAS

Adverse Actions System Supporting Medical Personnel Readiness"™

Credentialing Privileging

|WurkLis( for LAOJFGTS, 005% MEDICAL WIHG @ |
Work List
Status: | Open Tesks %] Role; | A0 | Show tasks with a start date between | 022272005 andt [022202008 oo |
7 Task Role From (Role) Provider App Type Corps Task Start Date  Task Complete Date
v | Application Ready for Review Lewvel 1 Reviewer PACY, PACT (CCICMMSSP) PROVIDERZ, PROYIDERZ Modification | Medical Corps | 02/22/2006
h

Exhibit 5.12-1. The Work List for a Level 1 Reviewer

The electronic privilege application will be returned as a series of tabs. The reviewer will
see the same tabs and screens that the CC/M SSP/CM sees during his/her initial review of
the application, with afew important exceptions:
e Aredflag (F) will dert the reviewer to any notes entered into the credentials
portion of the application (on the “Provider Summary” tab) by the CC/M SSP/CM.
The reviewer may view the notes by clicking on the red flag (Fe). The reviewer,
however, cannot enter notes into the credentials portion of the application
e All information entered on the Position tab will be read-only for the reviewer
e The Privileges tab contains additional datafieldswith a pick list (see Exhibit
5.12-2) from which the Level 1 reviewer can select delineations for endorsing
each privilege item requested by the provider
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Exhibit 5.12-2. The Privileges Tab for a Level 1 Reviewer

The Level 1 reviewer isrequired to assign a delineation for each privilege item requested
by the provider. If the reviewer elects to assign a privilege delineation that differs from
that which the provider requested, the reviewer isrequired to enter acomment by
clicking on the empty notesicon (O) directly to the right of the delineation, explaining
the reason for the difference. Discrepancies between the provider’s and the Level 1
reviewer’s privilege delineation will also be noted with ared flag (F) that will alert
subsequent level reviewers of the change.

Note: If aprovider has requested privileges in multiple specialties, several Level
1 reviewerswill likely be assigned to review the requested privileges. In this
situation, each Level 1 reviewer should endorse only the privilegesin the
specidty that he/sheis qualified to review, and leave the remaining privileges for
other speciaties unchanged from the defaulted value (which is the same as that
requested by the provider) for the other Level 1 reviewer to review. Multiple
Level 1 reviewers may also endorse the same set of privileges. Each should enter
his/her own endorsement and comments, but if the two reviewers differ in their
recommendations regarding a particular privilege item, the privilege item will be
flagged (M) and the privilege delineation field will be blank for subsequent levels
of review, and the PA will be required to enter a privilege delineation during the
Level 7 review.
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After reviewing and assigning privilege delineations, each Level 1 reviewer will then
submit hig’her overall recommendation for the privilege application by selecting one of
the buttons at the bottom of the screen:
e <Recommend> indicates that the reviewer recommends approval of the
provider’s request for privileges with the delineations he/she has entered
e <Recommend with Modification> indicates that the reviewer has elected to
enter adelineation or delineations that may be different from what the provider
has requested, or has entered comments related to individual privileges. If this
action is selected, the reviewer isrequired to enter general comments explaining
the reason for his choice of endorsement
e <Do Not Recommend> indicates that the reviewer does not support the granting
of clinical privileges to the provider, regardliess of any changes they may have
made on the Privilege tab. If thisaction is selected, the Reviewer isrequired to
enter comments explaining his’her reason for not recommending the provider for
privileges. This option has negative repercussions for the provider and should
therefore be selected only after serious, thorough and thoughtful consideration of
all factors related to the provider and his application
e <Return without Action> will route the application back to the CC/M SSP/CM
without a recommendation. If thisaction is selected, the Reviewer isrequired to
enter comments explaining his’her reason for returning the application. Thisis
usually the appropriate choice if areviewer, rather than create an adverse
privileging action with a<Do Not Recommend> action, prefers to return the
application to the professional affairs office pending satisfaction of issues
regarding the application or with the provider
e <Close> will close the application which the reviewer may then reopen at alater
time to complete the review

Once the reviewer selects <Recommend>, <Recommend with Modification>, <Do Not
Recommend>, or <Return without Action>, the application will either be returned to
the CC/MSSP/CM or advanced to the next level of review. The reviewer isgiven an
opportunity to enter comments with his’her submission, and comments are required if
either <Recommend with Modification>, <Do Not Recommend> or <Return without
Action> was selected. All comments entered during the review process became a
permanent part of the privileging application.

With Mosification

Commen nts:
| agres with the level 1 recommendations

Cancel
Exhibit 5.12-3. Reviewer Recommendation Screen
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Note: Comments entered during the review process will be viewable by the
CC/MSSP/CM, other reviewers, and the PA, but the provider will not have
visibility of these comments either during or after the processing of their
application.

Once an application review task has been completed by areviewer, the application may
be viewed in read-only format from the Application tab. The reviewer, however, may not
make further edits to privilege delineations unless the CC/MSSP/CM routes the
application back to them for a second review.

After al Level 1 reviewers have completed their reviews, the application may either be
routed directly to the next review level in the workflow, or be returned to the
CC/MSSP/CM. All Level 1 reviewers must issue a<Recommend> vote on the
application for it to advance to the next level of review. If any Level 1 reviewer issuesa
<Recommend with Modification>, <Do Not Recommend> or <Return without
Action> vote, the application will be returned to the CC/M SSP/CM who holds
responsibility for the application. In order for an application to advance past Level 1, the
underlying issue with the application must be addressed, and then the application must be
rerouted through the Level 1 review to obtain aRecommend vote from all Level 1
reviewers.

5.13 Levels 2, 3, and 4 Review of an Application

Once an application has cleared the Level 1 review, it will advance to the next level of
review assigned to the application. The review process at subsequent levels of review is
similar to that described in the previous sections for the Level 1 review with one
exception. Levels2, 3 and 4 reviewers do not have the capability to apply a delineation
for individual privilege itemsin the electronic application, but they do have full visibility
of all comments entered into the application by the CC/M SSP/CM, and the privilege
delineations and comments entered by the Level 1 reviewer.

‘2 CCOAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer
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Exhibit 5.13-1. The Privilege Tab for Review Levels 2, 3, and 4
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Thered flag (Ar) denotes a change made to a privilege delineation by the Level 1
reviewer. Reviewers at subsequent levels of review may click on the (&) to the right of
the privilege item to view the Level 1 reviewer’srationale for changing the privilege
delineation.

After reviewing the privilege application and comments left by the previous levels of
review, the Level 2, 3, or 4 reviewer submits his/her recommendation by clicking one of
the buttons at the bottom of the screen (see Exhibit 5.12-2). All reviewerswill be given
the opportunity to enter comments with their recommendation, which will then become a
permanent part of the privileging application.

5.14 Levels 5 or 6 (Committee) Review of an Application

Levels5 and 6 in the review process are reserved for committee review of privilege
applications. Levels5 and 6 are comprised of two layers of review within each level to
accommodate reviews by each of the committee members, followed by areview by the
committee chairperson. Once an application is routed for committee review, each
committee member assigned to review the application will receive an email notification
and anew task, “Task = Application Ready for Review.” Once all committee members
have performed their review and submitted their individual recommendations, the
committee chairperson will receive their email notification and a new work list item to
review the application. The committee chair will evaluate the individual
recommendations of the committee members, as well as, all previous levels of review,
and then submit the final committee recommendation.

Thereview process at Levels 5 and 6 are similar to that described in the previous section
for the Levels 2, 3, and 4 in all other respects. Levels5 and 6 reviewers do not have the
capability to enter adelineation for individual privilege itemsin the electronic
application, but they have full visibility of al comments entered into the application by
the CC/MSSP/CM, the privilege delineations assigned by the Level 1 reviewer and his
comments, and any other comments entered into the electronic application at Levels 2, 3,
and 4. Leve 5 or 6 review will be complete after the committee chairs submit their
recommendation.

5.15 Review of an Application as the Privileging Authority (PA)

The final review of the application is performed by the PA. PA review isrequired for all
applications. The PA will provide the final determination of whether the application is
approved or disapproved and only one PA may be assigned to approve an electronic
application.

Once an application is routed for PA review, the PA assigned to review the application

will receive an email notification and a new task, “Task = Application Ready for
Review.” Upon opening the task, the application will be displayed (Exhibit 5.15-1).
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Exhibit 5.15-1. The Privilege Tab for Privileging Authority Review

The PA will see the same tabs and screens that the previous reviewers saw during their
review of the application, with a few important differences:

e The Privilegestab contains additional data fields with a drop-down pick list of
delineations for the PA’ s use in endorsing each privilege item requested by the
provider

e The PA will submit final approval/disapproval of the application

The PA isrequired to assign adelineation for each privilege item requested by the
provider; however, for his convenience, the delineations are already defaulted to those
entered by the Level 1 reviewer, and depending on the recommendations of all the
reviewers, he may or may not have to change them. When a delineation field is blank
and flagged (resulting from a difference in delineation entered by one or more Level 1
reviewers), the PA hasto enter a value which resolves the difference in delineation
entered by more than one Level 1 reviewers. Asisthe case with the Level 1 reviewer, if
the PA electsto assign a privilege delineation that differs from that which the provider
requested, the PA is required to enter acomment, by clicking on the note icon (1)
directly to the right of hig/her delineation, explaining the reason for the difference.
Discrepancies between the provider’s and the PA’s privilege delineation will aso be
noted with ared flag (F).
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Note: The PA may either select a set of privileges from the Privilege Category
pick list or scroll continuously through the Privileges tab to review all privileges
from al categories.

The PA hasfull visibility of all the reviewers recommendations and comments entered
into the application during the review process. Comments pertaining to specific privilege
items may be viewed by clicking on thefilled noteicon (B) next to the privilegeitem. A
summary of recommendations and detailed, application-level comments entered during
prior levels of review are summarized on the Comments tab (Exhibit 5.15-2).

2 CCQAS Version 2.B - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

7 CCQAS

Credentialing

A Worldwide Credentialing, Risk Management, and Submit Ticket | Security Briefing | Logo
Adverse Acti System Supporting Medical Personnel Readiness™ LADJFGTS

Privileding

|Pruvider Application Review - PROVIDERZ PROYIDERZ, DOOO0O0D0M |

Pravider Summary Position Privileges Documents ” Comments Print Summaty
| Add Role: | A1l Roles v

? |Role User Action Comment Date

v |Level 2 Reviewer REVIEWER3, REVIEWERS Recommend w/ Modification | agree with the level 1 recommendations 027222006
v |Level 2 Reviewer REVIEWERZ, REVIEWERZ2 Recommend | recommend approval of what the provider regquested 02222006
v |Level 1 Reviewer REVIEWER1, REVIEWER1 Recommend v/ Modification see cagffievy Comment 0212272006
v |PEYV PACT PACT PSY Complete 0212272006
+ |Provider PROVIDER2, PROVIDER2 Provider Submit E5commencationlEount 0202212006

Return vwio Action Cloze

‘ Approve Disapprove

Exhibit 5.15-2. The Comments Tab for PA Review

The “Comments’ tab displays al application-level comments made during the review
process in summary form. Detailed comments (Exhibit 5.15-3) entered for individual
privilege items may then be viewed by selecting “View Comment” from the hidden menu
of actions.
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2 CCQAS Version 2.B - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

“A Worldwide Credentialing, Risk Management, and

g Submit Ticket | Security Brie
? Ccms Adverse Actions System Supporting Medical Personnel Readiness™

Credentialing Privileging

Reviewer Hame: REVIEANER1 REVIEWER1

Privilege Category: Meurosurgery (AF)
Privilege: Biopsy or removal of tumar of skull, meninges, cranial nerves or brain
Provider Designation: Fully Competent
Reviewer Recommendation: With Supervision

Comments: Negds more tra\nlrﬁ

Privilege Category: Meurosurgery (AF)
Privilege: Repair of intracranial ansurysm or arteriovenous malformation
Provider Designation: Fully Competent
Reviewer Recommendation: With Supervision

Comments: Needs more training

Prirt ‘ Close |

Exhibit 5.15-3. The Reviewer Recommendations/Comments Screen

Aninventory of all recommendations (Exhibit 5.15-4) issued during the review process
may be viewed by clicking “Recommendation Count” (see Exhibit 5.15-2) from the
hidden menu of actions on the “Comments” tab.

2} CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

g "A Worldwide Credentialing, Risk Management, and
? ccms Adverse Actions System Supporting Medical Personnel Readiness™

Submit Ticket

Security Briefing | Logoif |
LADIFGTS

Credentialing Privileging

Recommendation Count
Provider Name:  PROVIDER2 PROVIDERZ Application Status:  In Review
SSht DOOO0O001 Application Submited:  02/22/2006
Branch:  Air Force (USAF) Application Effective:
RankiGrace:  Colonel Application Expiration:

Reviewer Level

w i i Do Not Recommend
Level 1 Rewiswver 0 1 a
Level 2 Rewiswver 1 1 a
Totals 1 2 0

Exhibit 5.15-4. The Recommendations Count Screen

After reviewing the privilege application, recommendations, and comments from
previous levels of review, the PA submits his decision by clicking one of the buttons at
the bottom of the screen:

o <Approve> if the PA wants to approve the provider’ s request for privileges with
no changes to the delineations as indicated on the Privileges tab, this button
should be selected

e <Approve with Modification> should be selected if the PA changed a
delineation or may have entered comments pertinent to a specific privilege. If this
action is selected, the PA isrequired to enter a general, application-level comment
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e <Disapprove> should be selected if the PA wants to disapprove the provider’s
application for clinical privileges, regardless of any changes that may have been
made on the Privileges tab. If thisaction is selected, the PA isrequired to enter
comments explaining his’her reason for not approving the provider for privileges

e <Return without Action> will return the application to the CC/M SSP/CM
without any approval action by the PA. If thisaction is selected, the PA is
required to enter comments explaining his/her reason for returning the application

e <Close> will close the application which the PA may then reopen at alater time
to complete the review

Since the PA isthelast level in the review process, regardless of which action he selects,
the application will be routed back to the CC/MSSP/CM. The only action that may
require rerouting of the application back to the PA is <Return without Action>. The PA
IS given an opportunity to enter comments with his/her submission, and comments are
required if <Approve with Modification>, <Disapprove> or <Return without Action>
are selected. All comments entered by the PA during the review process become a
permanent part of the privileging application.

Privileging Authority Decision

Decision:
Apprave
[ with Modiication

Commen nts:

[ ]
Exhibit 5.15-5. The Privileging Authority Decision Screen

Note: Comments entered during the review process will be viewable by the
CC/MSSP/CM and other reviewers but the provider will not have visibility of
these comments either during or after the application review process.

Once an application has been returned to the CC/M SSP/CM, the PA continues to have
access to the application in read-only format from the Application tab. The PA, however,
cannot make further edits to privilege delineations unless the CC/MSSP/CM routes the
application back to him/her for a second review.

5.16 Completing the Application Approval Process

Once the PA submits hisfher final decision to approve the application for clinical
privileges, the application is routed back to the owning CC/MSSP/CM. The
CC/MSSP/CM will complete the approval process by routing approval notifications to
the provider, Level 1 reviewers, and other individuals involved in the review process that
should be notified. The notification processis initiated by selecting <Notifications> at
the bottom of the screen (Exhibit 5.16-1).
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Note: The automated notification functionality in CCQAS should be used in
cases where the provider’s application for clinical privilegesis approved by the
PA. In situations where the PA disapproves a provider’s application,
communications with the provider should be handled outside CCQAS and Service
and MTF protocols should be followed.

2} CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

Submit Ticket | 5

curity Briefing | Logo Tt
HE2594

Expanc An| Collapse AN| Print Summary

[Errniery

Gender: Date of Birth:
08/26/1980

B Type Wentification Number State
+ | Social Securty Number 263836612

[EiContact-Phone

Bl on
» | (202)202-1200 Home Yes
[EContact-Email

3
]
z
5
2
g
M
3
3
3

Notiications || Re-sssion Co/cuSS? | Temnate | Close ]

Exhibit 5.16-1. The Notification Routing Button

The “Notification Routing” screen will be returned.
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- “A Worldwide Credentialing, Risk Management, and
7 CCQAS -

Adverse Action: em Supporting Medical Personnel Readiness™

Hotification Routing

Provider

Iotify Provider? ®¥es ONo
Acknowlsdgement Dus(days)

ClLevel 1

Available Users Selected Users
REVIEWER1 REVIEWERT
REVIEWER2 REVIEWERZ
REVIEWERS REVIEWER4
REVIEWERE REYIEWERE

=

REVIEWERS REVIEWERS
REVIEWERS REVIEMERS

Level 4 Reviewers

Level 5 Committee Chair

Level 6 C i Chair

Exhibit 5.16-2. The Notification Routing Screen

Important features of the “Notification Routing” screen include:

The CC/MSSP/CM is required to select the appropriate radio button for “Notify
Provider”, but notification at other review levels are not required by CCQAS

If “Notify Provider = Yes” is selected, the CC/MSSP/CM isrequired to enter the
number of days the provider acknowledgment is due

Levels 2 — 6 may be expanded or collapsed by clicking the [+] or [-], respectively,
to the left of the section header

For each level, thelist of all reviewerswill appear in the “ Available Reviewers”
box

One or more reviewers may be selected at each level, but clicking on the desired
reviewer’s name and then clicking [>] to move the reviewer’ s name to the
“Selected Reviewers” box. Double-clicking on the name will also move it to the
“Selected Reviewers' box

A reviewer’s name may be removed from the “ Selected Reviewers” box by
clicking on the desired reviewer’ s name and then clicking [<] to move the
reviewer’s name back to the “ Available Reviewers” box. Double-clicking on the
name will also move it back to the “ Available Reviewers’ box

Clicking [>>] will move all reviewer’s names from the “ Available Reviewers”
box to the “Selected Reviewers” box.

Clicking [<<] will move all reviewer’s names from the “Selected Reviewers” box
to the “Available Reviewers” box.

After the CC/MSSP/CM selects the desired recipients for the approval notification,
he/she clicks <Submit>. A notification email will then be distributed to al recipients
simultaneously. If the provider isrequired to acknowledge the approved application,
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he/she will receive anew work list item with “Task = Privileging Notification, as well
as, the email notification. Providers should acknowledge the award of privileges within
the specified number of days. Reviewers are not required to acknowledge the approved
application and will receive only an email notification. They are not required to take any
further action regarding the application.

When a provider receives a new work list item with “Task = Privileging Notification”
he/she may acknowledge the approved application by first opening the task. At the top of
the “ Provider Summary” tab is a statement as to the type of appointment and privileges
the provider has been granted, and instructions on acknowledging the appointment.

1 https:/ccgasval28.csd. disa.mil - CCQAS Yersion 2.8 - Centralized Credentials Quality Assurance - Microsoft Internet Explorer

iy "A Worldwide Credentialing, Risk Management, and Subinit Tick
€€ms Adverse Actions System Supporting Medical Personnel Readiness™
ns

|Prnuider Application Review - BORIS KARLCOFF, 000000100 ‘

Provider Summary Pasition Privileges Documents: cammerts Expand Al | Collapee Al \ Prird Sumimary

Heotification: For a complete copy of your application package click on Documents - PARISnapshots and then download the spplication with the e-signature or click here to review the individual privilege
items that have heen approved. You sre not suthorized to exercize any privieges that were not granted by the Privileging Acthorty . Select the "Comments" tab to view comments relsted to this privileging
activity. Select the "Acknowledge" button to acknowledage this privileging activity.

Acknowledge

[Eprofite ~
Hame: Gender: Date of Birth:

KARLOFF, BORIS Male 011970

Branch: Rank: Corps:

F11 - Air Force (USAF) Lt Col - Lievtenant Colone! BSC - Biomedical Sciences Corps

AOC Desig/AFSC: Accession:

42M34 - Audiologist, Clinical DA - Direct Accession

|E| ldentification |
7 Identification Type Iddertification Mumber State
v | Social Security Number 000-00-0100

[ contact - Phone |
7 Phone Mumber Phone Type Pritniary
v (111 222-3333 Haome Yes

|2 contact - Email |
7 |Email Address Primary
v | heidi mabatid ctrigtma osd mil es

[E Contact - Address |
7 Address Type Full Address Primary
v [Home: 1 TEST AVE. TEST CITY &AL S Yes

[state LicenseicertificationRegistration |
7 Type State Mumber Field Status Expires
v License AL 1 Audiologists Active 08/30/2006

[+ Hational Certification/Registration [Mo Dats]

[+l Unlicensed Information [Mo Data] b

‘ Close ‘

&) cooas I 2 @ Internet
Exhibit 5.16-3. Provider <Acknowledge> Button on Summary Page

When the provider clicks the <Acknowledge> button, a page with all the statements
regarding duties and responsibilities, and compliance with Service/MTF regulations and
staff by-laws s returned.
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2 https:Hccgasval2B.csd. disa.mil - CCQAS Version 2.8 - Centralized Credentials Quality Assurance - Microsoft Internet Explorer

L A Worldwide Credentialing, Risk Management, and
? cca‘ Adverse Actions System Supporting Medical Personnel Readiness"

ns

Acknowledgment

* Based upon the recommendations of the credertials committes, | herehy aveard you a Medical Stait Appoirtment with privieges st 01 CFDNG, 0007 MEDICAL GROUP @, DYVESS AFB effective,
09/07/2006 and expiring 09/08/2008. A5 a member of the medical statf, you are expected to participste fully in all accompanying responsibilties, functions and duties within the medical staff 120
Medical Staff Bylawws. You are not authorized to exercize any privieges that were not granted by the Privileging Authority

The renevwal of privileges is based upon the demonstration of current clinical competency. Quality Improvement/Quality Assessmert montoring and evaluation processes that include data
reflecting productivity, peer reviewws, medication use, surgical infection rates, element-specific reviesws, and timely record completion will be obtained and used in the perfarmance-based
privileging process.

To helg mairtain the currency of your credentisls file, tis your responsibilty to forward information to the Credentisls Office concerning CPRAMCLSE, continuing medical educstion, changes
reguired in privileges, licensure status, board cerification, and malpractice actions. The credertials file is available for your reviewy and periodic review of ts contents is encouraged.

Please acknovledge receipt of this notificstion by completing the endorsement belowy within 14 days. If you do not concur with the svward of privileges and medical staff appointment, you may
subimit an appeal a3 outlined in AF| 44-113, Clinical Performance Improvement

@ scoept

O I do not concur and will submit an appeal as outlined in AF144-119.

Complete Acknowledgment Cancel

s start [ RvlCE =
Exhibit 15.6-4. Provider “Complete Acknowledgment” Page

)=

The provider hasto choose <I accept>, or <I do not accept>. The acknowledgment is
then returned to the CC/MSSP/CM in the form of a new work list item with “Task =
Privileging Acknowledgment Received”. When the work list item is opened, the provider
acknowledgment will be visible at the top of the Provider Summary page that is returned.

/3 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer =181 x|

i "A Worldwide Credentialing, Risk Management, and Submit Ticket urity Briefing | Logoff
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness” WOQIAA

Credentialing Frivieging

[Provider Application Review - Hint Jeager, 770968531 |

Provider Summary \ Position Privieges | Comments Expand All| Collapse All| Print Summary

Provider Acknowledgment: Accept

Complete

[Eprefiicy

Hame: Gender: Date of Birth:

Jeager, Mint Female 10/14/1872

Branch: Rank: Carps:

A12 - Army Reserve (USAR) CFT - Captain C - Medical Corps.

AOCiDesialAFSC: Accession:

Exhibit 5.16-5. The Aéomplete Button

The CC/MSSP/CM may then click the <Complete> button; this action ends the
automated processing of the privilege application, regardless of whether the provider
chooses to accept or not accept the awarded privileges. If the provider chooses not to
accept the Privileging Authority’ s decision and wants to submit an appeal, the appea
process is handled outside of the system.
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Following the CC/MSSP/CM’s clicking of the <Complete> button, the application
review processisclosed. The CC/MSSP/CM, the PA, the reviewers and the provider
may access a read-only version of the approved application from the “ Applications’ tab
at any time.

5.17 The Updated Provider Credentials Record

The credentials information entered into the electronic application is used to create or
update the provider’s permanent credentials record in CCQAS. If the provider is newly
accessed into military service or employment, the application will be used to create a new
credentialsrecord. For aprovider that already has an active credentials record in CCQAS
at the time the PSV was compl eted, the application will be used to update the credentials
record already residing in CCQAS.

The credentials data from the application will be imported into the Credentialing module
of CCQAS after the PSV of the application has been completed. The credentials record
isthen available to any credentials staff member that has permission to access the
Credentialing module for his/her unit for updates, reports and/or generation of pre-
formatted letters.

The “Privileges’ section (Exhibit 5.17-1) of the provider’s credentials record will reflect
the privileges that were awarded with the approved application. The “Privileges’ section
should contain a summary record line for each privilege application that was approved.

/2 CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer =] 3]

Submit Ticket | Security Briefing | Logoff |
W2LGAA

A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

|Prawuer Close Provider Record | “ ‘ » ”

Name: POLITAN NEO Sharing: Rank: CPT Corps: T Input Clerk:
SSN: 607-33-9884 Branch: A11 AOCIDesig/AFSC: 61H UIC: W2L6AA Record Status/Type: CurrentiCRED

<> =

Provider Category Corps | Miltary/Civiian Type of Appointment Type of Priviieges Application Date Effective Date Expiration Date
Physician MC Military Initial Regular 08/09/2006 08/08/2006 08/08/2007

Request Civilian Application

]

Exhibit 5.17-1. The Privileges Tab in the Credentials Record

To see the approved privileges, select “View Privileges’ from the hidden menu of actions
for the privilege application.
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2} CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

e "A Worldwide Credentialing, Risk Management, and Submit Ticket
? CCQAS Adverse Actions System Supporting Medical Personnel Readiness™

W2LEAA
[L—— Priviieging |
PRIVILEGED PROVIDER INFORMATION REPORT =
SERVICE: ARMY
UIC: W2L6AA MTF: WOMACK ARMY MED CTR
PROVIDER | SSK |[HILTARY/CIVILIAR| TYPE OF PRIVILEGES

NEO, POLITAN | Regular

607-33-9884 ‘ Military ‘

PRIVILEGE CATEGORY: Family Practice (&)
Category I.

Emcrgency Care. Uncomplicated illnesses or probleas which have low risk to the patient such as routinc prenatal health care,
incision and evacuation of thrombosed hemorrhoids, and acute and chronic cutpatient care im clinics and emergency services. Residency
training is not required but reasonable emperience in the care of patients with these problems or in the performance of these procedures
is required.

PRIVILEGE ITEM (5)

REQUESTED APPROVED

Category | clinical privileges Fully Competent Fully Competent

Anoscopy Fully Competent Fully Competent

ECG performance and initial interpretation Fully Compatant Fully Competent

Basicradiegraphical films (skull, spine, chest, abdomen and extremities) Fully Competent Fully Competent

Insertion of intrauterine device (IUD) Fully Competent Fully Competent

Remave Intrautering device (IUD) Fully Competent Fully Competent

Regional Anesthesia Fully Competent Fully Competent

nlintina/C. ing of simnls frac

Close | Print |

Exhibit 5.17-2. The Privileges Provider Information Report

The list of approved privileges may be printed by clicking <Print>. The user will be
returned to the Privileges tab by clicking <Close>.

Based on the privilege approval date, CCQAS will automatically calculate the privilege
expiration date for one year for initial appointments, or for two years for regular
appointments. These expiration dates may be edited on the “Privileges’ tab by first
selecting “Edit” from the hidden menu of actions for the application.

7] CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

7 CCOQAS

= |

“A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness”

Submit Ticket | Security Briefing | Logoff

W2LEAA
Credentialing Privileging ]
|Praviuer Close Provider Record | “ ‘ » ”
Name: POLITAN NEO Sharing: Rank: CPT Corps: MC Input Clerk:
SSM: 607-33-9884 Branch: Al1 AOCIDesigIAFSC: 51H UIC: W2LEAA Record Status/Type: Current/CRED
Provider Position
Provider Category:[ Physician >
Duty Section
Duty Phone:

Rotation/Permanent Change of Station Date: Bl
Date Reported to Current Assignment:[07/01/2006 &=

DAAI-OACr-z‘

Type of Privieges Requested: | Regular hd

Privilege Expiration Date:[08/08/2007 =+

Type of Appointment Requested: [Intal -

Reguest Admitting Privieges: " ves " No

Patients in Age Groups being treated? Check All

™ Neonates(Birth-28 days) ¥ oung Adults(18-23 years)

™ infants(1-24 manths) ¥ Adults(24-85 years)
I Chidren(2-12 years) ¥ Geriatrics(-65 years)
[V Adolescents(12-17 years)

Save Close
Exhibit 5.17-3. Editing the Privilege Expiration Date on the Position Screen

The “Provider Position” page will then be returned. In prior versions of CCQAS, the
Privilege Expiration Date and Staff Appointment Date were updated on the
“Assignments’ section of the credentials record. These fields are now read-only in the
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“Assignments” section and reflect those dates entered on the “Privileges’ tab. The CSS
Review Date will remain active in the “ Assignments’ section since CSS members are not
eligible for privileging. The expiration dates entered on the Position screen will al'so
dictate when the renewal notices are generated, according to the time period entered on
the “ Command Parameters’ screen (see Section 10).

Note: The*“Privileges’ tab will only be active or visible for providers who are
eligiblefor privileging. There will be no “Privileges’ tab in credentials for
clinical support staff or non-privileged providers.

5.18 Frequently Asked Questions

FAQ: | have many privileged providers working at my facility who are in the middle of
their biannual privileging cycle. When should these providers be incorporated into the
CCQAS 2.8 online privileging process?

Answer: Once CCQAS 2.8 isdeployed at your facility, all applications for clinical
privileges, including new, modification, and renewal applications, should be submitted
electronically through CCQAS 2.8. Using this method, providers will be introduced to
the online application process at the time when they would normally start working on
their next paper privilege application.

FAQ: | am acredentials staff member who uses CCQAS everyday. Sincel check my
work list frequently as part of my daily activities, | do not need the email notifications
that arefilling up my email inbox. Isthere any way | can turn my email notifications off?

Answer: Yes, the notification feature may be turned off for any CCQAS user assigned to

the CC/MSSP/CM role by clicking on the System main menu, and selecting
“Messaging”, then “Email Notifications’. Then follow the instructions on the screen.
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